Risk and Opportunities Reference Sheet

	Risk and Opportunity Fundamentals (page 3)
Risk –  future events or conditions that may have a negative effect on achieving program objectives for cost, schedule, and performance
Issue – events or conditions with negative effect that have occurred (such as realized risks) or are certain to occur
Opportunity – potential future benefits to the program’s cost, schedule, and/or performance baseline, usually achieved through reallocation of resources.
A likelihood, the evaluated probability an event will occur given existing conditions. (page 26)
The consequence, measured as a deviation against program cost, schedule, and performance baselines (page 24)
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	Risk Handling (page 31)
· Accept: Acknowledge risks, but make no changes
· Avoid: Eliminate the source of higher risks, and replacing them with lower risk solutions 
· Transfer: Move the risk ownership to another source
· Mitigate: Reduce the probability and/or impact
	Opportunity Handling (page 51)
· Pursue: Fund and implement a plan to realize the opportunity
· Reevaluate: Continuously evaluate the opportunity for changes in circumstances
· Reject: Intentionally ignore an opportunity due to cost, technical readiness, resources, schedule burden, and/or low probability of successful capture

	The selected handling strategy is reflected in the Acquisition Strategy/other documentation and presented at all relevant decision points/milestones. It includes specifics of what should be done; when it should be accomplished; who is responsible; the resulting cost, schedule, and performance impact; and the resources required to implement.
List of mitigation/pursue approaches: (page 33)
Multiple Development Efforts: Create competing systems in parallel that meet the same performance requirements
Alternative Design: Create an off-ramp design option that uses a lower risk approach
Trade Studies: Arrive at a balance of engineering requirements in the design of a system
Early Prototyping: Build and test prototypes early in the system development
Incremental Development: Defer capability to a follow-on increment
Technology Maturation: Use when a desired technology will replace an existing technology
Robust Design: Use advanced design and manufacturing techniques that promote quality through design; may be more costly than other approaches to design
Reviews, Walk-throughs, and Inspections: Reduce the probability/likelihood and potential consequences/impacts of risks through timely assessment of actual or planned events
Design of Experiments: Identify critical design factors that are sensitive, therefore potentially high risk, to achieve a particular user requirement
Open Systems, Standard Items, or Software Reuse: Select commercial specifications and standards or use existing and proven hardware and software, where applicable
Mockups: Explore design options using mockups, especially for man-machine interface
Models and Simulation: Investigate various design options and system requirement levels
Key Parameter Control Boards: Establish a control board for a parameter when a particular feature (such as system weight) is crucial to achieving the overall program requirements
Test, Analyze, and Fix: Plan a period of dedicated testing to identify and correct deficiencies
Demonstration Events: Establish knowledge points that demonstrate if risks are being abated
Process Proofing: Simulate actual production environments and conditions to ensure repeatedly conforming hardware and software


[bookmark: _GoBack]Note: all page numbers come from the “DoD Risk, Issue, and Opportunity Management Guide for Defense Acquisition Programs” dated June 2015. The guide can be found at http://www.acq.osd.mil/se/docs/RIO-Guide-Jun2015.pdf 

	Risk Management Do’s:
· Consider separate risk and opportunity boards
· Make sure to do an IBR (whenever the program changes)
· Track mitigation plans in your IMS
· Ask yourself hard questions about your biases
· Ask your team hard questions about risk analysis results
· Look for “deltas” in the analysis to spot trends
· Look across multiple risks for relationships or process issues
· Quantitative analysis on a recurring basis—only on appropriate risks
· Consider personality preferences when assigning duties
· SJ for day in/day out running of the process?  Organizational skills?
· NT for running review boards?  Insight skills?
	Risk Management Don’ts
· Think only a tech person can run the process
· Confuse risks and issues
· Ignore opportunities
· Poorly define Hi, Medium, and Low risk
· Personally do the analysis job your team should do
· Allow just in time documentation
· Forget all the risk sources 

	· An IF - THEN type of risk statement. (page 21)
“If” some event or condition occurs, “then” as specific negative impact or consequence to the program will result.

· A CONDITION - CONSEQUENCE type of risk statement.     
A “condition” that is causing concern or uncertainty exists, therefore a negative impact or “consequence” to a program objective may result. 
	Beware! - Pseudo Risks
Sounds like a risk, but does not really meet the criteria of a risk (may be something to worry about)
Example
· The test might be six months late
· The system could fail the test
· We might not get the export license
“Pseudo Risks” are just the expression of the “Consequence”


	Risk/Opportunity Categories (page 20)
· Technical:
Requirements, Technology, Engineering, Integration, Test, Manufacturing, Quality, Logistics, System security/Cybersecurity, and training

· Programmatic:
Estimates, program planning, program execution, communication, contract structure/provisions, and schedule

· Business:
Dependencies, resources, priorities, regulations/laws, market, customer, and weather
	Quiz: Is It A Pseudo Risk, Risk, Or Problem
	
	Pseudo Risk
	Risk
	Problem

	If we do not test it we will have a high probability of delaying first flight
	Pseudo Risk
	
	

	The newness of the tool is highly likely to result in the item design costing $50K over target
	
	Risk
	

	The learning curve for the new tool cost us $50K extra
	
	
	Problem

	The learning curve for the new tool  will cost us $50K if we don’t fix it
	
	Risk
	

	The new tool will cost us a lot more to design that item then we ever thought. 
	Pseudo Risk
	
	

	We could be 4 months late
	Pseudo Risk
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