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[bookmark: _Toc414444267]Summary of Changes

Version 3.1 
· Implements the 2015 JCIDS manual approved on 12 Feb 15 and the errata from 4 Mar 15
· Eliminates the Joint Staffing Designator (JSD) of Independent, while retaining specified DOD Component validation authority and discretion over certifications and endorsements.  There are now four valid JSDs:  JROC Interest, JCB Interest, Joint Integration and Joint Information.
· Adds a validation page behind the cover page of each capability requirement document, ensuring that validated documents – new or updated – will have authoritative validation memos attached.
· Requires the DODAF views for “all” ICDs:  OV-1, OV-3, OV-4, OV-5a, CV-2, CV-3, CV-6
· Clarified that the discussion of opportunity cost in the Affordability section of ICDs informs later tradeoffs in life cycle cost, performance, schedule, and quantity. The operational attributes contained in ICDs should be system agnostic, and these types of tradeoffs are not appropriate until the AoA or later activities. Page D-27, JCIDS manual, errata 25 Feb 15.
· Adds a Table of contents to the writers guide
· Provides a section outlining the differences between the regular ICD and the Information Systems (IS) ICD.  A separate template for the IS-ICD has been developed along with a PowerPoint presentation for preparation of the IT-Box itself for use in the briefing.
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[bookmark: _Toc414271341][bookmark: _Toc414444268][bookmark: _Toc331589028]ICD Instructions and Template

[bookmark: _Toc414444269]I.	ICD Templates

	a. Initial Capabilities Document Template (regular ICD).  Due to the current lack of institutional knowledge, templates will evolve and change at a rapid pace.  The template has been extracted from this guide and is provided separately on the ARCIC JCIDS site.

	b. Information Systems Initial Capabilities Document (IS-ICD).  The same caveat applies.  Templates are located on the ARCIC JCIDS site.

[bookmark: _Toc350954169][bookmark: _Toc414271343][bookmark: _Toc414444270]II.	Considerations

	a. An ICD (includes the IS-ICD variant) specifies one or more capability requirements and associated capability gaps which represent unacceptable operational risk if left unmitigated. The ICD also recommends partially or wholly mitigating identified capability gap(s) with a non-materiel capability solution, materiel capability solution, or some combination of the two. A validated ICD is an entrance criterion necessary for each MDD.

	b. Limitation on an IS-ICD variant. The IS variant is narrowly focused on facilitating more efficient and timely software development efforts, and is not appropriate for hardware development efforts or capturing capability requirements which span a broad scope of combined hardware, software, and/or DOTmLPF-P efforts.

	c. As part of ICD validation, the validation authority may also provide recommendations for the development of AoA guidance. The data in a validated ICD, and its associated OVs and CVs, supports the acquisition process at several points, including the MDD; the AoA or similar study completed during the MSA phase of acquisition, as required; update of the Evaluation of Alternatives, development of the solution architecture; the Acquisition Strategy; and the MS A acquisition decision.

[bookmark: _Toc414444271][bookmark: _Toc414271344]III.	ICD Format 

a. The ICD format conforms to the JCIDS Manual implemented on 12 Feb 15.

b. Each paragraph and subparagraphs must be numbered to facilitate correlation, traceability, and ease of identifying issues during staffing.  Use scientific paragraph numbering.  The use of conventional alpha-numeric numbering is not acceptable.  There is no waiver to this requirement.  Exceeding the page count will result in an automatic rejection of the document.

	c. All documents must be submitted as Draft with “continuous” line numbering that begins on the cover and ends at the Supporting Documents Listing as the last page of the document.

	d. The ICD format has 5 paragraphs, followed by three mandatory appendices and one optional appendix.  The body of an ICD is limited to 10 pages measured from the beginning of paragraph 1 to the end of paragraph 5.  Preface information (cover, validation, Table of Contents, etc.) are excluded from the page count.  The standard applies to standard ICDs as well as IS-ICDs.

	e. Use Times New Roman 12-point for document content. For classification markings, use Arial 24-point bold.  Page numbers in the footer should use Arial 12 to have consistency in the header and footer (use of a single font in that section).  Underline paragraph numbers and titles, do not use BOLD font.

	f. Submit all documents in the current version of Microsoft Word (i.e. file extension “.docx”).  Incompatibility issues with staffing tools has been resolved and using the current Word version allows you to take advantage of advanced features in the software.

[bookmark: _Toc350954171][bookmark: _Toc414271345][bookmark: _Toc414444272]IV.	IC	D Preparation
 (
Cover Page
)


 (
Special Note:
  
Draft Version Number
Use a unique version number to identify your ICD.  Your Initial Draft should be version 1.0.  Subsequent revisions should receive a sequential number to differentiate them from the previous version.  The first rewrite would be designated Draft v1.1.  Place this information on the first line of the cover page as follows:
“Draft v1.x, generated on month/day/year” in Times New Roman 8 font
)
[bookmark: _Toc414271346][bookmark: _Toc414444273]Preface information

	a.	Capability Development Document Title – Create a unique title for the ICD, starting with the phrase “Initial Capabilities Development Document for.”

	b.	Sponsoring Organization and Signature Authority – Do not change the template for either of these entries.  When viewed from the joint staff perspective all documents TRADOC generates are “sponsored” by the Army.  The HQDA DCS G-3/5/7 is the appropriate signature authority, there are no alternative.

c. Date Submitted – Insert the date the Commandant or his designated representative approves forwarding to ARCIC for validation.  Be advised that the Gatekeeper may change the date to reflect the date the document is validated and loaded in CAMS for HQDA staffing.

	d.	Primary & Secondary POCs – Include the Name, title/position, telephone number, and e-mail addresses NIPRnet and SIPRnet.  The primary and secondary POC on the cover must have complete information.  Requirements for POCs:  
· Primary and Secondary POCs must be military or civilians.  Contractors aren’t authorized to establish government positions which excludes them from filling the POC role.  If contractors are the primary writers, list them in “Other Points of Contact” on page iv of the CDD template. 
· If the POC does not have an active valid SIPRNet enterprise e-mail account, they can’t be listed on the as the Primary or Secondary POC.
· POCs must have completed the following Requirements Management Certification Training:
· CLR 101, Introduction to JCIDS (DAU on-line).
· RQM 110, Core Concepts for Requirements Management (DAU on-line).

	e.	Proposed Validation Authority – The Validation Authority is dependent upon the JSD assigned by the Joint Staff Gatekeeper during staffing.  For a description of each designation see CJCSI 3170.01I, Joint Capabilities Integration and Development System.  Appropriate validation authority entries correlate to JSD entries as shown below:

· [bookmark: _Toc351016776]JROC Interest - “JROC” is the validation authority
· [bookmark: _Toc351016777]JCB Interest - “JCB” is the validation authority
· [bookmark: _Toc351016778]Joint Integration – “US Army” is the validation authority
· [bookmark: _Toc351016779]Joint Information – “US Army” is the validation authority

	f.	Proposed Milestone Decision Authority (MDA) – With ICDs, the MDA is ACAT agnostic as you can’t determine the ACAT of a concept, required capability or gap.  

		(1)	The MDA is either the Defense Acquisition Executive (DAE) who is dual-hatted as the Under Secretary of Defense for Acquisition, Technology and Logistics (USD AT&L) or 

		(2)	The Army Acquisition Executive (AAE), also referred to as the Assistant Secretary of the Army for Acquisition, Technology and Logistics (ASA (ALT)).

	f.	Proposed Joint Staffing Designator (JSD) – Select the JSD as determined from one of the five shown below based on a capabilities impact on the joint warfighter.  The entry will be preceded by the word “Proposed”:  Note that the JSD Independent has been eliminated.  Generally speaking, an ICD will normally be designated JROC or JCB Interest. 

1. JROC Interest – “JROC” is the validation authority.  Applied to all documents describing ACAT I/IA programs, Joint DCRs, and those that have a potentially significant impact on interoperability (interagency, allied/partner nation, coalition, etc.).  All documents will be evaluated for Joint Staff endorsements during staffing.  FCBs will review for Interagency/Allied/partner nation equity and perform Joint prioritization of the new capability requirements.  The document will be made available via KM/DS staffing for comment.  Comment adjudication for comments unrelated to joint endorsements or certifications must be completed to the satisfaction of the validation authority.  Comments adjudication related to joint endorsements and certifications must be completed to the satisfaction of the endorsing or certifying organization.
1. JCB Interest – “JCB” is the validation authority.  Applied to all documents describing ACAT II and below programs that have a potentially significant impact on interoperability (Interagency/Allied/partner nation, coalition, etc.).  JCB Interest is the minimum JSD for any documents where (a) the Sponsor is a Combatant Command (CCMD), or (b) the document is an information system (IS) ICD.  All documents will be evaluated for Joint Staff endorsements during staffing. FCBs will review for Interagency/Allied/partner nation equity and perform Joint prioritization of the new capability requirements.  The document will be made available via KM/DS staffing for comment.  Comment adjudication for comments unrelated to joint endorsements or certifications must be completed to the satisfaction of the validation authority.  Comments adjudication related to joint endorsements and certifications must be completed to the satisfaction of the endorsing or certifying organization. 
1. Joint Integration – “US Army” is the validation authority.  Applied to all documents describing ACAT II and below programs, which require one or more joint endorsements or certifications, but are below the level of JCB Interest.  All weapons and munitions will be designated Joint Integration as a minimum.  All documents will be evaluated for joint endorsements and certifications.  FCBs will review for Interagency/Allied/partner nation equity and perform Joint prioritization of the new capability requirements.  The document will be made available via KM/DS staffing for comment.  Comment adjudication is at the discretion of the Sponsor for comments unrelated to joint endorsements or certifications.  Comments adjudication related to joint endorsements and certifications must be completed to the satisfaction of the endorsing or certifying organization.  This designation would be unusual for an ICD. 
1. Joint Information – “US Army” is the validation authority.  Applied to all documents describing ACAT II and below programs, which do not need Joint Staff endorsements, and are below the level of JCB Interest.  FCBs will review for Interagency/Allied/partner nation equity and perform Joint prioritization of the new capability requirements.  The document will be made available via KM/DS staffing for comment.  Comment adjudication is at the discretion of the Sponsor.  This designation would be unusual for an ICD.
[bookmark: ACAT_Approval]
	g.	Releasability Statement – 
· If the document is UNCLASSIFIED, then a Releasability statement is not required.  
· An UNCLASSIFIED document should not contain any Releasability restrictions.  
· If the document contains export controlled or controlled Unclassified Information, it should be designated as “UNCLASSIFIED/FOUO” to preclude release under the Freedom of Information Act and contain a Releasability statement.
 (
Validation Page
)



Include a validation page in all documents with the following caveat:  “This document has not yet been validated, and shall not be considered to be an authoritative source for the content herein.  This document may be considered authoritative only when this page has been replaced by a signed validation memorandum from the appropriate validation authority.”

 (
Executive Summary
)


· Writers are limited to one page or less.  If the Executive Summary exceeds this limit, it results in an automatic rejection.  Be succinct and do not repeat information that is covered elsewhere in the ICD.  Say it once and say it well, you only have one page!
· Paragraph numbering is not required in the Executive Summary.

 (
Table of Contents
)


· The Table of Contents (TOC) contains hidden formatting (styles) with linkages to paragraphs.  You can automatically update the TOC by right clicking the mouse, selecting “update field” then click “OK” to update page numbers.  Paragraph titles are formatted in “Heading 1” and must remain that way for the TOC to allow automatic page updating.  No other information should be included on lines that contain styles linked to the TOC.

· Update page numbering as the last task each time the ICD is edited.

 (
Other Points of Contact and Revision History
)


· Add additional POCs as needed to include contractors and representatives from the PM.  

· Use the revision history table to assist in configuration management of the ICD.  Change the version number each time significant work is done on the document and it is submitted to a higher headquarters for review/validation/approval.

[bookmark: _Toc414271347][bookmark: _Toc414444274]Main Body of the ICD
 (
1 (U) Operational Context
)
This paragraph provides context for the capability requirements identified in the ICD.  Ensure the paragraph can be cross-walked to data displayed in the OV-1 (included in this paragraph) as well as the OV-3, OV-4 and OV-5a.

 (
1.1 (U) Range of Military Operations
)
Describe the range of military operations being addressed and the relevant parts of SSA Products, Joint Concepts, CONOPS, UCP-assigned mission and/or other driving factors to which the capability requirements identified in the ICD contribute.  If operations in, or after exposure to, Chemical, Biological, Radiological, or Nuclear (CBRN) environments are required, discuss how and where this fits in the operational context.

 (
1.2 (U) Initial Operational and Full Operational Capability Timeframe
)
Identify the timeframe under consideration for IOC and FOC based on input from supported/supporting Combatant Commands (CCMDs) and the acquisition community.  Note that the timeframes presented in this section must be consistent with the DODAF CV-3 and any phasing of capability requirements proposed in section (3) of the ICD.

 (
1.3 (U) Required Operational Outcome
)
[bookmark: _Toc331589032]Identify what “measurable” operational outcomes are required; what effects must be produced to achieve those outcomes; how they complement the integrated joint/multinational warfighting force; and what enabling capabilities are required to achieve the desired operational outcomes.
 (
1.4 (U) Operational Concept Graphic
)

Include the High-Level Operational Concept Graphic (OV-1).  The direct URL to the other architecture data for the ICD will be included in Appendix A – References.  Architecture required for all regular ICDs, in addition to the OV-1:  OV-3, OV-4, OV-5a, CV-2, CV-3, and CV-6 (7 viewpoints).


Figure:  OV-1

 (
1.5 (U) Key Intelligence Support Capabilities Required
)
Identify intelligence support requirements required to enable the capability solutions operational activities documented within the operational context.  If there are no intelligence support requirement, delete this sub-paragraph.

 (
2 (U) Threat Summary
)
The purpose of this section is to provide context for the capability requirements identified in the ICD, and to provide appropriate traceability to the DIA or Service approved threat products used during the development of the capability requirements and identification of associated capability gaps.  This information also enables intelligence certification provided during ICD review and validation, and facilitates more rapid review and updating of successor documents when/if threat products are updated.

 (
2.1 (U) Threat Assessment Citation
)
2.1.1 (U) For ICDs likely to result in ACAT I programs, ensure the most current Defense Intelligence Agency (DIA)-validated threat analysis and findings are used to develop the ICD and any associated studies or analysis.
2.1.2 (U) For all other ICDs, ensure the most current DIA- or Service-validated threat documents are used to develop the ICD and any associated studies or analysis.

 (
2.2 (U) Expected Operational Environment
)
Provide a general description of the expected operational environment, including specific threat capabilities, the nature of existing and anticipated threats (both lethal and non-lethal), and threat tactics, if available.  Include CBRN threats if applicable to the operational context.  Ensure judgments or extrapolations regarding adversarial capabilities are appropriate, logical, and consistent with existing DIA- and Service-validated assessments.  Also consider threats to follow-on research, development, testing and evaluation, production, and operation and maintenance resulting from technology transfer, espionage, and other adversarial collection efforts.  Note that threats are factors that an adversary can control and direct, or will be able to direct, and do not include environmental or natural factors such as weather or terrain.
 (
2.3 (U) Threat Capabilities in the expected operational environment
)

Provide a general description of all threat capabilities in the expected operational environment, the nature of current and anticipated threats (both lethal and non-lethal) which are a factor in setting the capability requirements and initial objective values, and threat tactics, if available.  Include CBRN threats if the operational context includes the ability to operate in CBRN environments.

 (
3 (U) Capability Requirements and Gaps/Overlaps
)
The purpose of this section is to both identify the specific capability requirements, with associated Tier 1-3 Joint Capability Areas (JCAs) and operational attributes, and to assess capability gaps and/or redundancies in terms of a comparison between capability requirements and current/projected force capabilities.  
 (
3.1 (U) Capability Requirements Overview
)

3.1.1 (U) Include a subparagraph for each capability requirement identified in the Capability Based Assessment (CBA).

3.1.2 (U) Narrative in the capability requirement and capability gap section should be derived from and consistent with DODAF CVs generated during prior analysis, as modified for the scope and purpose of the ICD, including the CV-2, CV-3, and CV-6.
[bookmark: table]
 (
3.2
 
(U) 
Summary Table
)
	Capability Requirements
	Current Capabilities
(basis for gap/overlap

	Capability Requirements
	Attribute/
Metrics
	Initial Objective
	Source/
System
	Current Performance

	(for example) JCA 2.1: Battlespace Awareness / ISR

	Capability 1
	
	
	Description
	

	
	Attribute 1.1
	Value (no TBDs)
	
	Value (no TBDs)

	
	Attribute 1.n
	Value (no TBDs)
	
	Value (no TBDs)

	(for example) JCA 3.1: Force Application / Maneuver

	Capability 2
	
	
	Description
	

	
	Attribute 2.1
	Value (no TBDs)
	
	Value (no TBDs)

	
	Attribute 2.n
	Value (no TBDs)
	
	Value (no TBDs)

	(for example) JCA 3.2: Force Application / Engagement

	Capability n
	
	
	Description
	

	
	Attribute 3.1
	Value (no TBDs)
	
	Value (no TBDs)

	
	Attribute 3.n
	Value (no TBDs)
	
	Value (no TBDs)

	JCA X.x:  Xxx / Xxx

	Capability n
	
	
	Description
	

	
	Attribute n.n
	Value (no TBDs)
	
	Value (no TBDs)


[bookmark: gaptable]Table 3.2 Capability Requirement and Gap/Overlap Table

*Instructions for completing the table are found at Annex B.


 (
4 (U) Assessment of Non-Materiel Approaches
)The purpose of this section is to identify what non-materiel approaches have been considered to close or mitigate capability gaps identified in Section (3) of the ICD, and what capability gaps may require a materiel solution.  This information also informs the DOTmLPF-P review and endorsement conducted during staffing of the document.
 (
4.1 (U) Residual Capability gaps not closed or mitigated by non-materiel approaches
)

[bookmark: OLE_LINK4][bookmark: OLE_LINK5]Summarize the changes to DOTmLPF-P considered during the Capabilities-Based Assessment (CBA) or other analysis that would satisfy the capability gaps in part or in whole.  Include consideration of capabilities in Allied/partner nations, the interagency, and other DOD Components.  Ensure 
4.1.1 (U) Ensure that organizational implications of DOTmLPF-P are captured in the OV-4 submitted with the ICD.

4.1.2 (U) If there is an issue of sufficiency in capability solutions currently available to the joint force or in development (not enough units of capability to be effective) without requiring increased proficiency in capability solutions currently available to the joint force or in development (not enough performance in each unit of capability), capture the assessment of “little-m” quantity changes in this section.

 (
4.2 (U) DOTmLPF-P Summary that satisfies capability gaps
)
As the title implies, list DOTmLPF-P solutions by domain that satisfy capability gaps.
 (
5 (U) Final Recommendations
)

The purpose of this section is to identify one or more paths forward to satisfy the capability requirements and close or mitigate associated capability gaps identified in the document.  Ensure materiel and non-materiel recommendations reflect a thorough understanding of the threat considerations and intelligence support requirements and capabilities for the functional and operational areas.
 (
5.1 (U) DOTmLPF-P Recommendations part of a materiel solution
)

Identify DOTmLPF-P recommendations to be considered as part of a materiel solution.
 (
5.2 (U) DOTmLPF-P Recommendations independent of a materiel solution
)
Identify DOTmLPF-P recommendations to be considered independent of a materiel solution.

 (
5.3 (U) Materiel Approach
)
[bookmark: _Toc410975035]For all capability requirements that cannot be met using non-materiel approaches, make specific recommendations on the type of materiel approach preferred to close each capability gap, which may be used by the Milestone Decision Authority (MDA) to adjust the scope of the Analysis of Alternatives (AoA).

5.3.1 (U) Evolution of a previously fielded capability solution(s)
Enhancing an existing system includes development and fielding of IS, development of similar technologies to address high obsolescence rates, or evolution of the system through significant capability improvements.

[bookmark: _Toc410975036]5.3.2 (U) Replacement/Recapitalization of a previously fielded capability solution(s) 
ICDs will describe a plan to retire (sunset) an existing system as the new capability or version of legacy system is brought into service, and whether quantities should be reduced based on the increase in capability for the new system.

[bookmark: _Toc410975037]5.3.3 (U) Introduction of a transformational capability solution
New capability solutions differ significantly in form, function, and operation from existing capability solutions.  They may address gaps associated with a new mission, or describe breakout capabilities that offer significant improvement over current capabilities, possibly transforming the ways of accomplishing an existing mission.
 (
5.4 (U) Affordability
)

5.4.1 (U) While the ICD should not have a specific capability solution in mind, nor the level of detail required to produce associated cost estimates, a constrained fiscal environment with competing demands for resources requires that opportunity cost in ICDs inform life cycle cost, performance, schedule, and quantity tradeoff discussions in follow-on efforts, such as in the AoA, and subsequent requirements and acquisition decision making.

5.4.2 (U) Notional Resources 
Identify the notional resources available to pursue a capability solution, including materiel and non-materiel costs over its anticipated life cycle. This data is not intended to reflect resource costs of a specific capability solution which will be determined later in the process, but rather identify what resources are proposed to be available, and if necessary highlight resource shortfalls which may require taking more operational risk by reducing resources in other areas.
[bookmark: _Toc414271406][bookmark: _Toc414444275]
Mandatory Appendices

	a.	All ICDs have three mandatory Appendices.  

	(1)	Appendix A - References.

	(2)	Appendix B - Acronym List.

	(3)	Appendix C - Glossary.

	b.	There is one optional appendix, Appendix D – Classified Annex.  This is used as a placeholder when the majority of a document is UNCLASSIFIED or FOUO and the classified portion can be easily segregated.  The page count of the classified annex counts against the maximum page limit of 10 pages for an ICD.  
 (
Appendix A - References
)
· A list of references utilized in this CDD.  Additional references may be added.

· The template lists four standard references.  Add other references that are germane to the ICD.  This is not a library listing, include only applicable references!

1. Army Capability-Based Architecture Development and Integration Environment (ArCADIE), URL:  https://cadie.army.mil/cadie/archcatalog/Registration.aspx?ArchitectureId=1733 (Exemplar URL only, you must provide the “unique/discrete URL” that takes you to the architecture for a given ICD with the assigned Architecture ID with public access)

2. AR 71-9 Warfighting Capabilities Determination, 28 December 2009.

3. Chairman Joint Chief of Staff Instruction (CJCSI) 3170.01I, Joint Capabilities Integration and Development System (JCIDS), 23 Jan 15.

4. JCIDS Manual, URL:  https://www.intelink.gov/wiki/JCIDS_Manual, 12 Feb 15.

5. Add other references “relevant” to the ICD.

 (
Appendix B - Acronym List
) List all acronyms used in the ICD.  Use only approved acronyms and spell them out the first time they appear in the ICD.  Refer to Joint Publication 1 -02, Department of Defense Dictionary of Military and Associated Terms, 8 Nov 2010 as amended through 15 Nov 2011, for approved DOD acronyms and the U.S. Army Records Management and Declassification Agency, https://www.rmda.army.mil/abbreviation/MainMenu.asp) for approved Army acronyms.

	ACAT
	Acquisition Category

	AoA
	Analysis of Alternatives

	ARCIC
	Army Capabilities Integration Center

	CBA
	Capabilities-Based Assessment

	CADIE
	Capability Architecture Development Integration Environment

	CDTM
	Capability Development Tracking and Management

	CBRN
	Chemical, Biological, Radiological and Nuclear

	CCMD
	Combatant Command

	CONOPS
	Concept of Operations

	CONPLAN
	concept plan

	DIA
	Defense Intelligence Agency

	DOD
	Department of Defense

	DOTMLPF-P
	Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel, Facilities, and Policy

	FOC
	Full Operational Capability

	IS
	Information Systems

	ICD
	Initial Capabilities Document

	IOC
	Initial Operational Capability

	JCA
	Joint Capability Area

	KMDS
	Knowledge Management/Decision Support

	MDA
	Milestone Decision Authority

	MOE
	measure of effectiveness

	OPLAN
	operational plan

	SSA
	Support for Strategic Analysis

	UCP
	Unified Command Plan



 (
Appendix C - Glossary
)
The Glossary provides a list of terms and definitions that have been used in the ICD.  
 (
Appendix D – Classified Annex
)

· Describe, at the UNCLASSIFIED level, the content of the classified annex.  Submit the classified information as a separate file which is appropriately marked per AR 380-5.

· Number the Annex pages consistent with where the classified information would appear in the base document.

· If not needed, delete from the template.
[bookmark: _Toc414444276][bookmark: AnnexA][bookmark: OLE_LINK1]
(U) Annex A – Information Systems ICD (IS-ICD)

1 (U) Considerations:

	a. Before writing an IS-ICD, consider whether you are in the correct swim lane. 

· Are you developing an information system warfighting capability?  If yes, then an IS-ICD is appropriate.
· Are you developing an information system or software that is enterprise level and is a business systems?  If yes, cease work and consider moving into the Defense Business System swim lane and writing an appropriate problem statement to validate the requirement for your enterprise IT system.

2 (U) This annex cover areas in an IS-ICD that are different from a regular ICD.

 (
Cover Page
)


The cover page for an IS-ICD shall be the same as for a regular ICD except that the title will begin with the phrase “Information Systems Initial Capabilities Document for…”

 (
Differences from ICD in document body
)



The body of an IS-ICD differs from a regular ICD in two sections, and shall be no more than 10 pages long including any content modified or augmented by a classified annex, if used. See the regular ICD section for content of the unchanged sections.

1 (U) Capability Requirements and Gaps/Overlaps – ICD Section (3). In addition to ICD content for this section, include an NR KPP table with initial minimum value.  A second table in this paragraph is the easiest way to address the requirement (see below).

	Attribute
	Key Performance Parameter
	Initial Minimum

	Supports Military Operations
	Mission:
Measure:
Conditions:
	

	Enters and is managed in the Network
	Mission:
Measure:
Conditions:
	

	Exchange information
	Mission:
Measure:
Conditions:
	


Table 3.3 Capability NR-KPP

2 (U) Final Recommendations – ICD Section (5). In addition to ICD content for this section, with the capability requirements making up one side of the IT Box, briefly discuss the remaining sides of the IT Box.

**Do not place the IT Box in paragraph 5.  The requirement is that you discuss the sides of the IT Box not previously covered.  “Discuss the Organization & Oversight as well as Resources required for development, integration, and sustainment of the Information System.”**

	a. (U) Identify the proposed flag-level oversight body, the chair of that body, and the organizations represented on the body to receive delegated requirements oversight duties, including approval of increases to capabilities above initial minimum values within the bounds of the IT Box.

	b. (U) Show projected life cycle costs for the program. Break out costs into annual estimates of development and integration as well as sustainment costs as shown in Table expressed in base year (BY) dollars, i.e. BY15

[bookmark: OLE_LINK3]
	Resources Required (Note 2)

	(BYxx, $M)
	FYxx
	FYxx+1
	FYxx+2
	FYxx+3
	FYxx+4
	FYxx+5
	FYDP Total
	Post FYDP (FYyy-FYzz)
	Life Cycle Cost (FYxx-FYzz)

	Application & System Software Development Costs
	
	
	
	
	
	
	
	
	

	Hardware Refresh, System Integration Costs
	
	
	
	
	
	
	
	
	

	Total
	
	
	
	
	
	
	
	
	

	Note 1:  All resources will use “Base Year” dollar reference (BYxx, $M), clarification from signature draft JCIDS manual (base year not budget year)

Note 2:  Note 2:  Current year is FYxx.  First post-FYDP year is FYyy.  End of planned capability life, or end of 30-year TOA projection if no planned service life, is FYzz


Table 5.5 Life Cycle Costs
[bookmark: _Toc414444277][bookmark: AnnexB]
(U) Annex B - Instructions for Capability Requirement and Gap/Overlap Table

**Return to Table 3.2 Capability Requirement and Gap/Overlap Table

1 (U) Clearly identify how each capability gap identified impacts the operational context in section (1) of the ICD, in terms of inability to execute part or all of an operational plan and/or unacceptable levels of operational risk. This discussion should leverage the CV-6 which provides traceability between the operational tasks in the OV-5a with the capability requirements in the CV-2. Where workarounds are feasible until the requirements proposed in the ICD are satisfied by capability solutions, identify the workarounds and operational risk(s) associated with them.

2 (U) In cases where phased introduction of capabilities is appropriate to the concepts or CONOPS, different levels of capability requirements can be listed for different timeframes, and must be consistent with the CV-3.

3 (U) Describe capability requirements in terms of the required operational attributes with appropriate quantitative parameters and metrics, e.g., outcomes, time, distance, effect (including scale), obstacles to be overcome, and supportability. Indicate the minimum value below which the capability will no longer be effective.  “TBD” values are not allowed.  

4 (U) Capability requirements should be general enough so as not to prejudice decisions in favor of a particular capability solution but specific enough to evaluate alternative approaches to achieve the capability.

5 (U) Capability requirements shown in this section need only be those requirements which have associated gaps or overlaps/redundancies.  This does not preclude the inclusion of capability requirements which are currently satisfied by capability solutions and do not have associated capability gaps, if inclusion of such capability requirements provides necessary context or serves other purposes. (i.e. – a capability requirement might be satisfied by a fielded capability solution, but the Sponsor proposes a much more cost effective capability solution or a consolidation of multiple independent solutions into a single common capability solution.)

5.1 (U) For each capability requirement identified, describe the capability gaps or overlaps in terms of the difference between the capability requirements enumerated above and the performance levels of current and projected force capabilities.  Identify those capability requirements for which there exist overlaps or redundancies.  Include considerations of capabilities in other DOD Components, Interagency, and Allied/Partner nations.  Assess whether the overlap is advisable for operational redundancy, or if the overlap should be evaluated as potential tradeoffs to satisfy identified capability gaps.

5.1.1 (U) When describing "current capabilities" in the narrative paragraphs in order to assess the gap between the proposed capability requirements and current state of the art, one must consider all programs of record and rapidly fielded capability solutions in the joint force.  One cannot exclude viable capability solutions from the comparison because they are not the preferred solution of the authoring organization, or because they are developed and operated by another DOD Component.

5.1.2 (U) When describing a recapitalization (or "next generation") situation, the "current capabilities" must consider the capability solution being replaced, as well as other viable solutions as noted above, even though the plan may be to retire the older solution as the new solution becomes available.  Life extension or continuing/restarting production of the existing capability solution, or possibly leveraging portions of existing capability solutions, may be part of tradeoff discussions and/or follow-on AoA activities.

5.2 (U) Clearly identify how each capability gap identified impacts the operational context in section (1) of the ICD, in terms of inability to execute part of all of an operational plan and/or unacceptable levels of operational risk.  Where workarounds are feasible until the requirements proposed in the ICD are satisfied by capability solutions, identify the workarounds and operational risk(s) associated with them.

**Return to Table 3.2 Capability Requirement and Gap/Overlap Table
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