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1 Purpose and Scope of Survey

This survey was conducted for the purpose of identifying current organizational capability assessment and improvement methods and tools, suitable for employment by DoD information technology acquisition organizations under risk-balanced oversight as described in paragraph 3 below.  The survey included U.S., U.K., Canadian and the International Organization of Standards products that could be used to assess and improve the capability of IT acquisition programs participating in the DoD Information Technology (IT) Acquisition Management Transformation Rapid Improvement Team (RIT) Pilot.

The survey does not address the broader issues surrounding IT investment, such as capital investment planning and portfolio development and management.  The Government Accounting Office has published a draft framework for assessing and improving IT investment management process maturity
.

2 Background

A RIT was sponsored by the DoD CIO, USD(AT&L), USD(C) and VCJCS for the purpose of reducing the cycle time to deliver mission effective and mission capable IT systems to the warfighter.  The goal was to reduce the cycle time to 18 moths or less in order to acquire and field capabilities inside the innovation cycle time of both the IT industry and the enemy. The definition of the IT cycle time addressed by the RIT is the time between the signing of the operational requirements document (ORD) and delivery of meaningful functionality to the user.  The RIT formulated 32 recommendations for evaluation. Appendix A is a listing of the recommendations.

The RIT Pilot was chartered by a joint DoD CIO/USD(AT&L) memorandum of 21 December 2001 that designated 12 automated information systems to employ applicable recommendations under a controlled acquisition environment.  The pilot started in January 2002 and will end in December 2004. A RIT Pilot Team under the leadership of Mr. John Laychus is charged with execution of the Pilot.  The RIT Pilot Team consists of representation from each sponsor and participating Components. 

3 Motivation for Software Acquisition Process Assessment

One element of the RIT Pilot controlled environment is the removal of all pilots from Office of the Secretary of Defense (OSD) oversight.  The working hypothesis was that OSD oversight was one of the contributors to increased cycle time.  Therefore, to test this hypothesis, Milestone decision authority for all of the Pilot programs was set at the Component level.  Furthermore, The level of insight and oversight to be applied to each Pilot is to be determined by assessing the level of aggregate risk associated with a given IT investment and balancing the risk against the capability of the acquisition organization to manage the risk.  To the extent that a program management office (PMO) may be lacking in capability to manage the assessed risk, the Milestone Decision Authority would supplement that capability, provide additional coaching, or direct the acquisition to a fully capable PMO.  This concept is referred to as risk-balanced oversight (RBO). 

A general model of risk-balanced oversight is depicted in Figure 1.  The level of insight or oversight is the dependent variable determined by the intersection of the PEO/PMO acquisition capability and the level of aggregated risk (probability of occurrence multiplied by its consequence) assessed to the investment.  High risk matched with low capability requires close attention by the PEO and CIO.  Conversely, low risks matched with a high capability require minimal supervision and oversight/insight.  Hence the need for a measure of PEO/PMO acquisition capability.  The “Special” risk category recognizes that models of either risk or capability are not all-inclusive and therefore need tailored handling.
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Figure 1. Generalized Risk-balanced Oversight Model

4 Motivation for Software Acquisition Process Improvement

The Department of Defense has a history of RITs, commissions and studies tasked with the improvement of the acquisition process.  Their purpose varies with the environmental forcing functions of the times.  Whereas now the cycle time is important because the enemy has access to the products of an IT industry that has a shorter cycle time than the DoD acquisition cycle time, twenty-five years ago, cycle time was important because of the additional cost of time due to double digit inflation.  

One of the studies on the reduction of the acquisition cycle, was conducted by the Defense Science Board (DSB) Task Force on “Transition from Development to Production”. This 1980’s study was chaired by W.J. Willoughby, Jr. and resulted in the still active risk management templates of DoD 4245.7-M
.  The DSB concluded that past efforts to shorten the acquisition process were failures.  They failed, according to the author because they focused on administrative procedures, e.g. changes to the 5000 series of directives, rather than the root cause of the lengthening acquisition process: the lack of technical discipline.  Hence improving the technical discipline of an organization suggests a correlation with a reduction in acquisition cycle time.  

Within a Program Management Office, the motivation is to meet the terms and conditions of the acquisition program baseline.  To that end, the Department has responded to the DSB finding by mandating a minimum level of software development capability for our ACAT 1/1A contractors
.  

The RIT Pilot interpretation of the DSB finding is that both the PMO and the contractor must achieve and maintain an adequate level of technical discipline if we are to realize the desired reduction in the time it takes to provide a needed capability to the warfighter.

5 General Overview

Methodologies and tools for assessing and improving organizational capabilities within the software industry have developed in roughly parallel paths within the United States, Canada and Europe.  

Within the U.S. the current capability maturity model, CMM, based approach has its origins in Department of Defense software development standards beginning with DOD 1579 and finally DoD 2167 and the companion software quality standard, DoD 2168.  In Europe the origin is ISO 9000.  The Canadian Trillium model adopts the CMM architecture and adds elements of ISO 9000 and the Baldrige Award criteria.  

The U.S. effort is largely focused within the DoD sponsored Software Engineering Institute that is operated by Carnegie Mellon University in Pittsburgh Pennsylvania.  The European effort for standards development within the International Organization for Standards is dispersed amongst all member country standards bodies, with a Central Secretariat in Geneva, Switzerland  (the American National Standards Institute (ANSI) represents the U.S.). The European focal point for implementation of software industry assessment and improvement, is the European Software Institute located in Zamudio, Spain.  The Canadian Trillium focal point is within the Trillium Technical Committee at BNR Inc. part of the NORTEL/BNR Corporation.

5.1 Current Trends

The IT industry has developed a number of quality management practices, each of which offers approaches for assessing and improving their processes.  These practices have been categorized in the literature
 into seven groups that suggest a rough pecking order of sophistication and effectiveness.  These groups are:

· Quality control circles

· Total quality management

· Management quality standards interpreted for software intensive systems
· Specific IT quality standards with process capability determination features

· National level quality award criteria

· Business process reengineering

· World-class standards

This survey includes methods and tools that relate to the five groups of quality management practices that are in bold type above.  Quality control circles approaches such as walkthroughs and peer reviews of work products are imbedded in the surveyed practices and are not separately considered as a candidate strategy.  Similarly, business process reengineering (BPR) is accomplished as part of quality program implementation and also not separately addressed.  

5.2 Assessment and Improvement Strategies Suitable for Piloting by the RIT Pilots 

There are two fundamental assessment and improvement strategies available to an enterprise attempting to reduce IT acquisition cycle time; holistic or targeted.  Examples of both are included in the survey of candidate methods found in the next section.

The holistic strategy involves the entire enterprise and is frequently seen in industry with a relatively narrow focus in which each department has a direct contribution to the “time to market” equation.  Hence the marketing department’s capability to assess market trends may be as critical as software development or integration and so on.  With each department having a direct link to the bottom line, the decision to invest in capability assessment and improvement of IT acquisition can be made holistically by a direct link to the business plan.  It is the holistic strategy that provides a means for sorting out the balance between direct and overhead resources and thus a rational that supports the resources required to make the improvements.  Two methodologies representative of the holistic strategy were found.  The FAA-iCMM (see  paragraph 6.1.8), and the European integration of the ISO software process improvement and capability determination (SPICE) model with the European Foundation for Quality Management (EFQM) Model for Business Excellence (see paragraph 6.3.5).  

The targeted strategy focuses on the IT acquisition chain and is applied by managers who do not have a mandate within other business areas, or operate in an environment that does not employ robust enterprise-wide metrics needed for a holistic approach.  Methodologies representative of this strategy are those based on quality standards interpreted for software acquisition, ISO-9000 and ISO 9003, and those based on reference models such as the capability maturity models developed by the Software Engineering Institute. 

In the case of the current RIT, the analysis of the cycle time problem was performed at a holistic level and the 32 recommendations span areas from finance to work force to oversight.  The risk-balanced oversight is one of the recommendations.  Therefore, although the RIT approach may use targeted vice holistic tools, it will be working within a holistic determination of the root cause of unacceptable IT cycle time.  

6 Candidate Organizational Capability Assessment and Improvement Methods

A survey was conducted of the literature as well as Internet sources to establish the state of practice within capability assessment and improvement methodologies.  The universe of organizational capability assessment and improvement methodologies was found to be a subset of the broader category of quality management systems and national level quality awards.  The initial scan produced a number of IT industry specific and national award quality systems that touched on our needs, but for practical reasons were not considered likely to be selected and were not included in this survey.  Examples of quality systems not included in this survey are: the Software Quality and Productivity Assessment (SQPA) developed by HP,  SIX-SIGMA and BEYOND WORLD-CLASS. 

A synopsis of the candidate organizational capability assessment and improvement methods and tools for use by RIT Pilots are presented in three groups: standards and guidelines, national quality excellence awards and continuous process improvement methodologies.  Links to sites containing relevant information are provided in the bibliography.  

6.1  Standards and Guidelines

Quality management standards have been developed on a country and international level, primarily to facilitate a buyer’s source selection process.  Such standards are found within both the manufacturing and service sectors.  They function in the following way.  Upon successful audit by a certified quality auditor, the applicant is registered to the particular standard being used and may display the mark of the registrar.  Buyers, recognizing the quality management standard, are then able to rely on the level of quality management specified in the standard and can thus avoid the site survey step in a procurement transaction.  

The value of quality system standards to the RIT Pilot is their architecture and detailed methodology that enables both a uniform assessment of capability and a model for improvement.

The quality management standards and associated guidelines surveyed include the following:

6.1.1 ISO 9001:

International Organization for Standardization, Quality Management Standard that encompasses all aspects of the manufacturing and services sectors. ISO 9001 is a generic international standard, adopted on a country-by-country basis, and written for use by the widest possible audience. As a result, the standard provides requirements (what needs to be done) and does not issue specific prescriptive solutions (how to do it).   The standard addresses twenty functions that are presented in Appendix D.  For organizations that perform production only, the Design Control topic is omitted from internal and external audits.

As noted in paragraph 5.1 above, ISO 9001 is primarily a conformance assessment tool for 20 functions within an enterprise.  As such however, it does highlight deficient areas, which then can be the focus of remedial action.  To that extent ISO 9001 is potentially useful to DoD as an assessment and improvement tool.  

6.1.2 ISO 9000-3: 

Interprets ISO 9001 and provides guidance for the development, supply and maintenance of software. ISO 9000-3
 provides "guidance" on implementing an ISO 9001 compliant set of processes (collectively referred as a "quality system" or as a "quality management system").   ISO 9000-3 is not intended to be used as an internal/external audit tool. Its intent is to guide software organizations with their ISO 9001 implementation and process change efforts.   The guide includes a restatement of the 9001 language and cross-references to ISO/IEC 12207, Information technology – Software life cycle processes.

6.1.3 TickIT:

TickIT is a standard that interprets ISO 9000.1 for a software development and management environment.  It is included in this survey for information only.  TickIT is recognized in the United Kingdom and Sweden and provides a TickIT endorsed ISO 9001 certificate.

6.1.4 ESI Guide to ISO 9001: 1994 for the Software Industry

Serves the same purpose as ISO 9000-3 but is available at no charge on the ESI WEB site
.  While the ESI guide does not provide reference to ISO/IEC 12207, it does offer frank and adequately detailed advice about the implementation of the ISO 9001 requirements in a SW development setting.

6.1.5 ISO 12207 Software Life-cycle Process

ISO 12207 and its U.S. equivalent IEEE 12207, offers a framework for software life-cycle processes from concept through retirement
. It is especially suitable for acquisitions because it recognizes the distinct roles of acquirer and supplier. In fact, the standard is intended for two-party use where an agreement or contract defines the development, maintenance, or operation of a software system. It is not applicable to the purchase of commercial-off-the-shelf (COTS) software products.
ISO 12207 describes five "primary processes"-- acquisition, supply, development, maintenance, and operation. It divides the five processes into "activities," and the activities into "tasks," while placing requirements upon their execution. It also specifies eight "supporting processes"--documentation, configuration management, quality assurance, verification, validation, joint review, audit, and problem resolution--as well as four "organizational processes"--management, infrastructure, improvement, and training. 
Generally not considered to be a self-assessment and improvement model, IEEE 12207 is an outgrowth of DoD 2167 and Mil 498.  It is however useful to this survey as a reference resource.

6.1.6 The Software Engineering Institute’s Software Acquisition Capability Maturity Model, SA-CMM

Capability Maturity Models, CMMs, are designed to provide both verification of conformance to a standard, as well as detailed self-assessment capability that directly links to process improvement. CMMs have a common architecture consisting of five maturity levels that indicate process capability.  The five maturity levels contain key process areas that are organized by common features that provide structure for and evidence of their institutionalization.  The common features contain key practices that describe infrastructure and activities, and reflect achievement of organizational goals.  Of the several CMMs sponsored by SEI, the Software Acquisition CMM (SA-CMM), and parts of the Integrated CMM (CMMI) described later in the survey, relate closely to functions found within a government program and acquisition office.

The SA-CMM
 is a model that describes the acquirer’s role in the software acquisition process.  It follows the CMM architecture with five maturity levels and five common features. The common features include:

· Commitment to perform

· Ability to perform

· Activities performed

· Measurement and analysis

· Verifying implementation

The key process areas are allocated into the five maturity levels.  This is referred to as the staged implementation.  Appendix D lists the level 2 and 3 key process areas.

To facilitate implementation of the SA-CMM, SEI has developed a SW Acquisition Risk Management Key Process Area Guidebook
 and a process maturity questionnaire 
.  

6.1.7 ISO/IEC TR 15504-2 (SPICE) with extension for Acquirer Processes

SPICE
 is Europe’s implementation of capability maturity modeling.  SPICE is an acronym for software process improvement and capability determination.  It is a joint International Organization for Standardization (IOS) and International Electrotechnical Commission (IEC) assessment framework by which an organization may establish and subsequently improve its process capabilities in the acquisition, supply, development, operation, evolution and support of software.  It has not yet been given the full designation of a standard, but is already in use throughout Europe.  The SEI is the United State’s representative on the SPICE project, and has been integrating some of the SPICE features into the development of the CMMI.  One of the key differences between SPICE and the CMM has been the portrayal of the assessment results.  Whereas the CMM presents levels of maturity from 1 to 5, SPICE presents a profile of capability levels (1 to 6) in each of four process categories and within their associated processes.  This is known as the continuous representation, the elements of which are shown in Appendix D. 

The National Research Council Canada Institute for Information Technology is a SPICE User Group sponsor and has evaluated the assessment model
 and validated the measures of software requirements analysis process capability

6.1.8 FAA Integrated CMM (FAA-iCMM)

The Federal Aviation Administration have identified three CMM models relevant to their business; the SA-CMM, Software Development CMM (SW-CMM) and the Systems Engineering CMM (SE-CMM), and integrated them into the FAA-iCMM.  The FAA strategy is to conduct enterprise wide capability assessments and improvement, and also to recognize that the functions of their directorates overlapped, and could not be adequately represented by one CMM model.  Additionally, because the three models have different architectures, different appraisal methods and different improvement goals, when they are applied separately, they fail to recognize the linkages and interrelationships between the respective disciplines.  Finally as the FAAS adopted integrated product teams, as has DoD, an integrated reference model provided better guidance for developing the integrated processes required for a team.

Version 1.0 of the FAA-iCMM was released in 1997 and has, according to the FAA’s literature, been successfully deployed as the enterprise assessment and improvement tool.  Version 2.0 was completed in September 2001 to capture the changes in the three constituent CMMs, incorporate the lessons learned from applying version 1.0, and incorporate elements from national excellence programs, the President’s Quality Award and Malcolm Baldrige National Quality Award criteria (described below) as a link to enterprise strategic goals.  Additionally, version 2.0 also incorporated material from ISO 9001, ISO/IEC TR 15504 (SPICE), Integrated Product Development CMM (IPD-CMM), Process for Engineering a System (EIA-632), ISO/IEC 12207, and Systems Engineering Capability (EIA/IS 731 v1.0).  The result appears, and is attested to by the FAA, to be a robust, understandable, useable tool that significantly simplifies the FAA’s objective of an enterprise capability assessment and improvement process.  A comparison of FAA-iCMM process areas to those of the other reference models is found in Appendix D.

6.1.9 Trillium

Trillium
 is a product of a joint effort between Bell Canada and NORTEL/BNG.  It is not directly suitable for IT acquisition capability assessment and is included in this survey for information.  Trillium is an extension of the CMU Software Development CMM architecture and includes elements of ISO 9001 and ISO 9000-3.  It is used as a benchmarking tool, self-assessment and in pre-contractual negotiation.  Because of its CMM architecture, Trillium is also useful for process improvement.  However, the model development appears to have been frozen, with the 1994 edition.  The European Software Institute (ESI) has brought Trillium into its inventory of tools and is extending it for specific applications such as the Reuse Assessment Model (R-SPICE) V 1.1.  The extended Trillium models are however restricted to sponsoring members of ESI of which the United States is not a member.
6.1.10 Bootstrap
Bootstrap
 is a software development capability and process improvement model sponsored by the ESPRIT initiative. ESPRIT is the EU information technologies program.  The principle of the Bootstrap approach is to determine by assessment the gap between the current process state and the desired process state for a particular aspect of the business, and then to develop an improvement plan from that analysis. Bootstrap is SPICE, ISO 9000 and CMM ® compliant. The model is developed and maintained by the Bootstrap Institute, based in Brussels and funded by members of the Institute.   

6.2 National Quality Excellence Awards

Annual national quality excellence awards have come to be associated with countries that aspire to world-class performance in both the manufacturing and services sectors.  For the purposes of this report, they are viewed as the culmination of successful implementation of one or more of the quality standards found in paragraph 3.1 above.  The value of the national level awards for the RIT is the criteria of these awards, which is useful as a model for benchmarking against the winning organizations.   The United States and Europe have several awards that include the IT industry and they are included in this survey.  

6.2.1 The Baldrige National Quality Program (BNQP)

The BNQP has as its purpose the improvement of the nation’s competitiveness.  The National Institute of Standards and Technology (NIST) administers the program with the assistance of the American Society for Quality (ASQ).  The criteria of the BNQP are designed to help organizations use an integrated approach to organizational performance management.  Although government entities do not generally participate in the award, the BNQP criteria can serve as a broad improvement structure for the IT acquisition organizations within the Defense Department.  Award recipients are required to share information on their successful performance and quality strategies with other U.S. organizations, thus enabling the benchmarking required by the Clinger-Cohen Act.  

To answer the question that is raised when the magnitude of the effort to prepare for, apply and win a BNQP becomes clear, the Quality Digest Magazine reported the following:

"NIST study in 1998 showed that the MBNQA award recipients as a group significantly outperformed the Standard & Poor's (S&P's) 500 by nearly 2.5 to 1. Whole-company recipients outperformed them by nearly 3 to 1. The 52 publicly traded, site-visited companies outperformed the S&P 500 by 80 percent, achieving a 216-percent rate of return, compared with a 118.7-percent rate of return for the S&P 500."

Software intensive organizations that have been awarded the BNQP trophy include:

· Texas Instruments Inc. – Defense Systems & Electronic Group

· IBM Rochester – AS/400 Division

· Motorola Inc.

6.2.2 The President’s Award

The President’s Award
 is the Federal Government’s analog to the Baldrige National Quality Program.   The 2002 award criteria have been realigned to the President’s management Agenda to achieve a government that is citizen-centered, results oriented, and market-based.  The Award will recognize organizations for their performance and results in any or all of the five following categories: PRIVATE "TYPE=PICT;ALT= "budget and performance integration, strategic management of human capital, competitive sourcing, improved financial performance, and expanded electronic government. The evaluation and selection process relies on an endorsed nomination, a certified 10-page application, and a six-bullet set of guidelines.  Unlike the BNQP, there are no trained examiners to visit the applicant and establish the level to which the criteria have been met.  The criteria are nonetheless, a useful checklist for a self-evaluation, and are therefore included in this survey.

6.2.3 European Quality Award

The European Quality Award
 is the EU analog to our Baldrige National Quality Program Award.  A non-profit organization, The European Foundation for Quality Management (EFQM), manages the award that employs the EFQM Business Excellence model.  The Europeans award an annual prize to the organizations that demonstrate excellence in the management of quality as their fundamental process for continuous improvement.  The prize is awarded to the best organizations in each of four categories: Large business and business units; Operational units of companies; Public sector organizations; Small and medium-sized enterprises in two categories, independent and subsidiaries of larger organizations.  Applicant organizations that do not attain the level of finalist, but do receive a high score, are offered a site visit by the Award Jury that can lead to an award of Recognized for Excellence.  The Recognized for Excellence can also be awarded through separate application to EFQM.  Like our BNQP, the European Quality Award is a formal process with a blue ribbon award jury.  

The reason for including the European Quality Award in this survey is the publication by the European Software Institute of a model that integrates the EFQM Levels of Excellence model with the SPICE model.  See the Integrated EFQM/SPICE model in the Continuous Improvement Methodologies paragraph below.

6.2.4 IEEE Computer Society Software Process Achievement Award

This award may be given to any software professional or team of software professionals responsible for a sustained, measured and significant improvement to their organization’s software process.  The winner is required to write a technical report describing the process improvement and results.  The 1999 award was won by the Air Force Oklahoma City Air Logistics Center.

6.3 Continuous Improvement Process (CIP) Methodologies

In the pecking order of the quality systems that can be used for improving the performance of an organization, the Holy Grail is continuous improvement.  The attempts to achieve continuous improvement in the 1970’s failed to take root and methodologies such as total quality management, TQM, were discredited not because the methodology was ineffective, but because of ineffective implementation and a general lack of urgency.  After the Japanese car- makers demonstrated the value of quality systems, there has been a reawakening and even an embrace of TQM in the United States and Europe.  The CIP methodologies included in this survey are not based on reference models, they are rather methodologies that model the improvement process.  Consequently CIP is not useful for capability assessment.  

6.3.1 Total Quality Management (TQM)

TQM is a philosophy of perpetual improvement.  It can be viewed as a process wrap around a quality standard, such as ISO 9001, which involves everyone and all activities of an organization.  The literature suggests that implementation of ISO 9001 (with an interpretation for the Software Industry) accomplishes about 75 % of a TQM program
.  Within the Office of the Secretary of Defense, the last TQM policy was a reissue of an expanded version of the Willoughby Templates, found in DoD 4245.7-M, under a 1989 USD(Acquisition) memoranda
 Total Quality Management in Acquisition (TQM) in Acquisition and the Transition from Development to Production.  The 1989 memoranda presents TQM as the way-of-life approach to conducting the DoD acquisition process and includes the DoD Posture on Quality signed out by Secretary Carlucci.  

Although there is no longer a DoD policy that specifically addresses TQM, tenets of TQM are found in current policy and are broadly practiced.  The prime example is the Integrated Product and Process Development (IPPD) that is required by the Defense Acquisition Policy.  

6.3.2 Integrated Product and Process Development (IPPD)

During the 1990s, the tenets of TQM were joined with industry practices such as Concurrent Engineering and implemented as IPPD, described as a management technique that simultaneously integrates all essential acquisition activities through the use of multidisciplinary teams to optimize the design, manufacturing and supportability processes.

A survey in 1995 by the Office of the Secretary of Defense (OSD) of government and industry organizations resulted in the DoD Guide to IPPD
.  In March 1996, the IPPD was brought under the DODI 5000.2 as a mandatory part of the Defense Acquisition Management Framework
.  Integral to the IPPD is the use of Integrated Product Teams as described in the Rules of the Road, a Guide for Leading Successful Integrated Product Teams
.  The IPPD Guide was expanded to include suggestions and examples of specific ways to implement IPPD and published as the DoD IPPD Handbook
.

The assessment and improvement of an organization’s capability to conduct IPPD is addressed in the Integrated CMM that includes the IPPD
 

6.3.3 Software Acquisition CMM (SA-CMM) Continuous Improvement Level 5

Within the SA-CMM
, the fifth level is the Optimizing Level at which the acquisition organization is focused on continuous process improvement.  The purpose of Continuous Process Improvement is to evolve the software acquisition processes used in the acquisition organization through managed continuous process improvement. Since it builds on a base of key process areas implemented in levels 2 through 4, targets of the improvement activity are quantitative objectives for the acquisition organization’s standard software acquisition process and the projects’ defined software acquisition processes. 

6.3.4 The IDEAL Model

Following an assessment of an organization’s software acquisition capability and the identification of the delta between current and desired state, there is a need for a transition plan to span the gap.  For many organizations, however, there is a paradox that planning organizations desiring to improve their processes, and hence their capability, planning is one of their weaknesses.  The IDEAL Model
 was developed as a life-cycle model for software process improvement based on the software CMM.  It has since been generalized for broader application to the needs of the software acquisition organization.  IDEAL is composed of five stages: Initiating, Diagnosing, Establishing, Acting, and Learning.  The tool comes with a User’s Guide and coursework for its application.

6.3.5 EFQM/SPICE Integrated Model

The SPICE model has been integrated by the European Software Institute with the European Foundation for Quality Management (EFQM) Model for Business Excellence.  This integrated model is being offered as Europe’s Framework for achieving enterprise-wide excellence in software intensive organizations
.  Unfortunately, the associated tools for implementing the integrated model are available only to ESI member nations and U.S. is not a member. A search of the U.S. quality system sites produced no equivalent model; such as an integrated BNQP/CMMI product, however, the FAA-iCMM does incorporate elements of the BNQP but without the traceability to strategic plans.

7 Findings 

The international IT community of acquirers and vendors has identified and acted on the need for establishing measures of capability on both sides of the contracting divide.  Their motivation  encompasses the following scenarios, each with published, off-the-shelf tools, methodologies and training resources.  

· Third party vendor certification for source selection:  ISO 9000-3, SPICE, TickIT, Trillium, Bootstrap, and CMMs such as CMMI and SW-CMM.

· Vendor IT development capability improvement:  SPICE, Trillium and CMMs such as CMMI and SW-CMM.

· Vendor decision support for IT development capability expenditure through a linkage to the strategic planning process: EFQM/SPICE Integrated Model and to a lesser extent the National Quality Awards.

· Acquirer capability assessment for development of software intensive systems: FAA-iCMM, IEEE/IEC Standard 12207, and SPICE with Acquirer Extension.

· Acquirer capability assessment for COTS IT infrastructure and applications: SA-CMM, SPICE with Acquirer Extension, FAA-iCMM.

· Acquirer decision support for IT acquisition capability expenditure through a linkage to the strategic planning process:  EFQM/SPICE (with acquirer extension) Integrated Model, the FAA-iCMM and to a lesser extent the National Quality Awards.

8 Conclusion 

There are adequate on-the-shelf tools and methodologies for assessing and improving the organizational capability of DoD information technology acquisition organizations, whether they be undertaking development or procuring COTS systems and services.  Additionally there are frameworks that link the process improvement objectives to the strategic planning process, thus providing rational for expenditures associated with process improvement.

9 Acronyms

	ANSI
	American National Standards institute  

	BMP
	Best Manufacturing Practices Center of Excellence

	BNQP
	Baldrige National Quality Program

	CIO
	Chief Information Officer

	CIP
	Continuous Improvement Process

	CMM
	Capability Maturity Model

	CMU
	Carnegie Mellon University

	COTS
	Commercial-Off-The-Shelf 

	DoD
	Department of Defense

	DSB
	Defense Science Board

	EFQM
	European Foundation for Quality Management 

	EIA
	Electronic Industries Alliance

	ESI
	European Software Institute 

	EU
	European Union

	FAA
	Federal Aviation Administration

	IDEAL
	Initiating, Diagnosing, Establishing, Acting, and Learning

	IEC
	International Electrotechnical Commission 

	IEEE
	Institute of Electrical and Electronics Engineers

	IPPD
	Integrated Product and Process Development 

	ISO
	"ISO" is a word, derived from the Greek isos, meaning "equal", which is the root of the prefix "iso-" that occurs in a host of terms, such as "isometric" (of equal measure or dimensions) and "isonomy" (equality of laws, or of people before the law).  ISO is used around the world to denote the organization, "International Organization for Standardization", rather than translate into the different national languages of members, e.g. IOS in English, OIN in French. 

	PEO
	Program Executive Officer

	PMO 
	Program Management Office

	RBO
	Risk-balanced Oversight

	RIT
	Rapid Improvement Team

	S&P 500
	Standard & Poor's 500

	SEI
	Software Engineering Institute

	SPICE
	Software Process Improvement and Capability dEtermination 

	SQPA
	Software Quality and Productivity Assessment 

	TQM
	Total Quality Management

	USD(AT&L)
	Under Secretary of Defense for Acquisition, Technology and Logistics

	USD(C)
	Under Secretary of Defense, Comptroller

	VCJCS
	Vice Chairman, Joint Chiefs of Staff
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	RIT
	Pilot
	Recommendation title and language



	1
	1
	Establish 18 month cycle

	
	
	Establish 18 month delivery of mission effective capability in the DoD IM Strategic Plan and SecDef Annual Report, along with other IT goals & measures



	2
	
	Accelerate OA and CRDs

	
	
	DoD CIO work with the JROC/JWCAs & PSAs to accelerate the development of operational architectures and CRDs (where appropriate) priority capabilities, and work with mission “owners” to rapidly develop systems & technical architectures at the enterprise and JMA capability levels



	3
	
	JWCA/PSA assess architectural compliance

	
	
	JWCAs/PSAs assess IT/NSS programs for architectural compliance and validate their compliance to the MDA -- programs that do not comply cannot pass their Milestone or be funded -- all new starts must comply; existing systems must plan for convergence


	4
	
	MPM’s allocated as applicable

	
	
	Ensure mission outcome-based performance measures from MNS and CRDs are allocated to those ORDs and systems that contribute to the mission area or end-to-end capability



	5
	
	Balanced score card

	
	
	Develop Balanced Scorecard pilots and Risk Management constructs in the JMA/JWCAs and PSA Business Areas which feeds into Enterprise QDR/DPG/JV2020 goals & objectives


	6
	
	Synthetic battle space and SBA

	
	
	Research & pilot the use of Synthetic Battlespace/Simulation & Modeling and Simulation Based Acquisition (SBA) approaches to ensure Spiral increments are performing and producing collectively, the desired level of capability, once fielded (e.g., through Operational and Post Implementation Testing). This technology will allow the JWCAs/Mission Area leaders to see the collective results of their capability investments



	7
	
	Assure PIR

	
	
	Ensure Spiral increments are performing and producing collectively, the desired level of capability, once fielded (e.g., through Operational and Post Implementation Testing).



	8
	2
	Doc X

	
	
	DOC X: Establish decision to address urgency and risk of pending IT investment. This decision point will determine:

 A. the level of documentation for that investment 

 B. candidates for FAST TRACK

 C. oversight approach



	9
	3
	FAST TRACK Risk-Based Oversight Initiative for IT Programs.

	
	
	Initiate IT Programs with an abbreviated information set.  Operational urgency may require the Department to assume greater risk than permitted by current acquisition policy to reduce cycle time.  



	10
	4
	Standardize oversight requirements for it documents and approvals

	
	
	(Request Programs describe the extent of standardization accomplished and make further recommendations)



	11
	5
	Flexible Funding

	
	
	Establish a flexible process to fund emergent IT/NSS requirements



	12
	6
	Delegate all IT/NSS to Components to maximum extent practicable

	
	
	(Request Programs describe the implementation and track the impact of the delegation on their cycle time)



	13
	7
	Assess CCA etc conformance 

	
	
	Assess each Components oversight, management and acquisition process for conformance to acquisition, CCA and related policies and procedures, to meet 18 month goal



	14
	8
	Essential oversight info in Portal

	
	
	Identify the DoD CIO objectives for IT/NSS oversight at the DoD and Component CIO levels, and the essential information required by the DoD and Component CIOs through automated systems to accomplish the CIO responsibilities (e.g., see 8102 language) in conjunction with the KM Portal



	15
	
	Standard requirements development

	
	
	Create standardized requirements development process and  a single training curriculum for requirements staff throughout the DOD.  Ensure that it covers all joint processes, best practices, and common tool introduction.  Ensure standardized process enables the dynamic allocation of detailed requirements to specific spirals


	16
	9
	Policy & training for Spiral Development

	
	
	Create implementation instructions for utilizing evolutionary and spiraling development in the requirements generation and acquisition process.  Provide training for understanding spiral development of IT systems.



	17
	
	Create web-based requirements tracking tool

	
	
	Create implementation instructions for utilizing evolutionary and spiraling development in the requirements generation and acquisition process.  Provide training for understanding spiral development of IT systems.


	18
	
	Consolidate MNS, ORD C4ISP

	
	
	Create a process allowing ROCs to review documents in parallel vs. serially.  Place time limit on originators and reviewers. Develop one document to take the place of the MNS, ORD, and C4ISP.  This would reduce the process and save approximately five months or more.


	19
	
	One time ROC review

	
	
	Make the review and approval process a one time up front requirement and not require for it subsequent spirals.


	20
	
	Exempt military IT from CCA

	
	
	Exempt military IT systems from Clinger Cohen Act



	21
	10
	Develop AoA policy

	
	
	Develop department -wide IT AOA policies and processes, and a standardized manual. (Request Programs describe their approach to an analysis of alternatives AoA that meets the needs of their organization)



	22
	11
	Develop IT AoA toolkit

	
	
	Develop IT AOA toolkit and data sets to support AOA analysis and generation. ( With reference to their AoA of #10 above)



	23
	
	Join MNS and AOA

	
	
	Initiate study plan concurrent with MNS development



	24
	12
	Restructure ADMs to address issues

	
	
	Acquisition ADMs requires insight from users, the acquisition community members, analysis community, and the requirement community. Include in the ADMs, scope of the analysis needs to be done, specific critical issues to be answered, and the time frame of the response.



	25
	
	Unify training for JS, IM/IT and 5000

	
	
	Create a single all-service, joint-service training curriculum on how to generate, review, and approve requirements (including AOA) document ion.   Based on 3170.01B and 6212.01B AND DoD 5000 series 



	26
	
	Establish core requirements certification group in Components

	
	
	Establish a core group with a certification level requirement to generate and review requirements documentation in each service



	27
	
	Write requirements to capabilities vice systems

	
	
	Develop requirements definition at the capabilities/function level vice the systems level.


	28
	13
	Adopt PBSC for services 

	
	
	Adopt PBSC as a preferred acquisition method for a wide range of IT services, including computer maintenance, software maintenance and support, and operation and maintenance of facilities.



	29
	14
	Adopt FSC BPA as preferred method

	
	
	Adopt Federal Supply Schedule Blanket Purchase Agreement Best Practices as a preferred acquisition method for DoD IT: 

A. Provide for technology refreshment, on-line shopping, reduce redundant BPAs. 

B. Realize streamlined acquisition process and best value in IT acquisition.



	30
	15
	Adopt reverse auctioning for commodities

	
	
	Adopt reverse auctioning as a preferred acquisition method and pricing tool for commodity-based IT competitive procurements.



	31
	16
	Establish Acquisition Community of Practice

	
	
	Establish an acquisition Community of Practice (COP) responsible for recommending continual improvements to the IT acquisition process.



	32
	
	Create KM portal for visibility into IT investments

	
	
	Create a knowledge-based portal to provide visibility into IT initiatives
Real-time access to program status information supports more informed decisions about IT programs/alternatives and reduces program risk.

Tailored view/access determined by role/responsibility.
IT program information stored in an Enterprise Data Warehouse with initial access to information via linkages to service repositories, databases.
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Listing of process areas addressed by the several quality and maturity standards

	ISO 9000-3
	FAA-iCMM v2.0
	SA-CMM v1.03
	SPICE Acquirer
	CMMI-SE/SW/IPPD

	Management Responsibility


	Integrated Enterprise Management
	SW Acquisition Planning
	Acquisition Needs
	Org Process Focus

	Quality Systems
	Project Management
	Solicitation
	Requirements Definition
	Org Process Def

	Contract Review
	Supplier Agreement Management
	Requirements Development and Management
	Contract Award
	Org Training

	Design Control
	Risk Management
	Project Management
	Contract Perform
	Org Process Performance

	Document & Data Control


	Integrated Teaming
	Contract Tracking and Oversight
	Documentation
	Org Innovation & Deployment

	Purchasing
	Needs
	Evaluation
	CM
	Project Planning

	Customer Supplied Product


	Requirements
	Transition to Support
	QA
	Project Monitor &Control

	Identification / Traceability
	Design
	Process Definition and Maintenance
	Verification
	Supplier Agreement Management

	Process Control
	Design Implementation
	User Requirements
	Validation
	Integrated PM

	Test Equipment
	Integration
	Project Performance Management
	Joint Review
	Risk Management

	Inspection / Test Status
	Evaluation
	Contract Performance Management
	Audit
	Integrated Teaming

	Nonconforming Products


	Deployment, Transition and Disposal
	Acquisition Risk Management
	Problem Resolution
	Quantitative PM

	Corrective & Preventive Action
	Operation and Support
	Training Program Management
	Management
	Requirements Management

	Handling and Delivery
	Alternatives Analysis
	Quantitative Process Management
	Project Management
	Requirements Development

	Quality Records
	Outsourcing
	Quantitative Acquisition Management
	Quality Management
	Technical Solution

	Internal Quality Records


	Quality Assurance and Management
	Continuous Process Improvement
	Risk Management
	Product Integration

	Training
	CM
	Acquisition Innovation Management
	Organizational Alignment
	Verification

	Servicing
	Information Management
	
	Improvement
	Validation

	Statistical Techniques
	Measurement and Analysis
	
	Human Resource Management
	CM

	
	Process Definition
	
	Infrastructure
	Process & Product QA

	
	Process Improvement
	
	Measurement
	Measure & Analysis

	
	Training
	
	Reuse
	Decision Analysis & Resolution

	
	Innovation
	
	Financial Management
	Organization Environment for Integration

	
	
	
	Manage Supplier Relationship
	Causal Analysis & Resolution

	
	
	
	Manage User Relationship
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End Notes with links where available

�
�������
�
���
�
�������
�
������&��


� GAO/AIMD-10.1.23.  Information Technology Investment Management, A Framework for Assessing and Improving Process Maturity.  Exposure Draft.  May 2000 Version 1.  � HYPERLINK "http://www.gao.gov/" ��http://www.gao.gov/�





� DoD 4245.7-M.  Transition from Development to Production, Assistant Secretary of Defense Acquisition and Logistics.  September 1985, revised January 1989.  � HYPERLINK http://www.dtic.mil/whs/directives/corres/html/42457m.htm ��http://www.dtic.mil/whs/directives/corres/html/42457m.htm�





� DoD 5000.2-R para C5.2.3.5.6.1.5.  Software Evaluation for ACAT 1 and ACAT 1A Programs.  � HYPERLINK "http://www.dtic.mil/whs/directives/corres/html/50002r.htm" ��http://www.dtic.mil/whs/directives/corres/html/50002r.htm�





� Teng Heng Chan and Hesan A. Quazi.  Overview of Quality Management Practices in Selected Asian Countries.  Quality Management Journal.  Volume 9 • Issue 1 • January 2002.  � HYPERLINK "http://www.asq.org/pub/qmj/past/vol9_issue1/chanquazi.html" ��http://www.asq.org/pub/qmj/past/vol9_issue1/chanquazi.html�


�� 


� European Software Institute.  Guide to ISO 9001: 1994 for the Software Industry Quality System Guidelines.  � HYPERLINK "http://www.esi.es/Publications/Reports/cg-qsggti.html" ��http://www.esi.es/Publications/Reports/cg-qsggti.html�





� Jim Moor of the MITRE Corporation.  ISO 12207 and Related Software Life-Cycle Standards.  Association for Computing Machinery WEB site � HYPERLINK "http://www.acm.org/tsc/lifecycle.html" ��http://www.acm.org/tsc/lifecycle.html�





� Ferguson, J. et-al.  1996.  Software Acquisition Capability Maturity Model (SA-CMM) V1.01.  Technical Report CMU/SEI-96-TR-020. � HYPERLINK http://www.sei.cmu.edu/pub/documents/96.reports/pdf/tr020.96.pdf ��http://www.sei.cmu.edu/pub/documents/96.reports/pdf/tr020.96.pdf�





� Gallagher, B.P., Cristopher, A.J., Barbour, R.E.  1997.  Software Acquisition Risk Management Key Provcess Area (KPA)-A Guidebook, v. 1.0, Handbook CMU-HB-97-002, Software Engineering Institute, � HYPERLINK http://www.sei.cmu.edu/publications/documents/97.reports/97hb002/97hb002abstract.html ��http://www.sei.cmu.edu/publications/documents/97.reports/97hb002/97hb002abstract.html�





� Ferguson, J. et-al.  1997.  Software Acquisition Process Maturity Questionnaire.  Special Report CMU/SEI-97-sr-013.  � HYPERLINK http://www.sei.cmu.edu/publications/documents/97.reports/97sr013/title.htm ��http://www.sei.cmu.edu/publications/documents/97.reports/97sr013/title.htm�





� European Software Institute.  Status of ISO/IEC 15504.  � HYPERLINK "http://www.esi.es/Projects/SPICE/spice2.html" ��http://www.esi.es/Projects/SPICE/spice2.html�





� Khaled El-Emam and Ho-Won Jung.  February 2000.  An Empirical Evaluation of the ISO/IEC 15504 Assessment Model.  National Research Council Canada.  � HYPERLINK "http://seg.iit.nrc.ca/English/abstracts/NRC43654.html" ��http://seg.iit.nrc.ca/English/abstracts/NRC43654.html�





� Khaled El Emam and Andreas Birk.  February 1999.  Validating the ISO/IEC 15504 Measure of Software Requirements Analysis Process Capability.  National Research Council Canada.  � HYPERLINK "http://seg.iit.nrc.ca/English/abstracts/NRC43619.html" ��http://seg.iit.nrc.ca/English/abstracts/NRC43619.html�





� The Trillium Model.  University of Houston Clear Lake Trillium Model WEB site as mirrored by the Software Quality Institute, Queensland, Australia.  � HYPERLINK "http://www.sqi.gu.edu.au/trillium/" ��http://www.sqi.gu.edu.au/trillium/�





� Bootstrap Institute.  July 2002.  The Bootstrap Methodology.  Version 3.0.  � HYPERLINK "http://www.bootstrap-institute.com/" ��http://www.bootstrap-institute.com/�





� President’s Quality Award Program.  Office of Personnel Management.  � HYPERLINK "http://www.opm.gov/pqa" ��http://www.opm.gov/pqa�





� European Quality Award, Information for Applicants – 2002.  European Foundation for Quality Management (EFQM).  � HYPERLINK "http://www.efqm.org/new_website/model_awards/eqa/intro.htm" ��http://www.efqm.org/new_website/model_awards/eqa/intro.htm�





� Hansen, Dexter A. Total Quality Management (TQM) Tutorial WEB site.


� HYPERLINK http://home.att.net/~iso9k1/tqm/tqm.html#INDEX ��http://home.att.net/~iso9k1/tqm/tqm.html#INDEX�





� Under Secretary of Defense for Acquisition.  12 Jan 1989 memorandum.  Total Quality Management (TQM) in Acquisition and the Transition from Development to Production.





� DoD Guide to Integrated Product and Process Development, OUSD(A&T). Feb 5, 1996.  � HYPERLINK "http://www.acq.osd.mil/sts/te/survey/ippd.doc" ��http://www.acq.osd.mil/sts/te/survey/ippd.doc�





� The Defense Acquisition Management Framework.  Paragraph 4.7.  DoD Instruction 5000.2, Operation of the Defense Acquisition System.  April 5, 2002.  � HYPERLINK "http://www.acq.osd.mil/ap/index.html" ��http://www.acq.osd.mil/ap/index.html�





� Rules of the Road, A Guide for Leading Successful Integrated Product Teams.  Joint USD(A&T) and ASD(C3I) Publication, Nov 1995.  � HYPERLINK "http://www.acq.osd.mil/io/se/ippd/rules_of_road.htm" ��http://www.acq.osd.mil/io/se/ippd/rules_of_road.htm�





� DoD Integrated Product and Process Development Handbook.  OUSD(A&T).  Aug 1998.  � HYPERLINK "http://www.acq.osd.mil/io/se/ippd/ippd_hdbk.doc" ��http://www.acq.osd.mil/io/se/ippd/ippd_hdbk.doc�





� CMMISM for Systems Engineering/Software Engineering/Integrated Product and Process Development/Supplier Sourcing, Version 1.1, Continuous Representation (CMMI-SE/SW/IPPD/SS, V1.1, Continuous).  Software Engineering Institute, Carnegie Mellon University.  � HYPERLINK "http://www.sei.cmu.edu/publications/documents/02.reports/02tr011.html" ��http://www.sei.cmu.edu/publications/documents/02.reports/02tr011.html�





� Software Acquisition Capability Maturity Model® (SA-CMM®).  Software Engineering Institute Carnegie Mellon University.  � HYPERLINK "http://www.sei.cmu.edu/arm/SA-CMM.html" ��http://www.sei.cmu.edu/arm/SA-CMM.html�





� Software Engineering Institute, Technology Adoption Architectures Team.  IDEAL Model v.1.1, � HYPERLINK http://www.sei.cmu.edu/ideal/ideal.html ��http://www.sei.cmu.edu/ideal/ideal.html�





� Gorka Benguria et al. 1998. EFQM/SPICE Integrated Model: The Business Excellence Road for Software Intensive Organizations. European Software Institute.  � HYPERLINK "http://www.esi.es/Publications/Articles/PDF/99GBE01.pdf" �� http://www.esi.es/Help/map.html �
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