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PROGRAM OVERVIEW

The GCSS (CC/JTF) is an initiative that provides end-to-end information interoperability across and between combat support functions and command and control functions.  A network centric Information Technology (IT) service, GCSS (CC/JTF) is capable of taking advantage of the flexible and expandable underlying Global Information Grid (GIG) network.  GCSS (CC/JTF) provides improved situational awareness by integrating CS information into the Command and Control (C2) environment and improves communications between the forward deployed elements and the sustaining bases, ultimately resulting in significant enhancement of combat support to the joint warfighter.

On 30 September 1995, Program Decision Memorandum (PDM) II approved the GCSS initiative to provide the warfighter a fused, real-time picture of the battlespace and the ability to order, respond, and coordinate vertically and horizontally across the combat support domain.  A September 1997 Joint Staff validated Mission Needs Statement (MNS) established the military need for GCSS (CC/JTF).  The combat support requirements for the GCSS FOS are identified in a Joint Requirements Oversight Council (JROC) approved Capstone Requirements Document, dated 5 June 2000.  The GCSS (CC/JTF) Operational Requirements Document was approved by the JROC in May 2003.  Per Chairman of the Joint Chiefs of Staff Instruction (CJCSI) 6723.01, DISA is responsible for two main efforts within the GCSS Family of Systems (FOS):  1) The System Architecture and Engineering for the GCSS FOS; and 2) Development, fielding, integration, and operation and maintenance of the GCSS (CC/JTF).  

GCSS (CC/JTF) is an application with both web and client/server user interfaces that provide authorized users the ability to access combat support information via the SIPRNET across the DoD enterprise.  GCSS (CC/JTF) is a Global Command & Control System (GCCS) mission application and adheres to the GCCS management structure, its policies (i.e. configuration management, certification/accreditation, and training), and in certain circumstances the GCCS release schedule. The GCSS (CC/JTF) accesses other systems’ data and applications to achieve the full capability for satisfying end user requirements.  It is dependant on existing and emerging GCSS Family of System (FOS) members meeting scheduled milestones as authoritative sources for data providers. In addition, GCSS (CC/JTF) must interface with existing Joint and Service databases in order to perform required data collection and presentation functions.  

GCSS (CC/JTF) is available to the Combatant Commanders and their Components, and the JTF Commanders and their staffs.  GCSS (CC/JTF) is a distributed system operating solely on the SIPRNET, with strategic servers at locations around the world.  There are currently four strategic server sites: Washington DC, Montgomery, Alabama, Germany, and Hawaii.  The Systems Management Center (SMC) in Montgomery provides global management of GCSS (CC/JTF) throughout the Enterprise.  GCSS (CC/JTF) is fielded as a GCCS mission application to support decision makers with command and control information on a single workstation.   

*The GCSS (CC/JTF) was formerly known as the GCSS (CINC/JTF).  On 24 October 2002, the name of the Program was changed to reflect SECDEF direction to reserve use of the title of  "CINC" for reference the to President of the United States only.
RIT PILOT

In December 2001 the GCSS (CC/JTF) was nominated as a pilot project under the Rapid Improvement Team (RIT) as per the 21 December 2001 OSD Memorandum “Designation of Pilot Programs for the Rapid Improvement Team for IT Acquisition Management Transformation.”  As part of the RIT pilot, the GCSS (CC/JTF) program management office (PMO) was instructed to implement a new oversight process as outlined in “Managing the Delivery of IT Capabilities:  The Defense Information Systems Agency’s (DISA) Strategic Approach.”  In addition, the RIT provided the PMO with a list of recommendations that impacts the acquisition process for IT systems.   The Component Acquisition Executive reviewed the aforementioned recommendations, and together with the PMO, developed a plan for implementing each recommendation.  Prior to being designated a RIT pilot program, GCSS (CC/JTF) was working with ASD (C3I) and USD (AT&L) to transition to a Major Defense Acquisition Program (MDAP).  Upon designation as a RIT Pilot Program, GCSS (CC/JTF) assumed the status of ACAT IAC, per guidance set forth in the 21 December 2001 OSD memorandum.

objectives

DISA established the following RIT Pilot objectives for the GCSS (CC/JTF) PMO:

· Apply a streamlined acquisition process based on the RIT recommendations to focus resources on rapidly delivering capability to the warfighter;

· Shorten the acquisition process to align with the information technology lifecycle;

· Apply an evolutionary acquisition/spiral development approach to developing and fielding improved capabilities based on risk, complexity, appropriate metrics to measure progress, and product maturity versus a fixed schedule including; and

· Implement appropriate acquisition and development processes for web-based, network-centric implementation. 

· Streamline testing process based on risk to eliminate redundant testing while ensuring the system meets requirements and performs correctly

· Apply appropriate security accreditation processes and procedures in accordance with DoD guidance

· Make fielding process as transparent to the end-users as possible

METHODOLOGY

As a prelude to the RIT Pilot, the GCSS PMO participated in a mini Software Assessment – Capability Maturity Model (SA-CMM) from 31 October – 1 November 2002.  The purpose of the assessment was to provide the RIT Pilot Program Manager (PM) and Program Executive Office with third party insight into organizational strengths and acquisition capability improvement opportunities (IO) that may prevent risk to the program. In addition, it was the intent of the assessment team to comprehend RIT recommendations that assign oversight responsibility to the lowest competent echelon.  

The SA-CMM team consisted of three certified interviewers and one GCSS PMO representative.  An initial pre-brief explained the objectives of the assessment and the non-attribution policy, to ensure candid information would be forthcoming.  The assessment team interviewed the GCSS PM, Deputy PM, Chief Engineer, the branch chiefs and select subject matter experts from each branch.  Together with their review of existing program documentation and information gathered from the interviews, the team identified program strengths, improvement activities and improvement opportunities. 

The results of the assessment identified eight (8) program strengths, two (2) improvement activities and 18 improvement opportunities.  The program has taken these results and identified seven (7) areas in which processes have been initiated to mitigate program risk.  The 11 remaining improvement opportunities have been evaluated by the program and are constantly evaluated with the program risks to find a means to turn them into Improvement Areas.  The PMO planned to conduct a follow on assessment prior to the RIT Pilot ending, but was unable to initiate the assessment to meet the deadline.  
PILOT PHASE      

To ensure measurable success of the RIT Pilot, the GCSS PMO established the following goals, many of which are best business practices for basic program management:

· Shorten acquisition process to align with the information technology lifecycle.

· Establish an 18-month delivery of mission effective capability, along with other it goals & measures.
· Utilize integrated teams dedicated to support the program.

· Tailor program documentation at program start.

· Institute a metrics and measurement program.

· Implement a comprehensive Risk Management Strategy. 

· Continue interactive relationship with the user community to maintain a common understanding of the end state for both the users and the PMO

IMPLEMENTATION AND LESSONS LEARNED

The GCSS Program identified the appropriate documents needed to satisfy the DOD 5000 requirements and still meet the needs of the program and its stakeholders.  Documents were tailored and streamlined to reduce redundancy, thus significantly reducing the development and review cycle.   Program documents such as the Economic Alternatives and Analysis (EAA), Incremental Program Baseline, Clinger-Cohen Act Table/Report, and Risk Management Strategy are several of the documents that were successfully tailored to support the acquisition streamlining efforts. 

· The development and coordination of the Command, Control, Communications and Computers Integrated Support Plan (C4ISP) was the single document that proved to be cumbersome.  The coordination and concurrence process did not lend itself to rapid closure; that is, the C4ISP was coordinated by all required agencies but once recommendations were reviewed and where appropriate, included, the document would have to be sent out for coordination, once again.  This became a lengthy do-loop as on many occasions, the document would be reviewed by a different person and once again, comments would be reviewed and included, but would require yet another coordination process.  By the end of the phase (Oct 03), or the Pilot period (Dec 03), the Program did not have a completed C4ISP.  

During the RIT Pilot period, the GCSS Program proved that integrated teams are integral to streamlining the acquisition process.  A dedicated GCSS (CC/JTF) Cost Working Integrated Project Team (WIPT) comprised of cost analysts, DISA oversight personnel, and independent assessor, was able to successfully complete an Economic Alternatives Analysis (EAA) in a very short period of time. The team was comprised of members that included the independent assessor, to develop, approve and assess the EAA, resolving discrepancies early in the process, to deliver a document in a timely manner. The GCSS Program found that participation by all stakeholders, and constant communication and sharing of information, resulted in the successful delivery of value-added capabilities. 

During the RIT Pilot, the GCSS (CC/JTF) proved to be a critical tool used in supporting Operation Enduring Freedom (OEF) and Operation Iraqi Freedom (OIF).  During OIF, USCENTCOM, USEUCOM and USSOUTHCOM required critical operational information to support rapid decision-making.  Due to the Program’s existing relationship with the combatant commands, the data source owners, the Joint Staff J3, J4 and J6, and most importantly, with the Milestone Decision Authority (MDA), the GCSS Program established a Pilot Services Suite to support the war and meet the combatant commands’ critical requirements.  Since our stakeholders are continuously included in our life-cycle development, approval to establish this server suite was obtained within days. 

· After enhancements were developed and tested, the Program installed the emergent capabilities on the Pilot Services suite, which was accessed by key personnel supporting the combatant commands.  

· USCENTCOM and USEUCOM required visibility of assets in transit (ITV) within the theater, a capability that was available only on the NIPRNet.  GCSS provided an ability, which allowed for situational awareness and web mapping of intra-theater ITV on the SIPRNet.

· USEUCOM requested a capability that would provide them with near real-time air tracking information.  GCSS provided an air tracker enhancement, which reduced the time needed to develop their daily report from seven (7) hours to 15 minutes.

· USSOUTHCOM and USCENTCOM requested a capability to produce a strategic air movement report (SAMR), a daily report identifying everything entering in-theater.  GCSS provided this enhancement, which reduced the time to develop the SAMR from hours to minutes.     

As a result of the SA-CMM, the GCSS PMO established a Metrics and Measurement Program, allowing the Program Manager to measure progress against established goals.  The program developed a plan to correct the deficiencies identified from the SA-CMM.  As a result, the Program has the means to measure success, both quantitatively and qualitatively.  Metrics are now collected and analyzed to assess the program’s cost, schedule and performance; the program’s workforce; the operational performance of the system and most importantly, user satisfaction.

Also as a result of the SA-CMM, the Program established a Risk Management Program, of which the top 10 risks are reviewed monthly and all risks are reviewed on a quarterly basis.  The Risk Management Strategy affords the Program an opportunity to proactively manage both technical and non-technical critical areas and risks before they become problems, causing serious cost, schedule, or performance impacts to the program.   

The most obvious advantage to participating in the RIT Pilot was the designation of the CAE as the MDA.  The CAE challenged the Program to “think out of the box” and fostered an innovative, creative, and forward thinking environment.  

Under the MDA’s auspices, and implementing the streamlined acquisition process, the GCSS (CC/JTF) PMO was able to achieve successful milestone and fielding decisions for Phase 4 capability increments.  Phase 4 included three capability increments, v3.1, v3.2, and v3.3 for which development, testing and fielding was accomplished within a 12-month period of time. Previously it would have taken 18-24 months.  Phase 4 introduced significant advances, both for the users and the system overall.  New and innovative processes were implemented, which enabled the Program to provide data updates through a more streamlined process, yet continue to meet the requirements of the DOD 5000 tenets.  

SUMMARY

The GCSS (CC/JTF) Program derived numerous benefits from the RIT Pilot and will continue to utilize the processes implemented during this period.  The Program strongly encourages a streamlined process be institutionalized throughout the DoD, specifically for software development programs, to be able to rapidly meet the requirements of the warfighter while keeping up with technological advances and meeting program oversight requirements.   We strongly believe that the results of our participation in the RIT Pilot has proven that the delegation of oversight authority to the Component, the opportunity to implement new internal DISA oversight processes and the flexibility to define documentation requirements have saved the program time and money, which ultimately has allowed timely delivery of capability to the warfighter.  As a result of the RIT Pilot, the processes that were implemented by the GCSS Program are now being used as the model for all other DISA Programs!
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