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Summary. 
 Click here to enter text.
Guidance: Provides a complete, autonomous threat overview. This section is sharply focused to provide key intelligence judgments. If the Threat Steering Group (TSG) is in agreement on all threat levels for all adversary systems, then the Summary will contain a Threat Matrix (listing major threats and depicting a threat level for each threat at IOC and IOC+10 years). The summary also contains a sub-section entitled, “Significant Changes for this STAR” that identifies significant changes that have been noted since the previous STAR was published and, if a Threat Matrix is included, define the reasons why threat levels were modified.
Foreword. 
 Click here to enter text.
Guidance:.Provides the opportunity to identify all of the TSG members and name all of the significant contributors to the STAR. It identifies all of the organizations that coordinated on the STAR and includes names and phone numbers for the STAR author and system Special Program Organization.
Introduction. 
 Click here to enter text.
Guidance: Includes the mission need for the US system and a sub-section entitled, “Scope of This STAR” that directs the reader to other documents that define threats to critical US systems associated with, but not included in, the STAR.
U.S. System Description. 
 Click here to enter text.
Guidance: Describes the US system in sufficient detail to assess which threats could jeopardize the proposed system’s ability to perform its mission.
Operational Threat Environment. 
Click here to enter text. 
Guidance: Portrays a generalized, but complete, overview of the operational, physical and technological environment in which the system will have to function.  Developments and trends that could reasonably be expected to affect mission capability during the US system’s lifetime are projected out to 10 years beyond IOC. Areas covered include enemy doctrine, strategy and tactics affecting system mission(s) and operations. Threat content varies, based on the nature of each program. Should DIA so recommend, a reference to a CTA may replace this section.
Threats to be countered (if applicable). 
Click here to enter text. 
Guidance: Includes a full range of targets or other threats to be engaged within the mission areas in which the system is designed to perform. If applicable, an analysis of the actual capabilities and signatures of projected adversary targets/systems is provided.
[bookmark: _Toc384630082]
System-Specific Threat. 
Click here to enter text.
Guidance: Focuses on threat capabilities that are relevant to the mission and performance of the US system throughout its operational life. Timeframes for threat “snapshots” are depicted at IOC of the US system and IOC+10 years.
Reactive Threat. 
Click here to enter text. 
Guidance: Contains an analytical estimate of the actions potential adversaries might reasonably be expected to take in reaction to the fielding of our developmental system. This estimate is based on historical trends, evidence of research and development, perceived military and political-economic requirements, and technological capabilities. It includes changes in policy, doctrine and tactics or the development of systems with the intent to degrade or defeat our proposed system’s capabilities.
Technologically Feasible Threat. 
Click here to enter text. 
Guidance: Contains those threats not projected, but considered feasible. Presents plausible alternative courses of action, should the adversary’s requirements change from those currently assessed to be most likely. The technologically feasible threat, though not constrained by intelligence projections, is consistent with an adversary’s technological base, economic situation, and industrial production capabilities. The technologically feasible threat provides decision-makers with a basis for judgment about the impact on a specific US system, if the threat were to evolve in a direction other than that considered most likely by the US intelligence community.


Appendix A. Critical Intelligence Categories (CICs). 
Click here to enter text. 
Guidance: CICs are categories of threat information established and examined through the collaborative and joint efforts of the intelligence, requirements and acquisition management communities. CICs depict adversary system- and weapon-related characteristics, employment information, and/or technological threshold parameters, changes to which would critically impact the effectiveness or survivability of our proposed developmental system. Each CIC is backed up by a Production Requirement submitted by the SPO/Implementing Command. If a CIC is breached, a telephonic TSG will be called immediately to determine if program reevaluation is necessary.


Appendix B. Critical Program Information. 
Click here to enter text.
Guidance: Contains system-related information that, if released to potential adversaries, could compromise our developmental system’s ability to successfully perform its mission, once fielded. If a Program Protection Plan (PPP) exists, a reference to the PPP should be included in Section II of the STAR/STA, and no Appendix B is required.


Appendix C. Abbreviations. 
 Click here to enter text.
Guidance: A table defining acronyms used in the STAR.


Additional Appendixes. 
Click here to enter text.
Guidance: May be included, as necessary.
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