Applications of Modeling & Simulation

Some of the T&E applications of modeling and simulation the T&E WIPT should consider include, but are not limited to:
· Support for pre-test planning.
· Identification of critical issues to be addressed in a test.
· Early identification of important test parameters.
· Gross bounding of the T&E problem space and proposed test plans based on the intended environments, force structures, threats, tactics, strategies, and/or doctrine.
· Identification of test planning oversights and flawed logic.
· Sensitivity analysis of the system under test to various input parameters.
· Non-destructive testing and evaluation of high cost items which would, by their nature, be destroyed in actual hardware tests.
· Enhanced understanding of system performance when full-scale testing is not possible.
· Augmentation, extension, and enhancement test results in the performance envelope.
· Provision of multiple "environments" for examining a range of test questions.
· Enhanced ability to analyze test parameters and variables. 
· Impact assessments of known parameters for unavailable threat systems
· Evaluation of human factors issues. 
· Estimation of potential test outcomes.
· With caution, limited extrapolation of test results into other scenarios or differing levels of force application, but only for the cases for which the modeling and simulation assumptions are applicable.
· Modeling and analysis of issues which cannot be physically tested.
· Ability to address "what if" questions during post-test analyses.
· Development or refinement of test scenarios and data matrices to obtain maximum data from limited test resources.
· Development of new tactics for the employment of the new weapon systems under test.
· Provision of overall system, scenario, or environment representations.
· Representation of inputs, processes, and outputs of non-available systems, subsystems, or components (friendly or threat).
· Representation of the whole integrated system when all components are not available.
· Assessment of test events that would otherwise be exposed to threat intelligence exploitation.
· System driver or stimulator in order to stress a system under test beyond available field test scenarios.
· Determination of adequacy, effectiveness, and suitability of the planned operational and maintenance concepts.
· [bookmark: _GoBack]Estimation of mature system mission reliability, availability and logistics support frequency.
