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The web application, Enterprise Monitoring and Management of Accounts (EMMA), was established in 2006 to provide an electronic provisioning system. EMMA is a Defense Manpower Data Center (DMDC) project that allows users to provision a hierarchy of users. This document will address the system changes included in EMMA software version 4.3.6.

SYSTEM CHANGES
The following sections describe the software changes included in EMMA software version 4.3.6. 
[bookmark: _Toc180223708][bookmark: _Toc190073661][bookmark: _Toc212456303]Software Enhancements
Display Additional Contact Information on View User Details Page (CR # EMMA-340)
End users provisioned at the A/OPC or RM levels and higher will be able to see contact information for users assigned to subordinate roles on the View User Details page.  This will include work addresses, work phone numbers and email addresses for each subordinate user.
Disable EMMA Roles Associated with Unsupported Logon Types (CR # EMMA-298)
The EMMA Home Page will be modified to display, in addition to PCOLS roles, all other DMDC application roles associated with a user’s logon account.  However, only those application roles authorized by the selected logon method, CAC or username and password, will be active.  Messages will be displayed for the disabled roles indicating the reason why they are inactive.
 
Software Corrections
Prevent User from Being Provisioned in the Same Role Twice (CR # EMMA-302)
EMMA 4.3.6 will prevent users assigned to roles at the A/OPC Supervisor or RM Supervisor levels and higher from selecting peers also provisioned in their same roles as their surrogates.
[bookmark: _Toc279508159]Restrict Role Removal When Users are Provisioned in Subordinate Roles within the Hierarchy (CR # EMMA-385)
EMMA 4.3.6 will restrict end users from removing a role in the hierarchy when there are users still provisioned in any subordinate roles beneath it.
[bookmark: _Toc279508169]Text Enhancements for the EMMA Token Email (CR # EMMA-386)
Supplemental text will be added to the EMMA Token email to include more detailed instructions on what steps need to be taken in order to successfully complete the redemption process.  In addition, instructions are provided explaining what actions end users should take if the token has expired and which Help Desk to contact to resolve technical problems redeeming the token.
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