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The proponent for this guide is the ARCIC Operations, Plans and Policy Division, Army Capabilities Integration Center (ATFC-O), TRADOC.  This guide is one of a series of web-based publications available at https://www.us.army.mil/suite/kc/5232873 and the ARCIC Portal at https://cac.arcicportal.army.mil/ext/jcids/default.aspx.  Users are encouraged to send comments using MS Word Track Changes approved by a COL or equivalent to Monr.arcicgatekeeper@us.army.mil.  Updates will be uploaded as changes become necessary.

Summary of Changes



Version 1.4
· Added subparagraph 14.i (6) Corrosion Prevention and Control (CPC).  

· Added subparagraph 14.i (7) Item Unique Identification (IUID).

Version 1.5
· Revised paragraph 14, Other DOTMLPF and Policy Considerations, in response to an Army Audit Agency preliminary recommendation in an ongoing JCIDS audit that “CDDs/CPDs don’t contain all the necessary DOTMLPF requirements to support acquisition for a Milestone C decision.  The information contained in the documents is inconsistent, generalized and incomplete.”

CPD Instructions and Template

NOTE:  This version of the CPD Writer’s Guide is based upon the instructions outlined in the CJCSI 3170.01G, Joint Capabilities Integration and Development System,1 Mar 09, the online Manual for the Operation of the Joint Capabilities Integration and Development System, 1 Mar 09, and applicable Army and TRADOC regulations.  This is supplemental information and not intended to replace or replicate the JCIDS Manual in its entirety.

1.  CPD Format and template.  The CPD format described below and included on the attached template is mandatory for all Army-developed CPDs.  The information in this guide complies with instructions provided by the Office of the Secretary of Defense (OSD), Chairman of the Joint Chiefs of Staff (CJCS), and Headquarters, Department of the Army (HQDA) and leads the user through each paragraph of the CPD format.  Annotations for each paragraph and entry describe the information that it must contain, the source of that information, and how that information is developed in analyses.  Use the template below to develop the CPD.


	

    a.  Each subparagraph should be numbered to facilitate requirements correlation and traceability, and for ease of identifying issues during staffing.  Use conventional alpha-numeric numbering of paragraphs.  The use of scientific numbering is unacceptable.

    b.  CPDs must be submitted in MS-Word (6.0 or greater) format.  Use Times New Roman, 12 pitch font.  Do not submit document in Microsoft 2007 format, use 97-2003 compatible documents with the extension “.doc”  HQDA is not postured to accept them and the G3 automated staffing tool, Capabilities and AROC Management System (CAMS), does not recognize them as valid files.  

    c.  Architecture products should be embedded into the MS-Word file for ease of review during the staffing process except the SV-6 which is provided as a separate MS Excel file or an embedded Excel file in Appendix A – Net-Ready KPP Products.

    d.  All CPDs must be clearly labeled with draft version number, date, classification, and include any caveats regarding releasability, even if UNCLASSIFIED.  Paragraphs that contain non-releasable information (allies or industry) will be marked appropriately.

    e.  Draft documents must be submitted with continuous line numbers displayed.

    f.  The Manual for the Operation of the Joint Capabilities Integration and Development System contains the format to be used for the body of the CPD.  The CPD should be no more than 35 pages in length.  ARCIC’s internal “goal” is to keep the body of the CPD to 10 pages or less.

    g.  The Executive Summary must be no more than two (2) pages.

    h.  Do not use photos, symbols, or logos on the front page as part of the title page, or in other locations throughout the document.

    i.  There are 3 mandatory Appendices listed for all CPDs.  Ensure the appendix names conform exactly to what is prescribed.  Innovation is this area is not appropriate.  The only exception is supporting analysis, it should be added as appendix D.  

        (1)  Appendix A.  Net-Ready KPP Products.  

        (2)  Appendix B.  References.

        (3)  Appendix C.  Acronym List.

        (4)  Appendix D.  Analysis.

    j.  Supporting Documents are not mandatory, but provide supporting information relevant to the CPD.  Supporting documents should be submitted with the draft CPD forwarded to ARCIC for validation.  Submit them as a separate file labeled as “Supporting Documents for XXX CPD.”  Examples of supporting documents are:

        (1)  Operational Mode Summary/Mission Profile (OMS/MP).  The OMS/MP should be updated from the CDD submission.  If the capability is a CDRT initiative or a COTS/NDI solution, this may be an initial OMS/MP developed as required.

        (2)  Basis of Issue Guidance (BOIG).  The BOIG should be updated from the CDD submission as more clarity is gained in the development process and decisions are made as to units that will be fielded with the capability.

        (3)  System Training Plan (STRAP).  Update the STRAP developed for the CDD.  Submit early in the CPD development process to give ATSC sufficient time to review and approve the STRAP.

        (4)  Template for Supporting Documents.


	

[bookmark: Trades_consideration]2.  Considerations.

    a.  Resource Informed.  Determine if adequate resources are available to execute the program as envisioned in the CPD prior to writing the document.  There is no mythical pot of “new money” waiting for a claimant.  If there are not sufficient resources to execute the program or at least a viable strategy to get resourcing, then it will not be approved.  Be prepared to discuss resource trades within your capability portfolio and leverage the APRB through the ARCIC Gatekeeper, to get a feel for resourcing.

    b.  Considering and Conducting Trades.

        (1)  The most difficult thing for the capability developer to do is to understand all the things they should consider when making effective trades (refer to the CPD Trades Considerations Checklist for examples of some of those considerations).  The magnitude of effort required to accomplish beneficial and sound trades must not be minimized.  Trades should be evaluated across the DOTMLPF domains to determine the tactical, operational, and strategic impacts of any trades in a holistic fashion.  The effect of a change in one domain must be considered, as well as the second and third order effects on other domains, other interdependent systems, and other warfighting organizations, both Army and Joint.  Trades provide a means in which we can propose alternative paths to close or mitigate gaps.  Those trades must be analytically based, analytically sound and risk informed.  Additionally, they must consider the integration of joint and other service capabilities.

        (2)  By the time you reach the CPD phase, most trades outside cost, schedule, and performance parameters have already been made. However, it’s still a good exercise to consider all the ramifications of new APB trades. Please consider:  Organizational Impacts, Functional Impacts, Operational Risk (Internal – that is, Army dependence on its own Service capabilities; External – that is, Joint Integration and dependence on external (Joint, Intergovernmental, Interagency and Multinational) capabilities), Level of Integrated Capability, Resource Availability (dollars, personnel, etc.), and Technical Feasibility (technical readiness), when trading Performance, Cost, and Schedule.

[bookmark: Trades_checklist]        (3)  CPD Trades Considerations Checklist.  This checklist is not intended to be a step by step guide for developing and documenting trades, there are too many variables to adequately cover all possible situations.  The purpose of this checklist is to provide capability developers an illustrative list of things they should consider during the JCIDS process.


	

3.  CPD Preparation Instructions.

    a.  Cover Page.  Determine the most likely JPD as the first step in preparing the cover page. 



        (1)  Title – Type “CAPABILITY PRODUCTION DOCUMENT”
FOR
Title for the Capability

        (2)  Increment – “Increment:  1” is the correct entry unless you are working on a follow-on increment of a previously developed capability.

[bookmark: ACAT]        (3)  ACAT – Insert the likely Acquisition Category (ACAT) based on the forecast cost of the system or previous milestone decisions.  For a description of each category see AR 70-1, Army Acquisition Policy, table 3-1.

[bookmark: Validation]        (4)  Validation Authority – The Validation Authority is dependent upon the Joint Potential Designator (JPD) assigned by the Joint Staff Gatekeeper during staffing.  For a description of each designation see CJCSI 3170.01G, Joint Capabilities Integration and Development System.  Appropriate validation authority entries correlate to JPD entries as shown below:

            (a)  JROC Interest - The JROC is the validation authority.
            (b)  JCB Interest – The JCB is the validation authority.
            (c)  Joint Integration - HQDA is the validation authority.
            (d)  Joint Information - HQDA is the validation authority.
            (e)  Independent - HQDA is the validation authority.
        (5)  Approval Authority – Fill in based on the JPD assigned.  For additional information on approval authority see CJCSI 3170.01G.  Once the approval authority has been determined, insert one of the following in the space provided:

            (a)  JROC – for ACAT I and programs designated as JROC Interest.

[bookmark: ACAT_Approval]            (b)  JCB – for ACAT II and below programs designated as JCB Interest.

            (c)  HQDA – for ACAT II and below programs that are not JROC or JCB Interest Programs.

        (6)  Milestone Decision Authority (MDA).  The MDA is dependent upon the ACAT.  For additional information on MDA designation see DODI 5000.02, Operation of the Defense Acquisition System, Enclosure 3, table 1 or AR 70-1, Army Acquisition Policy, Chapter 3, Table 3-1.  Generally accepted guidance follows:

            (a) ACAT I - The MDA is either the Defense Acquisition Executive (DAE) who is dual-hatted as the Under Secretary of Defense for Acquisition, Technology and Logistics (USD AT&L) or the Army Acquisition Executive (AAE), also referred to as the Assistant Secretary of the Army for Acquisition, Technology and Logistics (ASAALT).
            (b) ACAT II & III – Generally, MDA is delegated by the AAE to the managing Program Executive Officer (PEO) unless the program has been designated “special interest”.  The AAE may delegate milestone decision authority to any of the PEOs listed below:
· PEO Ammunition.
· PEO Aviation.
· Joint PEO Chemical and Biological Defense.
· PEO Combat Support & Combat Service Support.
· PEO Command Control and Communications (Tactical).
· PEO Enterprise Information Systems.
· PEO Ground Combat Systems.
· PEO Intelligence, Electronic Warfare and Sensors.
· PEO Missiles and Space.
· PEO Simulation, Training, and Instrumentation.
· PEO Soldier.

        (7)  Designation.  Use the designation assigned during the ICD or CDD approval process unless this is the first capability document prepared for this system.  If this is the first document, use the information on designation in the Manual for the Operation of the Joint Capabilities Integration and Development System, Enclosure D, paragraph 1.c.

            (a)  “JROC Interest” designation will apply to all ACAT I/IA programs and capabilities that have a potentially significant impact on interoperability in allied and coalition operations.
            (b)  “JCB Interest” designation will apply to ACAT II and below programs where the capabilities and/or systems associated with the document affect the joint force and an expanded joint view is required.
             (c)  “Joint Integration” designation will apply to ACAT II and below programs where the concepts and/or systems associated with the document do not significantly affect the joint force and an expanded review is not required, but staffing is required for applicable certifications (information technology and National Security Systems interoperability, intelligence and/or insensitive munitions), and for a weapon safety endorsement when appropriate.
             (d)  “Joint Information” designation applies to ACAT II and below programs that have interest or potential impact across Services or agencies but do not have significant impact on the joint force.
             (e)  “Independent” designation applies to ACAT II and below programs where the capabilities and/or systems associated with the document do not significantly affect the joint force, an expanded review is not required and no certifications or endorsements are required.

        (8)  Prepared for Milestone C Decision.  Unless there is another specified acquisition decision point identified, use the statement “Prepared for Milestone C Decision.”

        (9)  Draft Version Number.  Use draft version numbers to maintain good configuration management of the CPD.  Each time the document undergoes a significant revision, the draft version number will be updated, i.e. 1.0, 1.1, 1.2.

        (10)  Date.  Enter the date the CPD was signed out by the last Headquarters.  DO NOT BEGIN THE LINE WITH THE WORD “DATE” AS IT IS REDUNDANT.  For the proponent, enter the date their Headquarters approved the CPD as the proponent position and approved forwarding to ARCIC for validation.  Similarly, ARCIC will date the CPD with the date validated by the appropriate ARCIC Director.

        (11)  Releasability.  A CPD defines system level parameters for the current increment of production.  The use of one of the following releasability statements is mandatory for CPDs that contain no classified or FOUO Information:

            (a)  Releasability:  Approved for public release; distribution unlimited.

            (b)  Releasability:  Distribution authorized to U.S. Government Agencies and their contractors to protect information and technical data that advance current technology or describe new technology in an area of significant or potentially significant military application or that relate to a specific military deficiency of a potential adversary.  Information of this type may be classified or unclassified, when unclassified, it is export-controlled and subject to the provisions of Department of Defense (DOD) Directive 5230.25 (reference c), date of determination:  XX Month XXXX. Other requests for this document should be referred to:  List your Organization’s Mailing Address here.”

            (c)  Other appropriate releasability instructions can be found in AR 380-5, Department of the Army Information Security Program, 29 Sep 00, in paragraph 4-12.h Warning available at:  http://www.army.mil/usapa/epubs/pdf/r380_5.pdf.

        (12)  Classification.  Mark the CPD, header and footer, with the appropriate security classification of the document.

    b.  Instructions by Document Section.

        (1)  Executive Summary.  Limited to a maximum of two pages, one is preferred.  Do not duplicate information that is required in the body of the CPD.  Use the Executive Summary to set the stage and explain the importance of the capability the Army should “acquire/produce.”

        (2)  Table of Contents (TOC).  Adjust as required and ensure it’s accurate.

            a.  The paragraph numbers and names are “fixed.”  DO NOT ADJUST THEM!

            b.  Use the CPD template provided in paragraph 1 of this guide with the Microsoft Word Table of Contents feature embedded in the template.  .  Do not delete any of the embedded formatting, i.e. {TC “1. Capability Discussion” \f c\1 “1”}, or the TOC will not function properly.  Once the draft CPD is complete and you are finalizing the version, right click on the TOC and select “update field.”  Then, select “update page numbers only.”  That will refresh the TOC and ensure all page and paragraphs correlate properly.  Add a list of figures, if used, to complete the TOC.  If you manually create a TOC or have added a list of tables and figures, check this for accuracy as your last editorial review of the CPD.

        (3)  Revision History.  Use the revision history table below for configuration management of the Draft CPD.  Ensure the information is consistent with the revision history table and the cover entries for the Draft Version and Date.

	Draft
Version
	Date
	Purpose

	0.1
	Day-Mon-Yr
	Initial Draft

	
	
	Developmental (Worldwide) Staffing 

	
	
	ARCIC Staffing/Validation



        (4)  Points of Contact (POCs).  POCs should cover the primary writer/editor at the proponent and a Program Manager Representative if available/appropriate.  Ensure at least two Proponent level POCs are listed, to include valid SIPRNET (.smil) e-mail addresses.  All staffing post-ARCIC Validation (ARSTAF & JSTAF) takes place on SIPRNET and staffing comments will be returned to the proponent/document sponsor on SIPRNET.  It is imperative that the proponent/document sponsor be prepared to operate in a SIPRNET environment.

	Name
	Agency/Organization
	Phone Number & DSN
	Email Address

	
	
	
	NIPR:  
SIPR:  

	
	
	
	NIPR:  
SIPR:  



Note:  Standard paragraph numbering was restarted at this point to allow for consistency between the guide and the CPD Template in paragraph 1.

1.  Capability Discussion.  Limit this paragraph to one page.  Cover the four areas outlined as subparagraphs in the attached template.

    a.  Discuss the operating environment of the system.  Address how the capability will be employed on the battlefield and where it will be employed and/or based.

    b.  If the CPD is part of a FoS or SoS solution, discuss the source ICD and the related CDDs, CPDs, integrating DOTMLPF and policy changes and required synchronization.

    c.  It is critical to “list” direct predecessor documents that support the CPD.  If the capability development effort preceded the implementation of JCIDS, list the requirements document that supports and underpins the CPD, i.e. the Operational Requirements Document (ORD).

    d.  Identify the JCAs (Tier 1 and 2) in which the capabilities being delivered through the CPD directly contribute.  “List” only the applicable JCAs, there is no requirement to provide rationale for their inclusion.  However, there should be a high correlation to the capability advocated for production and the JCA Lexicon at http://jcams.penbaymedia.com/.  Ensure all JCAs listed in paragraph 1.d appear and should be consistent with the KPPs and KSAs in paragraph 6 and Table 7.1 – Supported ICDs and Related CDDs/CPDs in Paragraph 7.

2.  Analysis Summary.  Summarize all analyses (AoA or other support analysis) conducted to determine system performance attributes and KPPs.  Include the alternatives, objective, the criteria, assumptions, recommendation, and conclusion.  If the discussion consumes more than two pages, move the Summaries to Appendix D.  If you can get it in the body of the CPD, delete Appendix D from the TOC and final page of the template (Appendix D listing).

3.  CONOPs Summary.  The information is this paragraph should serve as the basis for OMS/MP development.  Cover these five areas in the attached template:

     a.  Relevance to Joint Operations Concepts (JOpsC).

     b.  Operational Outcomes.

     c.  Effects it must produce.

    d.  How it complements the integrated Joint Warfighting Force.

    e.  Enabling capabilities required to achieve its desired operational outcomes.

4.  Threat Summary.  Cover these three areas in the attached template:

    a.  Projected threat Environment.

    b.  Specific threat capabilities to be countered.  Include the nature of the threat, threat tactics, and projected threat capabilities (lethal and non lethal) over time.

    c.  Include Defense Intelligence Agency (DIA) validated threat references when appropriate.

Note:  For assistance in framing the Threat against a specific capability, contact your local threat office or the TRADOC G-2 for assistance or you can contact the DIA Defense Warning Office, Acquisition Support Division for assistance at DSN 428-0788; SIPRNET:  http://www.dia/smil/mil/admin/di/dwo/dwo3.html.

5.  Program Summary.  Provide a “summary” of the overall program strategy for reaching full capability and the relationship between the production increment described in the CPD and any other increments planned for the program.

6.  System Capabilities Required for the Current Increment.  All systems capabilities described in this paragraph must be achievable, measurable, testable, and operationally relevant.  Statutory KPPs derived from public law (Force Protection and Survivability) and compliance KPPs derived from policy (Net-Ready and Sustainment) must be addressed regardless of the sponsor’s determination of applicability.  Selectively applied KPPs (Energy Efficiency and System Training) should be considered, but are not required to be addressed if the sponsor determines they are not appropriate.  If the document sponsor determines one or more of these KPPs are not applicable, they must provide the rationale for non-inclusion based on solid analysis.  The rationale and analysis will be reviewed by higher level authorities to determine the validity of the claim.

    a.  Traceability to Tier 1 & 2 JCAs.  Correlate the KPPs to the Tier 1 & 2 JCAs the capability supports directly and ensure consistency with the JCA discussion in paragraph 1.

    b.  Force Protection.  Is the capability “designed to prevent or mitigate hostile actions against personnel, resources, facilities, and critical information?”  If that is the focus, then the KPP should be developed.  (Reference Manual for the Operation of the JCIDS, 1 Mar 09, Enclosure B, paragraph 2.a)

     c.  Survivability.  Determination of whether the capability you are producing is a “manned system” is the central focus for the Survivability KPP.  Is the equipment designed to enhance personnel survivability?  Has the system entered low rate initial production (LRIP)?  If you are at or beyond LRIP, this KPP is not applicable.  If you answered yes to a manned system and have not entered LRIP, then the KPP should be developed.  (Reference Manual for the Operation of the JCIDS, 1 Mar 09, Enclosure B, paragraph 2.a)

    d.  Sustainment (Availability).  This KPP is mandatory for all ACAT I programs involving materiel solutions.  The KPP has 2 metrics:  Materiel Availability (Am) a fleet measurement of the total inventory of system’s operationally capable (ready for tasking) and Operational Availability (Ao) that measures a group of systems within a unit that are operationally available.  Additionally, there are the two mandatory Key System Attributes (KSAs) of Materiel Reliability and Ownership Cost.  For ACAT II and below programs, the sponsor will determine applicability.  (Reference:  Manual for the Operation of the Joint Capabilities Integration and Development System, Appendix B, Enclosure B)

    e.  Net-Ready.  The capability will be developed for all information technology (IT) and national security systems (NSS) used in the automation acquisition, storage, manipulation, management, movement, control, display, switching, interchange, or transmission or reception of DOD data or information regardless of classification or sensitivity.”  There is an exception for those systems that are “closed loops” and do not communicate with external sources.  Another way to approach it is to determine whether the capability has a C4I interface capable of any communication through the Global Information Grid (GIG).  If yes, then the NR-KPP is required with all the mandated architecture, compliance statements, and Key Interface Profiles (KIPs) Declaration in Appendix A.  (Reference is CJCSI 6216.01E, Interoperability and Supportability of Information Technology and National Security Systems, Enclosure E)

     f.  Selectively applied KPPs:  System Training and Energy Efficiency.  The sponsor will perform an analysis to determine the applicability of Selectively Applied KPPs.  Selectively applied KPPs are not required to be addressed by the document sponsor if your analysis determines they are not appropriate.

        (1)  System Training.  A System Training KPP is required where the sponsor has determined that “training” is a significant part of total life cycle costs.  Review Appendix C to Enclosure B of the JCIDS manual at:  https://www.intelink.gov/wiki/JCIDS_Manual_Enclosure_B_Appendix_C for applicability.

         (2)  Energy Efficiency.  If you have a program that involves a “fleet of vehicles” or a “fleet of equipment that consumes energy” (i.e. generators or heaters that use fuel), use the guide below to develop the Energy Efficiency KPP.


	

    g.  If the document sponsor determines one or more KPPs (Force Protection, Survivability, Net-Ready, and Sustainment) are not applicable, you must provide the rationale for excluding it.

    h.  If there are Statutory or Compliance KPPs that are not appropriate for the capability you are developing, restructure paragraph 6 as shown below in Figure 6-1:

· Revise the subparagraphs in the template.
· Add a new subparagraph “a” titled “Statutory and Compliance KPPs not appropriate for XXXXXXXX Capability.”
· The revised paragraph should mirror the box shown below where subparagraphs b-d are already in the template and only require revising the alphabetic designator that precedes the description.

Figure 6-1 Alternate Paragraph 6 Structure
		a. Statutory and Compliance KPPs not appropriate for XXXXXXXX Capability.

		(1) Net-Ready (NR).  This capability does not have a C4I interface with any other system or capability.  As a result, there is no NR-KPP and only the OV-1 has been developed.

		(2)  Force Protection.  This capability is not designed to prevent or mitigate hostile actions against personnel, resources, facilities, and critical information. 

		(3)  Survivability.  This capability is an unmanned system and does not contribute to survivability.  Therefore, the Survivability KPP is not appropriate.

		(4) Sustainment.  XXXXXXXX Capability is not a JROC Interest program.  Furthermore, the sponsor has determined that this KPP and its two mandated KSAs are not appropriate for this capability for the following reason(s)….

	b. Key Performance Parameters (KPPs). 

	c. Key System Attributes (KSAs).

	d. Additional Performance Attributes.




7.  Family of Systems and System of Systems Synchronization.  Use of the table in the template is mandatory per HQDA G-3/5/7.  Ensure all JCAs listed in paragraph 1.d appear and are correlated to Table 7.1–Supported ICDs and Related CDDs/CPDs (Joint Capability Documents (JCDs) are no longer created but you should still reference any applicable ones).  No capability stands alone on the battlefield.  Consider the relationship of the system described in the CPD to other systems contributing to the capability.

8.  Information Technology and National Security Systems Supportability.  For systems that receive or transmit information, provide an estimate of the expected bandwidth and quality of service requirements for support of the system(s) (on either a per-unit or an aggregate basis, as appropriate).  The description must explicitly distinguish IT and NSS support to be acquired as part of this program from the IT and NSS support to be provided to the acquired system through other systems or programs.  Use ARCIC Policy Letter 19 for assistance in determining the content of paragraph 8.


	

9.  Intelligence Supportability.  Identify all requirements for intelligence support throughout the projected life-cycle of the capability.  Requirements for consideration are outlined in CJCSI 3312.01A, Joint Military Intelligence Requirements Certification, 23 Feb 07 at URL:  http://www.dtic.mil/cjcs_directives/cdata/unlimit/3312_01.pdf.  Assistance is also available from J-2 Intelligence Requirements Certification Office (J2P/IRCO) for assistance at DSN 225-8085 or 671-9539; SIPRNET:  http://j2sid.js.smil.mil/IntelCertification/j2sid.html

10.  Electromagnetic Environmental Effects (E3) and Spectrum Supportability.  Define the electromagnetic spectrum requirements that the system must meet to assure spectrum supportability.  Describe the electromagnetic environment in which the system will operate and coexist with other US, allied, coalition, and non-government systems.

    a.  Identify potential operational issues regarding electromagnetic interference from threat emitters and from other E3 effects such as electromagnetic pulse.  (Reference DODD 3222.3, DOD Electromagnetic Environmental Effects (E3) Program.

    b.  Define the electromagnetic spectrum requirements that the system must meet to assure spectrum supportability in accordance with DODD 4650.1, Policy for the Management and Use of the Electromagnetic Spectrum.

    c.  For spectrum dependent systems, equipment spectrum certification is required and sufficient availability of frequencies from host nations.

    d.  Describe the electromagnetic environment in which the system will operate and coexist with other US, allied, coalition, and non-government systems.

    e.  Specifically address safety issues regarding Hazards of Electromagnetic Radiation to Ordnance (HERO), Hazard of Electromagnetic Radiation to Fuel (HERF), and Hazard of Electromagnetic Radiation to Personnel (HERP).

11.  Technology and Manufacturing Readiness Assessment.  Discuss the program’s critical technology elements in accordance with the DOD Technology Readiness Assessment Deskbook.

    a.  Identify any critical technology elements linked to the program's KPPs.

    b.  Identify who performed the technology readiness assessment, when it was accomplished, whether an independent technology readiness assessment is planned, and, if applicable, when the Deputy Under Secretary of Defense, Science and Technology (DUSD(S&T)) review of the program technology readiness assessment is planned.

    c.  Identify any manufacturing readiness challenges linked to the program's KPPs.

    d.  Identify who performed the manufacturing readiness assessment, when it was accomplished, whether an independent manufacturing readiness assessment is planned, and, if applicable, when the DUSD(S&T) review of the program manufacturing readiness assessment is planned.

12.  Assets Required to Achieve Full Operational Capability (FOC).

    a.  Describe the types and quantities of assets required to attain FOC.

    b.  Identify the operational units (including other Services or government agencies, if appropriate) that will employ the capability and define the asset quantities (including spares, training, and support equipment, if appropriate) required to achieve FOC.

    c.  If the discussion consumes more than 1 page, move the discussion to the “Supporting Documents” file and leave summary level detail in the paragraph that describes the types and quantities of assets required to attain FOC.

    d.  The USAFMSA documentation team and ARCIC’s Force Design Division (FDD) must be included during the development of BOI guidance and attend any other meetings where BOI concerns arise.

13.  Schedule and Initial Operating Capability (IOC) and FOC Definitions.  Define the actions that, when complete, will constitute attainment of IOC and FOC for the current increment.  Specify the target date for IOC attainment.

14.  Other DOTMLPF and Policy Considerations. Consider the following areas.  This should not be considered an “a la carte” menu.  Each DOTMLPF domain must be addressed.  The JCIDS manual states “DOTMLPF and policy changes should be considered from two perspectives:  1) DOTMLPF that supports the implementation, operations and support of the specific system; 2) DOTMLPF that must be changed to support integration of this system with existing capabilities.  Discuss any additional DOTMLPF and policy implications associated with fielding the system that have not already been addressed in the CPD, to include those approaches that would impact CONOPS or plans within a combatant command’s area of responsibility.”  Use the question sets below as examples or “guides” to help you identify potential issues to consider, create a write-up for each DOTMLPF domain and Policy Considerations.  You do not have to answer each question, but you must include a subparagraph for each domain and for policy.  If other information comes to mind that has impact on the various DOTMLPF areas, discuss those issues under the appropriate subparagraph.  If you have more than one domain where no changes are necessary, you may address them collectively in one subparagraph.  

    a.  Doctrine.

	1
	Is there an existing concept of the operation to leverage or will this require the development of a new concept of the operation?

	2
	What doctrinal development work will have to be done to support the institutionalization of this capability?

	3
	Which proponent(s) should take the lead to develop this doctrine/TTP?

	4
	When is the earliest that the doctrine can be developed (projected timelines)?

	5
	Does this new capability require a new TTP, or can existing TTP be modified to support its introduction into the force?  When is the earliest that the TTP for its use can be developed?

	6
	Can the TTP/doctrine work be done within existing resources?  What additional resource is required?

	7
	Are there any joint doctrine/TTP implications?



    b.  Organization.

	1
	What organization will operate this equipment?  Does it require a new organization or a modification to a current organization?  What changes are required for the TOE?

	2
	Does the proposed change warrant a Force Development Update (FDU)?  If so, who will coordinate with ARCIC FDD?

	3
	Can an existing organizational task be changed to provide resource to execute this mission and what is the impact on the organization, if any?

	4
	What units will provide logistic support to these organizations?  Will this require new units, or can existing maintenance/logistics organizations support this capability?  Does the support organization require augmentation?  Will this require Contractor Logistics Support (CLS)?

	5
	What is the total potential requirement for new organizations?

	6
	Which organization is responsible to implement these changes?

	7
	Are there joint organizational considerations for employing this capability, e.g., would the combatant commander be better served by a joint-manned capability?





    c.  Training.

	1
	Will training be executed by a contactor support team, by a mobile training team, by a unit training system or by a school?  If conducted by some combination of these approaches, what will the schedule be for transitioning between the options?

	2
	What school(s) will take the lead to implement this training?

	3
	How many courses will be added to the curriculum?

	4
	Is there a joint training requirement (e.g., training for other Services)?

	5
	Does this capability suggest creation of a new Military Occupation Specialty (MOS) or Special Skill Identifier (SSI)?  If so, what “describes” that new MOS or SSI?  And, what are the most critical training support requirements, timelines, and resources?

	6
	If a new MOS or SSI is not required, what MOS/SSI has the appropriate competencies to best employ this capability?

	7
	What resources will be needed by the school to support training?

	8
	How many additional instructors are required to support the training?

	9
	What additional resources are required to support course development?

	10
	What Training Aids, Devices, Simulators, and Simulations (TADSS) will be required to support training?  What modifications to existing TADSS are required?

	11
	Will training be required for support or maintenance personnel?  Where will this training be conducted?

	12
	What is the projected total cost and timelines for the training support required to field this capability in the Army?

	13
	What is the projected total cost and timelines to support training for other Services?



    d.  Materiel.

	1
	Does this system require new (or modifications to current) materiel systems in order to enable the total capability, e.g., new C2 software for Army Battle Command System (ABCS) to accompany new sensor platform?

	2
	Will the acquisition of this capability result in other materiel impacts or special Package, Handling, and Storage (PHS) requirements (e.g., additional lines of ammunition, fuel, batteries, power sources, etc.)?

	3
	Are there ecological or hazardous waste issues that will result from this acquisition?

	4
	Can it be deployed within existing transportation assets, or does it require outsized/oversized lift capability?

	5
	Will other systems or subsystems have to be developed or modified to support this equipment (e.g., radio mounts/night vision equipment/crew served weapons mounts)?

	6
	Does this system operate on a network or frequency that will potentially interfere with other systems in the Army?  Does it potentially interfere with systems in other Services?

	7
	Does the C2 for this system require an interface with existing C2 systems?  What systems?  What are the architecture requirements?

	8
	What is the cost associated with the materiel impacts of this system?

	9
	Should there be a formal review of the potential legal implications of using this technology?  Who will coordinate for that review and on what timeline?

	10
	Do supporting organizations have proper and adequate numbers of support equipment, tools, TMDE, etc.?

	11
	Does the system transmit or receive information/data with other than ancillary C4ISR systems, i.e. SINCGARS, EPLRS, FBCB2, etc?

	12
	Which organization should take the lead to resolve these issues?



    e.  Leadership & Education.

	1
	What new leadership training is required (if any)?

	2
	What changes to existing leader courses are required?

	3
	Are unit level professional development (PD) courses required?  If so, what are they?

	4
	Are there cultural barriers or drivers to overcome?

	5
	What resources are required to enable leadership to use this capability?

	6
	Which school/organization will be responsible for implementing these changes?

	7
	What is the timeline required to develop leaders to use the capability?



    f.  Personnel.

	1
	Will there be a requirement for additional personnel to operate this equipment or can it be fielded within existing personnel limits?

	2
	Do the Soldiers have the necessary skills to operate the equipment (and support equipment)?

	3
	What are the likely personnel implications (MOS/SSI designations) for:
Primary Users
Maintenance Personnel
Support Personnel

	4
	Will contract personnel support this equipment?  How many are required per unit?  What is the anticipated yearly cost of this support across the Army?

	5
	Are there any Training, Transient, Hospital, and School (TTHS) implications?

	6
	Which office/agency is responsible to resolve the issues and what is the timeline to resolve the personnel challenges associated with delivering this capability to the Army?



    g.  Facilities.

	1
	What changes to the facilities in the supporting schools will have to be made to support training?

	2
	Does this require any new, modified, or special facilities at either the unit or support levels?

	3
	Are current range capabilities adequate to support training requirements associated with this capability?

	4
	Will current motor pool, storage facilities, and other facilities support this equipment?

	5
	Which organization will take the lead to coordinate these changes?

	6
	Are there facilities considerations for Joint manned/operated capabilities?



    h.  Policy.  

	1
	Will fielding the capability require any changes to existing policy articulated in Army Regulations or other authoritative sources, i.e. Joint Instructions, DOD Directives, NATO STANAGs, etc?

	2
	Are there any changes in public law required?



    i.  Logistics.  Use the guide below in crafting Logistics considerations.  This should be considered an “a la carte” menu.  Only choose those areas where you have something to say.  Do not use the subparagraph heading followed by NA.


	

        (1)  Maintenance.

            (a)  Maintenance/Support Concept.

· The maintenance concept.  (Logistics Supportability Guide (LSG), see page 3, paragraph 1a )

· If CLS or ICS is initial source of system support.  (LSG, see page 4, paragraph 1b)

· Level of Repair Analysis.  (LSG, see paragraph 4, paragraph 1c)

· Provisioning Plan.  (LSG, see page 4, paragraph 1d)

· Supportability Test & Evaluation Program.  (LSG, see page 4-5, paragraph 1e)

· Performance Based Logistics (PBL) and Performance Based Agreements (PBA) Requirements.  (LSG, see page  5, paragraph 1f)

            (b)  Maintenance Manpower Support.

· Current vs. New MOS Requirements.  (LSG, see page 6, paragraph 2a)

· Force Structure Implications.  (LSG, see page 6, paragraph 2b)

· Table of Organization and Equipment (TO&E)/Modified TO&E (MTO&E) Changes.  (LSG, see page 6, paragraph 2c)

· Supply, Ammunition, POL support requirements:  (LSG, see page 6, paragraph 2d)

· Human Factors Engineering:  (LSG, see page 6, paragraph 2e)

            (c)  Supply Support:  (LSG, see page 7, paragraph 3a)

            (d)  Support Equipment.

· Test, Measurement and Diagnostic Equipment (TMDE):  (LSG, see page 8, paragraph 4a)

· Calibration requirements:  (LSG, see page 8, paragraph 4b)

· Material Handling Equipment (MHE) or Container Handling Equipment (CHE) Requirements.  (LSG, see page 8, paragraph 4c)

· Specialized or Standard Shelters:  (LSG, see page 8, paragraph 4d)

· Vehicle Recovery: (LSG, see page 8, paragraph 4e)

· Standard or Unique Support Requirements (When Applicable). (LSG, see page 9 , paragraph 4g)

            (e)  Technical Data.  (Logistics Supportability Guide, see page 9, paragraph 5 a)

            (f)  Training and Training Support

· Weapon System Family of Vehicles (FoV) Training:  (LSG, see page 10, paragraph 6a)

· Training Structure:  (LSG, see page 10, paragraph 6b)

· Training Support:  (LSG, see page 11, paragraph 6c)

· New Equipment Training:  (LSG, see page 11, paragraph 6d)

· Institutional Training:  (LSG, see page 11, paragraph 6e)

· Unit (Sustainment) Training:  (LSG, see page 11, paragraph 6f)

· Weapon System FoV Simulators:  (LSG, see page 12, paragraph 6g)

            (g)  Computer Resource Support:  (LSG, see page 12, paragraph 7)

            (h)  Facilities:  (LSG, see pages 12-13, paragraph 8)

            (i)  Packaging, Handling, Storage and Transportability

· Storage and Preservation:  (LSG, see page 13, paragraph 9a)

· Containerization Requirements:  (LSG, see page 13, paragraph 9b)

· Transportability Modes Analysis:  (LSG, see page 14, paragraph 9c)

· Hazardous Materials Requirements:  (LSG, see page 14, paragraph 9d)

· Other Special Handling Requirements:  (LSG, see page 14, paragraph 9e)

            (j)  Design Interface.

· Safety & Health Issues for Use and Maintenance:  (LSG, see pages 14-15, paragraph 10a)

· Built in Test (BIT)/ Built In Test Equipment (BITE) Requirements:  (LSG, see page 15, paragraph 10b)

· Standardization and Interoperability (LSG, see page 15, paragraph 10c)

        (2)  Conditions Based Maintenance Plus (CBM+):  (LSG, see pages 15-18, paragraph a-f)

        (3)  Common Logistics Operating Environment (CLOE):  (LSG, see pages 18-20, paragraph g)

        (4)  Life Cycle Sustainment (LCS) Metrics:  (LSG, see page 20)

        (5)  Reliability, Availability and Maintainability (RAM)

            (a)  Materiel Availability Key Performance Parameter (KPP):  (LSG, see page 21, paragraph a)

            (b)  Materiel Reliability:  (LSG, see page 21 , paragraph b)

            (c)  Maintainability (Field Level):  (LSG, see page 22, paragraph c)

            (d)  Maintenance Ratio:  (LSG, see page 22, paragraph d)

            (e)  Maintainability (Sustainment Level):  (LSG, see page 22, paragraph e)

            (f)  Platform Re-Generation (PRG):  (LSG, see page 23, paragraph f)

            (g)  Platform Re-Generation-Maximum (PRG-M):  (LSG, see page 23, paragraph g)

        (6)  Corrosion Prevention and Control (CPC). CPC is a critical consideration in assuring the sustained performance, readiness, economical operation and service life of Army systems and equipment.  It requires active consideration in the materiel development, acquisition, fielding, operation, and storage processes.  CPC requires life cycle management planning and action in design, development, testing, fielding, training, and maintenance.  The Product Manager for XXXXXXXX capability is responsible for ensuring that a suitable corrosion prevention strategy is in place for the XXXXXXXX capability in accordance with AR 750-59, Army Corrosion Prevention and Control Program.

        (7)  Item Unique Identification (IUID).  IUID is a DOD initiative that will enable easy access to information about DOD possessions that will make acquisition, repair, inventory, and deployment of items faster and more efficient.  The implementation of IUID requirements means that qualifying items must be marked with a Unique Item Identifier (UII) in accordance with the DOD Guide to Uniquely Identifying Items. Specifically, MIL STD 130 http://www.uidsolutions.com/milstd130.aspx requires that all XXXXXXXX capability qualifying components, to include legacy components that transition through organic depots, must be marked with a UII in the form of a machine readable 2D Data Matrix, the contents of which will be encoded in the syntax of ISO/IEC 15434 and the semantics of ISO/IEC 15418 or the Air Transport Association (ATA) Common Support Data Dictionary (CSDD).  All 2D Data Matrix bar codes must meet the verification standards for mark quality as established in ISO 15415 and SAE AS9132.

15.  Other System Attributes.  This should be considered an “a la carte” menu.  Only choose those areas where you have something to say.  Do not use the subparagraph heading followed by NA.

    a.  Address attributes that tend to be design, cost, and risk drivers, including environment, safety and occupational health, human systems integration, embedded instrumentation, electronic attack, information protection standards, information assurance, and wartime reserve mode requirements.

    b.  Address natural environmental factors (such as climatic, terrain, and oceanographic factors); and unplanned stimuli (such as fast cook-off, slow cook-off, bullet impact, fragment impact, sympathetic detonation, and shape charge jet).

    c.  Define the expected mission capability (e.g., full, percent degraded) in the various environments.  Include applicable safety parameters, such as those related to system, nuclear, explosive, and flight safety.

    d.  Identify physical and operational security needs.

    e.  When appropriate, identify the weather, oceanographic and astro-geophysical support needs throughout the program’s expected life cycle.

    f.  Include data accuracy and forecast needs.

    g.  For intelligence, surveillance, and reconnaissance platforms, address information protection standards.

    h.  Describe the non-information technology/national security system capabilities required for allied and coalition operations, identify the potentially applicable US-ratified international standardization agreements, and provide an initial indication of which ones will be incorporated in the system requirements (References DODD 8320.2, Data Sharing in a Net-Centric Department of Defense available at:  http://www.dtic.mil/whs/directives/corres/pdf/832002p.pdf and DODD 2010.6, Material Interoperability with Allies and Coalition Partners available at:  http://www.dtic.mil/whs/directives/corres/pdf/201006p.pdf.)

    i.  Address conventional and initial nuclear weapons effects and CBRN survivability  In the event the mission requires CBRN survivability, consider elevating this attribute to be a KPP.

    j.  The following statements are examples only and information provided should reflect the attributes of the specific system addressed in the CPD.  Consider the following areas:

        (1)  Storage Environment.  The appropriate storage temperature and air quality should be specified. This should include length of time to remain in storage, frequency and duration of maintenance actions, etc.  

        (2)  Embedded Instrumentation.  The XXXXXXXX capability will have embedded diagnostics that can identify errors or faults down to the Line Replaceable Units/Line Replaceable Module (LRU/LRM) level.

        (3)  Conventional Weapons Effects and Initial Nuclear Weapons Effects.  Include the assessment of whether the capability is mission critical.  

        (4)  Nuclear, Biological, and Chemical Contamination (NBCC) Survivability.  The XXXXXXXX capability is (or is not) mission critical, however, it will be Chemical, Biological, Radiological, and Nuclear (CBRN) contamination and decontamination survivable against the effects of CBRN agents and decontaminates so that it remains operational in all CBRN environments, with the exception of rubber and canvas field replaceable items, and is compatible with personnel operating and maintaining while in MOPP IV.

        (5)  Expected Mission Capability.  Environmental operating conditions (percentage of use in Hot, Basic, Cold, etc.) along with dust, smoke, rain, etc. will be included here.

        (6)  Physical and Operational Security Needs.  XXXXXXXX capability will be physically secured in the same way as other property book items (i.e. Arms Room, Supply Room, Platoon Equipment Room, or on Vehicles).

        (7)  Human System Integration/MANPRINT.

            (a)  Manpower.  State manpower constraints (if any).

            (b)  Personnel.  State MOS constraints (if any).

            (c)  Training.  State training requirements for host station, NET, and field refresher training as required including resources required to meet training levels.

            (d)  Human Factors Engineering – The XXXXXXXX capability design shall promote effective Soldier-machine integration for optimal total system performance.  Design principles taking into account human capabilities and limitations shall be incorporated into system definition, design, development, and evaluation.  This includes concepts of human-computer interface (e.g., ease of perception and comprehension of displays, ease of use of controls) and compatibility of XXXXXXXX capability with other mission-essential equipment (including but not limited to use with standard combat gear, CBRN, and environmental clothing).  The XXXXXXXX capability should not interfere with the performance of common Soldier tasks.  Equipment design must consider mission-dependent tasks and demands through consultation with SMEs, in order to maximize ease of use, minimize workload and enhance mission performance.

            (e)  System Safety.  State appropriate System Safety requirements to include any regulatory requirements the system must meet.  For example “The XXXXXXXX capability design and operational characteristics shall minimize the possibilities for accidents or mishaps caused by human error or system failure.  Safety, health, environmental, fire, and ergonomic hazards associated with the use, maintenance, transportation, storage, handling, and demilitarization of the XXXXXXXX capability will be identified, evaluated/assessed, and mitigated or controlled to an acceptable level.  The resolution of all hazards will be formally documented through a hazard tracking system and the risk associated with the residual hazard, if any, will be accepted by the designated approving authority IAW AR 385-10, The Army Safety Program (available at:  http://www.apd.army.mil/pdffiles/r385_10.pdf) and DA Pam 385-16, System Safety Management Guide (available at:  http://www.apd.army.mil/pdffiles/p385_16.pdf).

            (f)  Health Hazards.  Insert the following statement “A Health Hazard Assessment (HHA) will be requested from the Center for Health Promotion & Preventive Medicine (CHPPM) early in the development or procurement process.  This HHA will be updated at each Milestone Decision Review (MDR) as required by AR 40-10.”

            (g)  Soldier Survivability.  State other survivability requirements applicable to the system which are different than those which may be included as a KPP.

16.  Program Affordability.

    a.  Describe life-cycle cost (include all associated DOTMLPF and policy costs).

    b.  Describe sponsor’s estimates of the appropriate funding level for developing, producing, and sustaining the desired capability.

    c.  State cost in terms of a threshold and objective capability (not necessarily a KPP) to provide flexibility for program evolution and cost as an independent variable tradeoff studies.

    d.  Describe applicable cost analyses conducted to date.

    e.  The structure of the paragraph and the two tables are mandated by HQDA G8 as promulgated in the HQDA G3 memo, 18 Oct 07, Approval of Army Warfighting Capabilities DCS G-3/5/7, Interim Implementation Guidance..  The full version of the memo is located in the ARCIC AKO Policy Site at URL:  https://www.us.army.mil/suite/kc/5232873.  An excerpt of the G8 section is enclosed below in the PDF file.  An information paper put out by the Director, Capabilities Developments is also enclosed to help document sponsors properly frame resource requirements.  The PM provides this information to the capability developer.



		

Mandatory Appendices

Appendix A - Net-Ready KPP Products.  At a minimum, you should have a High-Level Operational Concept Graphic (OV-1), even if the capability does not have a NR-KPP and doesn’t require all architecture views.

    a.  CJCSI 6212.01E, Interoperability & Supportability of Information Technology and National Security Systems, 15 Dec 08 (available at:  http://www.dtic.mil/cjcs_directives/cdata/unlimit/6212_01.pdf) significantly changed the content of Appendix A, but many of the changes advocated are not available and the CJCSI 6212.01D has been grandfathered for 6 months continued use through 15 Jun 09.

    b.  All views included should have accompanying text to highlight the salient point of the architecture view as mandated by the DOD Architecture Framework (DODAF) available at:  http://www.defenselink.mil/cio-nii/docs/DoDAF_Volume_II.pdf.

    c.  If the OV-1 is the only view included in the appendix, add the following statement “This capability has no C4I interface with any other system or capability.  The NR-KPP is not applicable.  The architecture enclosed supports and underpins the CONOPS discussion in paragraph 3.”

    d.  If you are developing the full NR-KPP, the following products are mandatory and should appear in appendix A in the order shown below for ease of review and evaluation:
· NR-KPP statement, copy and paste the KPP description, production threshold, and production objective from the KPP table in paragraph 6.  Do not paste the Tier 1 & 2 JCA column.
· NCOW-RM Compliance Statement (Net-Centric Operations & Warfare Reference Model).
· Information Assurance (IA) Statement of Compliance.  **Verbiage for a CPD must state that the “Program is in compliance” with appropriate regulations and directives.  The distinction between verbiage appropriate for a CDD and that of a CPD is not captured in CJCSI 6212.01D.**
· KIP Declaration.  Use the table below.  Only fill out the rows that apply to the capability you are producing.




· All Views & Operational Architecture:  AV-1, OV-1, OV-2, OV-3 (new requirement, previously submitted only SV-6 that captures critical information from the OV-3), OV-4, OV-5, OV-6C.
· Systems Architecture:  SV-2, SV-4, SV-5, SV-6.  The SV-5 is either an Excel file or a Word table at the discretion of the System’s Architect.  The SV-6 must be submitted as a separate Excel file.  A blank SV-6 template is enclosed below based on DODAF V1.5, April 2007.  Systems Architecture is the PM’s responsibility.  Close coordination is required to ensure products are developed to support staffing of the capability document.




· Technical Architecture.  TV-1 & TV-2 (Draft IT Standards Profile generate by the DOD IT Standards Registry (DISR) Online.  Note:  This view must be developed on DISR Online (NIPRNET), exported to disk, and published on DISR Online SIPRNET Registry.  The PM is responsible for developing this product.
· OV-7, SV-11, & TV-2 are included as appropriate and relate to shared data and data warehousing and future data standards.  Review the DODAF for more fidelity and their use.
· Architecture products (except TV’s) must be stored in CADIE and metadata tagged to meet the requirements of ARCIC Policy Letter # 12 and CJCSI 6212.01D.




Appendix B – References.  The attached template lists six standard references.  Add other references that are germane to the CPD.  This is not a library listing.




Appendix C – Acronym List.  Add only acronyms and definitions used in the CPD.  This is not a glossary of JCIDS terms and definitions.  If an acronym or definition is not used in the CPD, do not include it in this appendix.

Other Appendices

Appendix D – Analysis (As required).  If unable to complete the analysis discussion in the main CPD document (e.g., > two pages or less), then summarize the analyses here.  Describe the analysis (AoA or other supporting analysis) conducted to determine system attributes and identify KPPs.  Include the alternatives, objective, the criteria, assumptions, recommendation, and conclusion.  If you don’t use this appendix, delete it from the TOC and final page of the template (Appendix D listing).

Standard Comment Matrix
The comment matrix below is the recommended matrix for both worldwide (proponent level developmental staffing) and ARCIC validation staffing.
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1. Capability Discussion. TC "1. Capability Discussion" \f C \l "1"   

a. Operating Environment of the System.  Overview of the capability gap to include ROMO and timeframe under consideration.

b. System of System and Family of Systems discussion.

c. Previously approved JCIDS or RGS documents (particularly if there is a previous JROC decision).

d. Associated Tier 1 & 2 Joint Capability Areas.  Delete the JCAs not associated with the capability you are developing.  If both Tier 1 or 2 are not appropriate, delete the entire row from the table.  Once all JCAs are identified, delete this text.*

Table 1.1 - Associated JCAs


		Tier 1

		Tier 2



		Force Application

		- Engagement

- Maneuver



		Command & Control

		- Organize

- Understand


- Planning


- Decide


- Direct


- Monitor



		Battlespace Awareness

		- Intelligence, Surveillance, & Reconnaissance (ISR)

- Environment



		Net-Centric

		- Information Transport

- Enterprise Services


- Net Management


- Information Assurance



		Protection

		- Prevent

- Mitigate



		Logistics

		- Deployment & Distribution

- Supply


- Maintain


- Logistics Services


- Operational Contract Support


- Engineering



		Building Partnerships

		- Communicate

- Shape



		Force Support

		- Force Management

- Force Preparation


- Installation Support


- Human Capital Management


- Health Readiness



		Corporate Management & Support

		- Advisory & Compliance

- Strategy & Assessment


- Information Management


- Acquisition


- Program, Budget, & Finance


- Research & Development





2. Analysis Summary.   TC "2. Analysis Summary" \f C \l "1" 

3. CONOPs Summary. TC "3. Concept of Operations Summary" \f C \l "1"  


a. Relevance to JOpsC, CONOPS.

b. Operational Outcomes.

c. Affects it must produce.

d. How it complements the integrated Joint Warfighting Force.


e. Enabling capabilities required to achieve its desired operational outcomes.

4. Threat Summary. TC "4. Threat Summary" \f C \l "1" 

a. Projected Threat Environment.

b. Specific Threat Capabilities to be countered.


c. DIA approved threat references.

5. Program Summary. TC "5. Program Summary" \f C \l "1" 


a. Strategy for reaching full capability.

b. Relationship between the production increment and other increments of the program.

6. System Capabilities Required for the Current Increment. TC "6. System Capabilities Required for the Current Increment" \f C \l "1" 

a. Key Performance Parameters.

Table 6.1 – KPPs


		Tier 1 & 2 JCAs

		Key Performance Parameter

		Production


 Threshold

		Production


 Objective



		

		

		

		



		

		

		

		



		

		

		

		





(1) KPP 1 - 

Rationale: 

(2) KPP 2 - 

Rationale: 

(3) KPP 3 - 

Rationale: 

b. Key System Attributes (KSA). 

Table 6.2 – KSAs


		Tier 1 & 2 JCAs

		Key System Attribute

		Production Threshold

		Production Objective



		

		

		

		



		

		

		

		



		

		

		

		



		

		

		

		





(1) KSA 1 - 

Rationale:  

(2) KSA 2 - 

Rationale: 


(3) KSA 3 - 

Rationale: 

c. Additional Performance Attributes. 

Table 6.3 – Additional Performance Attributes


		Attribute

		Production Threshold

		Production Objective



		

		

		



		

		

		



		

		

		





(1) Attribute 1 - 

Rationale: 

(2) Attribute 2 - 

Rationale:

(3) Attribute 3 - 

Rationale: 


7. Family of Systems and System of Systems Synchronization TC "7. Family of Applications and System of Systems Synchronization" \f C \l "1" .



a. Relationship of the system described in the CPD to other systems contributing to the capability.

b. Supported ICDs/JCDs and Related Capability Development Document (CDD)s/CPDs

Table 7.1 – Supported ICDs/JCDs and Related CDDs/CPDs


		Capability

		CPD Contribution

		Related CDDs

		Related CPDs

		Tier 1&2 JCAs



		

		

		

		

		



		

		

		

		

		



		

		

		

		

		



		

		

		

		

		



		

		

		

		

		





8. Information Technology and National Security Systems (IT and NSS) TC "8. Information Technology and National Security Systems (IT and NSS)" \f C \l "1" .

		Table 8.1 – Data Throughput Table



		File Type

		Size

		Transmission Frequency



		Voice

		Yes/No

		Small/Medium/Large

		Low/Medium/High



		Data File

		Yes/No

		Small/Medium/Large

		Low/Medium/High



		Streaming Video

		Yes/No

		Small/Medium/Large

		Low/Medium/High







Small = 1-Byte-100 KB



Low = 1 – 50




Medium = 101-999KB



Medium = 51-100



Large = 1 MB or larger



High = 101 or greater


9. Intelligence Supportability TC "9. Intelligence Supportability" \f C \l "1" .

10. Electromagnetic Environmental Effects (E3) and Spectrum Supportability TC "10. Electromagnetic Environmental Effects (E3) and Spectrum Supportability" \f C \l "1" .  


11. Technology and Manufacturing Readiness Assessment  TC "11. Technology and Manufacturing Readiness Assessment" \f C \l "1" .

a. Critical Technology Elements.

b. Manufacturing Readiness Challenges.

12. Assets Required to Achieve Full Operational Capability TC "12. Assets Required to Achieve Full Operational Capability (FOC)" \f C \l "1" .

13. Schedule and Initial Operating Capability (IOC) / FOC Definitions TC "13. Schedule and Initial Operating Capability (IOC) / FOC Definitions" \f C \l "1" .  


a. Schedule.



b. IOC definition.



c. FOC definition.

14. Other DOTMLPF and Policy Considerations TC "14. Other DOTMLPF and Policy Considerations" \f C \l "1" .


a. Doctrine.  



b. Organization.


c. Training.



(1) System Training Plan (STRAP) Summary.  XXXXXXXXX Capability training will produce Soldiers who are proficient in operating and maintaining XXXXXXXXX Capability, leaders who can effectively plan for and employ it in combat operations, and units that can execute and sustain XXXXXXXXX Capability operations and training.  New Equipment Training (NET) will provide initial proficiency for individual operator and maintenance skills, as well as leader’s employment skills. Institution training on employment of the XXXXXXXXX Capability will be integrated into Infantry, Armor, Engineer, Artillery, Military Police, Transportation, and Chemical Professional Military Education courses.  Distance Learning (DL) based instruction for operators, maintainers, and leaders will supplement training.  Unit or operational training will be responsible for sustaining individual and organizational proficiencies after NET, relying on unit trained NCOs, the training support package(s) delivered during NET, and DL based Interactive Multimedia Instruction (IMI) from the institution.




(2) Individual, Unit, and Crew Training.  Individual training falls into three functions:  Operator, Maintenance, and Employment. Operator and maintenance training will be conducted in 2 phases:  classroom instruction covering characteristics, operations, operator maintenance, and employment of the XXXXXXXXX Capability; and hands-on training in different environments.  Employment and leader training will cover characteristics and capabilities of the XXXXXXXXX Capability; planning and employment considerations; maintenance and sustainment; and an overview of tactics, techniques, and procedures (TTPs). Those selected as unit XXXXXXXXX Capability instructors will receive, in addition to all the training above, training on planning and execution of individual and collective sustainment training and the operation and maintenance of XXXXXXXXX Capability Training Aids Devices Simulators and Simulations (TADSS).  The XXXXXXXXX Capability will be integrated into unit collective training at team through platoon level.





(a) Institutional XXXXXXXXX Capability training will be responsible for training on the employment of the XXXXXXXXX Capability and sustaining its operations in combat and will be integrated into current leader courses.  





(b) Operational unit training will be responsible for sustaining individual and collective proficiency in XXXXXXXXX Capability tasks, as well as the training new XXXXXXXXX Capability operators.  XXXXXXXXX Capability operators will serve as unit trainers and advisors to commanders on employment, sustainment, and training of XXXXXXXXX Capability.  They will be trained during NET.  Unit training will be based on the TSP and TADSS fielded during Unit Set Fielding to assist in sustainment training.




(3) New Equipment Training (NET).  The XXXXXXXXX Capability will be fielded to units under the Unit Set Fielding (USF) concept at home station.  Units will be fielded the XXXXXXXXX Capability, all applicable TADSS, and Training Support Package (TSP) during USF.  NET focuses on three functions – operations and maintenance, employment of XXXXXXXXX Capability, and conducting unit sustainment training.  NET will be consolidated at Brigade Combat Team level (or higher where the fielding plan and unit schedules permit).  The NET Team will be composed of contractors and will use a train the trainer approach.  NET will leverage computer based training, Interactive Multimedia Instruction, and Soldiers will train on the newly fielded systems, and TADSS.





(a) Test Training Support Package (TTSP).  The Project Manager (PM) in conjunction with USAIC Directorate of Combat Developments (DCD) and USAIC, Directorate of Training (DOT) will develop an initial Test Training Support Package (TTSP) and provide the test manager at least 12 months before Operational Testing (OT).  The PM will deliver the final TTSP not later than (NLT) 90 days before testing begins.  The initial TTSP will also support Instructor and Key Personnel Training (IKPT) as well as user training for OT.  The TTSP will meet content requirements established in TRADOC Regulation 370-50, paragraph II-6-4.





(b) NET TSP.  The Project Manager (PM) in conjunction with USAIC DCD and DOT will develop a TSP to support NET.  It will be based on the TTSP, modified by lessons learned during Operational Testing (OT).  The TSP will meet content requirements established in TRADOC Regulation 370-50.




(c) Interactive Media Instruction (IMI) Products.  The Project Manager in conjunction with the USAIC DCD and DOT will develop IMI modules which will support individual training in the institutional, operational, and self-development domains.  The three training modules, operation and maintenance, employment, and conduct unit training, will be included in the TSP fielded in NET. The modules will provide standalone computer based training as well as web-based training over the Internet.




(4) Reach-back Training.  All institutional courses will be available in IMI as either Computer Based Training (CBT) in a standalone digital media format or as web-based training hosted on the Army Learning Management System.  Courseware will comply with the Shareable Content Object Reference Model (SCORM).



(5) Unit and Institutional TADSS.  Three simulators should be evaluated and considered for development in support XXXXXXXXX Capability training.  These TADSS will primarily support the operational training domain.




(a) Desktop Trainer. This largely software solution would allow training on individual operator tasks on the XXXXXXXXX Capability on a typical personal computer or laptop.  The system would use the actual operator controller unit interfaced with the PC to provide simulated XXXXXXXXX Capability operations in varied scenarios and missions.





(b) Multiple Integrated laser Engagement System (MILES). N/A, normal blank fire can produce similar result based on the acoustic signature.




(c) Integration into Close Combat Tactical Trainer (CCTT).  The capability to host simulations of XXXXXXXXX Capability operations within the CCTT’s Virtual Soldier Module and the Virtual Soldier Multifunction Workstation would allow not only individual operator training but also its integration into collective training within CCTT.




(6) Combat Training Center Instrumentation and Interface Requirements.  XXXXXXXXX Capability will be integrated into Combat Training Center (CTC) instrumentation.  Live Force-on-Force (FOF) training at home station, local training areas, maneuver CTC, and deployed training sites will be required to validate the ability of units to employ XXXXXXXXX Capability within the force, and mission rehearsal needs.




(7) MOS Specific Training in the Institutional Training Base.  There will be no MOS specific training conducted at the institutional training base and this will be validated during Pre-LUT Logistics Demonstration.




(8) Post Fielding Training Effectiveness Analysis (PFTEA).  A post-fielding training evaluation ensures XXXXXXXXX Capability training capabilities trains Soldiers, leaders, and units to standard.  The PM will fund a USAIC conducted PFTEA approximately 1-year following FUE.



d. Materiel. 



e. Leadership and Education. 



f. Personnel. 



g. Facilities. 



h. Policy. 


i. Logistics.  Consult the Logistics Supportability guide in the CPD Writer’s Guide for specific information content of this subparagraph.  



(1) Maintenance.





(a) Maintenance/Support Concept. 





(b) Maintenance Manpower Support.





(c) Supply Support.




(d) Support Equipment.





(e) Technical Data.





(f) Training and Training Support.




(g) Computer Resource Support.




(h) Facilities.




(i) Packaging, Handling, Storage and Transportability.




(j) Design Interface.



(2) Conditions Based Maintenance Plus (CBM+).



(3) Common Logistics Operating Environment (CLOE).

 

(4) Life Cycle Sustainment (LCS) Metrics.



(5) Reliability, Availability and Maintainability (RAM).




(a) Materiel Availability Key Performance Parameter (KPP).




(b) Materiel Reliability.




(c) Maintainability (Field Level).




(d) Maintenance Ratio.




(e) Maintainability (Sustainment Level).




(f) Platform Re-Generation (PRG).




(6) Corrosion Prevention and Control (CPC). CPC is a critical consideration in assuring the sustained performance, readiness, economical operation and service life of Army systems and equipment. It requires active consideration in the materiel development, acquisition, fielding, operation, and storage processes. CPC requires life cycle management planning and action in design, development, testing, fielding, training, and maintenance. The Product Manager for XXXXXXXX capability is responsible for ensuring that a suitable corrosion prevention strategy is in place for the XXXXXXXX capability in accordance with AR 750-59, Army Corrosion Prevention and Control Program.




(7) Item Unique Identification (IUID). IUID is a Department of Defense initiative that will enable easy access to information about DoD possessions that will make acquisition, repair, inventory, and deployment of items faster and more efficient. The implementation of IUID requirements means that qualifying items must be marked with a Unique Item Identifier (UII) in accordance with the DoD Guide to Uniquely Identifying Items. Specifically, MIL STD 130 http://www.uidsolutions.com/milstd130.aspx requires that all XXXXXXXX capability qualifying components, to include legacy components that transition through organic depots, must be marked with a UII in the form of a machine readable 2D Data Matrix, the contents of which will be encoded in the syntax of ISO/IEC 15434 and the semantics of ISO/IEC 15418 or the Air Transport Association (ATA) Common Support Data Dictionary (CSDD). All 2D Data Matrix bar codes must meet the verification standards for mark quality as established in ISO 15415 and SAE AS9132.



j. Support Equipment.  It is highly desirable that no new Test, Measurements and Diagnostic Equipment (TMDE) or Associated Support Items of Equipment (ASIOE) be required for the XXXXXXXX capability. TMDE (4348) and ASIOE requirements will be validated through the establishment of the maintenance concept.  If required, new TMDE or ASIOE (compatible at field level with existing TMDE) will be funded, developed and fielded under the XXXXXXXX program to include expanded BOIP fielding of the Maintenance Support Device (MSD).


k. Environmental Compliance Requirements.  Operation, maintenance, and manufacture of the XXXXXXXX capability system will be in conformance with all environmental laws and regulations.  Ozone depleting substance will not be utilized in the production of the XXXXXXXX capability.


15. Other System Attributes TC "15. Other System Attributes" \f C \l "1" .  


a. Storage Temperature.  The XXXXXXXX capability must be not be affected under storage conditions from -28° F (-33° C) to +160°F (+71° C). 


b. Embedded Instrumentation.  The XXXXXXXX capability will have embedded diagnostics that can identify errors or faults down to the LRU/LRM level.



c. Conventional Weapons Effects and Initial Nuclear Weapons Effects.  The XXXXXXXX capability is not mission critical.  Initial Nuclear Weapon Effects of High-Altitude Electromagnetic Pulse (HEMP) survivability is not required.


d. Nuclear, Biological, and Chemical Contamination (NBCC) Survivability.  The XXXXXXXX capability is not mission critical, however, it will be CBRN contamination and decontamination survivable against the effects of CBRN agents and decontaminates so that it remains operational in all CBRN environments, with the exception of rubber and canvas field replaceable items, and is compatible with personnel operating and maintaining while in MOPP IV. 



e. Expected Mission Capability.  XXXXXXXX capability will be mission capable in all environments.  The system must meet basic cold and hot weather conditions and remain operational in adverse weather conditions with no more than 20% degradation of basic capabilities.



f. Physical and Operational Security Needs.  XXXXXXXX capability will be physically secured in the same way as other property book items (i.e. Arms Room, Supply Room, Platoon Equipment Room, or on Vehicles).  



g. Human System Integration/MANPRINT.




(1) Manpower - Introduction of the XXXXXXXX capability shall not increase the overall number of personnel, both, military and civilian, required to operate, maintain, and support the item.




(2) Personnel - The operation, maintenance, and support of the XXXXXXXX capability shall not require aptitudes, skills, or capabilities beyond those currently present in the user population.




(3) Training - The instruction and resources required providing the Warfighter and maintainer with knowledge, skills and abilities in proper operation, maintain, and support Army systems shall not significantly increase due to the introduction of the XXXXXXXX capability.  




(4) Human Factors Engineering – The XXXXXXXX capability design shall promote effective Soldier-machine integration for optimal total system performance. Design principles taking into account human capabilities and limitations shall be incorporated into system definition, design, development, and evaluation.  This includes concepts of human-computer interface (e.g., ease of perception and comprehension of displays, ease of use of controls) and compatibility of XXXXXXXX capability with other mission-essential equipment (including but not limited to use with standard combat gear, CBRN, and environmental clothing). The XXXXXXXX capability should not interfere with the performance of common Soldier tasks. Equipment design must consider mission-dependent tasks and demands through consultation with SMEs, in order to maximize ease of use, minimize workload and enhance mission performance.




(5) System Safety - The XXXXXXXX capability design and operational characteristics shall minimize the possibilities for accidents or mishaps caused by human error or system failure. 




(6) Health Hazards - Through the systematic application of biomedical knowledge to identify, assess and minimize health hazards associated with the system's operation, maintenance, repair or storage, the XXXXXXXX capability shall not present any uncontrolled health hazards to the operator or maintainer through its service lifetime. 




(7) Soldier Survivability.

16. Program Affordability TC "16. Program Affordability" \f C \l "1" .  


a. Life cycle cost.  Life cycle or total ownership costs must be expressed in threshold and objective values and must include the base year and dollar-level used.  They are simply stated in the document as:


($M, BY2007)

Table 16.1 – Life-Cycle Costs


		Objective

		Threshold



		$

		$





b. Affordability.  The affordability table must include:


(1) The funding required by fiscal year over the FYDP for RDTE, Procurement and Sustainment (operations and support, manpower, etc.).


(2) The dollars programmed or reasonably expected to be available.


(3) The remaining unfunded requirement (UFR).  


Table 16.2 – Program Affordability


		($M, BY2007)

		FY10

		FY11

		FY12

		FY13

		FY14

		FY15



		RDT&E cost

		

		

		

		

		

		



		Funding

		

		

		

		

		

		



		UFR

		

		

		

		

		

		



		Procurement cost

		

		

		

		

		

		



		Funding

		

		

		

		

		

		



		UFR

		

		

		

		

		

		



		Sustainment cost

		

		

		

		

		

		



		Funding

		

		

		

		

		

		



		UFR

		

		

		

		

		

		



		Total UFR

		

		

		

		

		

		





c. Source of funding.  Examples of funding sources include:  


(1) The source of funding for this program is (PEG & MDEP).



(2) The source of funding for this program is the Joint Program Office (specify JPO and level of funding).

(3) Funding for this program was transferred from the _________ program.

Appendix A – Net-Ready KPP Products

Operational View (OV)-1

Appendix B – References
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CJCSI 6212.01E, Interoperability and supportability of Information Technology & National Security Systems, 15 Dec 08.

Chairman Joint Chief of Staff Manual (CJCSM) 3500.04E, Universal Joint Task List (UJTL), 


25 Aug 08.


JCIDS Manual, URL:  https://www.intelink.gov/wiki/JCIDS_Manual, 1 Mar 09.
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Appendix C – Acronym List 

Appendix D – Analysis

1. Study Name.



a. Alternatives.



b. Objective.



c. Criteria.



d. Assumptions.



e. Recommendation.



f. Conclusion.


2. Study Name.



a. Alternatives.



b. Objective.



c. Criteria.



d. Assumptions.



e. Recommendation.



f. Conclusion.
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CPD Trades Considerations Checklist



This checklist is not intended to be a step by step guide for developing and documenting trades, there are too many variables to adequately cover all possible situations.  The purpose of this checklist is ONLY to provide capability developers/subject matter experts with a short list of questions they should consider when making trades or evaluating whether to make trades throughout the JCIDS process.  These are NOT the only questions that should be considered.  The combat developer should use this checklist as the baseline and build upon it as the situation dictates.  As a living document it should be revised based on the needs of the user.



Issue/Gap Description:  (Provide a description of the issue or gap so that anyone reviewing this checklist understands what this issue is that was considered.)



COE/CDID Level Trades

		

		Question

		Considerations

		Action



		1

		Is required information transferred from the CDD update into the CPD?

		Consistency with MDA-approved required capabilities

		



		2

		Has any production threshold or objective value been lowered from what was in the CDD?

		Yes – answer questions 2.a-h



No – continue to question 3

		



		2.a

		What factors were considered in making this decision?

		Cost, delivery schedule, system performance/capability/availability/reliability

		



		2.b

		What is the impact of this decision?

		Cost, delivery schedule, system performance/capability/availability/reliability

		



		2.c

		What trades were made?

		Size, shape, speed, time, reliability, availability, capability, expected useful life, flexibility, interoperability with other service/interagency/JIIM/allied systems

		



		2.d

		What is the impact on this and other systems because of the change?

		Capability, cost, schedule, performance, DOTMLPF considerations, risk.

		



		2.e

		Will the system (or system increment) still provide sufficient operational effectiveness (IAW ICD)?

		Integration with an interagency, service, JIIM, or allied system to provide the needed capability with an acceptable operational risk, cost effective/ROI, timely provision of the capability.

		



		2.f

		Will the system provide equal or better operational effectiveness than fielded capability?

		Must address a capability needed now or in the future based on a perceived or projected relevant threat.

		



		2.g

		Is the proposal still a good way to close the gap?

		Compared w/capabilities from other DoD organizations/JIIM/Allies.  In partnership with capabilities from one of these organizations.

		



		2.h

		How will the reduced capability impact related CDDs, CPDs, and fielded systems?

		Synchronization of capabilities, integration impacts to FoS/SoS. Cost, schedule, performance such as mitigated lethality.

		



		3

		Are all the KPP attributes needed to achieve the required capabilities identified?

		

		



		3.a

		What factors were considered in making this decision?

		Ensure all mandatory KPP attributes are addressed. Integration with other systems must be considered. Minimize number of mandatory KPPs and their attributes to allow for viable and flexible trade space

		



		4

		Are performance attributes, KSAs, and KPPs consistent with those in the CDD and adequately defined for this production increment?

		

		



		4.a

		What factors were considered in making this decision?

		Account for changes in threshold values, if any.

		



		5

		If any of the mandatory KPPs do not apply to this CPD, is the justification clearly addressed?

		Yes - no action necessary



No - provide justification

		



		5.a

		What factors were considered in making this decision?

		

		



		6

		If any changes (cost, schedule, performance) have been made since the CDD is completed, are FoS and SoS solutions addressed in other CDDs and CPDs, still compatible and in sync with this solution?

		Coordinate across Army PMs, TCMs, proponents. Consider implications and dependencies by other DoD organizations/JIIM/Allies.

		



		6.a

		What factors were considered in making this decision?

		Cost, schedule, performance. Acceptable risks. Resource impacts across the DOTMLPF.

		



		6.b

		What are the impacts of any changes?

		Implications of 2nd and 3rd order effects to Army, DoD organizations, inter-agencies, JIIM, and Allies

		



		6.c

		What is the impact on this and other systems because of the change?

		Operational risk.  Capability needs must be addressed by the change.  No risk to life or limb is ideal

		



		6.d

		Were any trades required?

		Performance, capabilities, cost, schedule, technology level.

		



		7

		What effect do changes to the types and quantities of assets required to attain FOC have on the required capability?

		If changes have no impact, explain why.

		



		7.a

		What factors were considered in making this decision?

		Impacts to units/organizations being fielded across the DOTMLPF domains. Coordination of work, and integration w/Allies, JIIM, inter-agencies, other DoD organizations and their system and processes.

		



		7.b

		What are the impacts of any changes?

		In regards to performance parameters, KPPs and performance attributes, logistics support, cost, schedule, and performance. To FoS and SoS.

		



		7.c

		What trades were made?

		Number of training systems, manpower, facilities, all DOTMLPF modifications

		



		7.d

		Will the system still provide the required level of operational effectiveness?

		Coordinate with PM, TCMs, staffers across TRADOC and non-TRADOC organizations, JIIM, interagency, and other DoD services/agencies for combined efforts.  Consider FoS and SoS impacts.

		



		7.e

		How will changes to funding impact the program and other associated programs?

		Zero-sum game. What is being killed or minimized to pay for this, if a new requirement. Conversely, if it is a reduction in funding, address what is benefiting from the cost savings.

		



		8

		Were DOTmLFP and policy changes adequately considered and documented?

		

		



		8.a

		What factors were considered in making this decision?

		Changes affect specific Army or DoD publications. Changes will require new policy, manuals, and guidance.

		



		8.b

		What is the impact of this decision?

		New or modified policy, manuals, and guidance needs to be coordinated across ACOMs, Army, DoD, interagencies, JIIM, and Allies.

		



		8.c

		What trades were made as a result?

		manpower, facilities, cost, schedule, performance, etc.

		



		9

		What forums influence trades during this phase?

		AMCB, AROC, ASARC, CSB, FCB Working Group, FCB, JROC, JCBs

		



		10

		What feedback is provided to ensure 2nd and 3rd order effects are adequately considered?

		Coordination with adjacent and linked proponents/services/agencies/JIIM, and allies, especially in regard to FoS and SoS to meet Army or Joint capability needs.  Lessons learned from prototype testing, JCTDs, ATDs, rapid fielding.

		







ARCIC Functionals; FFID; AWD; Directors-Level Trades

		

		Question

		Considerations

		Action



		1

		Aggregate assessment of proponent trades

		To review alignment with TRADOC, Army and DoD priorities (ACP, QDR, GDF, JPG, etc.).

		



		2

		Consistency of capability attributes, KPPs, and KSAs within the directorate and/or across other directorates & within organizations

		To ensure DOTMLPF integration IAW DAGO 2006—4, TRADOC DOTMLPF Integration Memo, HQDA G-3/5/7 DOTMLPF Integration Memo. To ensure viable capabilities are addressed with risk mitigation taken into account.

		



		3

		Correlation with other services efforts

		Based on capabilities, risks, redundancies, etc. Integration of FoS and SoS to tie together to provide a combined capability.

		



		4

		Assessment of trades based on HQDA efforts

		Affordability of trades. Resourced-informed choices prior to forwarding for DA G-8 approval.

		







Director ARCIC Trades

		

		Question

		Considerations

		Action



		1

		Assess directorate level trades

		For strategic impacts to senior level plans and capabilities required by the force.

		



		2

		Consistency with the “one gap” list

		To meet the Army’s current and future needs, as well as JIIM needs of our government.
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Energy Efficiency KPP Development

EE KPP Development configuration control: This information will become part of the CDD/CPD
User’s Guide when published. Questions or comments regarding this section of the guide should be
referred to the Director of Materiel Systems; CASCOM, Fort Lee, VA; (804) 734-0034/1891.

All changes to this section will be coordinated with the ARCIC Sustainment and Operations, Plans,
and Policy Divisions (OPPD) for update and posting on the AKO Policy Site
https://www.us.army.mil/suite/kc/5232873 . ARCIC Sustainment: 757 788-2020/4473;

ARCIC Policy: 757 788-3017/3200

Introduction. This instruction describes the process to develop an energy efficiency key performance
parameter (KPP) for Department of Defense (DOD) platforms and systems. The goals of this KPP are to
mandate improved energy conversion efficiencies on all platforms and their subsystems and reduce the
amount of total energy required for mission accomplishment. Using these goals in tandem will help us
reduce overall fuel demand, transport, and handling needs that are now essential for sustaining combat
forces today and ensure that our systems and sub-systems are as energy efficient as possible. Treating
energy efficiency as an independent variable during combat and materiel development processes helps us
define increased efficiency opportunities. Combining these goals with systems level analysis using the
fully burdened cost of fuel during the development of life-cycle cost estimates provides us additional

insight into the actual cost of ownership and may lead us to more informed investment decisions.

Applicability. Initially, this KPP development process only applies to emerging platforms, systems, and
subsystems that obtain their power either directly or indirectly from hydrocarbon energy sources. This
includes platform systems and subsystems that obtain power provided by the platform or by associated or
complementary auxiliary power units or electrical generation devices. A second increment of this KPP
development process will extend energy efficiency goals to equipment powered by a variety of energy
sources including disposable batteries. Again the overarching goal of this product is to reduce the amount
of energy required as opposed to changing its form. The goals outlined in this KPP development process
also apply to current inventory systems when a business case analysis indicates that incremental increases
in energy efficiencies during periodic product improvement, engineering changes, or refit are

economically prudent and technically feasible.

Background. Conversion efficiency improvements associated with specific technologies are additive.
There is currently no single technology with the potential to produce revolutionary improvements in fuel
efficiency. However, when the logistics and support implications of incremental efficiency improvements

are included, the collective impact of multiple technologies and minor modifications in duty cycles





becomes significant. It is also important to note that improving conversion efficiencies will involve many
different technologies - different platforms will use different technologies with a consequent demand for

different metrics.

This instruction describes strategic Key Fleet Attributes (KFA) and system level KPPs. Included
are example metrics with representative data. This instruction ends with an example KPP

development process and a KPP template to be used by the entire development enterprise.

Strategic Level Energy Efficiency — Key Fleet Attributes. Strategic level parameters are needed to
govern investments in current systems and dictate future expectations. For example, strategic level
energy efficiency KFA may cite a reduction in fuel consumption as a percent reduction metric for a
platform family at the fleet level, e.g., “reduce fuel consumption by 20% across the fleet for all ground
systems.” This example KFA gives leadership the opportunity to set strategic goals to guide development
efforts. Given the KFA, we need to enlist the help of Army Materiel System Analysis Activity (AMSAA)
or other like DOD agency analysts to develop baseline data for comparison, business case analyses, and to
assist developers identify target fleets or systems. In most applications, associated solutions will

encompass both materiel and non-materiel initiatives to achieve desired goals.

Although strategic level KFAs are generally simple, understandable, and easy to incorporate into
capabilities documents and policy, they are only the starting point and are difficult to apply to individual
systems. They are general by definition and do not address system-specific required capabilities and
characteristics that ultimately determine how much energy a platform or system needs to accomplish its
mission profile. Consequently, each system or platform must have a unique KPP designed address its

required characteristics.

System Level Energy Efficiency KPPs. At the system-level, an efficiencsf KPP must describe desired
efficiency objectives. Normally this will consist of a system level metric and a number of supporting
attributes or Key System Attributes (KSAs) that contribute to the overall performance requirement. All
KPPs must reference a valid quantifiable baseline system or platform for comparison. The KPP must also
reference a mission profile and/or a Test Operating Procedure (TOP) to use during analysis. These two

elements will assist analysts assemble baseline system or platform configurations for comparison.





When discussing the attributes of a given system, it is important to recognize that fuel or system
efficiency and fuel or energy consumption are not the same. Therefore, a system may require two
separate and distinct metrics using different analytical approaches to define the KPP. Although individual

metrics and capabilities are interdependent, the connection between the two must be evident.

What the Combat & Materiel Developer Must Consider: The combat developer is the author of the
KPP and is responsible for the system’s capabilities document. However, KPP development must be a
“team” effort. The combat developers need to extract engineering information from the materiel
developers and collaborate with the technology development and test and evaluation community to ensure
that the requirements written in the KPP are technically feasible and quantifiably testable. The team must
consider KPP development at the system level where the resulting design allows for "trade space”
onboard that platform keeping in mind that system level trades may affect the system’s capabilities and
logistics requirements. To preclude unintended consequences, it is essential the desired performance has

a sound operational basis verses arbitrarily increasing performance without regard for the consequences.

Historically, greater capability usually equates to increased fuel consumption. Focusing solely on
optimizing other capabilities without regard to fuel consumption is the paradigm that we are trying to
change.  Therefore, the team must realize logistics realities and operational capabilities are
interdependent. In writing the KPP, the team must focus on metrics that are relevant, scalable (e.g.,
kW/Ib) and represent the intent of the user. The requirements team must understand the energy burden
associated with each potential requirement and what it means in relation to achieving the desired
capability. Consequently, a major portion of the team’s effort must be devoted to creating a system and

component level decision tree to define associated power requirements and provide a basis of comparison.

How to Write a System Level KPP: A Case Study: Defining relevant metrics and realistic KPPs for a
given system using the team approach is the most practical option to ensure that all relevant information is
mined and the KPP and its associated metrics are effectively communicated throughout the developmental

process. The following paragraphs provide a case study for a KPP developed for tactical electric power.

In writing a capabilities document for a family of future DOD power sources, an energy efficiency KPP
was written for the tactical electric power operational requirements document. The development team
mandated reduced fuel consumption for several reasons: (1) to reduce the need to re-fuel during the

mission; (2) to reduce fuel infrastructure and (3) to show lifecycle cost savings compared to baseline






equivalent systems. Using fuel consumption as a measure of energy conversion efficiency and as the
relevant metric clearly showed the operational and financial benefits. This case study summarizes the

process for developing this KPP for power generation systems.

The team began this effort by developing power generation systems mission profiles. Mission profiles are
needed to understand the operating characteristics required by the system. Once the mission profiles were
chosen and agreed upon, the team developed a list of generic technical solutions that had the potential to
meet the requirements. During the process, solutions were assessed by Research Development and
Engineering Command (RDECOM) and Program Management Office engineers to ensure they were
technically feasible. Then the team developed a list of current system component characteristics to use as
a baseline during technical comparisons. Viewing the two sets of data side by side enabled the team to
develop a relevant metric for the system. In this case, specifying fuel consumption at the system level as
a metric was a viable approach because it is measureable and verifiable against the baseline. Energy
efficiency per se, was not a good choice since different power generation technologies have
correspondingly different efficiencies and our overall goal was to reduce fuel consumption vice improve
energy conversion efficiencies. Consequently, it was more informative to specify the fuel consumption
metric (e.g., gallons per hour) than to cite an efficiency percentage improvement. The other advantage of
using fuel consumption metrics is the relative ease of completing a cost verses benefits analysis. In this
way, we are elevating the importance of system efficiency as one way to reduce fuel use. However, more
complex systems or those using alternative energy sources may require additional metrics to define

desired efficiencies.

Energy Efficiency KPP: How Do You Write It? This is a “step-by-step approach” that shows the
process of writing a KPP for fuel consuming systems. This is a summary of many preceding points in this
paper. It is important to note again that this is a team approach, in which the core team consists of the
User representative (TRADOC), the assigned Program Manager, AMSAA, Army Test and Evaluation
Command (ATEC), supporting Research, Development, and Engineering Centers (RDEC), and joint
service members when applicable. The core team must work closely to develop the baseline and
determine which metrics best describe the attributes desired in a prospective system. The approach is

followed by two examples.

Step 1. Establish the P&KEEE KPP Team. The core team must include Combat Development,
Materiel Development, ATEC, and RDECOM representatives; others may be added as necessary.





Step 2. Identify strategic efficiency objectives or KFA attributes. These are normally contained in
policy statements or Service guidance.

Step 3. Review the system Operational Mode Summary/Mission Profile (OMS/MP). Ensure the
OMS/MP accurately describes the duty cycle of the system and its parasitic components as it is the
cornerstone of the effort.

Step 4. Create a baseline to use in the analysis. For some systems this might be a similar or
predecessor system while emerging systems may require the creation of a surrogate baseline.

Step 5. Develop relevant metrics to use during the comparisons. Use a team approach to select
the metrics. Appendix A lists commonly used metrics for ground vehicles.

Step 6. Analyze the baseline system using the metrics against OMS/MP to establish baseline
energy requirements

Step 7. Develop engineering and technology thresholds and objectives to be applied to the future
system.

Step 8. Write the KPP. Appendix B contains a generic format to use for the KPP.

Energy Efficiency KPPs Responsibilities: Although the user representative is ultimately responsible for
writing the KPP, it requires a team effort to ensure the KPP is measurable, defendable, and supports the
User’s goals. Below is an example of team members and requisite responsibilities Combat Developers

should assemble to write a viable EE KPP:

(1) AMSAA: Develop metric examples for generic system families. Examples:
» Non-vehicle fuel consumers: gallons per hour
» Ground vehicles fuel consumers: miles per gallon

« Aircraft fuel consumers: pounds per hour

(2) ATEC: Ensure that any KPP is quantifiable during testing and that test data will be developed to

reflect the User’s intent and system’s mission.

AMSAA / RDECOM P&E IPT: Provide guidance and subject matter expertise for likely achievable
threshold and objective magnitudes for the technology trade space for the KPP and system in
development. Example technologies:

» Internal / External Combustion Engines
» Electrochemical systems
» Solar-photovoltaic, thermo- photovoltaic, etc





(3) RDECOM P&E IPT EXCOM: Assist User in development of KPP language for Joint acquisition
policy and/or as guidance within the JCIDS process documents, ¢.g. JCIDS CDD/CPD writer’s guide,
JROCMs, etc. This language will establish a KPP framework & process with representative metrics

that will define how to write tactical-level KPPs (on a case-by-case basis) for a proponent system.

Example: Fuel Consumption KPP for Fuel Consuming Systems. This KPP was developed from the
original Tactical Electric Power requirement document fuel consumption KPP mentioned in the case
study above. It is important to recognize that this example is straightforward compared to an equivalent
KPP for ground vehicles. Therefore, KPP development is not a “cut and paste” exercise. Appendix B

provides a guide for recommended language elements that could be used for writing the KPP.

“KPP-Fuel Consumption. The system(s) shall reduce the fuel consumption [compared to baseline']

over its mission profile and across the platform fleet by an average of 15% (threshold) & 25%
(objective). Rationale: Reducing battlefield fuel consumption means fewer fuel tankers on the
battlefield, a decreased logistics footprint, reduced reliance on petroleum-derived fuels, increased
local energy security, and reduced tanker losses (fewer on the road). The operational imperative to
reduce fuel usage will improve Soldier survivability. Reduced fuel needs will consequently reduce

refueling operations & exposing Soldiers to hazardous fuel convoy operations.”

Several features should be noted here. First, the baseline for this system was easy to establish (the
previous Tactical Quiet Generator (TQG) fleet of generator sets. Second, the replacement fleet had the
same operational capabilities as the TQG - that is, each generator was replaced in kind at the same power
level (a 30kW system replaced the 30kW TQG and so forth). Third, this was established on a fleet wide
basis vice individual system, in recognition that different technologies might be required at different

power levels.

What If You Need Greater Capability? Invariably, we often want greater performance without
increasing or not significantly increasing the need for fuel or more energy. Without describing the
underlying physical concepts, any increase in performance normally requires more energy [fuel]. In this

case, specifying better fuel economy compared to a predecessor system is problematic if the new system

! Baseline: a comparison to similar/predecessor systems or the most realistically achievable reduction based on
available technology and necessary technical trade-offs among competing system characteristics.





is expected to have greater capabilities. Still, writing a KPP from a combat developer’s standpoint could
be relatively straightforward when the enabling technology is known. Again, a core team (User-PM-
RDEC-AMSAA-ATEC) must do an upfront analysis to determine the most likely solutions and begin to
address a KPP using this solution set. This may require market surveys, trades analysis, force
effectiveness modeling, or even creating a component level surrogate system to determine the most
realistic and achievable KPP(s) given the need for a platform with a greater operational capability's
compared to its predecessor system. Therefore, even though we know that greater fuel consumption will
result from increased platform weight and capability, we can offset this impact by improving overall

system efficiency to the extent practical.

Conclusion. With the continued development of a digitized, network centric battlefield, energy resources
are critical to enhancing Future War Fighter capability. In addition, energy efficiency issues are a
significant driver for future Army acquisition, planning, and science and technology development. Using
the process described in this instruction the development community can meet achieve its goal to field
systems with improved energy conversion efficiencies that reduce the overall fuel transport and handling

needs that now burden our combat forces today.






Appendix A : Ground Vehicle Metrics Discussion

The following appendix provides a discussion of ground vehicle metrics including definition, potential
usage at a systems/unit level, and the differences with in an analytical context. The Army Materiel
Systems Analysis Activity (AMSAA) will be a key player in the KPP development team recommended in

the main section of this document.

AMSAA has modeling capability to estimate vehicle fuel consumption characteristics/metrics for various
terrains, power-loading conditions, and mission usage. AMSAA developed the System of Systems Fuel
Consumption Prediction Methodology, which enables the Army to study parametric and/or discrete fuel
performance of various new technologies (e.g., batteries, engine efficiencies, driveline configurations,
driveline components) over a mission profile/power demand profile. Fuel consumption is a function of
the duty cycle / power demand (moving and non-moving) and the efficiency of the system to fulfill that
demand. AMSAA has applied an engineering approach to studying fuel performance per this theory.
AMSAA developed the modeling capability over the last several years and applied it to several major

Army programs.

There are several related metrics used to measure fuel consumption performance, which are shown in
Table A-1 below. A detailed comparison of each metric use is available in the Power and Energy KPP
Development Process white paper written by the RDECOM Power and Energy Integrated Product Team.
All these metrics will influence cost and many times, these metrics are misused due to the lack of a
common definition or a misinterpretation of the definition and/or question being addressed. A common
mistake is directly relating an increase in fuel economy to a proportionate reduction in fuel consumption.
This in not completely accurate because fuel economy is based on distance traveled or moving operation
while fuel consumption is based on the overall mission including fuel consumed during idle operation.
This misinterpretation is made because fuel economy is the predominant fuel metric used in the
commercial sector, but it may not be completely applicable in military scenario, depending on the
analytical question at hand. Another common misuse is using percent differences without referencing
baseline. A percent change represents an implied improvement / degradation in capability versus a
common baseline. Percent change implies a comparison, and does not give a metric's magnitude
difference. For instance, a 10% decrease in fuel consumed by HMMWYV is significantly different from a
10% decrease in fuel consumed by an Abrams tank even though both are stated as a 10% reduction in fuel

consumed.






Correct metrics are needed for the particular analysis or issue being addressed. Fuel economy may not be
the correct metric for every program. The Army's focus should be on sustainment impact (i.e.
demand...fuel consumed and rate of consumption, logistics footprint...number of trucks and personnel

needed to supply the demand, and distribution...where to distribute, how much, and how often).

Table A-1: Example Ground Vehicle Fuel Consumption Metrics

P e e = = N T e N AT Ty =

Description /

g

[Distance based fuel usage metric. Typically focused on moving operations, but
can include non-moving operational fuel consumed for mission calculations.
System Efficiency / Resupply Quantity with impact on Range and Fuel Capacity
[Distance based fuel usage metric similar to mile per gallon, but normalized to
weight. It is important to point out that this metric was developed in the
commercial sector as transport efficiency for payload and similar vehicles. The
intention was not to use gross vehicle weight as the normalization factor.
Typically focused on moving operations, but can include non-moving
operational fuel consumed for mission calculations. System Efficiency /
Resupply Quantity with impact on Range and Fuel Capacity.

Time based fuel usage metric for overall mission or single operating condition.
[Represents time based demand for a single system for moving and non-moving
operation. Resupply frequency

Amount (volume) of fuel consumed for a mission or single operating condition
(distance and time are often implied). Item or Unit Level Demand / Life Cycle
Cost ($) Driver

Fuel Economy
(miles per gallon)

]Fuel Efficiency
(ton-miles per gallon)

Burn Rate
gal/hr or liters/hr)

Fuel Consumed
(gallons or liters)

Useable Fuel System on-board fuel capacity. Can be combined with fuel economy or burn
Capacity rate to compute range or operating time, respectively. Resupply quantity and
(gallons or liters) frequency.

[Distance a system can move given fuel economy and useable fuel capacity.
Often ONLY focused on moving operations. Distribution Concept / Force
Structure

Dependent on volumetric capacity of the support truck (e.g., 2.5K gallon
EMTT Fueler). Unit level calculation and effects force structure depending
on fuel distribution unit size (e.g., 4 trucks per unit)

Can be applied to any of above metrics to represent implied improvement /
degradation in capability. Requires baseline / context for comparison to
determine potential logistics impact. Metric Dependent

Range

(miles or km)

# Fuel Supply Truck
Load Equivalents

IPercentage Change
(% difference)

When choosing a relevant metric, developers must note:
e Percent change in both Fuel Economy & Fuel Consumption are independent of distance and base
fuel economy
e The percent fuel consumed changes at a greater rate for decreased % fuel economy as compared to

increased % fuel economy (i.e. not symmetric around the baseline axis) . For example, decreasing





fuel economy 10% increases fuel consumed 11%, but increasing fuel economy 10% only

decreases fuel consumed 9%).

Increases in weight and electric power demands (e.g. air conditioning, armoring, and exporting
power) could decrease fuel economy from baseline, but technologies improving fuel economy or
reducing exportable power demands could bring the vehicle back to the baseline. In essence, the

platform could still use the same amount of fuel and actually be more efficient.





Appendix B: Potential Language for Power and Energy KPPs

This appendix provides potential language to include in the EE KPP development
process: The italic, bold, blue highlights require inputs. Definitions of each follow the

generic description.

“KPP- [P&E Metric Defined]. This KPP applies to [Scope of Application]. The system (or

systems based on Scope of Application definition) shall reduce the [energy metric defined]
[compared to baseline] over its mission profile and across [end-item-by-end-item comparison
OR the platform fleet] by an average of X% or X Value (threshold) & Y% or Y Value
(objective). [Rationale: Insert summary/ [Trade Space Definition: . Insert

limitations/guidance]

Where:

P&E Metric Defined = identify clearly the P&E source metric that is being established
or measured. This metric will depend on the system being developed. For example,
vehicle, aircraft, generators, etc. may use “Fuel Consumption.” Conversely, energy
efficiency for batteries (soldier systems) or propulsive systems may be in “Power/Energy
Density” (such as kW/kg or kW-hr/kg for weight; or kW/I or kW-hr/liter for volume).
AMSAA will be key player in this part the KPP development process.

Scope of Application = insert the scope of the KPP requirement, whether being applied to
a replacement-in-kind end item, an alternative replacement with different mission profile,
new capability, a fleet of end items, and so on. It might include one of the following or
one crafted by the team.
a. “... a replacement-in-kind (based on mission profile and application) end item on a
one-for-one basis.” (Example, improved power dense battery in soldier system.)
b. “...a replacement-in-kind (based on mission profile and application) system
(composed of multiple subsystems but evaluated at the system-wide basis).”

(Example, family of generator sets from 5 to 60 kW as in the AMMPS program.)






c. “...an operationally enhanced (based on comparison of mission profiles and
performance) but comparable end item.” (Example, JLTV replacement for the

HMMWYV.)

d. “...an operationally enhanced (based on comparison of mission profiles and
performance) but comparable system (composed of multiple subsystems but
evaluated at the system-wide basis.”

e. “...new operational capability composed of discrete end items.”

f. “...new operational capability as function of system-wide end items.”

g. “...or an alterative rationally developed by the Team based on detailed
assessment of mission, operational performance, rationalization against

previous systems, achievable technology assessments, and so on.”

Compared to Baseline = Clearly specify the baseline in detail, by system, system or
systems, and/or by empirical or operational data. The baseline should be the comparison
to similar/predecessor systems or the most realistically achievable reduction based on
available technology & the necessary technical trade-offs among competing system

characteristics.

X% or X Value -- Y% or Y Value = Enter either the percentage impact or reduction sought for
each end item or family of systems OR enter the specific value that must be achieved. For
systems in which incremental improvements are acceptable, the percent value may be sufficient.
In some systems, it may be critical that a specific value be achieved to achieve the desired

operational effectiveness within the energy efficiency paradigm.

[Rationale:] = Summarize the rationale driving this particular KPP requirement, and
why it necessitates establishment of a KPP. Rationale should highlight the reason energy
efficiency is imperative (operational performance, logistics reduction, energy security,
force protection, etc.) For example, consider the following example from the AMMPS

program.

“Reducing battlefield fuel consumption means fewer fuel tankers on the battlefield, a

decreased logistics footprint, reduced reliance on petroleum-derived fuels, increased





local energy security, and reduced tanker losses (fewer on the road). The operational

imperative to reduce fuel usage will improve Soldier survivability. Reduced fuel needs
will consequently reduce refueling operations & exposing Soldiers to hazardous fuel

convoy operations.”

[Trade Space Limitations:] Insert a summary of any degree of flexibility in the trades

between performance and energy efficiency. For example, at what increase in

performance would status quo or even reduced energy efficiency is acceptable.
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HEADQUARTERS UNITED STATES ARMY TRAINING AND DOCTRINE COMMAND
ARMY CAPABILITIES INTEGRATION CENTER
33 INGALLS ROAD
FORT MONROE, VIRGINIA 23651-1067
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ATFC-RW L

MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: ARCIC Policy Letter 19, Capability Developments that
Impact the Network

1. References:

a. CJCSI 6212.01D, Interoperability and Supportability of
Information Technology and National Security Systems, 6 March
2006.

b. CJCSI 3170.01F, Joint Capabilities Integration and
Development System, 1 May 2007.

c. CJCSM 3170.01C, Operation of the Joint Capabilities
Integration and Development System, 1 May 2007,

d. TRADOC Regulation 10-5, Organization and Functions,
Training and Doctrine Command, 22 December 2005.

e. TRADOC Regulation 71-20, Concept Development,
Experimentation, and Requirements Determination, 11 December
2007 (Final Draft).

f. ARCIC DOTMLPF Change Recommendation (DCR) Writer’s
Guide, 15 March 2007.

g. ARCIC JCIDS Document Staffing Guide, 4 February 2008
(Draft) .

h. TRADOC Capability Development Document (CDD) Writer'’s
Guide, 5 November 2004.

i. TRADOC Capability Production Document (CPD) Writer’s
Guide, 10 March 2004.

j. Warfighter Information Network-Tactical Capability
Production Document (WIN-T CPD) Increment 2, 5 December 2007.
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k. TRADOC ARCIC Capabilities-Based Assessment (CBA) Writers
Guide, 10 May 2006.

2. The purpose of this memorandum is to establish policy and
procedures for the development of capabilities that are reliant
upon any layer of the Network.

3. Background:

a. It is imperative that capability developers understand
what information is needed by whom at what echelon, to better
understand the ever-increasing capacity demands on the Network.
A significant challenge is defining the capabilities that affect
or will impact one or more layers of the Network.

b. The Network consists of five layers, all of which are
interdependent: standards, which establish definitions and
protocols; transport, which define the means to move information
around the Battle space; applications, which define how the
information is to be processed; services, which enable both
applications and transport; and sensors, which provide the means
to collect information, regardless of its nature.

c. Future Force concepts describe an increasing reliance on
the Network to enable capabilities in order to achieve the
nation’s strategic goals and objectives. The vision for the
Network sees the proliferation of communications and processing
devices in greater numbers, including numerous fixed facilities,
manned/unmanned sensors and platforms, and the individual
Soldier.

d. Managing these increased demands on the Network will
require significant effort, since the potential to overwhelm the
Network capacity is quite real. Efforts must be taken to
understand the implications of additional nodes/devices that
require network connectivity. Required capabilities that
recommend an additicnal load on the Network must be carefully
analyzed to ascertain the overall implications on the Network
(all layers) .
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e. It is recognized that estimates will not be precise, but
they should permit a reasonable understanding of impacts on the
network. There is an expectation that, given limitations on
bandwidth, commanders will be required to prioritize. Your
description of reliance on the network will assist in optimizing
our operational capabilities and these decisions.

4. Guilidance:

a. To achieve the necessary understanding of how developing
systems will affect the Network, a detailed operational
description of the desired output from the Network is needed -
simply, define what it is the Network is to provide that will
enable the task or function you are working (please do not
define specific layer attributes). This description will inform
the production of capability documentation to ensure the right
capability is identified, as well as substantiating the
projected “load” on the Network.

b. In general, because of the continual state of transition
of the Network, accept the transport layer at the time of
proposed fielding of the system you are defining as a constraint
set; no additional devices or new capacity will be considered
without a clear cost and benefits analysis.

c. Any developing system that is reliant on the Network
must comply with established data standards as specified by the
Battle Command (BC) proponent.

d. Finally, there will ordinarily be no new application
that 1s reliant on the Network; rather the developing system you
are working on must use either established or in development
applications software. Exceptions to this rule must have clear
justification, and receive concurrence from the BC proponent.

e, These procedures are required prior to the development
of any capability document (CDD/CPD) that will utilize network
resources.
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5. Responsibilities:

a. Centers of Excellence (CcE): As part of worldwide
staffing, and prior to submission of any CDD or CPD to the ARCIC
for validation, the following information, as prescribed in
references 1.h. and 1.i. is required.

(1) Ensure that specific guidance seeks to explain any
Network-related capability that will be acquired under the
proposed system and what Network support will be reguired from
other systems.

(2) Any capability that involves transmitting
information via the network (which is to say the majority of
emerging capabilities) must be reviewed by the Signal CoE to
comment on capacity, connectivity and management impacts to the
network. Required information:

(a) List the echelon(s) at which the system will
operate, and an estimate for the number of systems required at
each echelon. Provide a short operational narrative describing
how the system will be used.

(b) List the data type(s) (voice, data, video, imagery,
data base files, etc.) and classification required.

(c) Estimate the data size (rough estimate); estimate
the frequency of occurrence (over a 24 hour period) for data
transmission.

(d) Estimate the expected number of system interfaces
(i.e. addressees or data receiver and data sender). Identify
which current and future network and client applications and
systems will be involved.

(e) Provide an estimate of the percentage of data
reliability (error checking) to meet minimum system
requirements. Provide this information using the “Data
Throughput” matrix (example below) table below.
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Data Throughput Table

Transmission
File Type Size Frequency
Voice Yes/No | Small/Medium/Large Low/Medium/High

Data File | Yes/No | Small/Medium/Large Low/Medium/High
Streaming Yes/No | Small/Medium/Large Low/Medium/High

Video
Small = 1 Byte-100 KB Low = 1- 50
Medium = 101-999 KB Medium = 51-100
Large = 1 MB or larger High = 10l-or greater

b. Signal CoE: Proponent for Network Transport and Network
Services capabilities.

(1) Review all capabilities that transmit information
via the network to comment on network impacts.

(2) Ensure required capabilities are supported by the
current network migration and implementation strategy.

(3) Provide endorsement that the required capability
will be supportable by the network IAW CJCSI 6212.01 Series,
"Interoperability and Supportability of Information Technology
and National Security Systems.”

c. CAC: Comply with paragraphs 4.c. and 4.d. above.

d. ARCIC, Architecture Integration and Management
Directorate: Review the operational architecture aspects of the
desired network capabilities and validate that the system or
function is structured to exchange required information and to
the extent possible, using available architecture tools, assess
the impact of adding or deleting networked entities.

e. ARCIC Functiocnal Divisions: Participate as appropriate,
in the development and review of required capabilities and/or
capability documents associated with respective functional
areas.

6. Validation of a particular capability with network
implications, by Director, ARCIC is contingent upon review and
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concurrence by the Network Transport and Network Services
proponent, as described in paragraph 5.b. (3) and CAC as
described in paragraphs 4.c. and 4.d.

7 Point of contact is Mr. Mark D. Farmer, (757) 788-3665, DSN
680-3665, mark.d.farmer@us.army.mil,

e

BARBARA G. FAST

Major General, U.S. Army

Deputy Director/Chief of Staff,
Army Capabilities Integration
Center

DISTRIBUTION:

Commander

U.S. Army Air Defense Artillery Center and Fort Bliss (ATSA-CD),
Fort Bliss, TX 79916-3802

U.S. Army Field Artillery Center and Fort Sill (ATSF-CD), Fort
Sald, OR 73503-5001

U.S. Army Armor Center and Fort Knox (ATZK-FD), Fort Knox, KY
40121-5000

U.S. Army Aviation Center (ATZQ-CD), Fort Rucker, AL 36362-5000

U.S. Army Combined Arms Center and Fort Leavenworth (ATZL-TP),
Fort Leavenworth, KS 66027-5360

U.S. Army Combined Arms Support Command, (ATCL-C/0/Q/T), 3901
A Aveniue, Suite 220, Fort Lee, VA 23901-1807

U.S. Army Infantry Center and Fort Benning (ATZB-CD),
Fort Benning, GA 31%05-2607

U.S. Army Intelligence Center and Fort Huachuca (ATZS-CD), Fort
Huachuca, AZ 85613-6000

U.S. Army Maneuver Support Center, (ATZT-CD/CDC/CDE/CDM),
Building 1080, Fort Leonard Wood, MO 65472-8929

U.S. Army Signal Center and Fort Gordon (ATZH-CD), Fort Gordon,
GA 30905-5299

CF:
Director, Army Capabilities Integration Center, (ATFC-A, ATFC-D,
ATFC-I, ATFC-R, ATFC-0), Fort Monroce, VA 23651-1067

6






image7.emf
logistics  supportability guide Revision 2 Feb 09.doc


logistics supportability guide Revision 2 Feb 09.doc
TRADOC


Army Capabilities Integration Center

In Coordination with the Combined Arms Support Command (CASCOM)



Logistics Supportability Chapter


for the

Capability Development Document/Capability Production Document (CDD/CPD) Writer’s Guide


Revision 2

February 2009

The proponent for this administrative guide is the ARCIC Operations, Plans and Policy Division, TRADOC Army Capabilities Integration Center (ATFC-SP).  This guide is one of a series of web-based publications available at https://www.us.army.mil/suite/kc/5232873.  Users are encouraged to send comments using MS Word Track Changes approved by a COL or equivalent.  Updates will be uploaded as changes become necessary. 

Materiel System Logistics Supportability

Requirements Development Guidance

Purpose: To provide guidance on developing materiel system logistics supportability requirements within Capability Development Documents (CDD) and Capability Production Documents (CPD). 


Scope: This guide is applicable to all TRADOC proponent centers and schools and non-TRADOC proponents having an MOA/MOU with TRADOC to conduct capability development activities. Instances of the use of “TRADOC proponents” in this document will also pertain to these non-TRADOC proponents that work under TRADOC guidelines for capability developments.

Summary:  Comprehensive logistics supportability planning for materiel systems is an investment to insure our Soldiers receive warfighting capabilities that are reliable, survivable, maintainable, sustainable and affordable.  This guide was developed to assist the TRADOC capability development community in defining and developing logistics supportability requirements for combat systems and equipment.  The guide uses the Integrated Logistics Support (ILS) elements as a tool to lead the development of system logistics supportability capabilities. The guide also includes other critical system attributes for Reliability, Availability, and Maintainability (RAM), Condition Based Maintenance, Network Centric Logistics, and Life Cycle Sustainment Metrics.  Developing logistics supportability requirements within capability documents promotes Army goals for reducing total ownership cost and the logistics footprint; meeting operational and system readiness objectives at minimal life cycle costs; designing systems to personnel limitations and constraints; and improving logistics standardization and interoperability. While many organizations have a role in determining logistics supportability, the TRADOC capability development community is responsible for initially defining and documenting logistics supportability attributes within our warfighting systems.  


Source Documents:


· CJCSM 3170.01C  Operation of the Joint Capabilities Integration and Development System


· CJCSM 3170.01F  Joint Capabilities Integration and Development System

· AR 700-127  Integrated Logistics Support


· DA Pam 700-56  Logistics Supportability Planning and Procedures in Army Acquisition


· AR 711-7   Supply Chain Management (SCM)


· AR 70-1   Army Acquisition Policy


· AR 25-1  Army Knowledge Management and Information Technology


· AR 750-1  Army Materiel Maintenance Policy  

1.  Logistics Supportability Assessment and Documentation.  The ten ILS elements (Maintenance Planning; Manpower and Personnel; Supply Support; Support Equipment; Technical Data; Training and Training Support; Computer Resources Support; Facilities; Packaging, Handling, Storage and Transportability (PHST); and Design Interface) serve as a baseline to develop and document logistics supportability requirements for the materiel system.  As applicable, the capability developer shall address each element when developing the Capability Development Document (CDD) and the Capability Production Document (CPD).  Documenting materiel system logistics supportability requirements early in the developmental process is essential to assure the system’s associated support structure is communicated to the materiel developer.  DA Pamphlet 700-56, Logistics Supportability Planning and Procedures in Army Acquisition, provides detailed information on system supportability planning and should be used as a companion reference.  The supportability elements cited below serve as a guide for developing logistics supportability requirements.  Following each supportability element is a sample paragraph that may be used within the CDD or CPD.  


Since many new systems are initially supported by Contractor Logistics Support (CLS) or Interim Contractor Support (ICS), the sample paragraphs should be modified to reflect requirements for systems supported through CLS or ICS, military logistics structure or a hybrid support structure, such as combined CLS/ICS and military logistics support.  The author also needs to make a distinction between CLS/ICS support requirements and military logistics support requirements especially when a transition will occur from CLS/ICS to military logistics.  


Maintenance Planning: Maintenance planning is the process conducted to evolve and establish maintenance concepts and support requirements for the life of the system. It encompasses levels of repair, repair times, maintenance procedures/ techniques, support equipment needs, and contractor or government responsibilities.  It defines the actions and support necessary to ensure that the system attains specified system readiness objectives with minimum Life Cycle Cost (LCC).  Areas to be addressed include the maintenance concept, Level of Repair Analysis (LORA), Provisioning Plan, Supportability Test and Evaluation Program, Performance Based Logistics (PBL) or Performance Based Agreements (PBA) Requirements, and Contractor Logistics Support (CLS).

Example Maintenance Planning Paragraphs:

 
a. The maintenance concept: The maintenance concept for the “weapon system” Family of Vehicles (FoV) will be accordance with (IAW) policy outlined in AR 750-1.  The system(s) will be supported by the Army’s two level maintenance system, Field and Sustainment maintenance.  Field level maintenance is primarily repair and return to user tasks that consist of on/near-system repair, replacement of components (primarily LRU and LRM), adjustment, alignment, service, and diagnose fault/failure.  Those tasks may consist of: major assemblies repair [examples: splitting pack (Engine/Transmission/generator) and/or turbo, generator, injector/fuel pump, etc replacement]; LRUs may be repaired through the replacement/adjustment of subassemblies/components but is primarily replacement of Line Replaceable Modules (LRM). Sustainment maintenance consists of off-system repair and return-to-supply tasks: those tasks required to return components, subassemblies, and/or end item systems to a national standard.  Maintenance will be accomplished in IAW the Standard Army Maintenance System.  The maintenance plan will be developed by the “weapon system” Program Manager (PM).  


When CLS or ICS is the initial source of system support, we recommend using the paragraph below for the capability document. When military logistics support will be used from the on-set of system fielding, there is no requirement for this paragraph.



b. Contractor Logistics Support (CLS) is the initial source of support for the “weapon system” FoV.  Anticipate CLS will transition to military maintenance no later than ____ years after the First Unit Equipped Date (FUED). The PM will develop a transition plan as part of the system Supportability Strategy (SS).  Planning for transition from CLS to organic support is essential to continuous sustainment of the fielded systems. The content of the transition plan must include: 


(1) Logistics functions included in the CLS.


(2) The length of time CLS will be required.


(3) Procedures for possible extension of the CLS.


(4) Funding requirements.


(5) Control structure for CLS.


(6) A checklist of actions to be completed before transition can take place.


(7) Milestone dates for major actions leading up to transition date.


(8) Tracking and reporting procedures for transition.


(9) Contract data on maintenance actions, repair parts consumption, and other data beneficial to establishing organic support. 



c. Level of Repair Analysis (LORA): A LORA will be conducted as part of the Logistics Management Information (LMI) collection process. As part of the post deployment evaluation, the LORA will be rerun no earlier than 1 year and no later than 3 years from the First Unit Equipped (FUE) date using reliability data collected by material developers from fielded equipment. The LORA will be rerun every 5 years throughout the system’s life cycle. Military Standard (MIL STD) Technical Manual (TM) Maintenance Allocation Charts (MAC) will be updated to reflect any changes in the LORA outcome. The PM will resource this effort throughout the system life cycle.


d. Provisioning Plan.  Contract performance specifications must include provisions to provide National Stock Number (NSN) data for spares to the Government.  The PM will fully provision for and resource sufficient spares to ensure each unit fielded the “weapon system” maintains a ___% Operational Readiness (OR) rate (deployed or CONUS based).



e. Supportability Test & Evaluation Program. All “weapon system” FoV will undergo a logistics demonstration to verify operator and maintenance tasks, capture projected annual maintenance man-hour data, and form the basis for developing the Basis of Issue Feeder Data (BOIPFD) and Manpower Requirements Criteria (MARC) data. Contractor validated and Government verified Technical Manuals (TM) produced IAW MIL STD 40051 are required for the logistics demonstration.  These requirements will be identified within the system(s) Test and Evaluation Master Plan (TEMP). 


Where Performance Based Logistics (PBL) (through the use of Performance Based Agreement (PBA)) is determined to be feasible by the PM as the Total Life Cycle System Manager(TLCSM), the capability developer will insert the  paragraph below so system data collection is conducted to facilitate transition to military logistics support. 



f. Performance Based Logistics (PBL) and Performance Based Agreements (PBA) Requirements.  PBL is a system support strategy that delineates outcome performance goals of weapon systems, ensures that logistics support responsibilities are formally assigned, and provides metrics-based performance incentives for attaining these goals.  The PBA is a signed agreement that details the performance goals and clearly assigns their responsibility for a particular weapon system according to its PBL strategy.  The CLS or ICS contract must include provisions for maintenance data collection to include: maintenance performance data, maintenance task frequency for both field and sustainment level tasks, man-hour data for task performance duration, repair part usage, demand stockage, and all other repair part provisioning information. The contractor will use a Logistics Information Systems (LIS), formerly known as Standard Army Management Information Systems (STAMIS)) reporting format or a format that is readily convertible to the LIS. This information will be consolidated and reported to the Government Program/Product Manager(PM) on a monthly basis for the duration of the CLS or ICS contract.  Logistics Demonstration data will be used in conjunction with the CLS collected field data to facilitate transition to military maintenance.  All other PBL or PBA requirements and metric analysis will be developed and managed by the PM.


Manpower and Personnel: Manpower and personnel include the identification and provisioning for military and civilian personnel with the skills and grade levels needed to operate, maintain, and support a system over its life in both peacetime and wartime. Materiel Developers typically do not acquire personnel. The materiel developer should, however, work with force management organizations to ensure that the proper positions are available within the required modified table of organization and equipment (MTOE) and tables of distribution and allowances (TDA) of the organization or recommend changes to the MTOE and TDA.  Areas to be addressed are force structure implications, TDA or MTOE impacts, personnel required and available to operate, maintain, sustain, and provide training for the system, identification of current or the need for new MOS requirements, and Human Factors implications.


Example Manpower and Personnel Paragraphs: 



a. Current vs. New Military MOS Requirements.  No new operator or maintainer MOS requirements are anticipated/required for the “weapon system” FoV. Total required manpower to operate and maintain the “weapon system” will be reflected in the Manpower Estimate Report (MER) prepared for acquisition milestone approvals.  Logistics Management Information (LMI) and the  logistics demonstration will provide preliminary data to indicate if new or revised MOS requirements or additional Army Skill Identifiers (ASI) are needed. The PM will fully support and resource a focused Army Materiel Systems Analysis Activity (AMSAA) Sample Data Collection (SDC) program for the lifecycle of the program. 



b. Force Structure Implications: There are no anticipated changes to existing force structures as a result of “weapon system” fielding. Field performance and data collection will influence future decisions on the need for force structure changes prior to conversion to military maintenance.



c. Table of Organization and Equipment (TO&E) /Modified TO&E (MTO&E) changes:  All changes to TO&E or MTO&E tables of authorization as a result of “weapon system” system fielding will be documented IAW Army Regulation 71–32. 


d. Supply, Ammunition, POL Support Requirements: Use of existing supply support for these commodities is expected and preferred. Any unique or non-standard “weapon system” system requirements will be identified by the contractor.



e. Human Factors Engineering. The contractor shall evaluate the initial vehicles provided to assess capability to maximize system and human performance and combat effectiveness, and identify any shortfalls and implement appropriate resolutions.  The contractor shall utilize MIL-HDBK-46855 as a guide for managing the HFE program. 

Supply Support: Supply support is all the management actions, procedures, and techniques used to determine requirements to acquire, catalog, receive, store, transfer, issue and dispose of secondary items. This encompasses provisioning for initial support and all end-to-end replenishment supply support and supply pipeline plans and activities. Supply support must be distribution based rather than inventory based and proactive rather than reactive.  Areas to be addressed are the level of supply support, supply support IAW Two Level Maintenance policy, initial requirements for CLS or ICS, identification of potential long lead-time items and vendor supplied items, and requirements for  interservice supply support agreements or HNS agreements.


Example Supply Support Paragraph: 



a. Supply Support: The “weapon system” FoV will be supported using the current logistics and maintenance structure established for Army equipment using the Army Two Level Maintenance System with repair parts available through the established supply system.  As applicable, CLS will also be used to support the Authorized Stockage List (ASL) and field replenishment requirements until military standard supply levels are built.  This is estimated to occur no later than the end of the first multi-year production contract.  Parts data and demand history will be documented by the CLS program to ensure proper spare stockage and distribution plans are in place prior to transfer to military maintenance support. 


Support Equipment: Support equipment is all the management actions, procedures, and techniques used to determine requirements for and acquire the fixed and mobile equipment needed to support the operations and maintenance of a system. This includes materiel handling equipment (MHE); tools; test, measurement, and diagnostic equipment (TMDE); calibration equipment; prognostics/imbedded diagnostics; and automated test equipment (ATE). In addition, this element includes all plans and activities required to operate, maintain, and support all system support equipment.


Areas to be addressed or evaluated: 


1. Procedures used to identify requirements for support equipment


2. Procedures for maximizing selection of standard tools, TMDE, support equipment and ASIOE, to include vehicles, generators, and trailers


3. TMDE requirements


4. Calibration requirements for the system and its support equipment


5. MHE/CHE requirements


6. Environmental and storage requirements needed for TMDE, ATE, and TPS 


7. Recovery and Evacuation equipment requirements 


8. Specialized or standard Shelters


9. Vehicle and / or Trailer requirements 


10.   Generator and Power Generation requirements


11.   Standard or Unique Support requirements

12.   Identify Commercial off the Shelf (COTS) or Government off the Shelf (GOTS) Applications

Example Support Equipment Paragraphs: 



a. Test, Measurement, and Diagnostic Equipment (TMDE) Requirements: No new or unique TMDE support equipment at field or sustainment level of maintenance shall be introduced without coordination and approval by the PM for TMDE and the Combined Arms Support Command (CASCOM).



b. Calibration requirements: All calibration requirements, procedures, schedules will be identified in operator and maintainer technical manuals. 



c. Materiel Handling Equipment (MHE) or Container Handling Equipment (CHE) requirements: MHE/CHE is not anticipated to employ the “weapon system” FoV. Operating and maintenance procedures requiring the use of MHE/CHE will be identified in the technical manuals. 



d. Specialized or Standard Shelters:  All requirements for specialized or standard shelters must be reviewed as part of the transportability analysis.  If applicable, additional analysis will be conducted by the PM for design interface requirements.



e. Vehicle Recovery (When Applicable):  




(1) Vehicle recovery will be conducted by vehicle to vehicle and by organic recovery equipment within the unit the “weapon system” system is assigned. Self-recovery with existing military standard tow-bar (of adequate capacity) is required. Each “weapon system” system will be equipped with front and rear trailer air couplings that controls brakes of existing military trailers and can connect to the braking system of towed vehicle in like-vehicle recovery scenarios. Specialized instructions/ procedures (e.g. identify transfer gear-case shift mode, specify pre-condition requirements, disconnect front or rear propeller shafts to preclude damage) will be identified in operating instructions.  




(2) The “weapon system” systems will be flat tow and lift and tow capable using current military standard wreckers.  The systems will undergo testing to validate flat and lift and tow capability (or mitigating circumstances for movement with one or more disabled wheel assemblies) and will include front and rear lift and tow testing.  The appropriate operator, maintainer and recovery TMs will identify unique procedures and designate specified maximum speeds in both self-recovery and lift-tow scenarios. 



(3) The “weapon system” may require an evacuation asset that is capable of up-righting, lifting, towing, and transporting a “weapon system” system that has been catastrophically damaged or whose level of damage exceeds the recovery capability of current inventory wreckers or by “like vehicle recovery”. The evacuation asset must meet the threshold or objective survivability Key Performance Parameter (KPP) requirements outlined in this document. This capability will provide “weapon system” operators and recovery Soldiers the ability to effectively and safely conduct evacuation operations when those requirements exceed capabilities currently authorized within the assigned unit.



g. Standard or Unique Support requirements (When Applicable).  Specialized MHE required to perform maintenance tasks such as armor removal for planned or un-planned maintenance shall be provided by the OEM.  Specialized MHE will be tested, safety certified and documented in technical manuals prior to fielding.  

Technical Data:  Technical data are all the management actions, procedures, and techniques needed to determine requirements for and to acquire recorded system information, technical manuals and technical drawings associated with the system, its operation, maintenance, and support. Although computer programs and related software are not considered technical data, any documentation for computer programs and software support is considered technical data.  Areas to be addressed include requirements for publications, evaluation criteria for validation and verification of publications, Technical Manuals (TM) for Operators and Maintainers, and provisions for the technical data package.


Example Technical Data Paragraphs:  



a. Technical Manuals (TM). TMs for Operators and Maintainers will be produced to MIL STD and undergo a contractor validation and Government verification process to ensure accuracy and completeness.  Electronic Technical Manuals (ETM) and Interactive Electronic Technical Manuals (IETM)shall be programmed for production. COTS digital manuals for operators and maintainers (used prior to the issuance of validated and verified MIL STD TMs), will undergo a Government verification review prior to issue.  Operator, field and sustainment levels of maintenance will be called out in the Maintenance Allocation Chart (MAC) found in the Field and Sustainment Maintenance Technical Manuals (TMs).  



b. Technical Data Package: The technical data package for each “weapon system” variant will be procured by the Government to accommodate cost effective material change, configuration control, re-procurement, and parts commonality requirements. 


Training and Training Support: Training and training support consists of the processes, procedures, and techniques to identify requirements for and to acquire programs of instruction, training facilities, and training systems/devices needed to train/qualify military and civilian personnel to operate and maintain a system proficiently. This includes institutional training, on-the-job training, new equipment training, sustainment training, and individual/crew training.


Areas to be addressed or evaluated: 


1. Describe how training and training device requirements will be met and who is responsible for meeting those requirements


2. Identify long-term training facilities programming requirements


3. Identify institutional training requirements for operators and maintainers


4. Establish preliminary New Equipment Training (NET) Plan


5. Identify requirements for collective training


6. Identify requirements for Training Aids, Devices, Simulators and Simulations (TADSS)


7. Identify requirements/provisions for TADSS CLS


Example Training and Training Support Paragraphs: 


a. “weapon system” FoV Training.  Operator and maintainer training must be designed to support and sustain the required levels of training readiness for the “weapon system” crew by leveraging existing institutional and unit training profiles with the addition of tailored “weapon system” simulation, embedded and New Equipment Training (NET).  Training will be assessed through exercises and operational assessments.  Existing military training facilities will be modernized to reflect the “weapon system” unique characteristics and requirements.  For new systems in which courseware does not exist, new courseware shall be provided in electronic format that is compliant with the latest version of the DOD Standard Content Object Reference Model (SCORM).  Standard operating Services’ training processes shall be followed to determine training requirements.  These requirements along with the design solution shall be documented in Training Planning Process Methodology (TRPPM) or equivalent Joint Program Document as determined by Joint Services agreements.  The training concept will employ a cost-effective solution consisting of blended capabilities using both dedicated and on-the-job training.  Final determination of training requirements will be reflected in the TRPPM (or equivalent program document).


b. Training Structure.  All “weapon system” FoV-related training and task development shall be reflected in appropriate training plans and incorporated into the existing institutional and organizational training structures.  Individual, unit and maintenance training support manuals, training literature, publications, and other training products will be reviewed and updated to reflect new technologies and operational requirements inherent in the “weapon system”.  It is expected that a complete training package to include the required quantity of training products in accordance with the TRADOC fielding plan, shall be available to support all phases of “weapon system” operational testing and New Equipment Training (NET).


c. Training Support.  All initiatives will be adequately planned, programmed, and resourced to ensure training capability is available to support system fielding.  All unit training support manuals, training literature, publications, and other training products shall be developed concurrently with the “weapon system” FoV and be delivered in time for Operational Testing.  A complete training package to include the required quantity of training products in accordance with the TRADOC fielding plan shall be available to support all phases of “weapon system” training.  



d. New Equipment Training (NET).  NET is required during system fielding.  NET shall be provided to receiving units at the time of, or prior to when each unit receives the “weapon system”.  The “weapon system” fielding plan will include a training package that resources all leader training, ammunition, range, logistical, and technical resources for each “weapon system” fielded.  The NET program of instruction (POI) will be included in the TSP and be validated during train-up for the technical/operational evaluation window.  The new equipment training team (NETT) will conduct initial training of individual and collective tasks.  Unit personnel will receive training necessary in the skills and tasks required to accomplish the unit’s mission.  The NET will train the unit in operation and employment of the system, operator and unit maintenance, and operations.  During NET, key personnel will also receive instruction and training to prepare them to execute, integrate, sequence, and apply the “weapon system” training resources in an effective and efficient manner to sustain a trained status within the unit.  A complete Training Support Package (TSP) with all necessary training materials (POI, lesson plans, slides, handouts, practical exercises, examinations, CD-ROM, operator videotapes, etc.) will be left with the unit to use as a basis for sustainment training.  The System Training Support Package should use Interactive Multimedia Instruction (Level III) (Objective), and be designed for multipurpose use in support of institutional training, new equipment training (NET), and unit sustainment training.


e. Institutional Training (IT).  Institutional training shall include all tasks related to safe operation and mission critical repairs to the “weapon system” FoV.  It shall be part of all active and reserve operator and maintainer courses or provided as functional course(s).  “weapon system” operation, capabilities and Doctrine, Tactics & Techniques (DTT) shall be provided to crew personnel with specific skill sets as identified by the operating Services.  This training may be provided in-house, Web-delivered, or by contractor.



f. Unit (Sustainment) Training.  Unit sustainment training shall be conducted IAW operating Service’s training strategies such as Army’s Training and Evaluation Program (ARTEP) Mission Training Plan (MTP) and the Combined Arms Training Strategy (CATS).  Units shall leverage “weapon system” Training Support Packages (TSP) and related materials provided through the Material Developer to conduct Sustainment training and maintain training readiness.



g. “weapon system” FoV Simulators.  Full mission “weapon system” operator/maintainer simulators shall be provided to support operator/maintainer training at training sites and unit locations.  These simulators will be a realistic replication of the “weapon system”.  This includes interior configurations, line of sight, and size requirements. The simulators shall include realistic interactive equipment and simulation features that replicate all of the essential functions of an actual “weapon system” including electrical and electronic control systems and BIT/BITE messages.  The “weapon system” simulators shall be a state of the art blend of real and facsimile equipment that provides for realistic training of all functions and tasks required on a “weapon system”.


Computer Resources Support: Computer resources support consists of the management actions, procedures, and techniques used to determine requirements for and to acquire hardware, middleware, firmware, software, documentation and support supplies required to support and upgrade computer resources used in operation and maintenance of the system. This includes fixed and mobile facilities required for computer resources support.


Areas to be addressed or evaluated: 


1. Computer Resources Management Plan


a. Determining computer resource requirements for Operation and Maintenance


b. Assess suitability of existing computer resources 


c. Comparison of existing computer resources to requirements stated in the requirements document/system specification


2. Identify Post production software support requirements


Example Computer Resources Support Paragraph: Computer Resources Software shall be compatible with existing tactical maintenance and diagnostic systems such as the Maintenance Service Device (MSD) and other similar devices in the Army inventory.  This will reduce the need for procurement of new maintenance devices. At this time, it is envisioned that there will be no impact on computer resources.


Facilities: Facilities are all the management actions, procedures, and techniques used to determine requirements for and to acquire the permanent and semi permanent real property assets needed to support operation, maintenance and storage of a system and its support equipment. This element includes new and modified facilities, special environmental conditions, and utilities required.  Areas to be addressed are common or special facility requirements, adequacy of existing facilities, existing facility modifications, construction requirements and timeline, 


MCA funding requirements, and special security requirements for storage and use of classified end items, components, and manuals.

Example Facilities Paragraph:  Existing maintenance facilities must be reviewed to determine their applicability to the “weapon system” maintenance concept.  Pre-positioning of add on kits for the “weapon system” will be addressed along with environmental concerns stemming from long periods of storage. The PM will conduct an assessment of live fire training range requirements associated with the “weapon system” weapons payload (universal weapons mount or remote weapons station) to determine if the “weapon system” requires new or modified range capabilities.


Packaging , Handling , Storage and Transportability:  Packaging, handling, storage, and transportation (PHS&T) includes the resources, facilities, processes, procedures, design considerations, and methods needed to ensure that all system equipment and support items are preserved, packaged, stored, handled, and transported quickly, safely, and effectively.


Areas to be addressed or evaluated: 


1. Describe any unique transportation and transportability responsibilities and requirements


2. Describe anticipated PHS&T modes and constraints


a. Strategic


b. Operational 


c. Tactical


3. Identify special care required during PHS&T such as removal of sensitive components or hazardous material requirements


4. Identify transportability test requirements


5. Other Special Handling Requirements


6. Blocking, Bracing and Tie-down Requirements

7. Specific requirements should be addressed as applicable: Land, Maritime, Air Transport, Parachute Drop (Airborne / SOF), Low Altitude Parachute Extraction System (LAPES), Shelf and Service Life, and hot/cold environments.

Example Packaging, Handling, Storage and Transportability Paragraphs: 



a. Storage and Preservation: An Equipment Preservation Data Sheet will be developed for each vehicle configuration.



b. Containerization Requirements: As applicable, the contractor shall identify the need for Long Life Reusable Containers (LLRC) and alternate reusable container(s) for each item requiring retrograde shipment. Under direction from the Government, the contractor shall submit a proposal to develop each LLRC. Each LLRC proposal shall include development cost, validation, estimate of life cycle cost, analysis of data from the Container Design Retrieval Service (CDRS), and the cost to develop a Technical Data Package (TDP). The Government shall evaluate each LLRC proposal.  If approved, the contractor shall develop a new LLRC as directed by the Government.


c. Transportation Modes Analysis: The PM shall provide vehicle transport characteristic data to Surface Deployment and Distribution Command Transportation Engineering Agency (SDDCTEA).  SDDCTEA will use the data to prepare updates to their modal transportability guidance pamphlets.  The PM shall provide data on all “weapon system” variants and configurations, covering all shipment modes.  Following the start of production, changes that affect system weight, center of gravity, size, or lifting and tie down, location or capacity, shall be identified using this same method and respective updates provided.


d. Hazardous Materials Requirements: The contractor shall provide a Material Safety Data Sheet (MSDS) for each hazardous material item, without an NSN, procured under this contract. Content of MSDS shall be in accordance with Occupational Safety and Health Act (OSHA) 1910.1200(g) and annotated onto the contractor MSDS format.



e. Other Special Handling Requirements: Packaging strategy for “weapon system” variants new and unique itemsis “best commercial practices”.

Design Interface: Design interface reflects the relationship of the various supportability parameters to other system design parameters. These parameters include human factors, system safety, energy management, standardization, interoperability, survivability, vulnerability, reliability, maintainability, environmental compliance, and affordability.  Areas to be addressed include safety and health issues for use and maintenance, Built in Test (BIT) Built In Test Equipment (BITE) requirements, system diagnostics and prognostics requirements, and impacts from other supportability requirements.


Example Design Interface Paragraphs: 



a. Safety & Health Issues for Use and Maintenance: The materiel developer shall develop and implement a Soldier Survivability program to ensure that all Soldier survivability concerns, including reducing system-induced detect ability, reducing fratricide, preventing attack, reducing potential threat-induced damage, reducing system induced soldier injury, and reducing system induced soldier fatigue, are met and verified by analyses, simulation, testing, and evaluation.  The materiel developer  shall develop and implement a safety program for the “weapon system” that is integrated with the concurrent engineering process used to develop, mature and support the system.  The program shall address each variant/configuration within the family of “weapon systems” vehicles.  The materiel developer  shall use MIL-STD-882 in determining whether safety engineering objectives are met.  As a minimum, the materiel developer shall do the following: 



(1) Identify hazards associated with the system by conducting safety analyses and hazard evaluations.  Analyses shall include both operational and maintenance aspects of each variant/configuration within the “weapon system” FoVs/systems.



(2) Eliminate or reduce significant hazards by appropriate design or materiel selection.  If hazards to personnel are not avoidable or eliminated, take steps to control or minimize those hazards.



b. Built in Test (BIT)/ Built In Test Equipment (BITE) Requirements: To the greatest extent possible and within rapid fielding constraints, the contractor shall embed and integrate BIT / BITE / diagnostic capability and make available on the common data / information interchange network.  Maintenance concepts shall include optimum use of accurate on-board diagnostic capability to include BIT or BITE.  The BIT / BITE / diagnostic capability shall apply to all electronic, electro-optic, electro-mechanical, electro-hydraulic, and electro-pneumatic systems as applicable. The contractor shall fully document and support embedded systems and software. The software shall not contain proprietary restrictions.  The DA Test, Measurement and Diagnostic Equipment (TMDE) Preferred Items List (PIL) will be used as the preferred acquisition guideline for procurement or reprocurement of Army TMDE. The TMDE PIL objectives and policy are defined in AR 750-43. The level of BIT / BITE / diagnostic capability shall be IAW the “weapon system” specifications and strive to achieve 99% accuracy. 



c. Standardization and Interoperability (S&I).  The “weapon system” FOV/systems will provide configuration updates to meet new mission and safety requirements and will incorporate design improvements found necessary during operation. All affected parts will be reviewed for S&I impact.

2.  Condition Based Maintenance Plus (CBM+):  The Combat Developer must determine whether CBM+ is a required capability for the system or platform.  Example text is provided below in subparagraphs e and f.


a. The intent of Army CBM program, using CBM+ enablers, is to reduce maintenance down time, increase operational readiness, and reduce life-cycle operating costs.  AR 750-1 defines CBM+ as a set of maintenance processes and capabilities derived primarily from real-time assessment of the weapon system condition obtained from embedded sensors, external tests, and measurements using portable equipment.  



b.  The intent of incorporating CBM+ into materiel systems is to project the condition of the components and use this data to determine the cumulative effect on the availability of the overall end item. 



c.  The decision to employ CBM+ on a weapons system starts with understanding the application of Reliability Centered Maintenance (RCM).  According to the DoD Instruction (DoDI 4151.22), RCM is a logical, structured process used to determine the optimal failure management strategies for any system based on system reliability characteristics and the intended operating context.  RCM defines what must be done to a system to achieve the desired levels of safety, reliability, environmental soundness, and operational readiness, at best cost.  RCM is to be applied continuously throughout the life cycle of any system.

d.  CBM Tasks.  Tasks derived from RCM methodology to monitor operating equipment to identify impending failure are called condition monitoring tasks.  When those tasks are automated, using sensors in and on the platform, to detect the signals of an impending out of tolerance condition that will lead to failure, the result is called CBM.  When this process is aided by technology, it is called CBM+.  Through CBM+, data is collected from the weapons system, end item, component, etc. and diagnostic algorithms (based on fleet operating history and environmental factors) are applied to assess the status and prompt the maintenance process to start proactive intervention to halt the impact of a failure cycle.


Areas to be addressed or evaluated:


1. Platform hardware and software requirements.


2. Platform interfaces to include command and control (C2) requirements.


3. Analysis and decision support requirements.


4. Maintenance management information system requirements.


5. Data warehouse requirements.


6. System health management in a common logistics operating environment for weapon system platforms


7. Human factors in the ability to use the automated outputs of CBM+ e.g. man-machine interface, complexity of the graphical user interfaces (GUI) etc.



e.  CBM+ is a “net-centric” maintenance concept.  It supports net-centric warfare concepts by enabling near real-time visibility of platform operating status and improving mission reliability.  CBM+ relies on the movement of platform data to the right places through built-in standard business processes.  An expanded Net Ready Key Performance Parameter (KPP) is required to enable the platform to operate in the common logistics operating environment (CLOE) of the enterprise. Machinery Information Management Open Systems Alliance (MIMOSA) is the approved standard for the migration of CBM+ data from the platform to the Logistics Information Warehouse.  An expanded narrative for the Net-Ready KPP portion of CDD and CPD that must be included for CBM+ is stated below:


"A CBM+ compliant platform must monitor it's health and self-diagnose to preclude system deterioration. It must also be able to automatically produce, consume, exchange, and propagate sustainment-focused information in near real-time using the existing/emerging military logistics and C2 information and communications systems available at fielding. The platform must provide tactical commanders with a current/near real-time, accurate, and complete picture of its combat power.  At the same time, information must flow to the logistics providers so they can proactively plan and execute complementary actions to sustain the combat power levels required by the commander. A CBM+ compliant platform must integrate with the Army Integrated Logistics Architecture (AILA)."


The AILA is described in paragraph 2g below.  The Army repository of the AILA is at the CASCOM web site: http://www.cascom.army.mil/esd/lac/lac.htm.


f.  In addition to the Net-Ready KPP portion of the CDD or CPD, each document should address the integration of Net-Centric Logistics.  Below are example paragraphs that will enable Net-Centric Logistics and CBM+ for the proposed materiel system: 



(1)  Net-Centric Logistics: The “weapon system platform” shall be capable of supporting net-centric logistics in a common logistics operating environment.  The “weapon system platform” shall be designed and developed in accordance with the Joint Technical Architecture – Army (JTA-A)
 and the AILA to fully support net-centric logistics and operate in a common logistics operating environment.  The Machinery Information Management Open Systems Alliance (MIMOSA) is the approved standard for the migration of CBM+ data from the platform to the Logistics Information Warehouse.


(2)  Condition Based Maintenance Plus (CBM+):  CBM+ capabilities will be designed and incorporated into the “weapon system platform” to support a net-centric common logistics operating environment.  Threshold (T) CBM+ capabilities will use embedded diagnostics and prognostics to provide a sensor-based, self-monitoring, self-reporting, both on and off, platform.  Objective (O) CBM+ capabilities will provide a fully sensor-based, self-monitoring, self-reporting, both on and off, platform.  The “weapon system platform” will make full use of embedded diagnostics and prognostics and will be fully capable of platform self-diagnostics for system health management in a common logistics operating environment.



g.  The Army’s logistics architecture is known as the AILA.  Information on the AILA and how it fits within the CLOE can be obtained at the web site (https://lss.lta.army.mil/ako_pwd/ml/cloe/Architectures.htm).  The AILA is an integrated, capabilities-based architecture that supports the Army G-4's Warfighter Mission Areas and Business Mission Areas.  The AILA is compliant with the Department of Defense Architecture Framework (DODAF) and focuses on current and future concepts, their associated concepts of operations (CONOPS), Service Concepts, Army doctrine and transformation of the total force versus a force structure or system focused development.  The architecture is composed of: Operational Views (OV’s) validated by TRADOC, Tehnical Standards Views (TVs) published by HQDA, CIO/G-6 in DISRonline (DoD Information Technology Standards Registry Online), and ASA (ALT) approved Systems and Services Views (SVs).  The AILA supports Army modularity, execution of the Joint Capabilities Integration and Development System (JCIDS) process, portfolio management, capability and gap/need analysis, standards identification, and DOTMLPF analysis.  The AILA provides the framework for implementing net-centric warfare principles in the logistics domain.  

(To access the AILA website - AKO log-in required http://www.cascom.army.mil/esd/lac/lac.htm then click on “Validated AILA 1.3, choose and click on the desired views: AV-1, OV-1, OV-4, OV-5, and/or OV-6c etc.  Systems and Technical views are available at the AILA web site.)

3.  Common Logistics Operating Environment (CLOE):  The Common Logistics Operating Environment sets common data standards, specifications, and protocols necessary for an integrated platform, information, and command, control and communications (C3) technologies for use in the Objective Force logistics sustainment. It fuses information, logistics processes and platform/Soldier embedded sensor-based technologies to support the tactical, operational and strategic sustainment levels in a joint operating environment. The CLOE initiative aims to synchronize logistics concepts, organizations, and processes, as well as the latest generation of technologies, into a single operational and technical architecture for the force structure of the future.  The CLOE is fully described within the “PM and Logistician’s Guide to the Net-centric CLOE” at the LIA web site: https://lss.lta.army.mil/ako_pwd/ml/cloe/splash.htm.

The “weapon system platform” platform must be sustained in a Net-Centric military common logistics operating environment (CLOE).  The platform must provide tactical commanders with a current/near real-time, accurate, and complete picture of combat power and it must provide the logistics providers with timely, accurate, and complete information they need to plan and execute logistic support operations.  The platform must be capable of self-diagnosing system health and sustainment needs and interacting with a networked sustainment infrastructure.  The platform must be able to automatically produce, consume, and propagate sustainment-focused data in near-real time from "Foxhole to Factory" using existing and/or emerging military logistics and command and control (C2) information systems available at fielding.  The platform's logistics architecture must comply with the Army Integrated Logistics Architecture.  Embedded diagnostics and prognostics employed on the platform must interface with the system's battle command system and provide the information needed to auto-populate the Logistics Situation Report (LOGSITREP), Call for Support, and other messages.  The embedded diagnostics, prognostics and equipment / system health management and TMDE employed on the platform must provide accurate fault diagnosis for component replacement.  (Threshold)

The “weapon system platform” platform must be sustained fully in a Net-Centric military common logistics operating environment (CLOE).  The platform must fully provide tactical commanders with a current/near real-time, accurate, and complete picture of combat power and it must fully provide the logistics providers with timely, accurate, and complete information they need to plan and execute logistic support operations.  The platform must be capable of fully self-diagnosing system health and sustainment needs and interacting with a networked sustainment infrastructure.  The platform must be able to fully and automatically produce, consume, and propagate sustainment-focused data in near-real time from "Foxhole to factory" using existing and/or emerging military logistics and C2 information systems available at fielding.  The platform's logistics architecture must fully comply with the Army Integrated Logistics Architecture.  Embedded diagnostics and prognostics employed on the platform must fully interface with the system's battle command system and provide the information needed to auto-populate the LOGSITREP, Call for Support, and other messages.  The embedded diagnostics, prognostics and equipment / system health management and TMDE employed on the platform must provide accurate first time fault diagnosis for component replacement.  (Objective) 

The critical elements of information to be sent off the platform include:

Overall Platform Status (operational status)

     - Equipment health status

     - Mission-critical faults (requiring immediate attention)

     - Predicted faults expected to occur within current mission time horizon

     - Other faults requiring attention at next logistics event

Consumption Status

    - Fuel Status

    - Platform Ammunition Inventory (by type of round (armor piercing, high explosive, etc)) 

   - Equipment Health

· System Status

· Critical Faults

· Predicted Faults

Inventory of other consumables (rations, water, etc)

    - Rations

    - Water

Crew Status

Diagnostic Status

    - Actual

    - Predicted

Rationale:  Net-Ready KPP (NR-KPP) is required by CJCSM 6212.01D, 8 March 2006.   As part of the NR-KPP, the system's platform must be capable of providing tactical commanders with a current/near real-time, accurate, and complete picture of combat power and provide logistics providers with timely, accurate, and complete information they need to plan and execute logistic support operations.  The platform must be capable of self-diagnosing system health and sustainment needs and interacting with a networked sustainment infrastructure.  Designing the system's platform to be sustained in a Net-Centric military common logistics operating environment (CLOE) supports the DOD and Army military supply chain integration and management process and enables the DOD logistics system to provide focused logistics support to the field.  Use of embedded sensors to conduct diagnostics and/or prognostics enables condition based maintenance plus (CBM+).

4.  Life Cycle Sustainment (LCS) Metrics:  In July 2006, the Joint Requirements Oversight Council (JROC) established a mandatory warfighter Materiel Availability Key Performance Parameter (KPP) and further identified Materiel Reliability and Ownership Cost as Key System Attributes (KSA) and an additional metric for Mean Down Time for all Acquisition Category (ACAT) I acquisition programs, select ACAT II, as well as all major legacy programs currently included in the Defense Readiness Reporting System (DRRS). A March 10 2007 DUSD (L&MR) policy memorandum, SAB, further defined and clarified the four LCS Metrics (the sustainment KPP and KSAs) to include reporting requirements and the need for PMOs to also address fourteen (14) LCS ‘Enablers’ (see paragraph 5 – Life Cycle Sustainment Outcomes Memo). Goals for materiel readiness outcomes should be established early in the concept decision process, refined throughout the design development phase, and then carried through as program baseline goals until system retirement. These requirements were integrated into the Chairman of the Joint Chiefs of Staff Manual (CJCSM) 3170.01C/F in May 2007. All CDDs and CPDs meeting the aforementioned criteria will be evaluated using the Life Cycle Sustainment Metrics criteria as part of the overall system supportability assessment.  For guidance on documents that were approved under the previous versions of this CJCSI 3170.01, refer to enclosure B of CJCSI 3170.01F (Joint Capabilities Integration And Development System), 1 May 07. This publication will be electronically updated to reflect emerging guidance on sustainment metrics to include the sustainment KPP and the associated KSAs along with the LCS Enablers.


5.  Reliability, Availability, and Maintainability (RAM):  Capabilities Documents must articulate requirements that are operational, measurable and achievable.  These requirements include descriptions for key equipment performance criteria such as system reliability, maintainability, and supportability that directly correlate to a system’s logistics footprint, enhance combat operations, and reduce total ownership cost.  The “Procedural Guide For Development Of Operationally Based Reliability, Availability, and Maintainability Requirements” provides a process for the TRADOC RAM engineer to develop and specify RAM requirements in operational metrics that focus on unit mission success and the full spectrum of logistics support.  Capability developers should coordinate with TRADOC RAM engineers for assistance on the development of system RAM characteristics. A copy of the Procedural Guide is attached to the electronic copy of this guidance. The Life Cycle Sustainment Metrics policy cited above will effect how we develop system RAM characteristics.  As additional guidance evolves, this publication will be electronically updated with specific guidance on system RAM development.

Example RAM Paragraphs:  

a.  Materiel Availability Key Performance Parameter (KPP). The Material Availability [expressed in terms of Operational Availability (Ao)] the “weapon system” shall achieve is an Operational Availability (Ao) of 95% (T) and 98% (O) (measured at battalion level with an average Administrative and Logistics Downtime (ALDT) of 40 hours for all failures). Rationale:  The “weapon system” characteristics allow it to assimilate into maneuver and support brigades, operate over greater distances, and enable increased tactical dispersion thereby enhancing a brigade’s ability to conduct rapid offensive maneuver.  These tactical and operational distances demand superior reliability & availability which enhance force protection and survivability as well as reducing demands for supplies and personnel.  Supporting enablers include component commonality, embedded diagnostic & prognostic systems, and rapid component replacement.


Determining Operational Availability (Ao) - The percentage of time the “weapon system”  is available for combat/missions, measured continuously against the total available time of each 72 hour mission.  Ao applies to System Aborts only and is expressed as:


 Ao = (Total time - Downtime)/Total Time or = [(N x T) – DT]/(N x T) 


Where:


N = number of a system variants within a Battalion 


T = time can be constrained as that time across each mission or measured across an operation with multiple missions; in this case as a KPP, time is time across a mission pulse. 


DT = total unscheduled downtime for System Aborts across that number of variants

b. Materiel Reliability.  The “weapon system” shall achieve a Mean Miles Between System Abort (MMBSA) of 6170 miles (T) 11,700 miles (O).   MMBSA is platform specific and does not include Government Furnished Equipment (GFE).  Increment II (2016) Threshold is 11700, and Objective is 15150 MMBSA.  Rationale: Reliability is the probability that the “weapon system” will perform its intended mission functions under stated conditions for a specified period of time or distance.  The “weapon system” must be able to operate at extended ranges, for long periods of time without mission failure.  Given the changing global environment and the prolonged operations within which the joint force is engaged, reliability is as much a driver of survivability as it is sustainment and lifecycle cost.  

For this Key System Attribute (KSA) an “operational mission failure” is defined as a critical failure event rendering a system incapable of continuing its mission, thereby deadlining the system and requiring immediate (maintenance) action to return the system to an operational status.  Increment II levels support logistics footprint reductions as well as operations and support cost goals.  


c. Maintainability (Field Level).  The “weapon system” shall have a Field Level Maintenance Ratio of 0.005 (T) 0.0036 (O) maintenance man-hours per operating mile (MMH/OM).  The maintenance ratio includes scheduled, preventive, unscheduled and condition based maintenance.  Rationale: The “weapon system” must be easily maintained and able to be repaired in a timely manner with minimal crew or maintenance personnel.  The “weapon system” should have the ability to be retained in, or restored to, a specified condition when maintenance is performed by personnel having specified skill levels IAW with the 2-level maintenance system.  Field Level Maintenance is defined as repair and return to user tasks that are normally performed on or near the platform.   

The maintenance ratio has a direct correlation to a unit’s maintenance footprint.

d.  Maintenance Ratio: The maintenance man-hour burden per operating mile of the “weapon system” is a system reliability and maintainability efficiency metric.  Maintenance Ratio calculations include the following: (1) Preventive Maintenance Checks (other than automated checks executed as part of the systems health monitor system); (2) lubrication; (3) cleaning; (4) alignment/adjustment/repair of sub assemblies; (5) diagnostics and fault isolation (6) remove and replace tasks for Line Replaceable Units (LRU), Line Replaceable Modules (LRM) and components/assemblies; (7) Verification of corrective action; (8) installation of kits; and (9) the time expended referencing supporting technical publications to complete identified tasks. 


e. Maintainability (Sustainment Level):  The “weapon system” shall achieve a Sustainment Level Maintenance Ratio of <0.0010 (T) <0.0009 (O) maintenance man-hours per operating mile (MMH/OM).   Rationale:  Sustainment maintenance is characterized as repair and return to the supply system.  The focus is on repairing components, assemblies, modules and end items in support of the supply system at echelons above the brigade.  The intent is to perform commodity-oriented repairs on supported items returning them to a national standard thus providing consistent and measurable levels of reliability.   This attribute, when compared to current systems, ensures that the sustainment footprint (which includes depot repair) is not increased by the “weapon system” when fielded.  


It is an expectation that the sustainment/depot logistic footprint will naturally be decreased as a result of higher component reliability.  The Sustainment MR normally is a calculation based on industry best practices on like/similar items.



f. Platform Re-Generation (PRG):  Rapid repair of the “weapon system” at field level is critical to increasing unit effectiveness by quickly returning equipment to fully mission capable status.  The ease of maintenance reduces complexity of tasks thereby enhancing enduring reliability and increasing operational availability.  To achieve this “pit stop” capability the “weapon system” shall achieve a Mean Time to Repair (MTTR) of 0.5 hrs (T) and <0.5 hrs (O) hrs for all field level repairs/tasks.  Rationale:  Reduces maintenance force structure, achieves ease of maintenance through critical design considerations and supports the “platforms” overarching maintainability and availability requirements.  MTTR is measured as "hood up to hood down” repair time which includes isolation of failure, time spent referencing technical manuals, repair / remove & replace as well as verification.  MTTR is measured in clock-hours for two Soldier’s simultaneous efforts.



g. Platform Re-Generation - Maximum (PRG-M):   To enhance operator and maintainer effectiveness and provide reasonable allocation of maintenance the “weapon system” shall achieve a Maximum Time To Repair (MaxTTR) for an operator of 0.5 hrs (T) and <0.5 hrs (O) and a MaxTTR for the mechanic of 2.5 hrs (T) and 1.5 hrs (O).  Rationale: Unit Maintenance Collection Points and similar activities are relics of cold war philosophy that are unnecessary force protection risks which rapidly inhibit the momentum of a unit.  The MaxTTR optimizes the operator without adversely effecting mission, training or creating unreasonable expectations of the operator.  It ensures that complex tasks are designed is such a manner as to allow quick in-stride/fix-forward repairs for both the operator and mechanic.  It reduces maintenance force structure, achieves ease of maintenance through critical design considerations and supports the “platforms” overarching maintainability and availability requirements.  Additionally it provides an achievable governor on time spent completing major platform repairs (i.e. engine, transmission, axle replacements) by mechanics.  MaxTTR is measured as "hood up to hood down” repair time which includes isolation of failure, time spent referencing technical manuals, repair / remove & replace as well as verification.  MTTR is measured in clock-hours for two Soldier’s simultaneous efforts. 

6.  Staffing Requirement:  System proponent capability developers will staff the system CDD and CPD to the ILS Division, Materiel Systems Directorate (MSD),  Combined Arms Support Command (CASCOM) during initial worldwide staffing, prior to submitting the documents for ARCIC validation. The email address is leeecascomfuturesmsd@conus.army.mil. 


7.  Where to go for system logistics supportability and ILS assistance: The ILS Division, MSD, CASCOM is a capability development activity solely dedicated to system supportability assessment and analysis. The ILS Division will assist the proponent system combat developer on this assessment and should be part of the proponent’s ICDT, IPT, and supportability IPT. The ILS Division can be reached by emailing requests for information or assistance to leeecascomfuturesmsd@conus.army.mil. 
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PROCEDURAL GUIDE


FOR DEVELOPMENT OF OPERATIONALLY BASED 
RELIABILITY, AVAILABILITY, AND MAINTAINABILITY 
REQUIREMENTS

1.  Capabilities Documents (Initial Capabilities Documents (ICD), Capability Development Document (CDD), Capability Production Document (CPD)) articulate operational requirements that are operational, measurable and achievable.  These requirements include descriptions for key equipment performance criteria such as system reliability, maintainability, and supportability that directly correlate to a system’s logistics footprint, enhance combat operations, and reduce total ownership cost.  This guide provides a process for the TRADOC Reliability, Availability, and Maintainability (RAM) Engineer to develop and specify RAM requirements in operational metrics that focus on unit mission success and the full spectrum of logistics support.  


2.  In the past, reliability requirements were stated as probability statements (e.g., 90% probability that a system completes a mission or specified time period without a System Abort) or as Mean Time, Miles, or Rounds Between System Abort or Essential Function Failure.  Maintainability requirements were generally stated as Mean Time to Repair (MTTR), Maintenance Ratio (MR) of “X.XX” Maintenance Man-Hours/Operating Hour (MMH/OH), and/or Maximum Time To Repair (MaxTTR).  Mean Times, Rounds, Hours Between Failure are no longer acceptable terms for expressing operational reliability requirements and MTTR is no longer an acceptable term for expressing operational maintainability requirements because they are not operationally based terms.   Instead these terms are test metrics corresponding to conditions which may or may not be reflective of the operational conditions.  This procedural guide provides a process by which RAM may be presented in operational terms based on mission and logistics constraints.  The development of test metrics specifically tailored to the system design will be preformed in support of other acquisition documentation.  MR and MaxTTR are viable terms provided they focus on operationally based maintenance constraints, force design limitations, or concepts of operation.


3.   The TRADOC RAM Engineers, in support of the system proponent will, as part of the capabilities development process, develop operationally focused RAM requirements.  The RAM requirements will be analytically based and address the full spectrum of attributes that impact mission success and logistics effectiveness (e.g., reliability, maintainability, maintenance force structure, employment concepts, re-supply distribution, etc.).   A thorough analysis should identify the attributes that will drive unit mission success and logistics support reductions as well as provide operationally based analytical underpinning for RAM requirements. The Development Process that will be employed to develop operationally based RAM requirements that reflect the operational concept for the proposed system follows:


RAM Requirements Development Process


 SHAPE  \* MERGEFORMAT 


This process encompasses five major stages as depicted in the figure above.  The Initial Analysis/Building Blocks provide the foundation for RAM requirements generation. It defines the unit and mission to be accomplished, measures/criteria for unit mission success and the conditions to which the system will be exposed when employed by the unit. The Mission Assessment determines the potential operational system requirements necessary for the unit to achieve mission success based on combat modeling, production/throughput simulation, or other analysis.  The Supportability Analyses determine the appropriate operational RAM requirements that will satisfy combat mission requirements, logistics constraints, and/or operational concepts based on usage rates from the OMS/MP, envisioned force design and support concepts.  The Proposed RAM Requirements provide the benchmarks that will be collaboratively evaluated for feasibility.  The Feasibility Assessment evaluates the proposed RAM requirements with respect to technical achievability, testability, and risk given the program’s cost and schedule constraints.  These five stages will culminate in RAM Requirements that will be included in Capabilities Documents.  Subsequent paragraphs will address each specific stage contained in this process.  


a.  Initial Analyses/Building Blocks.  RAM requirements must focus on successfully meeting combat mission requirements, logistics constraints, and/or operational concepts at both the unit and system level.  These requirements must be founded in the early RAM analyses and should be derived based on the following building blocks:


· Unit force design(s) (number of systems, maintenance personnel allocations, logistics support structure, etc.)


· Operational concepts 


· Emerging or existing support structure and concepts


· TRADOC approved scenarios


· Proponent-developed wartime and/or peacetime usage rates outlined in the Operational Mode Summary/Mission Profile (OMS/MP) 


· Unit mission success parameters.


Determination of potential RAM requirements must be operationally based and satisfy the proponent’s needs based on the concept of operations, envisioned support concept, and threat environment.  Furthermore, system proponents must identify mission and logistics constraints/goals that must be met to successfully accomplishment the unit’s mission or the system’s operational requirement.  Mission effectiveness and logistics footprint constraints/goals may be generated from a number of sources to include results of war-gaming models/simulations, previous studies, logistics initiatives, spare parts cube/weight limitations, distribution constraints, changes in maintenance concepts, Performance Based Logistics (PBL) initiatives, or maintenance force structure limitations.  Examples of typical mission effectiveness constraints/goals include but are not limited to the following: 


· The ratio of number of enemy systems killed to the number of friendly systems lost 


· The percentage of systems killed in a opposing force during a prescribed mission pulse


· For productivity type systems, the number of units of output that must be accomplished during a specified period of time


· For training systems, the number of students or personnel throughput required over a specified period of time.



Proponent mission requirements and logistics constraints/goals should be addressed to underpin the RAM requirements.  These constraints identify threshold capabilities necessary to achieve mission success in the eyes of the proponent while focusing RAM threshold requirements on critical operational parameters.  


b. Mission Assessment.  This assessment addresses the specific mission requirements the system/equipment needs to accomplish during the unit’s assigned mission or mission sets.  It further defines the operational parameters the system/equipment must achieve for the unit to successfully accomplish its assigned mission(s). The RAM Requirements Development Process must be supported by operational analysis that presents a solid case that RAM characteristics are contributors to the system’s ability to meet operational mission requirements, full spectrum logistics constraints (small unit, Modular Brigade, Division, Corps, Contractor Logistics Support (CLS), and/or industry levels), planned support concepts, and operational concepts.  This process starts with mission modeling, simulation, and/or analysis (Excel, MathCad, Arena, or other analytical tools) that help identify minimum levels of acceptable performance at the unit or system level.  For combat systems, this may require output or insights from combat models or simulation.  For production or training systems, this may require insights from throughput modeling or analyses.  Typical models used in combat gaming or force-on-force operations include but are not limited to:

· Janus 


· Joint Conflict and Tactical Simulation (JCATS)


· Combined Arms and Support Task Force Evaluation Model (CASTFOREM)


· Vector In Commander (VIC)


· One Semi Automated Force (OneSAF)


Annex A provides a brief description and Point of Contact (POC) for models and analytical tools.  These models are used by TRADOC Analysis Center (TRAC), the TRADOC RAM Engineers supporting the proponent schools and centers, and AMSAA to evaluate proposed combat systems using Human-In-The-Loop (HITL) or “closed form” force-on-force simulation.  Output or insights from these models may help focus on the minimum number of systems required to conduct or continue combat operations given the theater and threat portrayed in the TRADOC approved scenario.



Similarly, for systems that are not combat oriented (production or training systems), the TRADOC RAM Engineer may conduct analysis using Excel, MathCad, Arena, or other analytical tools to determine the minimum number of systems/equipment items necessary to meet operational or training demands given specified periods of operation outlined in the OMS/MP.  Throughput analysis may be based on number of personnel that need to be trained in a specified period of time (daily, monthly, or annually) or the required number of product units to be processed in a given time period (e.g., gallons of water purified per day, gallons of fuel pumped per hour, number of meals served per week, number of items washed in 24 hours, or number of tons handled per 12 hour shift).  These demands focus the RAM requirements on critical operational requirements that must be accomplished to insure mission success. 


These analyses form the foundation of the Mission Assessment and establish critical operational parameters necessary for mission success.  The critical operational parameters also help determine the system’s essential functions that are described in the Failure Definition and Scoring Criteria (FDSC) and used to evaluate RAM requirements during testing.  These critical operational parameters provide the underpinning for operational RAM requirements that will be developed and evaluated in the Supportability Analyses.   


c. Supportability Analyses.  Supportability analyses determine the appropriate operational RAM requirements that meet combat mission requirements, logistics constraints, and/or operational concepts based on usage rates from the OMS/MP, force designs, and envisioned support concepts.  The Supportability Analyses consists of two distinct analytical processes (RAM and Logistics Burden Analyses).  These analyses may be conducted sequentially or concurrently depending on the complexity of the system under evaluation.  Furthermore, the process may be iterative in nature as multiple solutions could be derived forcing the analyst to determine the optimal solution set.  Each of the blocks under Supportability Analyses are addressed individually.

1)  RAM Analysis.  The RAM Analysis examines the traditional triad of reliability, availability, and maintainability attributes that would be necessary to meet the operational demands placed on the proposed system given the envisioned force design.  For example, the proponent requires 5 out of 6 systems to remain operational throughout a mission pulse.  The RAM Analysis would examine what level of reliability and availability would be required to consistently maintain a minimum of 5 systems in an operational status during the mission pulse.  An alternative would be to determine the probability that a single system would have to operate without a critical failure in order for 5 of 6 to have an “acceptable” probability of operating without a critical failure during the mission pulse (assuming maintenance was not permitted until the end of the mission pulse).  To determine appropriate RAM metrics, the following modeling, simulation, and analytical tools may be employed: 


· Logistical/Operational Readiness Impacts of Maintainability and Reliability (LORIMRR) to assess number of systems operational during a mission pulse based on operational usage rates and various logistics constraints (maintainers, spares, repair time, etc.)


· Stochastic simulation (e.g., ARENA) to evaluate the impact of system reliability on production throughput, maintenance demands, and/or logistics footprint


· Analytical software tools (e.g., Excel, Mathcad, or Mathematica) to evaluate probability of completing a mission without a critical failure for one or multiple systems.



Applying these simulation and analytical tools may lead to multiple sets of acceptable results.  Sensitivity analyses should be incorporated into the overall analysis to fully comprehend the operational impacts that RAM may have on parameters that determine mission success.  Sensitivity analysis should provide the threshold that produces the optimal level necessary to meet operational mission requirements, logistics footprint reductions, maintenance constraints, and/or other operational concepts.  Simulation models/tools employed during RAM requirements development should also be made available for use during post-test evaluation by ATEC.  Annex B provides a POC listing of Futures Center’s RAM Engineers that provide the expertise to conduct RAM analysis.  



2)  Logistics Burden Analysis.  RAM requirements must also be evaluated with respect to the full spectrum logistics burden.  This includes evaluation of proposed maintenance assets necessary to conduct all scheduled and unscheduled maintenance; availability of spare parts based on force design constraints for Class IX hauling capacity, on-board sparing provisions, distribution methods to transport spares to failed vehicles, and time delays for delivering parts; recovery assets (if required); crew repair capabilities; daily productive man-hours for maintainers; and/or life cycle costs of spares.  To accomplish this type of analysis, it is critical to collaborate with CASCOM to fully understand the logistics concept envisioned for the system (e.g., Contractor Logistics Support (CLS), Performance Based Logistics (PBL) considerations, and organic support requirements) and AMSAA to capitalize on analysis conducted to evaluate Class IX spare parts weight, cube, and cost.  The following modeling, simulation, and analytical tools should be employed to evaluate logistics impacts:   


· Logistical/Operational Readiness Impacts of Maintainability and Reliability (LORIMRR) to assess maintainer assets, Administrative and Logistics Delay Times (ALDT), and reliability estimates based on operational usage rates 


· Stochastic simulation (e.g., ARENA) to evaluate the impact of system reliability and availability on production throughput, maintenance demands, operational tempo, and/or logistics footprint constraints


· Analytical software tools (e.g., Excel, Mathcad, or Mathematica) to evaluate maintainer workload


· AMSAA models such as Optimum Stock Requirements Analysis Program (OSRAP) and SESAME Life Cycle Costs (SESLCC) to estimate weight, cube, and costs for anticipated Class IX parts.


The results of the logistics impact analysis may require an adjustment to the proposed RAM requirements metrics or highlight the need for another RAM metric to fully address the proponent’s operational demands.   Once again, applying these simulation and analytical tools may lead to multiple sets of acceptable results.  Sensitivity analyses should be incorporated into the overall analysis to fully comprehend the impacts that RAM requirements may have on full spectrum logistics considerations.  Sensitivity analysis should provide the threshold that produces the optimal level necessary to meet operational mission requirements, logistics footprint considerations, maintenance constraints, and/or other operational factors.


d.  Proposed RAM Requirements.  The completion of the Supportability Analyses coupled with the Mission Assessment should provide a set of proposed RAM requirements that meet mission needs, address logistics constraints, and satisfy operational demands.  These requirements must be expressed in operational terms to align with other requirements stated in Capabilities Documents.  Examples of operationally focused RAM requirements include, but are not limited to, the following:


· K of N systems must remain operational throughout a mission pulse


· 90% probability that K of N systems operate failure free over a mission pulse


· 90% probability that the system completes a mission pulse successfully without requiring maintenance support


· System will have a 90% Average Operational Availability (Ao) for a 72 hour mission pulse and all subsequent mission pulses for up to 90 days


· Systems within a Combined Arms Battalion (CAB) will have a Pulse Availability that does not breach a 90% minimum threshold level during a mission pulse


· The Brigade organic maintenance assets must support all scheduled and unscheduled maintenance requirements for the system 


· Crew must perform 80% of all unscheduled maintenance using on-board tools


· System will have a Field and Sustainment Maintenance Ratio not to exceed 0.1 Maintenance Man-Hours/Operating Hour


· System must not exceed a MaxTTR of 30 minutes for all crew repairs.


e.  Feasibility.  In order to address the full spectrum of key logistics requirements, RAM requirements development must be accomplished in concert with analyses conducted by the proponent, Program Manager (PM), AMSAA, ATEC, TRAC, RAND, and/or CASCOM.  It is imperative that inter-agency collaboration be exploited during the development process in order to establish a more defendable set of RAM requirements.  This collaboration will help address the feasibility of the proposed requirements with respect to technology, risk, cost, schedule, and test and evaluation considerations.  The PM, CASCOM, TRAC, RAND, and AMSAA will be able to help assess what level of reliability and maintainability technology can support.  The PM and AMSAA can address the risk involved in achieving the proposed RAM requirements given the program’s anticipated funding and schedule constraints.  ATEC can provide risks associated with testing the requirements based on test schedules, estimated test costs, and available test assets.


This collaborative assessment is crucial since it will determine if the proposed RAM requirements are technically achievable given program cost and schedule constraints.  If the proposed requirements are deemed “unachievable” then it may be necessary to review the mission assessment, OMS/MP, and/or the proposed force design to determine mitigation measures.  The RAM and Logistics Burden analyses will also require refinement to evaluate impacts of the proposed mitigation measures.  The result will be a new set of RAM requirements that meet mission needs, address logistics constraints, satisfy operational demands, and are technically achievable.
 


f.  Final RAM Requirements.  The Supportability Analyses coupled with the Feasibility Assessment will culminate in optimal RAM requirements that meet combat mission requirements, logistics constraints, and/or operational demands.  The resultant RAM requirements must be expressed in operational terms that support other operational requirements stated in the Capabilities Document.  Annex C provides an example of RAM requirements developed under this process.



4.  The RAM Requirements Development Process produces operationally focused RAM requirements with supporting rationale that will be included in the appropriate Capabilities Documents.  Ultimately, this process, through a holistic consideration of all the operational requirements and variables, will help the TRADOC RAM Engineer determine the optimal RAM requirements that directly correlate to the logistics force structure and align with the concept of operations for the proposed system.  


Annex A


Modeling, Simulation, and Analysis Tools


1.  Arena.  Arena is a stochastic modeling software used to analyzing complex, medium to large-scale projects involving highly sensitive changes related to supply chain, manufacturing, processes, logistics, distribution, warehousing, and service systems.  Arena supports weibel, exponential, beta, erlang, continuous, discrete, gamma, johnson, lognormal, normal, poisson, triangular, and uniform distributions.  The following website provides additional modeling specifics and an information request form for Arena:  www.arenasimulation.com/

POCs are Mr. Jeff Higgins, Lee Field office or Mr. Paul Hornback, Knox Field Office


Email addresses:  jeff.higgins@us.army.mil or paul.hornback@knox.army.mil

Phone:  Mr. Higgins, Comm 804-734-0493 or DSN 687-0493



 Mr. Hornback, Comm 502-624-3648 or DSN 464-3648


2.  Joint Conflict and Tactical Simulation (JCATS).  JCATS is a multi-sided, interactive, entity-level conflict simulation utilized by government organizations (military and site security organizations, for example) as a tool for training, analysis, planning and mission rehearsal. The simulation is primarily focused at command and control or unit synchronization issues. It offers an excellent opportunity for exercising tactics, techniques and procedures for units of almost any type.  JCATS simulates realistic operations in urban and rural environments through use of detailed buildings, natural terrain features and road models.   The following website provides additional modeling specifics and an information request form for JCATS:  www.benning.army.mil/SimCntr/JCATS.htm

POC is MAJ Everett Johnson, Soldier Battle Lab Ft Benning, GA 


Email addresses:  JohnsonE2@benning.army.mil

Phone:  Comm 706-545-5903 or DSN 835-5903


3.  Janus.  Janus is an interactive model that accurately models friendly and enemy combat forces down to weapon systems level. Janus accounts for night and weather conditions and can include output for after action reviews. Warfighters have used it to train for and analyze conventional and low intensity conflicts. The following website provides additional modeling specifics and an information request form for JCATS:  www.trac.army.mil

POC is Mr. Chad Mullis, TRAC-WSMR 


Email addresses:  chad.mulis@us.army.mil


Phone:  Comm 505-678-4115 or DSN 258-4115


4.  Combined Arms and Support Task Force Evaluation Model (CASTFOREM). CASTFOREM is used to evaluate weapon systems and unit tactics, brigade and below. It simulates intense battle conditions at battalion and brigade level. It models a range of operations to include: Ammunition Resupply; Aviation, Close Combat; Combat Service Support; C3, Countermobility; Logistics, Engineering; Mine Warfare; Fire Support; Intelligence & Electronic Warfare; Mobility; Survivability; and Air Defense.  The following website provides additional modeling specifics and an information request form for CASTFOREM:  www.trac.army.mil 


POC is Mr. Tom Loncarich, TRAC-WSMR 


Email address:  loncarit@trac.wsmr.army.mil


Phone:  Comm 505-678-2538 or DSN 258-2538


5.  Logistical/Operational Readiness Impacts of Maintainability and Reliability (LORIMRR).  LORIMRR is an analytical methodology that integrates logistical and readiness considerations with system reliability and maintainability (RAM) requirements.  It provides a method for assessing the impacts of RAM on maintenance force structure and system operational readiness for units consisting of a single system.  


POC is Mr. Gary Pryor, Leonard Wood Field office or Mr. Al Lara, Bliss Field Office.

Email addresses:  gary.pryor@us.army.mil or al.lara@us.army.mil

Phone:  Mr. Pryor, Comm 573-329-8711



Mr. Lara, Comm 915-568-2161, DSN 978-2161


6.  Mathcad.  Mathcad is an industry standard for applying mathematics and incorporates features allowing the user to calculate, graph, and communicate technical ideas. Mathcad incorporates technology allowing the user to work with mathematical expressions using standard math notation - but with the added ability to recalculate, view, present, and publish with ease, even to the Web.


POC is Mr. Terry DeWitt


Email address:  terry.dewitt@knox.army.mil,


Phone:  Comm 502-624-8132 or DSN 464-8132.


7.  Mathematica.  Mathematica seamlessly integrates a numeric and symbolic computational engine, graphics system, programming language, documentation system, and advanced connectivity to other applications.  Allows the user to handle complex symbolic calculations that often involve hundreds of thousands or millions of terms; Load, analyze, and visualize data; solve equations, differential equations, and minimization problems numerically or symbolically; and conduct numerical modeling and simulations ranging from simple control systems to complex biological systems.


POC is Dr. Michael Cushing, AMSAA


Email address:  cushing@amsaa.army.mil 


Phone:  Comm 410-278-4739 or DSN 298-4739.


8.  Optimum Stock Requirements Analysis Program (OSRAP).  OSRAP is a computer model used to calculate stock levels required to meet a performance objective.  It is used to determine multi-echelon stock lists that meet an optimum “cost” solution while meeting desired performance goals.  “Cost” can refer to least weight, volume, or dollar amount.  The performance can be either operational availability (Ao) at the retail level or supply availability at the wholesale level.  Operational availability is the fraction of deployed end items that can complete their intended mission.  Supply availability is the fraction of requisitions that are filled from stock on hand.  The model was developed by AMSAA and was intended to be only used for Class IX war reserve computations.  After expanding the model to incorporate Classes of Supply I, II, IIIP, IIIB, and IV, other applications for the model have developed. 


POC is Vicki Evering, AMSAA


Email address:  charlotte.evering@us.army.mil 


Phone:  Comm 410-278-4980 or DSN 298-4980


9.  Vector In Commander (VIC).  VIC is the Army's principal Corps-level simulation. While traditionally developed to study Army issues, VIC represents a variety of joint operations. The VIC model is a variable resolution, two-sided, deterministic, discrete event simulation. It portrays non-linear warfare in a combined arms environment representing land and air forces at the U.S. Army Corps level with a commensurate enemy force in a mid-intensity battle.  The following website provides additional modeling specifics and an information request form for VIC:  www.trac.army.mil 


POCs are Mr. Mike Hannon, TRAC-LVN or Mr. Rick Cunningham, TRAC-LVN 


Email addresses:  Michael.J.Hannon@us.army.mil or Rick.cunningham@us.army.mil

Phones:  Mr. Mike Hannon, Comm 913-684-9255 or DSN 552-9255 


               Mr. Rick Cunningham, Comm 913-684-9230 or DSN 552-9230


Annex B


Points of Contact - Futures Center 


Reliability, Availability and Maintainability (RAM) Engineering Division


		Location

		Name

		Position

		Email Address

		Phone Number



		Futures Center


Fort Monroe, VA

		Michael Menard

		Deputy Chief

		michael.d.menard@us.army.mil



		DSN 680-3602


Comm 757-788-3602



		Fort Knox Field Office

		Terry DeWitt

		Senior Regional Engineer

		terry.dewitt@knox.army.mil 

		DSN 464-8132


Comm 502-624-8132



		Fort Bliss Field Office

		Al Lara

		Senior Regional Engineer 

		Alfredo.Lara@emh10.bliss.army.mil

		DSN 978-2161


Comm 915-568-2161



		Fort Knox Field Office

		Paul Hornback

		RAM Engineer

		paul.hornback@knox.army.mil 

		DSN 464-3648


Comm 502-624-3648



		Fort Benning Field Office

		Jess Gilmer

		RAM Engineer

		jess.gilmer@us.army.mil

		DSN 835-7865


Comm 706-545-7865



		Fort Benning Field Office

		Austin Hardin

		RAM Engineer

		austin.hardin@us.army.mil

		DSN 835-9080


Comm 706-545-9080



		Fort Eustis Field Office

		Michael Menard

		RAM Engineer

		michael.d.menard@us.army.mil



		DSN 826-4752


Comm 757-878-4752



		Fort Lee Field Office

		Jeff Higgins

		RAM Engineer

		jeff.higgins@us.army.mil

		DSN 687-0493


Comm 804-734-0493



		Fort Lee Field Office

		David Henkel

		RAM Engineer

		david.henkel@us.army.mil



		DSN 687-0484


Comm 804-734-0484



		Fort Rucker Field Office

		Billy Sandel

		RAM Engineer

		sandelb@rucker.army.mil 

		DSN 558-1414


Comm 334-255-1414



		Fort Bliss Field Office

		Tony De Anda

		RAM Engineer

		Antonio.DeAnda@emh10.bliss.army.mil

		DSN 978-0270 


Comm 915-568-0270



		Fort Gordon Field Office

		Gene Workman

		RAM Engineer

		gene.workman@us.army.mil 

		DSN 780-4250


Comm 706-791-4250



		Fort Huachuca Field Office

		Tom Morehouse 

		RAM Engineer

		tom.p.morehouse@us.army.mil



		DSN 821-0848 


Comm 520-533-0848



		Fort Leonard Wood Field Office

		Gary Pryor

		RAM Engineer

		gary.pryor@us.army.mil

		DSN 676-7345 


Comm 573-563-7345



		Fort Leonard Wood Field Office

		Larry Fincher

		RAM Engineer

		larry.fincher@us.army.mil

		DSN 676-8712


Comm 573-329-8712



		Fort Sill Office

		George Devine

		RAM Engineer

		devineg@sill.army.mil 

		DSN 639-5401 Comm 580-442-5401





Annex C


RAM Requirements Development Process - Example

Objective Crew-Served Weapon (OCSW) - Analysis Procedures

1.  Acquired and reviewed initial analyses/building blocks to become familiar with the proposed system.  This included:  Initial Capabilities Document (ICD), working draft Capability Development Document (CDD), information regarding Basis of Issue (BOI) and maintenance concept, System Supportability Strategy documentation (or Supportability Strategy documentation for functionally similar systems or subsystem, e.g., Objective Individual Combat Weapon (OICW), which provided pertinent information), OMS/MP, and other related documentation deemed necessary.


 


2.  Developed an Analysis Plan.  Coordinated with agencies involved in providing support so that they can determine our expectations of them and plan for requested support.  NOTE:  This coordination needs to be done as early as possible; the agencies providing support (e.g., AMSAA, CASCOM) require advanced notice and will not operate in crisis mode to meet abbreviated time line constraints.  Coordination with the following agencies was accomplished:


a.  DCD (combat developer) and TSM – to obtain User input.


b.  AMSAA, TRAC, and the Soldier Battle Lab, i.e., agencies having simulation capability – to provide modeling support.  NOTE:  Modeling support usually requires funding, which may make the desired modeling support unfeasible.


c.  AMSAA – to obtain a Repair Parts Weight/Cube Assessment.


d.  CASCOM – to acquire support in determining applicable maintainers.  NOTE:  This info may be available in a draft System Supportability Strategy.


e.  PM Office for the system – to obtain a technical feasibility analysis/assessment of the proposed RAM requirements; they were also the POC for the System Supportability Strategy.


f.  AEC – to obtain a testability assessment of the proposed requirements.


Lesson Learned --

Development of a Analysis Plan Outline (vice a detailed Plan) is highly recommended.  Putting together a Plan Outline will provide just enough direction and focus to decide which analysis events are necessary and which can be postponed or deleted, while also providing a summary of events that can be used to keep management personnel informed of the analysis approach and  progress.  


If necessary, a detailed Analysis Plan can be developed, however, a Plan of this type requires considerable forethought and time and there are often circumstances that will alter which supporting analyses are accomplished, how much support is provided, etc.  Complications such as this can make the effort of developing a detailed plan not worth the while.  On top of all this, requests to develop RAM requirements often provide too little time to accomplish both full planning and completion of all aspects of a detailed Analysis Plan. 


3.  Established, to the level necessary, failure definitions for the system.


 


4.  Coordinated with AMSAA for the Repair Parts Weight/Cube Assessment.  Items considered/needed in preparation for this assessment included the following.


a.  Determined the tactical TOE unit(s) for which the repair parts assessment was accomplished; it was also necessary to determine the system's BOI for input to the assessment.  NOTE:  The maintenance concept may determine whether or not a repair parts assessment is necessary.  For example, if the Supportability Strategy describes a system life cycle of Contractor Logistics Support using regional support centers for repair, there should be no repair parts required at the field level for Army maintenance support. 


b.  Before the assessment was formally executed, AMSAA required emerging reliability requirements (to avoid conducting an analysis based on assumptions, then re-conducting the analysis based on emerging requirements).


c.  Determination of the level of detail for the weight/cube analysis.  For example, a small, low density system may not require a full blown assessment; rather, an abbreviated SME type assessment by knowledgeable personnel from AMSAA, based on the logistical impact they perceive for the system being considered, may be sufficient.


5.  Performed Maintainer MOS Assessment.  Coordinated with CASCOM (e.g., DCD - Ordnance) and the applicable PM to determine the applicable field level maintainers (MOS) that will support the system.  Since the formal list of maintenance tasks, and thus the final determination of maintainer MOS(s)) are developed through the System Supportability Strategy, the MOSs CASCOM provided were an estimate.  Alternatively, this info could have been derived by examining predecessor/similar system information, i.e., examine information in the Army Manpower Requirements Criteria (MARC) Data Base (AMMDB) to determine which MOSs repaired/maintained the predecessor system.


6.  Conducted Mission Assessment.


a.  Examined use of combat modeling, specifically, CASTFOREM modeling performed by TRAC.  This assessment approach was not accomplished because of a backlog of pre-programmed work (at TRAC) and an identified lack of suitable gaming scenarios to simulate OCSW usage. 


b.  In lieu of combat modeling, convened an IPT to perform an operational assessment of  the minimum number of systems needed to complete the missions and operations described in the OMS/MP.  IPT members were the OMS/MP POC, combat developer project officer, and appropriate OCSW SMEs.


 


7.  Conducted Maintenance Personnel Availability Assessment.  Several detailed steps were necessary to complete this assessment.


a.  Identified representative TOE unit(s) to use as a basis for the maintenance personnel availability assessment (e.g., a BCT).


b.  Determined equipment in the TOE unit(s) displaced/replaced by the OCSW.


c.  Determined the annual direct production maintenance man-hours allocated for repair of displaced/replaced equipment for each applicable maintainer MOS that supports the displaced system. 


d.  Identify the total quantity of TOE maintainers (having MOSs appropriate to support the new system) in the representative TOE unit(s).


e.  Determine the annual direct production maintenance man-hours that each applicable maintainer MOS can provide.


f.  Determine the total maintenance burden (in direct production annual maintenance man-hours), by MOS, for the new system.  Comparison of these needed man-hour values with the available values determined in the previous steps will indicate the adequacy of the available maintenance personnel.  A negative value indicates that there is a man-hour deficit and a positive value represents a surplus.  A significant deficit can necessitate increasing the number of maintainers (usually not desirable); if this is the case, alternative maintenance concepts should be examined.


 


8.  Performed the RAM Subanalysis.  Here, again, several detailed steps were necessary.


a.  Conducted a probabilistic "K out of N" reliability evaluation of the mission assessment results determined in paragraph 6.  Emerging results from this set of calculations were provided to the PM office to ensure that the emerging values were within the realm of technical feasibility.


b.  Conducted an operational availability (Ao) evaluation to assess the impact of reliability on Ao.  Two cases were considered.


-  Case 1 - Impact of reliability on Ao evaluated during combat operations, i.e., over two 96-hour battle scenarios as described in the OMS/MP.


-  Case 2 - Impact of reliability on Ao evaluated on an annualized basis (included both combat operations and stand-down time to assess the average Ao.)


Multiple maintenance support concepts were evaluated for each case to assess the level of reliability needed to attain an Ao of .90 commensurate with category I combat units.  Computation of Ao was performed using the Logistical/Operational Readiness Impacts of Maintainability & Reliability Requirements (LORIMRR) analysis tool (developed by the TRADOC Futures Center RAM Engineering Branch).


c.  Coordinated with combat developer POC(s) to select a “final” reliability requirement for the OCSW (weapon subsystem + target acquisition/fire control).  This selection was based on results from the "K out of N" reliability evaluation and the maintenance support impacts on Ao.  Verified (using LORIMRR) that the selected value would enable a .90 Ao to be attained.


d.  Determined maintainability requirements.
-  Maintenance ratio was calculated by dividing the total of all of the maintenance man-hour allocations for equipment items the OCSW replaces by the annual usage projected in the OMS/MP.
-  Since the OCSW is a subsystem on some of the FCS platforms, the FCS maximum time to repair requirement for operator level maintenance was also applicable as an OCSW requirement.


f.  Established durability requirement for OCSW ground mount assembly using data for the tripod assembly for current heavy machine guns the OCSW will replace/displace.


g.  Developed a maintenance ratio requirement for the OCSW ground mount assembly, based on the current tripod assembly.


h.  Conducted reliability analysis of both tactical and training munitions.  The probability of completing a 3-round burst was the driving factor in determining the individual round requirement.


 


9.  AMSAA's OCSW Repair Parts Weight/Cube Impact Assessment.  Provided the proposed reliability requirements, by subsystem, to AMSAA for use is conducting the Repair Parts Weight/Cube Impact Assessment.  


 


10.  OCSW RAM Requirements Feasibility Assessment.  Coordinated with the PM for a final assessment of reliability requirement technical feasibility and with the AEC Reliability Evaluator to assess requirement testability.





















�











� As defined in AR 25-1, 15 JUL 05, the JTA-A is a complete set of rules derived from the Joint Technical Architecture (JTA) that prescribe standards for Army information technology systems and enable interoperability among joint systems.  
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Part VI, G8 Affordability Requirements.pdf
Part VI. AROC Validation—Affordability Requirements

1. Army Specific Program Affordability Bequirements.

a. The Army sponsored CDDs and CPDs must contain a life cycle or total ownership
cost estimate, an affordability table, and the source of funding.

b. Life cycle or Total Ownership Costs must be expressed in threshold and
objective values and must include the base year and dollar-level (e.g., Thousands ($K),
Millions ($M)) used (figure 6-1).

($M, BY2007)
r Objective Threshold

$627 $700

Figure 6-1 Life Cycle or Total Ownership Costs

c. The affordability table will specify funding required by fiscal year over the Future
Years Defense Program/Plan (FYDP) for Research, Development, Test, & Evaluation
(RDT&E), Procurement, and Sustainment. Funding must be programmed in the most
recent POM and/or President’s Budget (PB) or identified during the POM process. This
will allow the DCS, G-8 the ability to make informed decisions on whether to move
funding for this program. DCS, G-3/5/7 may direct or suggest a source for the required
funding through reprioritization. The remaining unfunded amount will be showed as in
figure 6-2.

- [ APPN [ APE | FYXX | FYXX | FYXX [ FYXX | FYXX | FYXX

RDT&E cost
Funding

UFR
Procurement
cost

Funding
UFR
Sustainment
cost ]
Fund_mg__‘ |
UFR

Total UFR

Figure 6-2 Army Program Affordability Table
d. Source of funding. Examples of funding sources include:

(1) The source of funding for this program is OSD.
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(2) The source of funding for this program is the Joint Program Office.
(3) Funding for this program was transferred from the program,.

2. Roles and Responsibilities.

a. The document sponsor will coordinate with the appropriate DCS, G-8, Force
Development Division, to obtain the level of funding identified or programmed or the
possible source of funding.

b. DCS, G-8 is responsible for providing the level of funding identified or
programmed, and the source of funding to the document sponsor.

Part Vil. Joint Engagement

1. Joint Review of Army documents.

a. Following AROC validation, the Army Gatekeeper will submit all Army JCIDS
documents to the Joint Gatekeeper (JS/J8) with a JPD recommendation of JROC
nterest, Joint Integration, Joint Information or Independent.

b. If the JPD is determined to be Independent and the Functional Capabilities Board
(FCB) decides not to receive a briefing, J8 will return the document to the Army
Gatekeeper for approval and execution. For all other JPDs, J8 will staff the document
with the other Services and Defense Agencies for review and comment. Joint staffing of
documents with a JPD of JROC Interest will include a Phase 1 review (comments
approved by a 06 or higher) and, if necessary, a Phase 2 (comments approved by a
GO/FO). Joint staffing of documents with a JPD of Joint Integration will include a Phase
1 review (comments approved by a 06 or higher) and, if necessary, a Phase 2,
(comments approved by a GO/FO).

c. Joint Certifications from J2 and J6 will also be necessary for JPDs of JROC
Interest and Joint Integration. Following completion of each review phase or stage, the
Army Gatekeeper will forward comments to the document proponent for adjudication.

Proponents must return adjudicated comments within 30 calendar days (proponent may
request one 15 day extension.)

d. For documents with a JPD of JROC Interest, proponents will present the
document to the FCB, Joint Capabilities Board (JCB) and JROC for validation and
approval. Presentations will be IAW the JROC Administrative Guide. Documents with a

JPD of Joint Integration or Joint Information may require presentation to the FCB, if
requested. '

e. Once validated and approved, the JS Gatekeeper will return documents to the
Army Gatekeeper. The Army Gatekeeper will prepare and process the DCS, G-3/5/7
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Applying Resource Informed to Capabilities Developments.doc
    ATFC-RC

    21 May 08


Mr. A. M. Resnick


SUBJECT:    Applying Resource-informed to Capabilities Developments

As we think through what resource informed means to us, we've also had folks approach the problem this way.  If we know the funding "bogie", we can size what we want; but we don't, so we can't.


Well, OK, how do we get on with our needed business and apply the tenet of Resource-Informed?


Here's a very different way to tackle this entire resource challenge and stay faithful to our tenet.  Fundamentally, what are the two "knobs", if you will, that we have that can affect the cost of a program:  quantity; and quality.


· Quantity.  So what is this?  Here too, we have two aspects under our control:

·  Who gets it.  Fundamentally, this is what a Basis of Issue Plan is all about.  We have to ask ourselves, why does this element or Soldier really need whatever we’re developing?  If the answer has a sound operational foundation, OK – but it STILL behooves us, in these resource constrained times, to ask ourselves one more time if we really must have it in that element. 


· When they get it.  We are no longer buying items for the entire force over some span of time; rather the ARFORGEN, and its reset cycle dictates when a unit is available to receive them – so why do we continue to lay out big amorphous numbers, rather than unit sets?  What this really does is help all of us think through the trade-offs in a common way – operationally, in terms of brigades.  Finally, does every unit of a given ilk have to have this system or can we allow some to pass through a reset cycle – tough question, but one fundamentally that we must answer!


·  Quality. How do we use this knob to get on with things?    The key here is to throttle our appetite.  Well, as we describe the system that will solve all of our woes (the CDD), to apply the resource-informed tenet, we must then use an incremental approach – OK, how?  For the capability void that we are working to develop the materiel solution (remember a capability is the ability of unit to accomplish a mission or task to a given standard under a set of conditions – and it is NOT a synonym for a system), we have to take the set of attributes and ask ourselves (with our acquisition cohorts assistance), what is the minimal essential set of these that are affordable and achievable in 3 to 5 years – this set then becomes the first increment; and we make our best stab at what should be in successive increments (again, based on operational essentiality, affordability, and achievability – and realizing that things get fuzzy as move further out in time).  By the way, this same logic is the essence of the Strategic Framework charts that we must provide as part of our CDD and CPD packages.


· Other Considerations.


· Training.  With not fielding to the entire Army, the traditional training considerations do become more complex.  If ARFORGEN available organizations get a new system, while the rest of the force is at some earlier variant, we must ensure both pre-deployment training and the ability of the training base to maintain proficiency in both – so we don’t have partial proficiency or separate enclaves of proficiency.


· Technology Insertions.  The fundamental problem we have today, is that we write specifications, rather than operationally based attributes in our requirements documents -- so every time, there is an update to something, we're on the paper "treadmill".  If, however, we define the attributes operationally and new technology comes along, perhaps the only action is to provide a change to the CDD/CPD that includes the additional functions or attributes that can now be accomplished.  Additionally, there is an Engineering Change Proposal that is done by the acquisition community and we explicitly approve. 


· Testing.  There are several key points that can bring testing along.  First, as we undertake the development of a CDD in earnest, we need to be involving analysts (TRAC and/or CoE's analytic capacity) to get at marginal changes in force benefits due to specific values of key attributes – and is an ideal opportunity to get ATEC into the game; this small group of analysts and testers should cross walk the attributes to the analysts’ Measures of Effectiveness and Measures of Performance to what ATEC will eventually needed.  Second, if any real experimentation (and not merely demonstrations) with prototypes is done, we should actively involve ATEC, who can and do use this work, if done right (again, not just a show) as "constructive credit" for testing.  Third, as we continue into refinements in the way we develop capabilities, more and more use of models and simulations are coming into play; the key is to get ATEC actively involved.  Finally, even with all of that, we have to stay actively engaged.


If we apply these controls, we can then start making in-roads into this basic dilemma.  Additionally, as we continue to mature CNA, it will provide for us those gaps that are real priorities, applying the Principle of Mass from Clausewitz.
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Key Interface Profile (KIPs) Declaration Table (dated 29 June 2007)


* Please note that only Transport Family of KIPs (TV-1s) are approved by ISOP and posted on the DISRonline.  The Application Enterprise Service and Computing Infrastructure Family of KIPs are for information purpose only and forthcoming.

		Key Interface


Family/Name

		VER

		Applicable


(Yes or


No)

		DISR Status


(Emerging or Mandated)

		Implementation


Phase


(Objective or


Threshold)

		Consumer


or Provider

		Implementation


Issues/KIP Options



		Transport


Family

		

		

		

		

		

		



		UHF-Band SATCOM

		

		

		

		

		

		



		C-Band SATCOM

		

		

		

		

		

		



		X-Band SATCOM

		

		

		

		

		

		



		Ku-Band SATCOM

		

		

		

		

		

		



		Ka-Band SATCOM

		

		

		

		

		

		



		EHF/AEHF  Band SATCOM

		

		

		

		

		

		



		Global Broadcast System

		

		

		

		

		

		



		DISN IP Router Network Layer (Table H-6 of DISN Upgrade KIP)

		

		

		

		

		

		



		DISN IP Router Optional

Network Interface Feature (Table H-7 of DISN Upgrade KIP)

		

		

		

		

		

		



		DISN IP Router Physical and Data Link Layers (Table H-5 of DISN Upgrade KIP)

		

		

		

		

		

		



		DISN Multi-Service Provisioning Platform (MSPP) (Table H-4 of DISN Upgrade KIP)

		

		

		

		

		

		



		DISN Optical Digital Cross-Connect (ODXC) (Table H-3 of DISN Upgrade KIP)

		

		

		

		

		

		



		DISN Optical Transport Services (OTS) (Table H-2 DISN Upgrade KIP)

		

		

		

		

		

		



		GPS Space Segment to Ground Interface (Table I-1 of GPS KIP)

		

		

		

		

		

		



		GPS Ground Segment to DISN Interface (Table I-2 of GPS KIP)

		

		

		

		

		

		



		Joint Tactical Information Distribution System 

		

		

		

		

		

		



		CENTRIXS

		

		

		

		

		

		



		Integrated Broadcast System

		

		

		

		

		

		



		Application


Enterprise


Services 


Family

		

		

		

		

		

		



		Service


Security

		

		

		

		

		

		



		Service


Discovery

		

		

		

		

		

		



		Content


Discovery

		

		

		

		

		

		



		Messaging

		

		

		

		

		

		



		Content 


Staging

		

		

		

		

		

		



		Web Services

		

		

		

		

		

		



		Computing


Infrastructure


Family

		TBD
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SV-6 

		

																		Systems Data Exchange Matrix (SV-6)

		Identifier				Data Description												Producer						Consumer				Nature of Transaction						Performance Attributes								Information Assurance														Security

		System Interface Name and Identifier		System Data Exchange Name and Identifier		Data Element Name and Identifier		Content		Format Type		Media Type		Accuracy		Units of Measurement		Data Standard		Sending System Name and Identifier		Sending System Function and Identifier		Receiving System Name and Identifier		Receiving Function Name and Identifier		Transaction Type		Transaction Event		Criticality		Periodicity		Timeliness		Throughput		Size		Access Control		Availability		Confidentiality		Dissemination Control		Integrity		Non-Repudiation Producer		Non-Repudiation Consumer		Protection (Type, Name, Duration, Data)		Classification		Classification Caveat		Releasability		Security Standard
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DEPARTMENT OF THE ARMY
HEADQUARTERS UNITED STATES ARMY TRAINING AND DOCTRINE COMMAND
ARMY CAPABILITIES INTEGRATION CENTER
33 INGALLS ROAD
FORT MONROE, VIRGINIA 23651-1067

REPLY TO
ATTENTION OF

MEMORANDUM FOR SEE DISTRIBUTION

SUBJECT: ARCIC Policy Letter 12, Operational Architecture
Development Environment

1. References.

a. HQDA, General Orders No. 4, Redesignation of the United
States Army Training and Doctrine Command Futures Center as the
Army Capabilities Integration Center, 10 February 2006.

b. TRADOC Regulation 10-5, Organization and Functions, U.S.
Army Training and Doctrine Command, 22 December 2005,

c. TRADOC Regulation 10-5-2, Organization and Functions,
Futures Center, 20 January 2006.

d. Draft, U.S. Army Training and Doctrine Command
Architecture Management Program (TAMP), 30 August 2006.

2. This policy letter supersedes memorandum, ARCIC, ATFC-A,
3 August 2007, subject as above.

3. This memorandum prescribes the approved environment for
developing, validating, and storing architecture products within
the U.S. Army Training and Doctrine Command (TRADOC). The
Commanding General (CG), TRADOC, is the Army’s Executive
Architect responsible for Operational Architecture. The TRADOC
Army Capabilities Integration Center (ARCIC), Architecture
Integration and Management Directorate is the CG’s authorized
agent for architecture policy and management. Operational
Architecture will be developed, integrated, validated and
maintained in accordance with the Army Operational Architecture
Process and Procedures, formally known as the TAMP, reference 1d.





ATFC-A
SUBJECT: ARCIC Policy Letter 12, Operational Architecture
Development Environment

4. The Capability Architecture Development and Integration
Environment (CADIE) is TRADOC’'g source of authoritative
architecture data and the sole environment for the development of
TRADOC architecture data and products, and Army components of
Joint and Coalition architectures. Training is available for
authorized users of CADIE as well as access to approved
architecture tool licenses.

7. Point of contact for CADIE: Mr. Warren Clark, ARCIC, Data
Management Division, DSN 680-5853/757-788-5853, FAX 680-4749,
warren.clark@us.army.mil; and for architecture training: Dr.
Eileen Eudy, ARCIC, Plans, Programg, and Policy Division, DSN
680-4723/757-788-4723, FAX 680-4749, eileen.eudy@us.army.mil.

Jdm

MICHAEL A. VANE

Lieutenant General, U.S. Army

Director, Army Capabilities
Integration Center

DISTRIBUTION:

COMMANDING GENERAL, U.S. ARMY MEDICAL DEPARTMENT CENTER AND
SCHOOL, 2250 STANLEY ROAD, SUITE 301, FORT SAM HOUSTON, TX
78234-6100

COMMANDER, U.S. ARMY AVIATION CENTER AND FORT RUCKER, 453
SOUTH NOVOSEL STREET, FORT RUCKER, AL 36362-5105

COMMANDER, U.S. ARMY MANEUVER SUPPORT CENTER AND FORT
LEONARD WOOD (ATZT-CD), 320 MANSCEN LOOP, SUITE 316, FORT
LEONARD WOOD, MO 65473-8929

COMMANDER, U.S5. ARMY COMBINED ARMS CENTER AND FORT
LEAVENWORTH (ATZL-TP), 415 SHERMAN AVENUE, UNIT 5, FORT
LEAVENWORTH, KS 66027-2326

COMMANDER, U.S. ARMY COMBINED ARMS SUPPORT COMMAND
(ATCL-C/0/Q/T/SPR), 3901 A AVENUE, SUITE 250, FORT LEE,
VA 23801-1809

(CONT)
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DISTRIBUTION: (CONT)

COMMANDER, U.S. ARMY FORCE MANAGEMENT SUPPORT AGENCY (MOFI-
FMR-D), 415 SHERMAN AVENUE, FORT LEAVENWORTH, KS
66027-5200

COMMANDER, U.S. ARMY ARMOR CENTER AND FORT KNOX (ATZK-FD),
FORT KNOX, KY 40121-5000

COMMANDER, U.S. ARMY INTELLIGENCE CENTER AND FORT HUACHUCA
(ATZS-FDC), 1903 HATFIELD STREET, FORT HUACHUCZA, AZ
86513-7029

COMMANDER, U.S. ARMY JOHN F. KENNEDY SPECIAL WARFARE AND
SCHOOL, FORT BRAGG, NC 28307-5200

COMMANDANT, U.S. ARMY CHAPLAIN CENTER AND SCHOOL, 10100 LEE
ROAD, FORT JACKSON, SC 29207-7090

COMMANDANT, U.S. ARMY INFANTRY SCHOOL, 6751 CONSTITUTION
LOOP, SUITE 624, FORT BENNING, GA 31905-2607

COMMANDANT, U.S. ARMY SIGNAL SCHOOL (ATZH-CD), 506
CHAMBERLAIN AVENUE, FORT GORDON, GA 30905-5735

COMMANDANT, U.S. ARMY FIELD ARTILLERY CENTER AND FORT SILL
(ATCR-C), BUILDING 455, ROOM 100, FORT SILL, OK
73503-7971

COMMANDANT, U.S. ARMY AIR DEFENSE ARTILLERY SCHOOL, 2
SHERIDAN ROAD, FORT BLISS, TX 79916-3800

COMMANDANT, U.S. ARMY ENGINEER SCHOOL (ATSE-CD-FDS), 320
ENGINEER LOOP, SUITE 160, FORT LEONARD WOOD, MO
65473-8929

COMMANDANT, THE U.S. JUDGE ADVOCATE GENERAL’'S SCHOOL, 600
MASSTIE ROAD, CHARLOTTESVILLE, VA 22903-1781

COMMANDANT, U.S. ARMY FINANCE SCHOOL (ATSG-FSP-A), 10000
HAMPTON PARKWAY, FORT JACKSON, SC 29207-7025

COMMANDANT, U.S. ADJUTANT GENERAL SCHOOL (ATSG-AGP-A),
10000 HAMPTON PARKWAY, FORT JACKSON, SC 29207-7025

DIRECTOR, ARMY CAPABILITIES INTEGRATION CENTER (ATFC-A,
ATFC-D, ATFC-R), 33 INGALLS ROAD, FORT MONROE, VA 23651-1067

DEPUTY CHIEF OF STAFF, G-2 (ATIN-ZA), U. S. ARMY TRAINING AND
DOCTRINE COMMAND, 33 INGALLS ROAD, FORT MONROE, VA 23651-1067

DEPUTY CHIEF OF STAFF, G-3/5/7 (ATTG-ZA), U.S. ARMY TRAINING AND
DOCTRINE COMMAND, 5 FENWICK ROAD, FORT MONROE, VA 23651-1067
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