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For the past 8 years, the Navy has been working on transforming the acquisition practices of the Navy and Marine Corps toward Open Systems Architectures to open up our business, gain competitive advantage, improve warfighter performance, speed innovation to the fleet and deliver superior capability to the warfighter within a shrinking budget[footnoteRef:1]. [1:  Naval OSA Strategy, 23 November 2012] 

Why should Industry care?  They should care because we in Government want the best Industry has to offer. Industry is in the business of pushing technology to greater and greater capabilities through innovation.  Examples of  innovations are on full display at this conference, such as exploring the impact of difficult environmental conditions on technical performance.  Industry is creating the tools which will continue to give the Navy and Marine Corps important tactical advantages over our adversaries.
The Navy’s OA/OSA teams are changing the way the Naval acquisition community does business, so whether it’s a big company,  medium-sized company, or a small company, they will have the opportunity to bring the newest innovations to our attention, and we will have the opportunity to include them in the development and improvement of our warfighting systems[footnoteRef:2].  In doing so, we are leveling the acquisition playing field. [2:  Open Systems Architecture Contract Guidebook for Program Managers, December 2011] 

Here’s what Industry needs to know about what we’re doing:
Naval acquisition is at a crossroads.  The urgency to act is intense, driven by unstable budgets, world financial pressures, political unrest, and an aging fleet.  We must deliver materiel to the warfighter more efficiently, with higher quality and lower cost.  Naval leadership has chosen a new path, evolving our processes to open business models and the practices of Open systems Architecture (OSA).
The old path was driven by budget processes tied to specific ship classes, aircraft type and other specific platforms.  Each of these platforms was developed independently, and most of the systems on the mission systems or payloads were designed and developed for those platforms[footnoteRef:3]. [3:  Competition and the DoD Marketplace, N. Guertin and B. Womble, May 2012] 

We are asking ourselves if that is the way we should continue to spend our money. Using the older mode of acquisition, we built the most powerful Navy and Marine Corps on the planet. We can no longer afford tightly integrated payload systems that are closely coupled to a singular delivery platform.  Budget constraints are tightening, with no sign of relief.  If the Naval Enterprise continues to design and support systems that only function on one platform, and funding continues to shrink, acquisition will necessarily deliver less to the fleet – 3 ships instead of 4, 12 airplanes instead of 24.  There will be fewer upgrades to systems, fewer new capabilities, and slower to response to new types of threats.  That will mean less ability to be deployed throughout the world and less flexibility to respond effectively to a crisis when and where it occurs.
Equally important is the problem of time-to-field.  Today’s warfighters cannot afford to wait 15 or more years while a whole new class of ship or airplane is designed and built to address an emerging threat.  Warfighters need an acquisition process that delivers new and improved capability to their hands at the platform as quickly as possible.  The acquisition strategy must become more responsive and more flexible.
Open Systems Architecture is a set of business and technical practices which are designed to yield a modular, loosely coupled, yet highly cohesive technical system structure that runs on an open business model.  The goals of these practices include establishing access to innovation, robust competition,  delivering new capabilities, and giving our warfighters a winning advantage in the field.  Through the adoption of OSA, the Naval Enterprise has been working to transform the acquisition practices of the Navy and Marine Corps to broade business choices, gain competitive advantage, speed innovation to the fleet, and deliver superior capability to the warfighter in spite of the shrinking budget.
OPEN SYSTEMS ARCHITECTURE – THE PAST
The concepts of Open System Architecture have been derived by studying successes of the past in order to design a strategy for the future.
In the mid-1980s, the Walker spy ring was convicted of passing classified codes to the USSR.  This enabled the Soviets to read a great deal of secret information showed given the US Navy, and in particular our submarines, had technological and tactical superiority in the Cold War.  As a result, by the mid-1990s, the Russians were able to make their submarines quieter, and therefore harder to detect with our sonar.  We were at risk of their knowing where we were, before we knew where they were.  To address this vulnerability, the submarine sonar program office was charged with quickly improving our ability to detect Russian subs.
The traditional way to address this problem was for the Navy to develop a list of requirements for improved sonar capability.  Industry (large military contractors), academic laboratories, and Navy research facilities were given those specifications.  They would proceed to build exactly what was called for, from the ground up.  The results were computers, hardware, software, operating systems, and all the tools for building, operating, and repairing them, which were unique to the military.  They were also very expensive and were expected to last a long time before needing to be replaced with something more modern.
For decades, technology created by and for the military had been the leading edge and would eventually find its way into the consumer world.  One example would be the microwave oven, which was invented for NASA.  Another example would be the internet, which was originally designed for governmental communications.  But in the mid-1990s, computer technologies were becoming commodities.  The meteoric rise of computing power in personal computers was outpacing military computers in terms of speed and capacity.  Government engineers and managers noted the availability of substantial computing capability in the commercial marketplace at consumer prices.  
The costs of military research and development were rising.  At the same time, a budget crisis had eliminated funds for acquisition and support of military programs.  The sonar program office decided to try a new method of building software on hardware that was not mil-spec (military specification) related.  They referred to the hardware as COTS (Commercial Off-the-Shelf).
The use of COTS hardware may seem obvious now, but at the time, it was a radical idea.  Anything on a submarine has to able to withstand extreme vibrations from underwater explosions.  The solution was to mount the computers in shock-resistant cabinets.  The Navy bought commercially available computers, at prices much lower than it would cost to develop and build unique computers.  The military and contractor engineers were able to focus on developing the software which restored the US submarines’ tactical advantage in detecting Russian submarines.[footnoteRef:4] [4:  A-RCI, the Right Way to Submarine Superiority, N. Guertin and R. Miller, March 1998] 

One company had won the contract for developing sonar hardware and software, but the sonar program office decided to initiate additional competition for developing and integrating software for improved capability.  With many business, government, and academic laboratories submitting their best ideas, the program office was able to sponsor multiple demonstrations in order to choose the most effective solution.
This program challenged a lot of the rules on how to purchase more capable technology for military use.  The previous business model used custom-built hardware that would last in the field for decades and had military-unique software upgrades every five or ten years.  The COTS-based business model has evolved into a rhythmic process for submarines of inserting improved hardware technology one year (TI or Technical Insertions in even years), followed by installing next-generation software on the proven hardware the next year (APB or Advance Process Builds in odd years), followed by a hardware upgrade, followed by a software upgrade, etc.
The extraordinary success of the submarine sonar program, in providing much greater capability to the fleet at a fraction of the previous cost, inspired Navy acquisitions personnel to try to extend those strategies to other programs.  They called their new business model “Open Architecture”, now called “Open Systems Architecture” (OSA).  OSA is about opening up the Navy’s business environment to promote competition across a broad set of military capabilities.
The principles of OSA include modularity, commonality, and open competition.  Modularity means separating a portion of a system from the rest of the system, so that it can be supported, modified, added to, removed, or tested by someone other than its developer.  Commonality means that a modular part for a radar system on a destroyer, for example, could also be used in the radar system on an aircraft carrier.  Open competition requires that the interfaces between components, or between components and the base system, be defined and disclosed so that competitors can develop alternatives which can easily be integrated into the system’s design.  In addition to submarines, OSA is being actively pursued by other Navy platforms, such as littoral combat ships, aircraft, carriers, and destroyers.
The submarine sonar program separated hardware from software and introduced a new level of competition for the software part of its system.  Open Systems Architecture is about breaking large systems (e.g., weapons control, navigation, radar) on any Navy platform (e.g., submarines, ships, aircraft) into modules.  It has been proven that increased competition, including small, medium, and large businesses, results in better prices and increased innovation, so there is now a concerted effort to identify the parts of a system which might become a module which can be competed.[footnoteRef:5] [5:  Acoustic Rapid COTS Insertion: A Case Study in Spiral Development, M. Boudreau, October 2006] 

Under the Open Architecture banner, in 2004, the Navy established an Open Architecture Enterprise Team (OAET), with representatives from many acquisition domains across the Navy Enterprise.  They have supported the development of an Open Architecture Assessment Tool for Program Managers and an Open Architecture website sponsored by the Defense Acquisition University (DAU)[footnoteRef:6].  The Navy Contract Guidebook for Program Managers has evolved into the Department of Defense Contract Guidebook for Program Mangers, a Data Rights brochure, and several DAU courses on the importance of intellectual property for reducing development costs[footnoteRef:7].  Several Communities of Interest and a website sponsored by the Assistant Secretary of the Navy, Research, Development, Testing & Evaluation (ASN RDT&E) provide opportunities for government and Industry personnel to share ideas in pursuit of improved capabilities. [6:  https://acc.dau.mil/oa]  [7:  https://acc.dau.mil/osaguidebook] 

OPEN SYSTEMS ARCHITECTURE - THE PRESENT
Open Systems Architecture is not only a Naval concept; it is endorsed for the entire Defense Department through Secretary Kendall’s Better Buying Power 2.0 directive.  The Better Buying Power website provides this definition:
An open architecture is a technical architecture that adopts open standards supporting a modular, loosely coupled and highly cohesive system structure that includes publishing of key interfaces within the system and full design disclosure.  A key enabler for open architecture is the adoption of an open business model which requires doing business in a transparent way that leverages the collaborative innovation of numerous participants across the enterprise, permitting shared risk, maximized asset reuse and reduced total ownership costs.  The combination of open architecture and an open business model permits the acquisition of Open Systems Architectures that yield modular, interoperable systems allowing components to be added, modified, replaced, removed and/or supported by different vendors throughout the life cycle in order to drive opportunities for enhanced competition and innovation.[footnoteRef:8] [8:  http://bbp.dau.mil] 

The Government’s ability to obtain suitable technical data and computer software deliverables, along with rights sufficient for competitive use of that data and software is often critical to this effort.  The laws applicable to DoD provide a spectrum of possible data rights licenses allowing more or less competitive use with less or more administrative burden to the Government in the handling and protection of the technical data or software.  For example, the standard Defense Federal Acquisition Regulation Suplement (DFARS) Government Purpose Rights (GPR) may often provide an optimal level of rights, allowing competitive use by the Government for Government purposes, while affording a level of exclusive rights for the vendor to non-Government commercial sales.
Data and design artifacts related to the interfaces between modules are particularly important.  One way of measuring the “openness” of a system is how readily a system component can be replaced with one developed by a different vendor, with no loss in overall system effectiveness.
OSA is composed of five fundamental principles:
1. Modular designs based on standards, with loose coupling and high cohesion, that allow for independent acquisition of system components;
2. Enterprise investment strategies, based on collaboration and trust, that maximize reuse of proven system designs and ensure we spend the least to get the best;
3. Aggressively transform our life-cycle sustainment strategies for software intensive systems through proven technology insertion and product upgrade techniques;
4. Dramatically lower development risk through transparency of system designs, continuous design disclosure, and Government, academia, and industry peer reviews;
5. Strategic use of data rights to ensure a level competitive playing field and access to alternative solutions and sources, across the life cycle.
Achievement of these five principles requires an affirmative answer to a fundamental question:
Can one or more qualified third parties add, modify, replace, remove, or provide support for a component of a system, based on open standards and published interfaces for the components of that system?
In order to successfully permit competitive opportunities for a third party to do those things, certain business and technical elements must be integrated as foundational elements in a Government acquisition program.  We are in the process of helping program offices incorporate these practices in the way they do business going forward.
The business practices are:
a) Seek data deliverables and rights in technical data and computer software sufficient for competition throughout the life cycle as an objective;
b) Continuously compete throughout the life cycle;
c) Increase capability to the warfighter on a faster development timeline;
d) Reduce life cycle costs;
e) Share risks with other programs;
f) Minimize duplication for technology development investments, shared life cycle costs; and
g) Collaborate through peer reviews.
The technical practices are:
a) Modularize architectures with open standards and published interfaces;
b) Separate hardware and software through middleware;
c) Maximize reuse of assets to limit unique development;
d) Require full design disclosure (a continuum of data a software deliverables ranging from Form, Fit, and Function data to detailed manufacturing and process data or source code); and
e) Limit use of well-defined proprietary solutions.
Several years ago, the Navy and Marine Corps adopted Naval Open Architecture as a way to reduce the rising cost of Naval warfare systems and platforms while continuing to increase capability delivery on shortened demand timelines.  It is a confluence of business and technical practices yielding modular, interoperable systems that adhere to open standards with published interfaces.
The Department of Defense has provided specific guidance related to delivering better value to the taxpayer and warfighter by improving the way the Department does business.  One of the five main themes is promotion of real competition across the entire DoD Enterprise.  A critical element for enabling competition is the use of acquisition and contracting language that addresses the business and technical principles that comprise and will lead to an Open Systems Architecture (OSA) and minimize vendor locked situations to maximize acquisition choice and flexibility.
OSA facilitates greater collaboration within and across different Military Departments (Army, Navy, Air Force), Acquisition Domains and warfare communities through the use of an open business model.  Individual Departments, Acquisition Domains, and PEOs may opt to pursue common architectures or capabilities across platforms.
OSA also allows for incorporating more commercial or commercial-off-the-shelf (COTS) technology in warfare systems and enabling reuse of software and related assets.  More importantly, OSA increases competition among system developers through the use of open standards and standard, published interfaces.  OSA principles are also supportive of and consistent with using Open Source Software (OSS) in systems.  It is important to understand that use of OSS does not, by itself, constitute compliance with OSA.
The goal of maximizing program flexibility to enable competition and programmatic course change must be balanced against providing the contractor enough incentive to agree to the contract.  Short duration tasks and small deliverable quantities provide Government programs with the flexibility to shift to other providers to obtain better performance, introduce different products and technologies, or when otherwise deemed in the best interest of the Government.  It is in the best interests of the Government to hold competitions and bring fresh, new talent to the table.  But the Government is also required to minimize risk of negative consequences, so we encourage “risk-prudent competition.”
Historically, the DoD and Military Departments have not effectively and consistently acquired, exercised, or enforced the intellectual property rights (IPR) procured by the Government or identified by contractors in their proposals, in part by not including effective Contract Data Requirements Lists (CDRLs) and Data Item Descriptions (DIDs) in contracts.  The Statement of Work (SOW) establishes the product/system development expectations; the CDRL orders the delivery of the data according to the SOW, and the DID describes the format and content of the data ordered by the CDRL as articulated in the FAR and DFARS.  It is incumbent upon the Government to review each deliverable and report unjustified nonconforming, or other inappropriate marking on delivered data to ensure taking full advantage of the Government’s rights.
OPEN SYSTEMS ARCHITECTURE – THE FUTURE
The name of the game is “commonality and interoperability.”  The potential advantages of commonality are easy to imagine, but hard achieving in today’s acquisition structure.  For example, many platforms have a radar system.  While there may be a unique requirement which the system needs to deliver on Platform A versus Platform B, many of the components of that system could be the same.  In this example, the system on Platform A has sensors that are unique to the physics of the craft, while the sensors on Platform B have different characteristics. However, the processing and displays in between the sensor and the operator may have many common elements.  If those program offices pooled their resources, they could jointly develop the system components and focus the rest of their budget on rapidly integrating technical innovations and on justifiably unique platform requirements.  Improved capabilities could be fielded quickly and often, since interoperability would be in the initial design rather than an afterthought.
Cost savings would occur at many stages of the product life cycle.  Common data models would support reuse of software and could eliminate redundant software development.  Obsolescence would be remedied by frequent competition for upgrades.  Maintaining a supply of spare parts would be simpler.  Elements of support would be more common, including streamlined configuration control across the entire Navy rather than platform by platform.  Training for both operators and maintainers would be common across platforms, reducing the number of hours required for schools and reducing the number and complexity of simulators.
This commonality and interoperability will only be possible if acquisition contracts require reusable modular design and published interfaces, so there can be competition for components throughout the life cycle.  This is a long-term business strategy for Government, which requires the participation of multiple vendors, skilled integrators, and a new attitude about how to get the best value for the warfighter and the taxpayer.
The Open Systems Architecture Strategy being led by the Assistant Secretary of the Navy for Research, Development, Technology and Engineering (ASN RDT&E) is a four-year plan to put the tools and support into the hands of the Naval acquisition community to change how the Naval Enterprise does business.  This is not change for the sake of change.  It is a change in contracting to enable the sharing of system components across all Naval platforms, wherever the system’s capabilities are needed.  To continue the legacy processes of big contracts for system development and support, which are vendor-locked for decades, is to stay on an untenable and potentially destructive course of action.  A new business environment of competition for many small, medium and large vendors, enabled by commonality and interoperability of systems and their components, will ensure the ability to field affordable military capabilities that meet the challenges that our warfighters will face in the future.
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