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Operational Safety, Suitability, and Effectiveness (OSS&E) Baseline Document (OBD)
Instructions
An effective Operational Safety, Suitability, and Effectiveness (OSS&E) baseline is (1) a complete set of requirements, including certification, statutory, and regulatory requirements; (2) descriptive configuration information, characteristics, and limitations of product(s) satisfying requirements; (3) hardware and/or software product(s) that satisfies the requirements; and (4) identifies the support needed to ensure product(s) continue to meet the requirements throughout its life cycle.
The OSS&E baseline shall be documented in a formal OSS&E Baseline Document (OBD).
Office of Primary Responsibility (OPR):  The Program/Project Manager (PM) is ultimately responsible for the preparation of the OBD, but it should be developed in coordination with the Chief Engineer/Lead Engineer (CE/LE) and the Functional Sponsor.  (NOTE:  Due to the fact that most standard Defense Business Systems (DBSs) are typically used within multiple commands, “Using Command” was replaced with Functional Sponsor).  The PM, CE/LE, and the Functional Sponsor shall all be signatories on the OBD.
OBDs shall be prepared for each DBS, regardless of Acquisition Category (ACAT).  The initial OBD for a new system following the 5000 Framework shall be prepared during the Production and Deployment Phase of the first release.  The initial OBD for a new system following the  Sustainment Framework shall be prepared during the Build and Test Phase of the first release.  Subsequent OBDs shall be prepared annually.


Operational Safety, Suitability, and Effectiveness (OSS&E) Baseline Document (OBD)
1. Program Title:  [Insert Program Name]
2. OBD Revision Number & Effective Date:  [Insert OBD Revision and Effective Date]
3. Program Element Code (PEC):  [Insert PEC]
4. Acquisition Category:  [Insert ACAT]
5. Mission Assurance Category (MAC):  [Insert MAC]
6. System Identification:  [Insert the Data System Designator (DSD) (if applicable) and a brief description of the system]
7. Configuration Description:  [Insert the current version # and implementation date of the operational system; consider referencing the location of the current Version Description Document (VDD)]
8. Source Documents for Current Operational Requirements:  [Inserting reference links to the location of appropriate requirements documentation maintained by the program.  This may include (but is not limited to) the Concept of Operations (ConOps), Initial Capabilities Document (ICD), Capability Development Document (CDD), Capability Production Document (CPD), Requirements Specifications, System and Sub-System Specification (SSS), and General Requirements Specification (GRS).  Ensure version numbers and dates for each documented are included.]
	Examples:
	Document Title & Version Number
	Location
	Date

	Concept of Operations (ConOps)
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Initial Capabilities Document (ICD)
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Capability Development Document (CDD)
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Other program and system documentation
	[Identify the physical location of the documents.]
	DD/MMM/YYYY


9. System and Allocated Requirements and Requirements Traceability:  [Insert reference links to any documentation that describes the Allocated Baseline (ABL) (e.g., Configuration Control Directives (CDDs)) and links to the current Requirements Traceability Matrix (RTM) for the current operational version.  You may also reference specific tools used to manage the RTM (e.g., Rational Requisite Pro, HP Quality Center, etc.)  Ensure version numbers and dates for each documented are included.]
	Examples:
	Document Title & Version Number
	Location
	Date

	Configuration Control Directive (CCD)
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Requirements Traceability Matrix (RTM)
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Other program and system documentation
	[Identify the physical location of the documents.]
	DD/MMM/YYYY


10. Suitability: 
1. [Identify or reference significant suitability information relevant to the program including (but not limited to) availability (uptime), compatibility, interoperability, reliability, and maintainability of the system.  If specific requirements (with objective and threshold values) are defined for the program, you may list them here in a table or reference the location of the document that contains the requirements.]
Examples:
	Requirement
	Objective
	Threshold

	Availability (System Uptime)
	XX.XX%
	XX.XX%

	Reliability (Critical Failure)  
	XXX hours mean-time between critical failures
	XXX hours mean-time between critical failures 

	Maintainability (Preventative Maintenance Downtime)
	XX hours downtime per week/month for preventative maintenance
	XX hours downtime per week/month for preventative maintenance

	Field Assistance Service (FAS) shall provide interactive user support 24 hours a day, 7 days a week for all users
	Address customer problems within XX hours, XX% of the time
	Address customer problems within XX hours, XX% of the time










b.	Sources of Maintenance and Repair:
	Examples:
	Contract Name
	Prime Contractor
	Contract Number
	Period of Performance
	Contract Type
	Function

	Program “X” Sustainment
	TBD
	TBD
	Insert Dates
	
FFP
	Maintenance, Sustainment, and Development

	Program “X” Development
	TBD
	TBD
	Insert Dates
	T&M
	Maintenance, Sustainment, and Development


c. Availability of technical data required to support maintenance or repair:  [Identify where all critical/technical documentation required for lifecycle support of the system is maintained.  Documents include (but are not limited to) Version Description Documents (VDDs), ConOps, requirements documentation, design documentation, source code, test plans and scripts, installation procedures, systems engineering plans, Life Cycle Management Plans (LCMPs), Information Support Plans (ISPs), architectural views/diagrams/products, Product Support Plans (PSPs), Users Manuals (UMs), etc.  Ensure version numbers and dates for each documented are included.]
	Examples:
	Document Title & Version Number
	Location
	Date

	Technical Document “A”
	[Identify the physical location of the document.]
	DD/MMM/YYYY

	Other program and system documentation
	[Identify the physical location of the documents.]
	DD/MMM/YYYY


11. Effectiveness:  [Identify the intended Key Performance Parameters (KPAs), Key System Attributes (KSAs), and key limitations of the system.  You may list them here in a table or reference the location of the document that contains the appropriate parameters, attributes, or limitations.  Also use this section to identify any threats against which the system is effective or ineffective.]
Examples:
	Requirement
	Objective
	Threshold

	System Response Time
	System responds to user input in less than XX seconds XX% of the time
	System responds to user input in less than XX seconds XX% of the time

	Concurrent User Load
	The system shall allow for XXX concurrent users without degraded response times
	The system shall allow for XXX concurrent users without degraded response times


12. Certifications:  [Identify all certifications applicable to the system.  Examples include Title 40, Clinger-Cohen Act Certification; Authority to Operate (ATO); National Defense Authorization Act (NDAA) Certification; etc.  You may list them here in a table or reference the location of the document that contains the appropriate parameters, attributes, or limitations.]
	Examples:
	Certification
	Date Certified
	Date Expires

	Title 40, Clinger-Cohen Act Certification
	DD/MMM/YYYY
	DD/MMM/YYYY

	Authority to Operate (ATO)
	DD/MMM/YYYY
	DD/MMM/YYYY

	Interoperability and Sustainability Certification
	DD/MMM/YYYY
	DD/MMM/YYYY

	Business Enterprise Architecture (BEA) Compliance
	DD/MMM/YYYY
	DD/MMM/YYYY

	National Defense Authorization Act (NDAA) Certification
	DD/MMM/YYYY
	DD/MMM/YYYY



13. Quality Assurance (QA):  [Identify how standards for systems engineering activities are employed and evaluated.  For DBS, this activity may involve evaluation against an organization's standards and processes; Air Force Systems Engineering Assessment Model (AF SEAM) assessments; procedures for documenting and tracking non-compliance issues to closure; documents that the assessors are required to produce; and the method and frequency of providing assessment feedback.]
14. Limitations, Deviations, Waivers, or Variances:  [List or describe any limitations, deviations, waivers, or variances for the system.  Examples can include process mandates, hosting environment limitations and interdependencies, compliance waivers, etc.]



___________________________________				_______________
[Insert PM Signature Block]						[Date]



___________________________________				_______________
[Insert CE/LE Signature Block]					[Date]



___________________________________				_______________
[Insert Functional Sponsor Signature Block]				[Date]
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