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1. Scope

Note:  In this template there are references to certain ISP documents using the abbreviations AV, OV, SV and StdV for All Viewpoint, Operational Viewpoint, Systems Viewpoint and Standards Viewpoint.  Details on these documents and the concepts guiding their creation can be found in the Department of Defense Architecture Framework (DoDAF), v2.x.  If your project is required to generate ISP documents, the information in several parts of this SRS corresponds to those documents.  In any case, if a corresponding ISP document exists, you can reference that document instead of re-creating the information in the SRS.

1.1. Identification 

This paragraph shall contain a full identification of the system to which this document applies, including, as applicable, identification numbers, titles, abbreviations, version numbers, and release numbers.  This section shall also include a list of all external and internal standards and policy constraints that apply to the system architecture. (StdV-1)  This section needs to include all the StdV-1 references from the Concept of Operations Template.

(NOTE:  For the sake of brevity, “system” can mean the high-level system, the Configuration Items (CI), and the interfaces that comprise the system.  When the situation dictates, the document developer shall differentiate within the text (by paragraph headings and numbering) between system, CI, and interface as applicable.  Additionally, some sections of this document may be provided by the customer or user.

1.2. Document security

This paragraph shall describe any security or privacy considerations associated with the use of this document.

2. Configuration item requirements

This section shall be divided into the following paragraphs to specify CI requirements, that is, those characteristics of the CI that are conditions for its acceptance.  CI requirements are software requirements generated to satisfy the system requirements allocated to the CI.  Each requirement shall be assigned a project-unique identifier to support testing and traceability and shall be stated in such a way that an objective test can be defined for it.  Each requirement shall be annotated with associated qualification methods and traceability to system requirements, if not provided in those sections.  The degree of detail to be provided shall be guided by the following rule:  include those characteristics of the CI that are conditions for CI acceptance; defer to design descriptions those characteristics that the acquirer is willing to leave up to the developer.

2.1. Required states and modes

If the CI is required to operate in more than one state or mode having requirements distinct from other states or modes, this paragraph shall identify each state and mode.  Examples of states and modes include: idle, ready, active, post-use analysis, training, degraded, emergency, back up, wartime, peacetime.  The distinction between states and modes is arbitrary.  A CI may be described in terms of states only, modes only, states within modes, modes within states, or any other scheme that is useful.  If no states or modes are required, this paragraph shall so state, without the need to create artificial distinctions.  If states or modes are required, each requirement or group of requirements in this specification shall be correlated to the states and modes.  The correlation may be indicated by a table or other method in this paragraph, in an appendix referenced from this paragraph, or by annotation of the requirements in the paragraphs where they appear.

2.2. Capability requirements

This section shall specify the requirements, that is, those characteristics of the CI that are conditions for its acceptance.  A "capability" is defined as a group of related requirements.

2.2.1. CI capability

This paragraph shall identify a required CI capability and shall itemize the requirements associated with the capability.  If the capability can be more clearly specified by dividing it into constituent capabilities, the constituent capabilities shall be specified in subparagraphs.  The requirements shall specify required behavior of the CI and shall include applicable parameters, such as response times, throughput times, other timing constraints, sequencing, accuracy, capacities (how much or how many), priorities, continuous operation requirements, and allowable deviations based on operating conditions.  The requirements shall include, as applicable, required behavior under unexpected, not allowed, or "out of bounds" conditions, requirements for error handling, and any provisions to be incorporated into the CI to provide continuity of operations in the event of emergencies.

2.3. Interface requirements

Refer to the Interface Requirements Agreement for external and internal interface requirements, as applicable.  Denote the requirements that are being satisfied by the CI.

2.4. Adaptation requirements

This paragraph shall specify the requirements, if any, concerning installation-dependent data that the CI is required to provide (such as site-dependent latitude and longitude or site-dependent state tax codes) and operational parameters that the CI is required to use that may vary according to operational needs (such as parameters indicating operation-dependent targeting constants or data recording).

2.5. Security and privacy requirements

This paragraph shall specify the CI requirements, if any, concerned with maintaining security and privacy.  The requirements shall include, as applicable, the security and privacy environment in which the CI must operate, the type and degree of security or privacy to be provided, the security and privacy risks the CI must withstand, required safeguards to reduce those risks, the security and privacy policy that must be met, the security and privacy accountability the CI must provide, and the criteria that must be met for security and privacy certification or accreditation.

2.6. CI environment requirements

This paragraph shall specify the requirements, if any, regarding the environment in which the CI must operate.  Examples include the computer hardware and operating system on which the CI must run.  (Additional requirements concerning computer resources are given in the next paragraph). 

2.7. Computer resource requirements

This paragraph shall be divided into the following subparagraphs. 

2.7.1. Computer hardware requirements

This paragraph shall specify the requirements, if any, regarding computer hardware that must be used by the CI.  The requirements shall include, as applicable, number of each type of equipment, type, size, capacity, and other required characteristics of processors, memory, input and output devices, auxiliary storage, communications and network equipment, and other required equipment.

2.7.2. Computer hardware resource utilization requirements

This paragraph shall specify the requirements, if any, on the CI's computer hardware resource utilization, such as maximum allowable use of processor capacity, memory capacity, input and output device capacity, auxiliary storage device capacity, and communications and network equipment capacity.  The requirements (stated, for example, as percentages of the capacity of each computer hardware resource) shall include the conditions, if any, under which the resource utilization is to be measured.

2.7.3. Computer software requirements

This paragraph shall specify the requirements, if any, regarding computer software that must be used by, or incorporated into, the CI.  Examples include operating systems, database management systems, communications and network software, utility software, input and equipment simulators, test software, and manufacturing software.  The correct nomenclature, version, and documentation references of each such software item shall be provided.  

2.7.4. Computer communications requirements

This paragraph shall specify the additional requirements, if any, concerning the computer communica​tions that must be used by the CI.  Examples include geographic locations to be linked; configuration and network topology; transmission techniques; data transfer rates; gateways; required system use times; type and volume of data to be transmitted or received; time boundaries for transmission/reception/response; peak volumes of data; and diagnostic features.

2.8. Software quality factors

This paragraph shall specify the CI requirements, if any, concerned with system quality factors identified in the contract or derived from a higher-level specification.  Examples include quantitative requirements regarding CI functionality (the ability to perform all required functions), reliability (the ability to perform with correct, consistent results -- such as mean time between failure for equipment), maintainability (the ability to be easily serviced, repaired, or corrected), availability (the ability to be accessed and operated when needed), flexibility (the ability to be easily adapted to changing requirements), portability of software (the ability to be easily modified for a new environment), reusability (the ability to be used in multiple applications), testability (the ability to be easily and thoroughly tested), usability (the ability to be easily learned and used), and other attributes.

2.9. Design and construction constraints

This paragraph shall specify the requirements, if any, which constrain the design and construction of the CI.  These requirements may be specified by reference to appropriate commercial or military standards and specifications.  Examples include requirements concerning: use of a particular CI architecture or requirements on the architecture, such as required databases or other software units; use of standard, military, or existing components; or use of government/acquirer-furnished property (equipment, information, or software); use of particular design or construction standards, use of a particular data standard or use of a particular programming language; workmanship requirements and production techniques; flexibility and expandability that must be provided to support anticipated areas of growth or changes in technology, threat, or mission.

2.10. Personnel-related requirements

This paragraph shall specify the CI requirements, if any, included to accommodate the number, skill levels, duty cycles, training needs, or other information about the personnel who will use or support the CI.  Examples include requirements for the number of workstations to be provided and for built-in help and training features.  Also included shall be the human factors engineering requirements, if any, imposed on the CI.  These requirements shall include, as applicable, considerations for the capabilities and limitations of humans, foreseeable human errors under both normal and extreme conditions, and specific areas where the effects of human error would be particularly serious.  Examples include requirements for color and duration of error messages, physical placement of critical indicators or keys, and use of auditory signals.

2.11. Training-related requirements

This paragraph shall specify the CI requirements, if any, pertaining to training.  Examples include training software to be included in the CI.

2.12. Logistics-related requirements

This paragraph shall specify the CI requirements, if any, concerned with logistics considerations.  These considerations may include:  system maintenance, software support, system transportation modes, supply-system requirements, impact on existing facilities, and impact on existing equipment.

2.13. Other requirements

This paragraph shall specify additional CI requirements, if any, not covered in the previous paragraphs. 

3. Notes

4. Appendices

Appendices may be used to provide information published separately for convenience in document maintenance (e.g., charts, classified data).  As applicable, each appendix shall be referenced in the main body of the document where the data would normally have been provided.  Appendices may be bound as separate documents for ease in handling.  Appendices shall be lettered alphabetically (A, B, etc.). 
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