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Individual Component Validation (ICV) Procedure
Description: 

This procedure outlines the process for coding, peer reviewing, and conducting Individual Component Validation (ICV) of the software units.

Entry Criteria: 

Complete the following before beginning this procedure:

· Requirements Traceability Matrix (RTM)

· Design Document (DD)

· Database Specification (DS)

· Integrated Test Plan (ITP)
· Integrated Test Description (ITD)

· Test Scenarios, Test Cases, and Test Scripts
Procedure Steps: (These steps are not necessarily sequential.) 
1.   Lead Programmer:  Plan coding and testing activities.

Obtain training on coding and testing methodologies, techniques, and tools.  Identify coding tools to be used.  Identify and document any project coding standards.  Refer to the Performance Recommendations for an Automated Information Systems (AIS) for coding best practices for performance.  Review software designs and requirements documents, including the DD and DS.  Review any architectural initiatives.

2.   Project Manager:  Update risks.

Evaluate previously identified risks and identify any new risks.  Update risks in a risk and issue management tool as required.  Update the Security Risk Analysis.

3.   Lead Programmer:  Analyze reuse opportunities.  

Determine if source code requires classification or security protection.  Reuse available source code assets.  Reuse available test assets.

4.   Lead Programmer:  Code the software.

Develop source code for an application module.  Refer to any project programming or coding standards.  Review any architectural guidance for compliance of any changes to design.  Correct as necessary.  Contact the Engineering Function for assistance with architectural segmentation of the code.  Update the Software Development File (SDF).

5.   Lead Programmer:  Perform peer reviews.

Ensure that peer reviews of all source code are performed IAW the Peer Review Procedure and the Review Meeting Guide.

6.  Project Configuration Manager:  Control the source code.

The Project Configuration Manager will place each source and executable under configuration management as specified in the Configuration Management Plan.

7.   Programmer:  Perform Individual Component Verification (ICV).

The programmer responsible for an application module should test the software as prescribed in the ICV Test Scripts.  If possible, another member of the development team (other than those responsible for the module being tested) must test the application module IAW the ICV Test Scripts and sign off on them.  Document the results of ICV in the appropriate segment of the Integrated Test Report (ITR).
Exit Criteria:
The following are a result of completing this procedure:

· Updated risks in a risk and issue management tool
· Coded and tested application modules
· Updated SDF
· ITR inputs for ICV of the application modules
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