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Systems Infrastructure Procedure
Description: 

This procedure involves building and ensuring the hardware, system software, and telecommunications infrastructure that will support the Engineering and Manufacturing Development Phase and the Production and Deployment Stage.  Activities may include installation, testing, and coordination with other infrastructure service agencies such as Defense Information Systems Agency (DISA). 

This activity establishes the infrastructure for the development and independent test environments, not user sites.  
Entry Criteria: 
Complete the following before beginning this procedure:

· General Requirements Specification (GRS) or all of the following three: Software Requirements Specification (SRS), System Subsystem Specification (SSS), and Concept of Operations (ConOps)

· Design Document (DD)

· Software Development Plan (SDP)

· Draft Implementation Plan (IP)

Procedure Steps: (These steps are not necessarily sequential.) 
1.   Lead Programmer:  Review and secure support.
Review the Organization, DISA, and Communications Squadron responsibilities and secure their support as necessary.  DISA responsibilities normally include maintaining mainframes, associated operating system software, and long-haul communications.  Communications Squadron responsibilities normally include telecommunications infrastructures that extend beyond a single building.

2.   Lead Programmer:  Establish or augment the environment.

Establish the environment for both development and test, and install, build, or assemble:  
· Computers and peripheral hardware
· Mainframes

· (Mid-tiers

· (Personal computers (PCs)

· (Printers

· (FAX or modems

· Software

· Operating system software (e.g., MVS, UNIX, Windows XP)

· Application software

· Software development support (e.g., compilers, automated test tools, configuration management tools)

· Office automation and other support software (e.g., Microsoft Office, Web software, print drivers, virus protection, security, etc.)

· Test and product databases
· Communications

· Hardware (e.g., routers, hubs, fiber optics, coaxial cable)

· Software (e.g., Novell Netware, TCP/IP)

3.   Lead Programmer:  Validate infrastructure.  

Ensure all:

· Machines power up correctly
· Communication lines work
· Hosts are accessible from all applicable workstations
· Printers work properly and the appropriate print drivers are installed
· Necessary software is loaded
· Software works correctly
· Replacement parts and consumables are available  

· Available memory and disk space allow for growth
4.   Lead Programmer:  Revise Implementation Plan.  

Modify the Implementation Plan if lessons learned from building the development environment also apply to the production environment.  

5.   Lead Programmer:  Complete a Peer Review.
Complete a peer review of the modified Draft IP.

Exit Criteria: 
The following work products are a result of completing this procedure:

· Installed development or independent test platforms (hardware and system software)

· Telecommunications infrastructure

· Draft IP
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