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Critical Design Review Procedure
Description:
The Critical Design Review (CDR) is a technical review that is conducted to:

· Determine that the detailed design satisfies the performance and engineering requirements of the development specification

· Establish the detailed design compatibility among the Configuration Items and ensure hardware, human, and software final detail designs are complete
· Assess risk areas

· Review Life Cycle Sustainment Plan
The CDR involves a review of design documentation to ensure the designs documented in the Design Document (DD), Interface Requirements Agreements (IRAs), and Database Specification (DS) are consistent with the requirements. 
Product specifications for software (e.g., Software Design Documents) enable coding of a 

Computer Software Configuration Item which may consist of hardware and software elements. Additionally, consideration must be given to the integration of COTS products.  If the system is complex, the Program Manager may conduct a CDR for each subsystem or configuration item.  These individual reviews would lead to an overall system CDR.  The CDR should be addressed in the Systems Engineering Plan.

The CDR ensures that the program can proceed with the construction and configuration of the system and meet the performance requirements within cost, schedule and other system constraints.  
Entry Criteria:
Complete the following before beginning this procedure:

· Requirements Traceability Matrix (RTM) in a requirements management tool
· General Requirements Specification (GRS) or the following three equivalent documents: Concept of Operations (ConOps), System/Subsystem Specifications (SSS) and Software Requirements Specifications (SRS)
· Interface Requirements Agreements (IRAs)

· Design Document (DD)

· Database Specification (DS)

· Life Cycle Sustainment Plan

· Risks

· Cost and Schedule

· “To-Be” Department of Defense Architecture Framework (DoDAF) products (e.g., AV-1, OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2, SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6, SV-7, SvcV-7, SV-10a, SV-10b, SV-10c, SvcV-10a, SvcV-10b, SvcV-10c, DIV-3, StdV-1)
Procedure Steps:  (These steps may not be performed sequentially.)

1. Prepare for the Technical Review.

Prepare for the technical review using Plan the Technical Review Procedure.
2. Program Manager:  Initialize Critical Design Review.
The program manager assigns a team to participate in the critical design review and makes all of the project artifacts under configuration management available to the participants.  Team members should include but are not limited to the following roles: Customers, Program Manager, Enterprise Architect, Software Engineer, Lead and/or Chief Engineer, Lead Functional Analyst, Requirement Analyst, Lead Designer, System Security Manager/Information Assurance Manager, Test Director, Test Manager, Test & Evaluation (T&E) Evaluators, Developer, and others.  The program manager assigns relevant stakeholders and subject matter experts to review elements of the critical design. 
3. Chief or Lead Engineer:  Perform Critical Design Review.
Determine whether the hardware, human, and software critical designs are complete and whether the team is prepared to start construction (configurations for COTS product) and testing.  Determine whether the design trace to the requirements is satisfactory. Determine whether or not the subsystem requirements, critical design, plans for construction and testing form a satisfactory basis for proceeding into construction and testing.  Use the Critical Design Review Checklist.
For review guidance, refer to the Review Meeting Guide.

4. Project Configuration Manager:  Prepare and distribute minutes.
Prepare the CDR minutes and distribute them after approval by the Program Manager.  Track action items until closure.

5. Program Manager:  Prepare and Peer Review CDR report (5000.02 frameworks only).
If the program is following the 5000.02 framework, prepare the CDR report.  The report consists of an overall assessment of design maturity and a summary of the system-level CDR results which shall include, but not be limited to:
a. The names, organizations, and areas of expertise of independent subject matter expert participants and CDR chair;
b. A description of the product baseline for the system and the percentage of build-to packages completed for this baseline;
c. A summary of the issues and actions identified at the review together with their closure plans;
d. An assessment of risk by the participants against the exit criteria for the Engineering and Manufacturing Development Phase; and
e. Identification of those issues/risks that could result in a breach to the program baseline or substantively impact cost, schedule, or performance.
Distribute the CDR report to the CDR participants for Peer Review.  Refer to the Peer Review Procedure.
Exit Criteria:

The following are a result of completing this procedure:

· CDR report for projects using the 5000 Framework

· Final IRAs
· Final DD
· Final DS
· Updated GRS or the following three equivalent documents: ConOps, SSS and SRS
· Updated RTM
· Updated Risk Assessment

· Updated CARD for projects using the 5000 Framework
· Updated Schedule
· Updated “To-Be” DoDAF products (e.g., AV-1, OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2, SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6 SV-7, SvcV-7, SV-10a, SV-10b, SV-10c, SvcV-10a, SvcV-10b, SvcV-10c, DIV-3, StdV-1)
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