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1.  Capability Discussion.  Cite the applicable Initial Capabilities Document (ICD) and provide an overview of the capability gap in terms of mission area, relevant range of military operations, and the timeframe under consideration.  Describe the capability that the program delivers and how it relates to applicable Joint Operating Concepts (JOCs), Joint Functional Concepts (JFCs), Joint Integrating Concepts (JICs), and integrated architectures.  Discuss how the current increment contributes to the required capability.

2.  Analysis Summary.  Summarize the Analysis of Alternatives (AoA) or other support analysis conducted.  Include the alternatives, objective, the criteria, assumptions, recommendation and conclusion.  Attach a complete detailed documentation of the analysis conducted.

3.  Concept of Operations Summary.  Describe what mission areas this capability contributes to, what operational outcomes it provides, what affects it must produce to achieve those outcomes, how it compliments the integrated joint warfighting force and what enabling capabilities are required to achieve its desired operational outcomes.

4.  Threat Summary.  Summarize the projected threat environment and the specific threat capabilities to be countered.  Include the nature of the threat, threat tactics, and projected threat capabilities (both lethal and nonlethal) over time.  Programs designated as ACAT I/ID (or potential ACAT I/ID) must incorporate Defense Intelligence Agency (DIA)-validated threat references.  All other programs may use Service intelligence center approved products and data.  Summarize the organizational resources that provided threat support to capability development efforts.  Contact the DIA’s Defense Warning Office, Acquisition Support Division for assistance (DSN: 428-4521).

5.  Program Summary:  Provide a summary of the overall program strategy for reaching full capability and the relationship between the increment addressed by the current CDD and any other increments of the program.  The timing of delivery of each increment is important.  Carefully address the considerations (e.g., technologies to be developed, other systems in a Family of Systems (FoS) or System of Systems (SoS), inactivation of legacy systems) that are driving the incremental delivery plan.  For follow-on increments, discuss any updates to the program strategy to reflect lessons learned from previous increments, changes in Joint Operating Concepts (JOCs), Joint Functional Concepts (JFCs), Joint Integrating Concepts (JICs), or integrated architectures, or other pertinent information.  In addition, provide an update on the acquisition status of previous increments.

6.  System Capabilities Required for the Current Increment.

    a. Provide a description of each attribute, and list each attribute in a separate numbered subparagraph.  Include a supporting rationale for the capability and cite any analytic references.  When appropriate, the description should include any unique operating environments for the system.  Provide any additional information that the program manager should consider.

   b. Present each attribute in output-oriented, measurable and testable terms.  For each attribute, provide a threshold and an objective value.  The program manager will use this information to provide incentives for the developing contractor or to weigh capability tradeoffs between threshold and objective values.  Expressing capabilities in this manner enables the systems engineering process to develop an optimal product.  If the objective and the threshold values are the same, indicate this by including the state “Threshold – Objective”.

Table X.X.  Example Key Performance Parameter Table

	Key Performance Parameter
	Development Threshold
	Development Objective

	KPP 1
	Value
	Value

	KPP 2
	Value
	Value

	KPP 3
	Value
	Value


Table X.X. Additional Attributes

	Attribute
	Development Threshold
	Development Objective

	Attribute
	Value
	Value

	Attribute
	Value
	Value

	Attribute
	Value
	Value


b. Develop the CDD Net-Ready Key Performance Parameter (NR-KPP), in accordance with 

the procedures described in references h and j. from the integrated architecture or appropriate Capstone Requirements Document (CRD).

7.  Family of System and System of System Synchronization.  In Family of Systems (FoS)/System of Systems (SoS) solutions, the CDD sponsor is responsible for ensuring that related solutions, specified in other CDDs and Capability Production Documents (CPDs), remain compatible and that the development is synchronized.  These related solutions should tie to a common Initial Capabilities Document (ICD).  The CDD sponsor is also responsible for ensuring that the CDD accurately captures the desired capabilities described in applicable CRDs.

    a. Discuss the relationship of the system described in this CDD to other systems contributing to the capability.  Discuss any overarching Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel and Facilities (DOTMLPF) changes, which are required to make the FoS or SoS an effective military capability.

    b. Provide a table that briefly describes the contribution this CDD makes to the capabilities described in the applicable ICDs and the relationships to other CDDs and CPDs that also support these capabilities.  For these interfaces to be effective, it is essential the CDD sponsor review all related Joint Requirements Oversight Council (JROC) Interest and Joint Integration ICDs, CDDs and CPDs for applicability to the FoS or SoS addressed by this CDD.

Table X.X.  Supported ICDs and Related CDDs/CPDs

	Capability
	CDD Contribution
	Related CDDs
	Related CPDs

	ICD Capability Description #1
	Brief description of the contribution made by this CDD
	CDD Title
	CPD Title

	ICD Capability Description #2
	Brief description of the contribution made by this CDD
	CDD Title
	CPD Title


    c. Each CDD, in Appendix A, will include a crosswalk to the applicable Capstone Requirements Documents (CRDs).  The CDD does not need to specify an attribute as a Key Performance Parameter (KPP) simply because an applicable CRD specifies it as a KPP.  Rather, the CDD must show how the attributes specified in the CDD are responsive to applicable CRD standards and KPPs.  This includes showing how the attributes support the NR-KPP of the CRD in accordance with references h and j.

8.  Information Technology and National Security Systems (IT and NSS) Supportability.  For systems that receive or transmit information, provide a rough estimate of the expected bandwidth and quality of service requirements for support of the capability (on either a per-unit or an aggregate basis, as appropriate).  Distinguish the Information Technology (IT) and National Security System (NSS) support to be acquired as part of this program from IT and NSS support to be provided to the acquired system through other systems or programs.

9.  Intelligence Supportability.  For programs that produce, consume, process or handle intelligence data, address requirements for intelligence support as the basis for the intelligence certification.  Identify specifically all projected requirements for intelligence products, information or services (throughout all phases) to include required performance, descriptive or qualitative attributes.  Demonstrate that security considerations, such as classification levels and releasability requirements, have been addressed.  

10.  Electromagnetic Environmental Effects (E3) and Spectrum Supportability.  Describe the electromagnetic environment in which the system must operate and coexist with other US, allied, coalition, government and nongovernment systems.  Identify potential issues regarding E3 interference from threat emitters.  For systems that communicate via electromagnetic energy, spectrum certification is necessary to ensure adequate access to the electromagnetic spectrum.

11.  Assets Required to Achieve Initial Operational Capability (IOC).  Describe the types and initial quantities of assets required to attain IOC.  Identify the operational units (including other Services or government agencies, if appropriate) that will employ the capability, and define the initial asset quantities (including initial spares and training and support equipment, if appropriate) needed to achieve IOC. 

12.  Schedule and IOC/Full Operational Capability (FOC) Definitions.  Define what actions, when complete, will constitute attainment of IOC and FOC of the current increment.  Specify the target date for IOC attainment.

13.  Other Doctrine, Organization, Training, Materiel, Leadership and Education, Personnel and Facilities (DOTMLPF) Considerations.  Discuss any additional DOTMLPF implications associated with fielding the system that have not already been addressed in the CDD.  Highlight the status (timing and funding) of the other DOTMLPF considerations.  Describe, at an appropriate level of detail, the key logistics criteria, such as system reliability, maintainability, transportability and supportability that will help minimize the system’s logistics footprint, enhance mobility and reduce the total ownership cost.  Detail any basing needs (forward and main operating bases, institutional training base, and depot requirements).  Specify facility, shelter, supporting infrastructure, environmental quality compliance, safety and occupational health requirements and the associated costs and availability milestone schedule that support the capability.  Describe how the system will be moved either to or within the theater.  Identify any lift constraints.

14.  Other System Attributes.  As appropriate, address attributes that tend to be design, cost and risk drivers, including environmental quality, human systems integration (HSI), embedded instrumentation, electronic attach (EA), information protection standards/information assurance (IA), and wartime reserve mode (WARM) requirements.  In addition, address conventional and initial nuclear weapons effects; nuclear, biological, and chemical contamination (NBCC) survivability; natural environmental factors (such as climatic, terrain and oceanographic factors); and unplanned stimuli (such as fast cook-off, bullet impact, and sympathetic detonation).  Address safety issues regarding hazards of electromagnetic radiation to ordnance (HERO).  Define the expected mission capability (e.g., full, percent degraded) in the various environments.  Include applicable safety parameters, such as those related to system, nuclear, explosive and flight safety.  Identify physical and operational security needs.  When appropriate, identify the weather, oceanographic and astrogeophysical support needs throughout the program’s expected lifecycle.  Include data accuracy and forecast needs.  For intelligence, surveillance, and reconnaissance (ISR) platforms, address information protection standards.

15. Program Affordability.  The affordability determination is made as part of the cost assessment in the JCIDS analysis.  Cost will be included in the CDD as lifecycle cost or, if available, total ownership cost.  The cost will include all associated system DOTMLPF costs.  Inclusion of cost allows the sponsor to emphasize affordability in the proposed program.  In addition, the discussion on affordability should articulate the CDD sponsor funding level estimates for developing, producing, and sustaining the desired capability.  The cost figure should be stated in terms of a threshold and objective capability (not necessarily a Key Performance Parameter (KPP)) to provide flexibility for program evolution and cost as an independent variable (CAIV) tradeoff studies.  If cost is identified as a KPP, include it in the KPP summary table.  Cite applicable cost analyses conducted to date.

Mandatory Appendices

    Appendix A.  CRD Crosswalk.  Formatting instructions are provided in reference h.

    Appendix B.  Integrated Architecture Products.  Include the required Architecture Framework Products developed, whenever possible, from integrated architectures.  Formatting instructions are provided in reference 1. 

· Mandatory:

· AV-1, OV-2, OV-4, OV-5a, OV-5b, OV-6c
· SV-4, SV-5, SV-6, SvcV-6
· Draft IT Standards Profile generated by the DOD IT Standards Registry (DISR) online

· Initial Interconnectivity and Interoperability Capability (IIC) Profile (Interconnectivity Profile)

· Net Ready-Key Performance Parameter (NR-KPP) statement

· IA Statement of Compliance

· Key Interface Profile (KIP) Declaration (list of KIPs that apply to system)

Note:  Include only those architectural viewpoints not presented in the document.

Note:  The Joint Staff may waive the requirement for certain architecture viewpoints on a case-by-case basis based on the proposed Joint Potential Designator (JPD) and presence or absence of an NR-KPP.

Transition to the NR-KPP will be in accordance with the direction in JROCM 236-03 and reference h.

    Appendix C.  References

    Appendix D.  Acronym List.

    Other Appendices or Annexes.  As required to provide supporting information not included in the body o the CDD.
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