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Defining System Technical Requirements Procedure
Description: 
The paragraphs below contain detail on the systems engineering-related steps during the Technology Development Phase.  The purpose of these steps is to provide comprehensive, iterative processes to accomplish the following activities:
· Convert each required capability into a system performance specification

· Translate user-defined performance parameters into configured systems

· Integrate the technical inputs of the entire design team

· Manage interfaces

· Characterize and manage technical risk

· Transition technology from the technology base into program specific efforts

· Verify that designs meet operational needs
Entry Criteria: 
Complete the following before beginning this procedure:

· Initial Capabilities Document (ICD)

· Draft Capability Development Document (CDD)

· Test and Evaluation Strategy (T&E)

· Support and Maintenance Concepts and Technologies

· Analysis of Alternatives (AoA) 

· Systems Engineering Plan

· Technology Development Strategy (TDS)
· “To-Be” Department of Defense Architecture Framework (DoDAF) products 

· AV-1

· OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2
· SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6, SV-7, SvcV-7, StdV-1
Procedure Steps:  (These steps are not necessarily sequential.)

1. Lead Engineer:  Perform an Integrated Baseline Review.
Perform an Integrated Baseline Review (IBR) after each iteration in accordance with the guidance contained in the Integrated Baseline Review Procedure.  If Earned Value Management is not required for the program, this IBR may not be necessary.
2. Lead Functional Analyst (can be fulfilled by Requirements Analyst):  Interpret user needs; analyze operational capabilities and environmental constraints.
This step includes the aggregation of all inputs available at this stage of the program (listed under Entry Criteria above).  Additional analysis and definition may be required to ascertain all of the related constraints to apply to the effort.  Ensure all aspects of the required technology are adequately matured and managed as an integrated whole, and can support the user needs via the preferred concept.  This ensures overall expectations are well defined and that trade space and risk in each area are defined so that comprehensive analysis of a system performance specification has the best balance in meeting all of the needed capabilities within any constraints.  In addition to functional needs expressed by the user, document any known non-functional requirements.  The General Requirements Specification Template documents both functional and non-functional requirements.
3. Software Engineer:  Develop System Performance (and Constraints) Specifications and Enabling and Critical Technologies Verification Plan.

The Program Manager, with assistance from the Engineering Function (e.g., Software Engineer, Lead Engineer, etc), should perform further analysis and decomposition from capability level to system level of system performance.  Trace system design constraints to those capabilities and constraints already defined.  Decompose capabilities and environmental constraints to the system performance level.  Needs and constraints become better understood as a result of decomposition.  Analyze and assess trade space and risks against available technologies.  Identify enabling and critical technologies.  Explicitly define each technology performance capability and relate to capability needs.  
Use the General Requirements Specifications Template for documentation.
Verification planning should define the test requirements needed to evaluate the ability of enabling and critical technologies to meet system requirements.  This provides the basis for draft System Test Scripts.
4. Enterprise Architect (can be fulfilled by Requirements Analyst):  Develop Functional Definitions for Enabling and Critical Technologies and Associated Verification Plan.
This step requires further decomposition of system performance to the functional level.  Evaluate functional requirements against available technologies in order to define enabling and critical technologies.  Consider the inclusion of functionality and functional flow definition across the full system and to how this functionality relates to other interoperable systems (functional interfaces).  Analyze trade space and risks against desired functional performance.  
Use the General Requirements Specifications Template for documentation.
System functional verification planning should develop the test requirements to evaluate system functionality and the maturity of the enabling and critical technologies.  This provides the basis for Functional Test Scripts.
5. Enterprise Architect (can be fulfilled by Requirements Analyst):  Decompose Functional Definitions into Critical Component Definition and Technology Verification Plan.
Allocation of system functions into critical components of the system will provide the required functionality.  Must understand what functional performance is enabled by multiple systems, or system components operating as a functional entity.  Hardware elements, software elements, physical interfaces, functional interfaces, standards, existing and to-be-developed technology elements should all be considered and defined in the system specification.  Consider trades and risks and reflect any trades in higher level functional, system, capability definitions, and system specifications.  
Use the General Requirements Specifications Template for documentation.

System component verification planning should enable testing and validation of critical system components.  This provides the basis for Component Test Scripts.
6. Program Manager (can be fulfilled by Lead Functional Analyst):  Develop system concepts, i.e., enabling and critical technologies; update constraints and both cost and risk drivers.
At this point, all of the basic system design requirements should have been analyzed, defined, and reconciled with constraints.  The system components are synthesized and substantiated (e.g., through analyses, modeling and simulation, demonstrations, etc.) to allow verification of the components against requirements, and integration of the components into an overall system for further validation.  Key to this step is the development of system concepts that will demonstrate the viability of the overall system, indicate where enabling and critical technology maturation should occur, and validate that acceptable trade space and risk exists within the program constraints.  
Products such as prototypes, Commercial Off-the-Shelf Software (COTS), simulations, etc. are built here.
7. Lead Functional Analyst (can be fulfilled by Enterprise Architect):  Demonstrate Enabling/Critical Technology Components Versus Plan (Technology Verification Plan).

Evaluate the system enabling or critical technology components, using the system component verification planning developed as part of the functional allocation.  Assess the evaluation results against system component requirements and determine the impact on the overall system capabilities and constraints.  Critical to this step is the understanding of test results and how the system component functionality verifies or contradicts the desired capabilities, as well as the enabling or critical component technologies required and the level of achievable performance.  Trade-offs to system capability or additional system component development may be required within the program and system constraints and trade space available.  (Refer to paragraph 4 above.)
8. Lead Functional Analyst (can be fulfilled by Enterprise Architect):  Demonstrate System Functionality Versus Plan (Critical Technologies and Associated Verification Plan).
Evaluate the overall system functionality, utilizing the system functional verification plans developed as part of the functional analysis and decomposition.  Integrate and assess system components from a functional standpoint relative to desired capabilities.  Critical to this step is the understanding of how the enabling components work together as an integrated whole to enable functionality at the system level, and how the achieved functionality relates to the overall desired system capability.  Also important is an understanding of the enabling or critical technology maturity required to achieve critical functions.  Trade-offs of desired capability or further refinement of functionality may be required within program and system constraints, and available trade space.  (Refer to paragraph 3 above.) 
9. Enterprise Architect (can be fulfilled by Requirements Analyst):  Demonstrate or model the integrated system versus the performance specification (Critical Technologies Verification Plan).
Utilizing Engineering Development Models (EDMs), modeling and simulation, and the verification objectives previously defined in step 2 above, evaluate the overall integrated system against system performance objectives and constraints.  System components are integrated from both physical and functional perspectives across the full system domain (tactical, support, training, etc.).  Critical to this step is an understanding of: overall system capability versus need, level of achievable performance within the complete set of constraints, and the enabling or critical technologies requiring further development.  Trades at this level will include decisions as to acceptable technology risk versus desired system performance. (Refer to paragraph 2 above.)
10. Software Engineer:  Demonstrate and validate the system concepts and technology maturity versus defined user needs.
Create a System Performance Specification based upon the results of the verification of components, functionality, and system performance.  Trade-offs of achievable performance should be complete and captured in the Systems Specification.  Critical or enabling technologies should have demonstrated adequate maturity to achieve acceptable levels of risk. The System Performance Specification serves as the guiding technical requirement for the system development effort.
11. Lead Engineer:  Perform a System Requirements Review.
Perform a System Requirements Review (SRR) after each iteration to determine the progress in defining system technical requirements.  For guidance in conducting the SRR, refer to the System Requirements Review Procedure.
12. Lead Engineer:  Perform a Technology Readiness Assessment.
Per DoDI 5000.02, the Technology Readiness Assessment (TRA) is a regulatory information requirement for all acquisition programs.  It assesses the maturity of Critical Technology Elements.  It is conducted concurrently with other Technical Reviews, specifically the Alternative Systems Review, System Requirements Review, or the Production Readiness Review.  For guidance in conducting the TRA, refer to the Technology Readiness Assessment Procedure.
Exit Criteria:
The following are a result of completing this procedure:

· Updated IBR Minutes

· Updated GRS Template 
· Preliminary System Performance Specification
· Verification Plan for Systems Test Scripts

· System Functional Verification Plan for Functional Test Scripts

· System Component Verification Plan for Component Test Scripts

· Prototypes, COTS, simulations, etc.
· SRR Minutes
· TRA Minutes
· Updated “To-Be” DoDAF products 

· AV-1

· OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2
· SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6, SV-7, SvcV-7, StdV-1
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