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Definition of Terms 
The following terms are used within the BES Process Directory (BPD) and in the development of program schedules and have not been defined in the Defense Acquisition University (DAU) Glossary.  The purpose of this document is to ensure all parties involved in the BPD process use and understand the associated activities and products, and to ensure all parties involved in the scheduling process use and understand the same standardized terms for scheduling activities and products.  Any suggested changes to these terms should be submitted, using the Change Request option from the BPD web site.

Accreditation:  Formal declaration by a Designated Accrediting Authority (DAA) that an information system is approved to operate in a particular security mode using a prescribed set of safeguards at an acceptable level of risk. Source:  DoD 8510.1-M, July 31, 2000.

Acquirer:  An organization that procures products for itself or another organization.  
Acquisition Category (ACAT):  Categories established to facilitate decentralized decision making, and execution and compliance with statutorily imposed requirements. The categories determine the level of review, decision authority, and applicable procedures. 
Acquisition Corps:  A membership to prepare individuals for advancement to levels of greater responsibility and authority.
Acquisition Document Development and Management (ADDM): An Air Force application that assists with the preparation of documentation needed to successfully meet the next milestone. ADDM standardizes the process to meet the next milestone by providing a single point for access to document templates, guidance, references and instruction.
Acquisition Master List (AML):  The AML is the AF master list of all programs as defined in DoDI 5000.02 regardless of the acquisition phase.
Acquisition Professional Development Program: Promotes the development and sustainment of a professional acquisition workforce in the Air Force.

Action Item (AI):  A unit in a list that has been assigned to an individual or group for disposition or an action proposal that has been accepted.  Source:  CMM Key Practices – Appendix B Glossary.  

AFLCMC Process Directory (APD):  A collection of standard processes and process guides.  Standard processes are approved by the Standards & Process (S&P) Board and their use is mandatory; process guides are approved by process owners (normally functional directors) and, while not mandatory, should be used to ensure greater standardization across the Center.

Air Force Enterprise Network (AFEN):  The AFEN is a system that provides a set of value-added functions operating in a global context to provide processing, storage, and transport of information, human interaction, systems and network management, information dissemination management, and information assurance.  These functions must be fully integrated and interoperable with one another to achieve overall success across the AFEN.  As a result, the AFEN is an information environment comprised of interoperable computing and communications components.  The AFEN is part of the Global Information Grid (GIG).  Therefore, the AFEN is the interconnected, end-to-end set of information capabilities, associated processes, and personnel for collecting, processing, storing, disseminating, and managing information on demand to warfighters, policy makers, and support personnel. The AFEN includes all owned and leased communications and computing systems and services, network operating systems, data, security services, and other associated services necessary to achieve information superiority.  Source:  AFI 33-115v1, section 1.2.
Air Force Information Networks (AFIN):  The globally interconnected, end-to-end set of AF unique information capabilities, and associated processes for collecting, processing, storing, disseminating, and managing information on-demand to warfighters, policy makers, and support personnel, including owned and leased communications and computing systems and services, software (including applications), data, and security.

Air Force Policy Directive (AFPD): A directed policy by Air Force leadership to be followed and obeyed. 
Analysis:  An early phase of development, focused upon discovering the desired behavior of a system together with the roles and responsibilities of the central objects that carry out this behavior.  
Annual Program Office Cost Estimate (POE): An Annual Program Office Cost Estimate (POE) (also known as a Will-Cost estimate) is a documented point in time of the estimated total life cycle cost of the directed acquisition program.  Annual POEs should include all investment (development and production) and Operations and Support (O&S) costs; resources associated with all of the applicable work breakdown structure elements (reference MIL-STD 881C for the typical WBS elements); all indirect elements; costs displayed by program phase consistent with acquisition program phases defined in DoDI 5000.02; and a comprehensive risk/uncertainty analysis.  

Application Domain:  A bounded set of related systems (i.e., systems that address a particular type of problem).  Development and maintenance in an application domain usually requires special skills or resources.  Examples include payroll and personnel systems, command and control systems, compilers, and expert systems.

Source:  CMM Key Practices – Appendix B Glossary.

Approval Authority (AA):  The AA is an individual authorized to commit resources to satisfy a requirement.  An AA will be identified from each of the user and software support organizations for every validated requirement.  AAs jointly approve official delivery schedules, version or release content, and changes to requirements, cost, and schedule.  
As-Is Architecture:  Defines the current, existing, baseline operations, systems, or conditions.

Assessment:  See software process assessment.

Assurance:  A planned and systematic pattern of actions necessary to provide confidence that expected performance is achieved.  
Authorization to Connect (ATC):  The official AF-DAA approval for system connection to the AF-GIG.  The AF-DAA assumes all risks associated with the connection of the system on the AF-GIG.  Usually granted to systems where the acceptable residual risk after proper countermeasures and safeguards are implemented.  Source:  AFI 33-210, 23 Dec 2008, Air Force Certification and Accreditation (C&A) Program (AFCAP)
Authorization to Operate (ATO):  Authorization granted by a DAA for a DoD IS to process, store, or transmit information.  An ATO indicates a DoD IS has adequately implemented all assigned IA controls to the point where residual risk is acceptable to the DAA.  ATOs may be issued for up to 3 years.  Source:  DoDI 8510.01, 28 Nov 2007, DoD Information Assurance Certification and Accreditation Process (DIACAP)

Authorizing Official (AO): The AO establishes guidance for and oversee IS-level

risk management activities, establishes acceptable baseline cybersecurity controls and risk tolerance, and provides guidance to implementing organizations to mitigate threats commensurate with that risk tolerance.
Bandwidth Analysis:  Element of matrix support within Performance Evaluation Test (PET). 

Baseline Library:  The contents of a repository for storing configuration items and the associated records.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.
Baseline Management:  In configuration management, the application of technical and administrative direction to designate the documents and changes to those documents that formally identify and establish baselines at specific times during the life cycle of a configuration item.  
Baseline Plan:  The original project plan you use to track progress during a project.  The baseline plan includes task start and finish dates and resource and cost information.  Source:  Microsoft Office Online. 
Baseline Release:  Signifies the initial baseline for a new system (e.g. v1.0).
Behavioral Design:  The design of how an overall system or CI will behave, from a user’s point of view, in meeting its requirements, ignoring the internal implementation of the system or CI.  This design contrasts with architectural design, which identifies the internal components or the system or CI, and with the detailed design of those components.  
BES Process Integrated Process Team (IPT):  A group of specialists who facilitate the definition, maintenance, and improvement of the software process used by the organization.   In the key practices, this group is generically referred to as “the group responsible for the organization’s software process activities.”  
BES Process Directory (BPD): A collection of standard mandatory processes approved by the Process Integration Board (PIB) and other artifacts, while not mandatory, should be used to ensure greater standardization across the PEO BES.
Beta Testing:  Testing conducted at one or more customer sites by the end-user of a delivered software product or system.  This is usually a “friendly” user and the testing is conducted before general release for distribution.  This is the testing of a product in its intended environment with the results used for their intended application.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Better Buying Power (BBP):  Better Buying Power (BBP) is the implementation of best practices to strengthen the Defense Department's buying power, improve industry productivity, and provide an affordable, value-added military capability to the Warfighter.  Launched in 2010, BBP encompasses a set of fundamental acquisition principles to achieve greater efficiencies through affordability, cost control, elimination of unproductive processes and bureaucracy, and promotion of competition. BBP initiatives also incentivize productivity and innovation in industry and Government, and improve tradecraft in the acquisition of services.  Source:  http://bbp.dau.mil.

Build:  A version of software that meets a specified subset of the requirements that the completed software will meet or the period of time during which such a version is developed.  Note:  It may take several builds to reach a releasable version. 
Capabilities Integration Environment (CIE):  The purpose of the CIE is to provide a reliable environment to support development, test and integration of operational mission applications; program managers will use the CIE to evaluate the capabilities of systems in operationally relevant environments.

Capability Evaluation (CE):  An appraisal by a trained team of professionals to identify qualified contractors to perform the system work or to monitor the state of the systems process used on an existing systems effort.  
Capability Planning and Analysis (CP&A):  CP&A is the process to assess operational capability needs versus the “art of the possible” regarding existing and potential materiel and Concepts of Operation (CONOPS) solution sets.
Certification:  Comprehensive evaluation of the technical and non-technical security features of an Information System (IS) and other safeguards made in support of the accreditation process, to establish the extent to which a particular design and implementation meets a set of specified security requirements.  Source: DoD 8510.1-M, July 31, 2000.

Change Control:  The review, approval or disapproval, implementation, tracking, closure, and status reporting have proposed changes to an item (change management).  Source:  ITIL Definition:  www.knowledgetransfer.net/dictionary.
Change Request:  The formal documentation that is prepared to request a change to a specification in accordance with the Change Request Procedure.  
Classes:  A collection of objects, grouped on common characteristics, defining the attributes and methods associated with each object in the class.  They are a set of objects that share a common structure and a common behavior.   A plane is a class, a 747 is an object.  Source:  Technology of Object-Oriented Languages, 1998 TOOLS 27
Code Complexity:  The complexity of software code, usually affected by factors such as cohesion, coupling, modularity, and module complexity factors including SLOC, nested loops, global variables, and GOTO statements.  Source:  Gordon Price, Software Technology Support Center, Hill AFB. 

Command-Level Metrics:  These are metrics developed at HQ AFMC, recurring data requests from HQ AFMC requiring data from the field, data or metrics used to measure the field’s performance, or data or metrics briefed above HQ AFMC directorates and staff offices.  Command-level metrics do not include internal HQ AFMC directorate or staff metrics provided they do not task or report on offices outside of that directorate.  Source:  DAU Defense Acquisition Guidebook.
Commanders Inspection Program (CCIP):  Inspection program that allow leaders the capability to inspect their units ability to execute the mission, manage resources, lead people and improve performance.  CCIP touches the 4 major graded areas: manage resources, leading people, improving the unit, and executing the mission.
Comments:  Textual strings, lines, or statements that have no effect on compiler or program operations.  Usually designated or delimited by special symbols.  Omitting or changing comments has no effect on program logic or data structures. 

 Communications & Information (C&I) Requirements Document:  Details a customer request for a change to functionality of existing or future software systems.  An “authorized C&I Requirements Document is one that has been approved by the customer.  The customer may or may not be the originator of the C&I Requirements Document; it may originate with the provider or other AF Agency. They may use AFMC Form 321 or succeeding document.  

Community of Practice (COP): Groups of people who come together to share and to learn from one another face-to-face and virtually. They are held together by a common interest in a body of knowledge and are driven by a desire and need to share problems, experiences, insights, templates, tools, and best practices.
Compiler Directives:  Instructions to compilers, preprocessors, or translators. They are usually designated by special symbols or keywords.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  

Component Integration Test (CIT):  CIT validates that completed components can be integrated into a complete system in accordance with specified requirements and approved designs.  
Component Validation and Integration (CV&I):  CV&I, led by the developing agency or system integrator with government participation/oversight, demonstrates that each individual component and the assembled components are developed in accordance with the approved design and functions properly to meet specified requirements.  CV&I may be conducted in iterations as components are completed and integrated.  
Comprehensive Cost and Requirement System (CCaR): An enterprise program and financial management system that delivers real-time program information to government decision makers
Computer Hardware:  Devices capable of accepting and storing computer data, executing a systematic sequence of operations on computer data, or producing control outputs.  Such devices can perform substantial interpretation, computation, communication, control, or other logical functions.  
Conceptual Model:  See Domain Model.

Configuration Audit:  An audit conducted to verify that a configuration item or a collection of configuration items that make up a baseline, conforms to a specified standard or requirement.  See Functional Configuration Audit (FCA), Physical Configuration Audit (PCA), Audit, and Configuration item.
Source:  CMMI for Development, v1.2
Configuration Control:  An element of configuration management, consisting of the evaluation, coordination, approval or disapproval, and implementation of changes to configuration items after formal establishment of their configuration identification.  Source:  CMMI for Development, v1.2
Configuration Control Board (CCB):  A group of people responsible for evaluating and approving or disapproving proposed changes to configuration items (CIs), and for ensuring implementation of approved changes.   Configuration control boards are also known as change control boards.  Source:  CMMI for Development, v1.2
Configuration Control Directive (CCD):  Authorizing document for configuration identification and control activities.  
Configuration Documentation:  Configuration documentation is the sum of all the documents that define the physical and functional characteristics of a system, subsystem, CI, or designated equipment, for example, specifications, design documents, engineering drawings, and source code listings.  
Configuration Management Plan (CMP):  The document defining how configuration management will be implemented (including policies and procedures) for a particular acquisition or program.   Source:  MIL-HDBK-61A (SE), 7 February 2001, Configuration Management Guidance

Configuration Status Accounting:  A process of configuration management, consisting of the recording and reporting of information needed to manage a configuration effectively.  This information includes a listing of the approved configuration identification, the status of proposed changes to the configuration, and the implementation status of the approved changes.  Answers the questions: what happened; when did it happen; what were the reasons; who authorized the change; who made the change and what item were affected.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.  

Consistency:  The degree of uniformity, standardization, and freedom from contradiction among the documents or parts of system or component.  
Source:  IEEE/90, CMM Key Practices – Appendix B Glossary. 
Continue:  Statements that have no effect on a program’s logic other than to pass to the next statement.  In some languages (FORTRAN is an example); labels can be attached to continue statements so that they can be used as destinations for or terminations of logical execution paths.  
Contract Business Analysis Repository: This is a human resources information system that will support civilian personnel operations in the Department of Defense (DoD).   
Contract Management:  Selection of qualified subcontractors and the managing of them effectively.  It combines the concerns of RM, SPP, and SPTO for basic management control, along with necessary coordination of SPA and contract management.  This is a Level 2 SEI-CMM Key Process Area.  Source:  CMM Key Practices – Appendix B Glossary.  
Contracting Function:  The organization that provides contract-related input and advice on all issues, regarding contract regulations and policy, contract interpretation, and contract enforcement.  Perform as the government's primary interface with the contractor for all contract-related issues.  Source:  CMM Key Practices – Appendix B Glossary.
Contract Support Services (CSS):  A need for support services to accomplish specific workload that cannot be met with organic resources.
Cost Estimate Review:  Is a review from developing cost estimates at acquisition milestones into a comprehensive structure requiring annual cost estimates for all Acquisition Category (ACAT) I, II, and III programs. This ensures that credible and timely estimates are available to inform a broader spectrum of Air Force decision making, in particular, improving and integrating day to day program management decisions, Department of Defense (DoD) Acquisition processes for Major Defense Acquisition Programs (MDAPs), and the Planning, Programming, Budgeting, and Execution (PPBE) system. The goal this review is the production of more realistic, objective cost estimates increasing the fidelity, realism, and credibility associated with Air Force budgets and program baselines, and ultimately reducing cost overruns on Air Force acquisition programs.

Cost and Software Data Reporting (CSDR):  The DoD system for collecting actual contract costs and related business data.  The resulting repository serves as the primary contract cost data repository for most DoD efforts to estimate cost. The repository may be used to obtain cost data to estimate total program acquisition costs (includes work by both contractors and the U.S. Government); total program contract costs (awarded and future) for a particular contractor (referred to as “contractor program estimates”); and individual contract costs.

Cost Variance XE "Cost variance: General"  (BCWP - ACWP):  The amount (value) by which the work actually accomplished under-ran (positive cost variance) planned costs or overran (negative cost variance) planned costs to-date.  "By how much did the work we actually accomplished cost more or less than we planned?"   Negative is unfavorable.  
Cost Variance Percentage (CV%):  Cost Variance / BCWP                   
Note:  Negative is unfavorable.  
Critical Computer Resources:  The parameters of the computing resources deemed to be a source of risk to the project because the potential need for those resources may exceed the amount available.  Examples include target computer memory and host computer disk space.  Critical computer resources may be in the host environment, in the integration and testing environment, in the target environment, or in any combination of these.  
Critical Path:  A sequence of discrete work packages and planning packages (or lower level tasks/activities) in the network that has the longest total duration through an end point that is calculated by the schedule software application. Discrete work packages and planning packages (or lower level tasks/activities) along the critical path have the least amount of float/slack (scheduling flexibility) and cannot be delayed without delaying the finish time of the end point effort. Essentially 'Critical Path' has the same definition as "Program Critical Path" with the exception that the end point can be a milestone or other point of interest in the schedule. For example, a critical path could be run to Preliminary Design Review, Critical Design Review, and/or First Flight within a contract. (Government-Industry Earned Value Management Working Group).  Source:  DI-MGMT-81650 (OUSD AT&L), 30 Mar 2005
Critical Precedence (Release):  This precedence applies to a release in support of a special operational need as specified by the Air Force Chief of Staff, Combatant Commander (CCDR), Air Staff component or directorate, or Defense Finance and Accounting Service (DFAS).  Critical releases require expeditious processing.  Every effort will be made to meet the release date specified in the Release Request Letter.  If required, all routine and priority processing will cease until the critical release is processed.  A request for a critical precedence must be justified and directly support a special operation as previously described.  A critical release requires the accomplishment of all BPD disciplines.
Critical Program Information (CPI):  Elements or components of a Research, Development, & Acquisition program that, if compromised, could cause significant degradation in mission effectiveness; shorten the expected combat-effective life of the system; reduce technological advantage; significantly alter program direction; or enable an adversary to defeat, counter, copy, or reverse engineer the technology or capability.
  - Includes information about applications, capabilities, processes, and end-items.
  - Includes elements or components critical to a military system or network mission effectiveness.
  - Includes technology that would reduce the US technological advantage if it came under foreign control.
  - CPI information shall be identified early in the research, technology development and acquisition processes, but no later than when a DoD Agency or military component demonstrates an application for the technology in an operational setting, in support of a transition agreement with a pre-systems acquisition or acquisition program, or in exceptional cases, at the discretion of the laboratory/technical director.
  - Pre-systems acquisition and acquisition programs shall review their programs for CPI when technologies are transitioned from research and development or inherited from another program, during the technology development phase, throughout program progression, and as directed by the MDA.

Customer:  The individual or organization that is responsible for accepting the product and authorizing payment to the developing organization.  An organization’s customer is the entity (individual or organization) that requires a product or service that can be provided by the organization.  The customer can be internal or external.  The organization (or individual who is called the representative) that is responsible for accepting or rejecting the product and authorizing (or withholding) payment to the developing (supplier) organization.  The end user is the individual or group who will use the system for its intended operational use when it is deployed in its environment.  End User Representatives are a selected sample of end users that represent the total population of end users.  Customer/End User Group responsibilities include: 

- Prioritizing end user functional requirements.  A method for doing so is via a Functional Requirements Board (FRB).  

- Defining desired software products with acceptance criteria.

- Accepting or rejecting the software product.

- Authorizing or withholding payment

Source:  CMM Key Practices – Appendix B Glossary.
Cyclomatic Complexity:  A measure of the number of linearly independent paths through a program module.  Source:  Gordon Price, Software Technology Support Center, Hill AFB. 
Darkroom Environment:  An automated test environment where testing can be conducted without testers in attendance.  Test systems are loaded and made ready for testing.  Testing is started and is left to run unattended.  A typical example would be to use an automated test tool with validation capabilities, and upon test completion, results will have been validated against expected test results.

Database:  A collection of related data stored in one or more computerized files in a manner that is accessible by users or computer programs via a database management system
Database Management System:  An integrated set of computer programs that provides the capabilities needed to establish, modify, make available, and maintain the integrity of a database.  
Database Specification (DS):  Describes the database organization and storage allocation and provides the detailed data model of the logical and physical design, as well as other necessary information.
Declarations:  A non-executable program statement that affects the assembler or compiler’s interpretation of other statements in the program.  Examples include type and bounds declarations, variable definitions, declarations of constants, static initializations, procedure headers and argument lists, function declarations, task declarations, package declarations, interface specifications, generic declarations, and generic instantiations. 
Defect:  A flaw in a system or system component that causes incorrect results or failure to perform the required function.  A defect, if encountered during execution that may cause a failure of the system.  A flaw, bug, fault, problem or error in a software work product, (not necessarily a deliverable), that will prevent the accomplishment of an operational or mission essential capability.  It is discovered by any source other than the author/developer.  It can be discovered at any point in the systems engineering process.  Peer Reviews, Management Reviews, Tests and end user input are the most prevalent means by which defects are found. 

DEFECT PRIORITIES ARE:  (Ref: MIL-STD-498)

1.  A flaw/bug/fault/problem/error that will prevent the accomplishment of an operational or mission essential capability.

2.  A flaw/bug/fault/problem/error that will adversely affect the accomplishment of an operational or mission essential capability and no work-around is known.

3.  A flaw/bug/fault/problem/error that will adversely affect the accomplishment of an operational or mission essential capability but a work-around solution is known.

4.  A flaw/bug/fault/problem/error that will result in user/operator inconvenience or annoyance.

5.  A flaw/bug/fault/problem/error that does not fit into one of the above priorities. 

THESE ARE NOT DEFECTS:  

1.  A flaw/bug/fault/problem/error in the software work product that the author discovers before turning it over to another source for review or testing.  (This is considered work in progress.) 

2.  A flaw/bug/fault/problem/error in a software work product that could not possibly have been detected or even if detected would not have been corrected.  (These are enhancements.) 

3.  Cosmetic, spelling or grammar errors.

HOW DEFECTS ARE DOCUMENTED:

1.  Management/Peer Review minutes.

2.  Deficiency Reports (DR).  A DR reported by an end user may or may not be a defect.  The Project Manager determines this.  Again, if it is not a defect it is an enhancement (see rule # 2 above).  Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Source:  CMM Key Practices – Appendix B Glossary.

Defect Density:  Ratio of the number of defects to program length (a relative number).  The number of defects identified in a product divided by the size of the product component (expressed in standard measurement terms for that product).  
Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Defects Introduced:  The number of defects attributed to a flaw in the output of a particular activity, which might not be found until a later activity.  Do not include duplicates.  [50] Although you might find a defect in code during Testing Phase, it should actually be attributed to the source, perhaps the Design Document created and baseline during the Design Phase.  Anytime the defect appears afterwards is a duplicate and should not be counted again.

Defense Business System (DBS):  An information system, other than a national security system, operated by, for, or on behalf of the Department of Defense, including financial systems, mixed systems, financial data feeder systems, and IT and information assurance infrastructure.  Defense business systems support business activities such as acquisition, financial management, logistics, strategic planning and budgeting, installations and environment, and human resource management.

Defense Civilian Personnel Data System (DCPDS): This is a human resources information system that will support civilian personnel operations in the department of Defense (DoD). 

Defense Information Infrastructure (DII):  {Not a system.}  It is the foundation to build a shared, heterogeneous information system.  The DII includes the physical facilities used to collect, distribute, store, process and display voice, data, and imagery.  The DII also includes the applications and data engineering practices to build and maintain the software that allow C2, intelligence, surveillance, reconnaissance, and mission support user to access, manipulate, and organize quantities of information.  Source:  http://spider.osfl.disa.mil/dii/  

Deficiency Report (DR):  The report used to identify, document, and track system deficiency or enhancement data while a system is in advanced development, operational test, or operational transition.   Source:  AFI 99-103, 6 Aug 2004
Deficiency Review Board (DRB):  The DRB is established by the Program Manager (PM) to ensure test teams report, validate, and prioritize deficiencies discovered during the test and evaluation process.

Deliverable:  A product that is required by the contract to be delivered to the acquirer or other designated recipient.  Source:  CMM Key Practices – Appendix B Glossary.  
Deltas:  A technique to store versions by storing only the differences between versions as opposed to storing each version in its entirety.  Forward deltas store the oldest version in its entirety and later versions as deltas.  Reverse deltas store the most recent version in its entirety and previous versions as deltas.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.
Denial of Authorization to Connect (DATC):  AF-GIG DAA determination that an IS cannot connect to the AF-GIG because of an inadequate IA design, failure to adequately implement assigned IA Controls, or other lack of adequate security.  If the IS is already connected, the connection of the IS is terminated.  Source:  AFI 33-210, 23 Dec 2008, Air Force Certification and Accreditation (C&A) Program (AFCAP)

Denial of Authorization to Operate (DATO):  A DAA decision that a DoD IS cannot operate because of an inadequate IA design, failure to adequately implement assigned IA controls, or other lack of adequate security.  If the system is already operational, the operation of the system is halted.  Source:  DoDI 8510.01, 28 Nov 2007, DoD Information Assurance Certification and Accreditation Process (DIACAP)

Design Document (DD):  Documents the allocation of requirements, system or software designs, and internal or external interfaces.   Source:  BPD artifact, Design Document Template (SWTM017), April 2007.

Design Phase:  The phase of the software engineering process that is devoted to the design.  Design is that aspect of the specification process that involves the prior consideration of implementation.  Design extends and modifies an analysis specification; it also accommodates certain qualities in an application, including extensibility, reusability, testability, and maintainability.
Design Review:  A formal, documented comprehensive and systematic examination of a design to evaluate the design requirements and the capability of the design to meet these requirements and to identify problems and propose solutions.   Source:  CMMI for Development, v1.2
Designer (D):  Supports the Lead Designer.  Each project may have one or many.  Each Designer may be assigned to more than one project.  The Designer may perform other roles on the project.  Source:  BPD Website. 

Developer:  An organization that develops products ("develops" may include new development, modification, reuse, reengineering, maintenance, or any other activity that results in products) for itself or another organization.  
Development Planning:  The engineering analysis and technical planning activities that provide the foundation for informed investment decisions on the fundamental path material development will follow to effectively and affordably meet operational needs.
Development Strategy:  There are three basic development strategies and a generic "other" that defines the variations, combinations of the other three.  Grand design is a right-first-time approach; incremental design identifies user needs, defines system requirements, and performs the remaining software development in a sequence of builds.  The first build contains part of the planned capabilities and so on until the system is complete.  Evolutionary design develops in builds but differs from incremental in that the system requirements need not be defined up front but may be refined in each succeeding build.  Deviation is a specific written authorization, granted before the manufacture of a configuration item to depart from a particular performance or design requirement of a specification, drawing, or other document for a specific number of units or a specific period of time.  A deviation differs from an engineering change in that an approved change requires a corresponding revision of the documentation defining the affected item, whereas a deviation does not contemplate revision of the applicable specification or drawing. 
Development Test and Evaluation (DT&E):  Developmental Test and Evaluation (DT&E) verifies a system’s design meets all technical specifications and contract requirements have been met. DT&E is sponsored by the program office and can be conducted by the government, by the contractor, or may be a mix of both. DT&E employs integrated testing meth Developmental Test and Evaluation (DT&E) is to verify a system’s design meets all technical specifications and contract requirements have been met. DT&E is sponsored by the program office and can be conducted by the government, by the contractor, or may be a mix of both. DT&E employs integrated testing methodologies to the maximum extent possible. Integrated testing is the collaborative planning and execution of test phases and events to provide shared data in support of independent analysis, evaluation, and reporting by all stakeholders.   
Deviation:  A noticeable or marked departure from the appropriate norm, plan, standard, procedure, or variable being reviewed.  Source:  CMM Key Practices – Appendix B Glossary.
DISA:  Defense Information Systems Agency.  A DoD agency responsible for managing the DoD information infrastructure.  
Discovery:  The activity of investigation that leads to an understanding of a system’s desired behavior and performance.
Doctrine, Organization, Training, Materiel, Leadership, Personnel, and Facility (DOTMLPF):  DOTMLPF is a valuable analytical tool that is useful in developing requirements and solutions to military problems.  It is a useful tool for looking at a large issue or set of issues, operation, or business area and breaking it apart into more discrete, manageable sets of tasks and deliverables.  It can be effective in investigating and gathering all the pertinent data you need for drawing conclusions necessary to formulate a complete, relevant, and correct set of requirements for solving operational issues and deficiencies.  DOTMLPF has certain products and services associated with it.  For example:

Doctrine - products include doctrine publications, tactics, techniques and procedures, operating procedures, regulations, checklists, or policy that governs or guides the way the military conducts business. 

Organization - products and services include actual organizations needed to conduct an operation or business, the visual representation of those organizations, organizational characteristics, and opportunities and challenges in utilizing them to perform an operation or conduct business. 

Training - products and services encompass training content and all methods of delivering that content to its intended audience that enable performance and support of the mission.

Materiel – products are traditionally what have been associated with the defense acquisition process-- weapons, platforms, communication equipment, medical equipment, transportation, training software, etc. 

Leadership – Totally from a requirements perspective, deals with management and implementation change across the DOTMLFP spectrum. 

Personnel – ensures that qualified personnel are there to support a capability.  This includes identification of knowledge, skills, abilities, and competencies needed to perform a position, job, or task. 

Facilities – products and services include supplies, engineering support, and much of what is currently associated with logistics. 

Source: http://www.teao.saic.com/cbrtraining/leveraging1.asp. 

Documented Procedure:  This is a written description, of a course of action, to be taken to perform a given task.  
Domain:  A functional area of responsibility.  Source:  AFPD 33-4, 27 Jun 2006 (Certified Current 6 Jul 2010), Enterprise Architecting
Domain Model:  The classes in a system that serve to capture the vocabulary of the problem space; also known as a conceptual model.  A domain model can often be expressed in a set of class diagrams whose purpose is to visualize all of the central classes responsible for the essential behavior of the system, together with a specification of the distribution of roles and responsibilities among such classes.
Earned Value Management (EVM): 
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Relationship of Task Accomplishment, BCWS, & BCWP

Current day is 4 Apr 97

Note 1

: as your tasks are 

completed

on time, you get 

credit

 for it.

Note 3

: if you were supposed to start a 

task

but 

have not started

 it, your 

BCWS

 will indicate

that % that you should’ve accomplished besides

not getting any 

credit

 for it.

Note 2

: if you’ve started the 

task

and were supposed to 

finish

 it but

it is not yet finished your 

BCWS

 will

show that and you will only be 

credited

 

with the % that you’ve accomplished.


Effective:  Adequate to accomplish the intended purpose.  
Effort:  The person-months or person-years of work by all job classifications on the software product (design, coding, inspection, testing, documentation, and supervision).    
Emergency Authorization to Connect (E-ATC):  An interim approval to connect to the AF-provisioned portion of the GIG, granted by the AF-DAA based on legitimate emergency circumstances.  The Program Manager and/or the User Representative may request an E-ATC from AFNETOPS/CC only when emergency circumstances exist.  Source:  AFI 33-210, 23 Dec 2008, Air Force Certification and Accreditation (C&A) Program (AFCAP)

Emergency Precedence (Release):  This precedence applies to a release that must be processed and shipped as quickly as possible to satisfy an emergency requirement.  An emergency precedence is appropriate when a site is unable to provide critical mission support.  All functions within the Organization must work together to ensure this type requirement is satisfied immediately.  An emergency precedence request must be thoroughly justified and include the Deficiency Report (DR) number the software release is addressing.  An emergency precedence must have an existing priority 1 or priority 2 Deficiency Report (DR).  If necessary, the processing of all releases will cease until the emergency situation is resolved.  The Program Manager’s Release Turn-In Certification Form will serve to satisfy all BPD disciplines for the purpose of an emergency release.  Any life-cycle documentation changes caused by the emergency release shall be accomplished within 30 days of the emergency release.

End User:  The individual or group who will use the system for its intended operational use when it is deployed in its environment.  Source:  CMM Key Practices – Appendix B Glossary. 
Engineering Change:  In configuration management, an alteration in the configuration of a configuration item or other designated item after formal establishment of its configuration identification.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.
Engineering Management:  This is the management of the engineering and technical effort, to transform a conceptual requirement, into an operational system.  It includes the system performance parameters and preferred system configuration to satisfy the requirement, the planning and control of technical program tasks, integration of the engineering specialties, and the management of a totally integrated effort of design engineering, computer software engineering, test engineering, safety engineering, security engineering, logistics engineering, production engineering, and specialty engineering (EMC, environmental, etc.,) to meet cost, technical performance, and schedule objectives. Note: Engineering Management is sometimes identified by various institutions and organizations such as Program Management, Quality Management, Quality Plan, Quality System, Project Management, Quality Assurance, or any combination of the above terms. These are to be considered synonymous with the term Engineering Management.

Enterprise:  An organization supporting a defined business scope and mission.  An enterprise includes interdependent resources (people, organizations, and technology) that must coordinate their functions and share information in support of a common mission (or set of related missions).  Source:  AFI 33-401, 17 May 2011, Air Force Architecting
Enterprise Architecture (EA):  The explicit description and documentation of the current and desired relationships among business and management processes and supporting resources (e.g., IT, personnel).  It describes the "current architecture" and "target architecture," to include the rules, standards, and systems life cycle information to optimize and maintain the environment which the agency wishes to create and maintain by managing its IT portfolio.  The EA must also provide a strategy that will enable the agency to support its current state and also act as the roadmap for transition to its target environment.  These transition processes will include an agency's capital planning and investment control processes, agency EA planning processes, and agency systems life cycle methodologies.  The EA will define principles and goals and set direction on such issues as the promotion of interoperability, open systems, public access, compliance with Government Paperwork Elimination Act, end user satisfaction, and IT security.  The agency must support the EA with a complete inventory of agency information resources, including personnel, equipment, and funds devoted to information resources management and information technology, at an appropriate level of detail.  Source:  AFI 33-401, 17 May 2011, Air Force Architecting
Enterprise Resource Planning (ERP):  An industry term for the broad set of activities supported by multi-module application software that helps a manufacturer or other business manage the important parts of its business, including product planning, parts purchasing, maintaining inventories, interacting with suppliers, providing customer service, and tracking orders.  Source:  IT Lean Reengineering Process Guidebook, Version 6.0, 24 October 2008


Entity:  A person, place, or thing about which there is a need to store data. Entities organize, classify, and track data.  Entity names should be singular nouns or noun phrases.  Entities equate to tables.  An instance of an entity equates to a record (row in a table).

Error:  (1) differences between computed, observed, or measured values and the true, specified, or theoretically correct value or conditions, (2) an incorrect step process or data definition; (3) an incorrect result, (4) a human action that produces an incorrect result.  Distinguished by using “error” for (1), “fault” for (2) “failure” for (3), and “mistake” for (4).  See also failure, fault, and mistake.  
Estimate To Complete (ETC):  That portion of the EAC that addresses total expected costs for all work remaining on the contract. 
Evaluation:  The process of determining whether an item or activity meets specified criteria.  The use as reviews, inspections, or tests, to determine that a software product or service satisfies specified requirements.  
Event-driven Basis:  A review that is performed based on the occurrence of an event within the project (e.g., a formal review or the completion of a life cycle stage).  Source:  CMM Key Practices – Appendix B Glossary. 
Evolution:  A later phase of development, focused upon growing and changing the implementation through the successive refinement of the architecture, ultimately leading to deployment of the production system. 
Evolutionary:  Develops in builds, but differs from the incremental strategy in acknowledging that the user need is not fully understood and all requirements cannot be defined up front.  In this strategy, user needs and system requirements are partially defined up front, and are refined in each succeeding build. 
Executable Statement:  A statement that produces runtime actions or controls program flow. 
Executive Comprehensive Cost and Requirement (eCCaR): A web dashboard that presents consolidated metrics and performance indicators for acquisition programs managed in CCaR. Designed using a Service Oriented Architecture, Executive CCaR provides a tool for DoD agencies to achieve data transparency by giving staff and command decision makers the ability to view execution status across acquisition programs and drill-down capability into individual programs.
Extreme Programming:  Extreme Programming (XP) is a discipline of business and software development that focuses both parties on common, reachable goals.  XP teams produce quality software at a sustainable pace.  The XP process has releases that may take a few months, and divide into two-week iterations, and that divide into tasks that take a few days.

Failure:  The inability of a system or component to perform its required functions within specified performance requirements.  A failure may result when a fault is encountered.  Source:  Gordon Price, Software Technology Support Center, Hill AFB. 
Findings:  The conclusions of an assessment, evaluation, audit, or review that identify the most important issues, problems, or opportunities within the area of investigation.  
Fixed Cost:  A cost that remains constant regardless of the task duration or the work performed by a resource.  

Fixed-Price:  For a specifically defined deliverable, the customer will pay the estimated cost, no matter what the actual cost turns out to be.  In this type of contract, it is critical that the specifications, timetable for delivery, and cost of the deliverable are well defined.  It is not a contract that you would want to use when the technology or the processes are uncertain.  

Flexibility:  The ability to be easily adapted to changing requirements.  
Form:  The defined configuration of an item including the geometrically measured configuration, density, and weight or other visual parameters that uniquely characterize an item, component, or assembly.  For software, form denotes the language, language level, and media.  An electronic file or hard copy which captures information from the initiator; a form may be routed through a procedure and have multiple parts with entries from more than one person.

Formal Review:  A formal meeting at which a product is presented to the end user, customer, or other interested parties for comment and approval.  It can also be a review of the management and technical activities and of the progress of the project.   Source:  NISTIR 4909, Software Quality Assurance: Documentation and Reviews
Full Deployment Decision (FDD):  Decision made by the Milestone Decision Authority (MDA) of a Major Automated Information System (MAIS) acquisition program authorizing an increment of the program to deploy software for operational use.  Source:  10 U.S.C. 2445A.  NOTE (DoDI 5000.02 Definition):  The decision, following completion of operational testing of representative initial production products, to scale up production and/or deployment.
Function:  A set of related actions, undertaken by individuals or tools that are specifically assigned or fitted for their roles, to accomplish a set purpose or end.

Source:  CMM Key Practices – Appendix B Glossary.
Function Points:  A measure of software size.  A product of five defined data components (inputs, outputs, inquiries, files, external interfaces) and 14 weighted environment characteristics (data comm., performance, reusability, etc.).  Example: A 1,000 line Cobol program would typically have about 10 function points, while a 1,000-line C program would have about eight.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  
Functional Area:  A distinct group of system performance requirements which, together with all other such groupings, forms the next lower-level breakdown of the system on the basis of function.  
Functional Configuration Audit (FCA):  An audit conducted to verify that the development of a configuration item has been completed satisfactorily that the item has achieved the performance and functional characteristics specified in the functional or allocated configuration identification; and that its operational and support documents are complete and satisfactory.  Source:  CMMI for Development, v1.2
Functional Requirement:  A customer requirement documented in the C&I Requirements Document or CCD.  Source:  DAU Defense Acquisition Guidebook.  
Functional Review Board (FRB):  A customer group of managers, requirements engineers, and users, of one or more similar systems, who review, validate, clarify, and prioritize functional requirements.  This group also recommends the contents and sequence of block changes.   Source:  BPD artifact RVPR004, Functional Review Board Procedure, 4 December 2007.

Functionality:  The ability to perform all required functions.  
Goals:  A summary of the key practices of a key process area that can be used to determine whether an organization or project has effectively implemented the key process area.  The goals signify the scope, boundaries, and intent of each key process area.  Source:  CMM Key Practices – Appendix B Glossary. 
Governance:  The authority to control, direct, and promote the standard execution of the Test and Evaluation (T&E) process across organizational and geographical boundaries.  

Government Off-the-Shelf Software (GOTS):  Software designed for a Government-specific need. Used by more than one office.  Generally, the Government uses in conjunction with outsourced software designs this software.

Source:  DAU, Scheduling Guide for Program Managers, October 2001
Group:  The collection of departments, managers, and individuals who have responsibility for a set of tasks or activities.  A group could vary from a single individual assigned part time, to several part-time individuals assigned from different departments, to several individuals dedicated full time.  
Source:  CMM Key Practices – Appendix B Glossary.
Hardware:  External peripheral items related to computers such as monitors, central processing units (CPUs), keyboards, a mouse, mainframes, modems, etc. Computer software and technical documentation are excluded.  
Implementation Plan (IP):  Documents the implementation and transition of the system (to include, but not limited to, delivery, installation, site preparation, training, schedule, resources, etc.).  Source: DAU- Defense Acquisition Guidebook

Individual Component Validation (ICV):  ICV validates that each individual component is developed and operates in accordance with specified requirements and approved designs.  
Information:  Information is the state of something of interest that is materialized -- in any medium or form -- and communicated or received.  Source:  DoD Architecture Framework, Version 2.02
Information Exchange Requirement:  A requirement for the content of an information flow.  Associated performance attributes such as information size, throughput, timeliness, quality, and quantity values.

Information Flow:  The movement of information from its source to the user, including all handling, process, and transfers that enable its movement.

Information System Security Engineer (ISSE): The ISSE is an individual,

group, or organization responsible for conducting information system security

engineering activities.  Information system security engineering is a process that captures and refines information security requirements and ensures that the requirements are effectively integrated into information technology component products and information systems through purposeful security architecting, design,

development, and configuration. Information system security engineers are an

integral part of the development team (e.g., integrated project team) designing

and developing organizational information systems or upgrading legacy systems.
Information System Security Manager (ISSM): The ISSM is the primary cybersecurity technical advisor to the AO for ISs and PIT Systems. For base enclaves, the ISSM manages the installation cybersecurity program, typically as a function of the Wing Cybersecurity Office. That program ISSM may also serve as system ISSM for the enclave and reports to the CS/CC as the PM for the base enclave. The ISSM acts on behalf of the AO to maintain the authorization of the system throughout its lifecycle.
Information Support Plan (ISP):  Used by program authorities to document the Information Technology (IT) needs, objectives, interface requirements for all non-ACAT and fielded programs.  ISPs should be kept current throughout the acquisition process and formally reviewed at each milestone, decision reviews, and whenever the operational concepts and IT support requirements change.  Source: AFI 99-103, 6 Aug 2004 and Defense Acquisition Guidebook (DAU) 

Integrated Baseline Review (IBR):  An IBR is a joint assessment of the Performance Measurement Baseline (PMB) conducted by the government program manager and the contractor. The IBR is not a one-time event. It is a process, and the plan should be continually evaluated as changes to the baseline are made (modifications, restructuring, etc.). IBRs should be used as necessary throughout the life of a project to facilitate and maintain mutual understanding of:

· The scope of the PMB consistent with authorizing documents; 

· Management control processes; 

· Risks in the PMB associated with cost, schedules, and resources; and 

· Corrective actions where necessary. 

IBRs should be scheduled as early as practicable and the timing of the IBRs should take into consideration the contract period of performance. The process should be initiated not later than 180 calendar days (6 months) after: (1) contract award, (2) the exercise of significant contract options, and (3) the incorporation of major modifications.   Source:  DODD 5000.1, Section 11.3.1.3, and DAU- Defense Acquisition Guidebook
Developmental Test and Evaluation (DT&E):  DT&E is conducted to evaluate design, quality, performance, functionality, security, interoperability, supportability, suitability, usability, and maturity of a system or capability in an operationally relevant environment.  DT&E includes contractor and government testing and is conducted over the life cycle of a system.  DT&E supports the acquisition of new systems or enhanced capabilities of existing systems before fielding decisions.  
Integrated Life Cycle Management (ILCM): The seamless governance with transparent processes that integrate all aspects of infrastructure, resource management, and business systems necessary for successful development, acquisition, fielding, sustainment, decommission, and disposal of systems, subsystems, end items, and services to satisfy validated warfighter capability needs.
Integrated Master Plan (IMP):  The IMP provides an overarching framework against which all work is accomplished.  It documents all the tasks required to deliver a high quality product and facilitate success throughout the product's life cycle.  Cost, schedule (specific dates), and non-essential tasks are not included in this plan.  During the initial stages of a program, the integrated plan is preliminary, and its purpose is to provide an understanding of the scope of work required and the likely structure of the program.  Source:  DODD 5000.1, Section 4.5.2, and DAU- Defense Acquisition Guidebook

Integrated Master Schedule (IMS):  Unlike event-based planning, time-based planning uses a calendar or detailed schedule to demonstrate how work efforts will support tasks and events.  One way to produce such a schedule is to develop an integrated master schedule based on an integrated master plan.  With an integrated master plan, the integrated master schedule further helps the program manager understand the links and interrelationships among the various teams.  The integrated schedule begins as an integrated master plan with dates--the starting points are the events, accomplishments, and criteria that make up the plan.  At a minimum, an integrated master schedule shows the expected start and stop dates for each criterion in the plan, but each criterion may be broken down into lower-level tasks that will be used to manage the program on a day-to-day basis.   Source:  DODD 5000.1, Section 4.5.3

Integrated Test Plan (ITP):  The ITP establishes the scope of the Developmental Test and Evaluation (DT&E) activities of the program/family of systems.  The ITP integrates developer and government test approaches and activities into a single overarching plan covering all DT&E events.  Source:  AFLCMC/HNBI 99-103, Capabilities-Based Test and Evaluation.
Integrated Test Team (ITT):  A cross-functional, chartered team of empowered representatives/organizations that assists the acquisition community with all aspects of Test and Evaluation (T&E) planning and execution.  The ITT will ensure development of the Test and Evaluation Strategy (TES), Test and Evaluation Master Plan (TEMP), Integrated Test Plan (ITP), and other T&E related documentation.  
Integrity:  The degree to which systems or components prevent unauthorized access to, or modification of, computer programs or data.

Interface Control:  Interface control comprises the delineation of the procedures and documentation, administrative and technical, contractually necessary for identification of functional and physical characteristics between two or more configuration items that are provided by different contractors or acquiring agencies, and the resolution of the problems.  
Interface Control Document (ICD):  Documents the system-level interface requirements and the methods to ensure the requirements are met; documents the identification and incorporation of software interface requirements, detailed design of internal and external interfaces, and agreement between owners of external interfaces. Source: DAU- Defense Acquisition Guidebook 

Interface Control Working Group (ICWG):  This is a technical group responsible for reporting interface problems, updating, releasing, and controlling ICDs and distributing such released ICDs, as-required.    Source: DAU- Defense Acquisition Guidebook
Interface Design Document (IDD):  Specifies the detailed design for one or more interfaces between one or more CIs, systems, users, and other configuration items or critical items.  Source: DAU- Defense Acquisition Guidebook
Interface Requirements Agreement (IRA):  An agreement between two or more systems which interface with each other regarding the characteristics (data format, transmission media, security, etc.) of that interface.  The IRA may contain complete information about external interface requirements and detailed designs, or it may refer to other documents such as ICDs, IRS, or IDDs which contain that information Source:  BPD artifact 
Interface Requirements Agreement Template (SWTM005), April 2007.

Interface Testing:  Testing conducted to evaluate whether systems or components pass data and control correctly to one another. 

Intergroup Coordination (IC):  To establish a means for the software engineering group to participate actively with the other engineering groups so the project is better able to satisfy the customer's needs effectively and efficiently.  Source:  BPD artifact Intergroup Coordination Policy (PFPO024) December 2005.

Interim Authorization to Operate (IATO):  A temporary authorization to operate a DoD IS under the conditions or constraints enumerated in the accreditation decision.  Source:  DoDI 8510.01, 28 Nov 2007, DoD Information Assurance Certification and Accreditation Process (DIACAP)

Interim Authorization to Test (IATT):  A temporary authorization to test a DoD IS in a specified operational information environment or with live data for a specified time period within the timeframe and under the conditions or constraints enumerated in the accreditation decision.  Source:  DoDI 8510.01, 28 Nov 2007, DoD Information Assurance Certification and Accreditation Process (DIACAP)
Internal Process Guides (IPG):  For AFLCMC, IPGs generally do not cross directorates or functional areas; are recommended (vs mandatory); may be utilized to provide clarification for laws, regulations, etc.; and no measurements are required.  IPGs define the specific instructions necessary to perform a task or part of a Process.  IPG can take the form of a work instruction, a desk top procedure, a quick reference guide, or a more detailed process guide.  IPGs are structured by subject and address only a single task.  It should detail who performs the task or a part of a process, what steps are performed, when the steps are performed, and how it is performed.

Interoperability Testing:  Testing the capabilities of systems, units or forces to provide data, information, material, or services to and accept the same from other systems, units, or forces and to use the data, information, material, or services so exchanged to enable them to operate effectively together.  Interoperability testing of NSS and ITS includes both the technical exchange of the information and the end-to-end operational effectiveness of that exchanged information as required for mission accomplishment.  (Adapted from CJCSM 3170.01E).

ISO (International Organization for Standardization) 9126:  Information Technology/Software Evaluation - Quality Characteristics and Guidelines for their Use, 1991:  ISO 9126 defines a set of six quality characteristics (functionality, reliability, usability, efficiency, maintainability, and portability) and provides a framework for software quality assessments.  ISO 9126 is a product of the ISO/International Electro-technical Committee/Joint Technical Committee No. 1 Subcommittee on Software Engineering (ISO/JTC1 SC7).  
Joint Application Development (JAD):  Sessions or meetings held between the software designers or developers and customers or users to determine functionality and screen layout of software.   Source:  Wood, J. and D. Silver, Joint Application Development, 2nd ed., New York: Wiley, 1995.

Joint Technical Architecture (JTA):  Mandates the minimum set of essential standards and guidelines for the acquisition of all DoD systems that produce, use, or exchange information.  Source:  Department of Defense Joint Technical Architecture Volume I, 3 Oct 2003
Key:  An attribute, or set of attributes, whose value uniquely identifies an entity.

Large Project:  A project greater than 1,500 developer work hours.

Lead Analyst (LA):  Responsible to the Project Manager for analyzing and refining customer requirements.  They will be responsible for creating the Requirements Specification (RS).  Responsible for creating the test scripts to the Test Document (TD).  In conjunction with the Lead Designer, is responsible for creating the Interface Control Document (ICD).  Each project must have only one LA.  Same individual may be assigned to more than one project.  They may perform other roles on the project other than Lead Designer or Lead Programmer.  They will report directly to the Project Manager.  If the LA has functional knowledge, the LA may be also called the Lead Functional Analyst or Functional Analyst.  If there is more than one Functional Analyst, a Lead must be designated.  Traditionally, the Functional Analyst is viewed as the End User Representative on the project.

Lead Designer (LD):  Responsible to the Project Manager for creating the design document (DD).  Each project must have only one.  Same individual may be assigned to more than one project.  They may perform other roles on the project other than Lead Analyst. 
Lead Developmental Test and Evaluation Organization (LDTO):  The LDTO (formerly called the RTO) functions as the lead integrator for a program’s DT&E activities. The LDTO is separate from the program office, but supports the PM and ITT in a provider-customer relationship with regard to the scope, type, and conduct of required DT&E.  Exception: Due to the long established structure and limited pool of highly specialized technical knowledge in space systems acquisition, a different LDTO construct is authorized. The PEO for Space may approve the use of an internal LDTO, provided it is within a separate three-letter division from the segment three-letter program offices.
Lead Programmer (LP):  Responsible to the Project Manager for creating one or many software modules or units.  Each project must have at least one but if programming teams are how the project organizes itself; each team must by lead by a Lead Programmer.  Thus each project may have more than one Lead Programmer.  Each Lead Programmer may be assigned to more than one project.  They may perform other roles on the project.

Legacy System:  Existing automated information systems that have not been selected as DoD migration or target systems but that currently support the business processes within a functional activity.

Life Cycle:  See Software Development Life Cycle.  This is a generic term covering all phases of acquisition, operation, and logistics support of an item, beginning with concept definition and continuing through disposal of the item.  
Life-Cycle Architecture:  The cradle-to-grave program test and evaluation activities which are guided by the Integrated Test Team (ITT).

Line of Code (LOC):  See Source Line of Code.
Load Runner: A load-testing tool that can be used to predict system behavior and performance; can exercise an entire enterprise infrastructure by emulating thousands of users and employs performance monitors to identify and isolate problems; the use of Load Runner minimizes testing cycles, optimizes performance, and accelerates deployment.

Logical Data Model (LDM):  A mid-level data model with emphasis on the determination of keys and the elimination of many-to-many relationships.

Logistics Health Assessment (LHA):  An AF tool which provides the Air Force a capability to assess the logistics health of Defense Programs from concept to disposal.

Major Release:  Significant/high-volume code changes; high complexity code changes; significant security implications; significant technical baseline changes (e.g. Oracle 9 to Oracle 11); significant risk and/or high-level visibility; and, includes major modifications and/or new functionality significant enough to differentiate it from a Minor or Patch release.

Managed and Controlled:  The process of identifying and defining software work products, that is not part of a baseline and, therefore, is not placed under configuration management but that must be controlled for the project to proceed in a disciplined manner. "Managed and Controlled" implies that the version of the work product in use at a given time (past or present) is known (i.e., version control), and changes are incorporated in a controlled manner (i.e., change control).  Source:  CMM Key Practices – Appendix B Glossary.
Management Reserve:  An adjustment (increase) of a size, cost, or schedule plan to account for likely underestimates of these parameters because of incomplete specification, inexperience in estimating the application domain, etc. This is a reserve amount that companies add to cost estimates and budgets to cover unanticipated expenses and act as a buffer against estimating errors.  Normal contingency factors would be 35 percent added to cost estimates produced during requirements, 25 percent if produced during design, 15 percent if produced during coding, and 5 percent if produced during testing.  
Manager:  A role that encompasses providing technical and administrative direction and control to individuals performing tasks or activities within the manager's area of responsibility.  The traditional functions of a manager include planning, resourcing, organizing, directing, and controlling work within an area of responsibility.  Source:  CMM Key Practices – Appendix B Glossary.
Mandatory:  See Documentation Tailoring Category or Process Tailoring Category as it pertains to each.
Mandatory Procedure: This procedure means an individual serving as the Senior Contracting Functional at the Directorate level, or the first contracting official in the  contracting chain subordinate to a  Senior Center Contracting Official (SCCO) or Director of Contracting.  In organizations that have the PEO Directorate structure, COCO authority may be delegated to the Senior Contracting Functional at the Division level or equivalent, subject to approval by the SCCO. 
Master Project Schedule (MPS):  The top-level schedule for the program.

It is prepared by the government and includes all policy and contractual events and activities. It is derived from the Program WBS and provides the baseline

for all subordinate schedules. It sometimes is called the program structure or schedule.  Source:  DAU, Scheduling Guide for Program Managers, October 2001
Materiel:  A generic term covering systems, equipment, stores, supplies, and spares, including related documentation, manuals, computer hardware and software.  
Materiel Solution:  A defense acquisition program (non-developmental, modification of existing systems, or new program) that satisfies identified operator capabilities.  Source:  AFI 10-601, 14 Oct 2003.

Maturity Level:  A well-defined evolutionary plateau toward achieving a mature software process.  The five maturity levels in the SEI's Capability Maturity Model are: 

Level 1 / Initial - The software process is characterized as ad hoc and occasionally even chaotic.  Few processes are defined, and success depends on individual effort. 

Level 2 / Repeatable - Basic project management processes are established to track cost, schedule, and functionality.  The necessary process discipline is in place to repeat earlier successes on projects with similar applications. 

Level 3 / Defined - The software process for both management and engineering activities is documented, standardized, and integrated into a standard software process for the organization.  All projects use an approved, tailored version of the organization's standard software process for developing and maintaining software. 

Level 4 / Managed - Detailed measures of the software process and product quality are collected.  Both the software process and products are quantitatively understood and controlled. 

Level 5 / Optimizing - Continuous process improvement is enabled by quantitative feedback from the process and from piloting innovative ideas and technologies.

Source:  CMM Key Practices – Appendix B Glossary.

Measure:  To ascertain or appraise by comparing to a standard; to apply a metric.  
Source:  CMM Key Practices – Appendix B Glossary.
Measurement:  (1) The process of measuring. (2) A figure, extent, or amount obtained by measuring [4] The dimension, capacity, quantity, or amount of something (e.g., 300 source lines of code or seven document pages of design).

Source:  CMM Key Practices – Appendix B Glossary.
Mechanism:  A structure whereby objects collaborate to provide some behavior that satisfies a requirement of the problem; a mechanism is thus a design decision about how certain collections of objects cooperate.  Mechanisms are a kind of pattern that represents the soul of a system’s design.  
Method:  A reasonably complete set of rules and criteria that establishes a precise and repeatable way of performing a task and arriving at a desired result.  Source:  CMM Key Practices – Appendix B Glossary.
Methodology:  A defined approach or process for doing software development or portions of software development.  Methodologies can be either life cycle or phase.  Life cycle refers to those methods that apply across the entire life of the software, from conception to death (i.e., the evolutionary development method and the waterfall method).  Phase refers to methods generally confined to a phase (or couple of phases) of the software life cycle, such as testing, requirements, and design methods (i.e., Structured Requirements Analysis, Object-oriented Design).

Source:  CMM Key Practices – Appendix B Glossary.
Metric:  Measures used to indicate progress or achievement.

A quantitative measure of the degree to which a system, component, or process possess a given attribute.  The following metrics are required by the Air Force:


1. Size:  such as source lines of code.


2. Effort:  number of monthly staff hours, planned versus actual.  A cost metric shall be developed which will provide insight into how well the cost of software development is controlled.  The cost metric should address software development costs as well as the life-cycle cost impacts of the software development.


3. Schedule:  work breakdown structure activity, start, and completion dates, progress to date measured in deliverable.  A schedule metric shall be developed which will indicate changes and adherence to the planned schedules for major system development milestones, activities and key software deliverables.


4. Software Quality:  total number of errors opened and closed, number of errors opened and closed since last report.


5. Rework:  number of opened and closed software change orders, number of damaged, repaired, and new SLOC.


6. Requirements Traceability:  A requirements traceability metric shall be developed which will measure the adherence of the software products (including design and code) to their requirements at the system level.

MIL-STD-498 takes a cautious step into this area by requiring the developer to define and apply software management indicators and provide a set of candidate management indicators to serve as a starting point.  It is left up to the developer to propose in the Software Development Plan (SDP) the indicators to be used, the data to be collected, and the approach to interpreting the data, and the reporting approach.  The acquirer can provide feedback on the proposed approach in reviewing the SDP.  
The CMM is mostly concerned with the measurements that determine the status of KPA activities.  An example of the Peer Review KPA 1) number of peer reviews performed compared to the plan; 2) number of work products reviewed compared to the plan; 3) overall effort expended on peer reviews compared to the plan.  

This is a measurement taken over time that communicates vital information about a process or activity.  A metric should drive appropriate action and will be linked to the strategic planning process. 
There are several levels of Metrics: Corporate or those of interest at the corporate level.  This includes the metrics above.  Another level of metrics can be found at the Project level or those important to the Project.  
Minor Release:  Low-volume code changes; low-capacity code changes; low or no security implications; minor risk and no high-level visibility; and, includes maintenance for sustainment or fix and repair activities.
Mistake (software):  Human action that was taken during software development or maintenance and that produced an incorrect result.  A software defect is a manifestation of a mistake.  Examples are (1) typographical or syntactical mistake (2) mistakes in the application of judgment, knowledge, or experience (3) mistakes made due to inadequacies of the development process.  
Model:  A representation (executable or not) of real things or events, (e.g. terrain, air, space, land, sea); a physical, mathematical, or otherwise logical representation of a system, entity, phenomenon, or process; a group or combination of the models (e.g., synthetic environment).  
Network Centric Solutions-2 (NETCENTS-2):  The NETCENTS-2 contracts provide the Air Force with net centric and Information Technology (IT) hardware, software, solutions, and services not offered by other mandatory used Department of Defense or Air Force acquisition initiatives.

No System Impact (NSI) Determination: After an authorization decision has been issued and a security baseline established (i.e., ATO), positive or negative changes to the system must be assessed by the system's ISSM to determine if the change has a security impact. The ISSM is critical in initiating the change review process. The ISSM will consult the SCA for an assessment of any change to the system to determine if re-authorization is required. If the implementation of a cybersecurity control is affected by the change (especially for cybersecurity or cybersecurity-enabled products), there must be a validation of the cybersecurity control. This change may impact the authorization status, and the SCA must assess the implementation and validation of the cybersecurity control. They will determine if the risk level remains consistent with the current authorization. If the ISSM determines the system change does not affect the security baseline of the system (i.e., no security impact (NSI)), the system may continue to operate under its current authorization decision. Changes are documented and included with the system security and C&A documentation. The ISSM will provide a synopsis of the NSI to the SCA for concurrence. If the SCA concurs with the NSI, a new authorization decision and connection approval is not required. However, if the SCA does not concur with the NSI, the ISSM must determine how the change impacts the security baseline of the system, the SCA must evaluate the change and determine the appropriate course of action. If the SCA concurs the change impacts the security baseline of the system, and/or a weakness cannot be mitigated in a timely manner to bring the risk back to the level the AO accepted in the current authorization, a new authorization decision and connection approval is required. NOTE: If the change results in a new "High" or "Very High" (formerly known as a CAT I) vulnerability that can be corrected within 30 days or a new CAT II weakness that can be corrected/satisfactorily mitigated within 90 days, the system can continue to operate under the existing authorization decision and connection approval.
Non-Functional Requirements:  Derived requirements (e.g., SISSU requirements or Quality-of-Service requirements) are those requirements not necessarily specified by the customer, but must be met to ensure the overall security, interoperability, supportability, sustainability, and usability of the program. Source:  Lean Core Team.

Not Applicable:  See Documentation Tailoring Category or Process Tailoring Category as it pertains to each.
Object:  Something you can do things to.  An object has state, behavior, and identity; the structure and behavior of similar objects are defined in their common class. See class.  
Offeror:  A contractor who submits a proposal in response to a solicitation package. 
Organization Process Focus (OPF):  To establish the organizational responsibility for software process activities that improve the organization's overall software process capability. The primary result of the OPF activities is a set of software process assets (see OPD) that are used by the software project (See ISM). This is a Level 3 SEI-CMM Key Process Area.
Operating Location (OL): A strategic, cost-effective offsite installation that normally operates as a tenant, receiving direction from the command location and support from the tenant or local site.
Operational Architecture:  A description of the tasks and activities, operational elements, and information exchanges required to accomplish DoD missions. Source:  DoDD 4630.05, 5 May 2004 (Certified Current 23 Apr 2007), Interoperability and Supportability of Information Technology (IT) and National

Security Systems (NSS)
Operational Effectiveness:  The overall degree of mission accomplishment of a system used by representative personnel in the environment planned or expected (e.g., natural, electronic, threat) for operational employment of the system considering organization, doctrine, tactics, survivability, vulnerability and threat (including countermeasures, initial nuclear weapons effects, and nuclear, biological and chemical contamination threats).  Source:  AFI 99-102.
Operational Risk Management (ORM):  The systematic process of identifying hazards, assessing risk, analyzing risk control options and measures, making control decisions, implementing control decisions, accepting residual risks, and supervising/reviewing the activity for effectiveness.   Source: AFPD90-9, 1 April 2000
Operational Safety:  The condition of having acceptable risk to life, health, property, or environment caused by a system or subsystem when employing that system or subsystem in an operational environment.  This requires the identification of hazards, assessment of risk, and the determination of mitigating measures and acceptance of residual risk.  Source:  AFI 99-102.
Operational Safety, Suitability, and Effectiveness (OSS&E) Baseline:  A description of the OSS&E characteristics and limitations of any system, system increment, end item, or end item increment that must be understood, acknowledged and maintained during operational use, deployment, experimentation, exercises, training, and maintenance of the system or end item.  The OSS&E baseline is established in development and updated as changes (threat, operational usage, aging, etc.) and improvements are made to the system or end item.  The OSS&E baseline can include the configuration baseline (specifications, drawings, and software code listings), capability documents, TOs, certifications, training, maintenance facilities, spare parts, threat scenarios, etc.  
Operational Test Agency (OTA)/Organization (OTO):  The agency or organization responsible for planning and conducting Operational Test and Evaluation (OT&E) for all designated programs.

Operational Test and Evaluation (OT&E):  Testing and evaluation conducted in as realistic an operational environment as possible to estimate the prospective system's operational effectiveness, suitability, and operational capabilities.  In addition, OT&E provides information on organization, personnel requirements, doctrine, and tactics.  It may also provide data to support or verify material in operating instructions, publications, and handbooks.  Source:  AFI 99-103, Capabilities-Based Test and Evaluation
Operator Manual (OM, SCOM):  Provides computer control personnel and computer operators in an information processing center with a detailed operational description of the system and its associated environment.   Instructions for installation and operation.
Optimizing Level:  Level 5 as defined by the SEI-CMM: Continuous process improvement is enabled by quantitative feedback from the process and from piloting innovative ideas and technologies.  Source:  CMM Key Practices – Appendix B Glossary.
Optional:  See Documentation Tailoring Category or Process Tailoring Category as it pertains to each.

Organization:  A unit within a company or other entity within which many projects are managed as a whole.  All projects within an organization share a common top-level manager and common policies.  This is distinguished from the Project or Program.  Project and Program is used interchangeably.  This is a company, corporation, firm or enterprise, whether incorporated or not, public or private.   It is a unit within a company or other entity (e.g., government agency or branch of service) within which many projects are managed as a whole.  All projects within an organization share a common top-level manager and common policies

Organization Process Focus (OPF):  To establish the organizational responsibility for software process activities that improve the organization's overall software process capability. The primary result of the OPF activities is a set of software process assets (see OPD) that are used by the software project (See ISM). This is a Level 3 SEI-CMM Key Process Area.

Orientation:  An overview or introduction to a topic for those overseeing or interfacing with the individuals responsible for performing in the topic area. (See train for contrast.)  Source:  CMM Key Practices – Appendix B Glossary.
Participating Test Organization (PTO):  Any test organization required to support a lead test organization by providing specific T&E data or resources for a T&E program or activity.  (AFI 99-103).
Patch Release:  No high-level visibility; and, low risk fixes and repairs.
Peer:  Someone, besides the principal work product author, who is trained, experienced, and knowledgeable in the work product being reviewed.  

Peer Reviews (PR):  The review of work products performed by peers during development of the work products to identify defects for removal.  Source CMMI for Development, V 1.2

Performance:  A quantitative measure characterizing a physical or functional attribute relating to the execution of a mission/operation or function.

Performance Analysis:  The operational and support characteristics of the system that allow it to effectively and efficiently perform its assigned mission over time.
Performance Evaluation Test (PET):  PET evaluates the performance of the integrated system by employing techniques which may include bandwidth analysis, load testing, and stress testing to ensure the system performs in accordance with specified requirements and approved designs.  
Physical Data Model (PDM):  A model of data that represents the structure of the data as implemented in the physical database. This will reflect denormalization implemented to enhance performance and data element properties as required, such as field lengths, and storage types, and whether nulls are allowed. The PDM may also not show foreign keys. The PDM may also contain the program access name for each data element as well as the display name.

Plan of Action and Milestones (POA&M):  A plan of action and milestones (POA&M) is a tool that identifies tasks that need to be accomplished.  It details resources required to accomplish the elements of the plan, any milestones in meeting the task, and scheduled completion dates for the milestones.

The purpose of this POA&M is to assist in identifying, assessing, prioritizing, and monitoring the progress of corrective efforts for programs and systems.

Planning Package:  Planning Package In the context of Earned Value Management, a holding account (within a control account) for budget for future work that is not yet practicable to plan at the work package level. The planning package budget is time-phased in accordance with known schedule requirements (due dates) for resource planning and plans are refined as detail requirements become clearer and time to begin work draws nearer. A company may elect to break the work assigned to a control account into smaller groupings of tasks/activities, i.e., multiple planning packages, for internal planning and control reasons. (Government-Industry Earned Value Management Working Group)  

Policy:  A guiding principle typically established by senior management, which is adopted by an organization or project to influence and determine decisions.  
Source:  CMM Key Practices – Appendix B Glossary.
Position Requirements Waiver (PRW):  A PRWM is used to allow a member who does not meet these requirements to be assigned to an acquisition position or provides an extension of the 24-month grace period for meeting position qualification requirements.
Predictive Scheduling Tool (PST): An AFMC/PK owned Microsoft Excel Workbook tool for standard quarterly reporting of Services Acquisitions.
Pre-Production Readiness Review (PPRR):  Engineering (technical), security, test and management reviews conducted by Global Combat System Support-Air Force (GCSS-AF) with Responsible Test Organization (RTO) oversight to determine whether the system is prepared for integration into the GCSS-AF Pre-Production environment.

Prime Contractor:  An individual, a partnership, a corporation, or an association that administers a subcontract to design, develop, and/or manufacture one or more products.  Source:  CMM Key Practices – Appendix B Glossary.
Priority Precedence (Release):  This precedence applies to a release that does not necessarily require immediate attention but must be processed, shipped, and delivered earlier than would occur with a routine precedence.  Use of this precedence, including a required specified ship date, requires justification.  Processing time is usually 8 to 29 days (from turn-in to release), depending on the support, duplication, and distribution time required.  A priority release requires the accomplishment of all BPD disciplines.
Problem Report (PR):  A flaw in a system or system component that causes incorrect results or failure to perform the required function.  A defect, if encountered during execution that may cause a failure of the system.  There is a flaw, bug, fault, problem or error, within a software work product (not necessarily a deliverable) that will prevent the accomplishment of an operational or mission essential capability.  It is discovered by any source other than the author/developer.  It can be discovered at any point in the systems engineering process.  Peer Reviews, Management Reviews, Tests and end user input are the most prevalent means by which defects are found.  
Procedure:  A written description of a course of action to be taken to perform a given task.  See Class.  Source:  CMM Key Practices – Appendix B Glossary. 

Process:  A sequence of steps performed for a given purpose, for example, the software development process.  A sequence of steps performed for a given purpose; for example, the software development process.  Source:  CMM Key Practices – Appendix B Glossary.  
Process Capability:  The range of expected results that can be achieved by following a process. (See process performance for contrast.)  Source:  CMM Key Practices – Appendix B Glossary.
Process Change Request (PCR):  Submitted at the project level with the intention of improving a documented process. Forwarded to corporate for approval for incorporation if approved at the project level.  
Process Description:  A documented expression of a set of activities performed to achieve a given purpose.  A process description provides an operational definition of the major components of a process. This documentation specifies, in a complete, precise, and verifiable manner, the requirements, design, behavior, or other characteristics of a process.  It may also include the procedures for determining whether these provisions have been satisfied.   Process descriptions may be found at the activity, project, or organizational level.   Source:  CMMI for Development, V 1.2

Process Development:  The act of defining and describing a process. It may include planning, architecture, design, implementation, and validation.  Source:  CMM Key Practices – Appendix B Glossary.
Process Integration Board (PIB): A PEO BES board that provides oversight and direction in implementing the AFLCMC Strategic Objective 4, Standardize and Continuously Improve Center Processes, and serves as the governance body for approving standard processes and information technology tools that support, enable, and/or execute standard processes unique to PEO BES.
Process Owner:  The Process Owner is the individual responsible for a specific process and its procedural steps. It is this person's responsibility to determine the feasibility of an update or a process improvement.  

Process Performance:  This is a measure of the actual results achieved by following a process. (See process capability for contrast.)  Source:  CMM Key Practices – Appendix B Glossary.
Process Tailoring:  Making, altering, or adapting a process description for a particular end.  For example, a project tailors its defined process from the organization’s set of standard processes to meet the objectives, constraints, and environment of the project.   Source:  CMMI for Development, V 1.2

Product Assurance Real-Time Information System:  Implements a product assurance program including Reliability, Availability, and Maintainability (RAM), quality hardware and software, and system assessment to ensure user satisfaction, mission and Operational Effectiveness (OE), and performance to specified requirements.

Production Readiness Review (PRR):  A review to ensure that an application release is ready for loading in the GCSS-AF Production environment.
Productivity:  The measure of the amount of source code that can be delivered per person-month.  
Profile:  A comparison, usually in graphical form, of plans or projections versus actuals, typically over time.  Source:  CMM Key Practices – Appendix B Glossary.
Program Control:  Program control consists of several different roles including cost-estimating, scheduling, and workload resource management. These duties are performed for any project needing assistance and may be short-term or long-term assignments. A cost estimator develops estimates for product size, effort, and costs and participates in project planning for software-related efforts. Scheduling includes preparing a project schedule and reporting any schedule related risks. Workload resource management involves managing current and projected workload and reporting any related risks.  
Program Management Office (PMO):  Centralized authority responsible for planning, organizing, staffing, controlling, and leading the combined efforts of participating/assigned civilian and military personnel and organizations, for the management of a specific defense acquisition program or programs, throughout the system life cycle.

Program Management Review (PMR):  PMRs are performed on development and sustainment projects or programs about once a year and on acquisition projects or programs semi-annually.  PMRs are also performed on projects or programs “in trouble”.
Program Sufficiency Review: The Program Sufficiency Review (PSR) is a process of conducting assessments culminating in a final outbrief of the results of those assessments to obtain approval of a program baseline (PB).  The PSR integrates findings from multiple assessments and provides an opportunity at the outbrief for communication and crossfeed of information obtained from these assessments to support program decisions, establish executable budgets, and proactively identify risks prior to Milestone (MS) decisions and other key events.
Program Office:  The Program Office is analogous to an “operational unit” for executing programs.  Each functional representative within the Program Office, regardless of whether that person supports the program on a full-time or part-time basis, should report to, and take program direction from, the PM or someone subordinate to the PM.  Functional home office staffs are not accountable for program execution.  They are responsible for providing trained human resources and advice to PMs.   
Programmer:  Supports the lead programmer.  Each project may have one or many.  Each Programmer may be assigned to more than one project.  They may perform other roles on the project with the exception of Lead Analyst.

Project Configuration Manager (CM):  Responsible to the PROJECT Manager for executing all applicable BPD Configuration Management procedures for the PROJECT.  May perform any other PROJECT system engineering roles, but should not participate as a member of the PDT.

Project Development Team (PDT):  The team who develops and maintains software code on one or more software projects.

Project Manager:  The person responsible for the planning, directing, controlling, structuring, and motivating the project.  The project manager is responsible to the customer.   Source:  CMMI for Development, V 1.2

Project Roles:  These are individuals who have a role in the project.  They include: the Project Manager; the Lead Engineer; the Lead Functional Analyst; the Lead Designer; the Lead Programmer; the Test Director as well as the analysts, designers, and programmers.
Project Security Manager (SM):  Responsible to the PROJECT Manager for all security work products and procedures.  They may perform other PROJECT roles.  Most likely is not part of the PDT. 

Project Team:  Any individual associated with a specific project. This definition can include the customer and end user of a system, and contractors.

Proposal:  Documents the technical approach, cost estimate, risks, resources, and schedule for each requirements document. 
Qualification Test and Evaluation (QT&E):  QT&E, led by the Lead Development Test and Evaluation Organization (LDTO), validates the product integrates into its intended environment, meets specified requirements in accordance with the approved design, meets performance standards, and validates the information assurance controls employed by the system meet Department of Defense (DoD) standards and policies.  QT&E is performed in a government-provided and managed operationally-relevant environment.  
Quality:  The totality of characteristics of an entity that bear on its ability to satisfy stated and implied needs.  (1) The degree to which a system, component, or process meets specified requirements. (2) The degree to which a system, component, or process meets customer or user needs or expectations. (3) The totality of features and characteristics of a product that bears on its ability to satisfy given needs.  Source:  CMM key Practices – Appendix B Glossary. 
Quality Assurance Personnel (QAP):  Must have one for PROJECTS that use contractors.  Each QAP may be assigned to more than one PROJECT.  They will report directly to the Project Manager.

Quality Control:  The operational techniques and activities that are used to fulfill requirements for quality.  Source:  CMM Key Practices – Appendix B Glossary.  

Quality Management:  All activities of the overall management function that determine the quality policy, objectives and responsibilities and implement them by means such as quality planning, quality control, quality assurance and quality improvement, within the quality system.  
Rapid Application Development (RAD):  Has always been associated with prototyping, which has been used by programmers since the 1960s to help define user requirements and to verify that the programmer has understood the functions to be performed by the application.  Early prototypes, (the BPD IPT calls Conceptual Prototypes) were simply screen paintings without function.  The programmer would explain to the user how the screens would be sequenced and how the application would respond to input; the user had to use his/her imagination.  After the prototype was approved, the programmer would throw it away and begin to program the application “for real”.  Since the prototypes were “mock-ups” from both the programmer and the user point of view, they were imprecise approximations.  In the 1980s, the term RAD became associated with 4GLs, and particularly those products that could generate compiled code.  With these products, the programmer could rapidly create a functional, working prototype (the BPD IPT calls Operational Prototypes) that gave a better picture of the final application than the mock-ups of the previous generation.  Unlike their predecessors, these prototypes could be compiled into code that executed at acceptable levels of performance.  The prototype was progressively refined with incremental processing detail until it finally became the complete application.  During the process, it became possible for end users to inspect and approve application components as they were developed.  See the Prototyping & Rapid Application Development Guide for a full understanding of Conceptual Prototypes and Operational Prototypes. 

Reengineering:  The process of examining and altering an existing system to reconstitute it in a new form. May include reverse engineering (analyzing a system and producing a representation at a higher level of abstraction, such as design from code), restructuring (transforming a system from one representation to another at the same level of abstraction), forward engineering (using software products derived from an existing system, together with new requirements, to produce a new system), translation (transforming source code from one language to another or from one version of a language to another), or new interface design (linking one existing system to another new or existing system).  
Regression Testing:  Regression testing validates existing capabilities and functionality is not diminished or damaged by changes or enhancements introduced to a system.  It also includes “break-fix” testing which verifies corrections implemented functions to meet specified requirements.  
Relationship:  An association between entities. Relationship names should be verbs or verb phrases. Avoid overly simplistic names such as "is" or "has."

Release:  A configuration management action whereby a particular version of software is made available for a specific purpose.  This is a process whereby the final computer program or changes to the computer program and associated documentation, are distributed to using activities.  For DoD contractors, a software build is an aggregate of one or more computer configuration items that results in the satisfaction of a specific set or subset of requirements based on development of software.  A build is a separately tested and delivered product.  Build-level functions are those that are performed for each release of a software product to the customer.  On federal government contracts using, a customer release corresponds to a build.   Each Release will have its own Release Schedule.  For CMM purposes the release should be considered the product.  And that to differentiate releases, those releases which result from a requirements document, should be the product, versus a release as a result of fixing a problem perhaps resulting from a DR.  See C&I Requirements Document or DR.  Note: the relationship of the terms “build” and “version” is up to the developer; for example, it may take several versions to reach a build, a build may be released in several parallel versions (such as to different sites), or the terms may be used as synonyms.  This is a configuration management action whereby a particular version of software is made available for a specific purpose.  A Release may have one or more requirements documents.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB. 

Release Schedule:  A list of work products associated with an AIS’s release and the activities that are required to produce those products in a release.  The Project Manager uses the Release Schedule to plan the start and finish dates of their release and to allocate resources for the development of products.  The Release Schedule provides a means of evaluating the progress of the release.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.
Reliability:  The ability to perform with correct, consistent result.  There are four metrics used to assess software reliability:


1. Probability of failure on demand: this is a measure of the likelihood that the system will behave in an unexpected way when some demand is made on it (i.e., safety-critical and “non-stop” systems.


2. Rate of fault occurrence (ROCOF): the measure of the frequency of occurrence with which unexpected behavior is likely to be observed.  This is the most generally useful reliability metric (i.e., 2/100 means two faults in 100 time units).


3. Mean Time To Failure (MTTF): a measure of the time between observed failures. Not very useful for software, more appropriate for hardware.


4. Availability: measure of how likely the system is to be available for use, normally expressed in time units.  Most appropriate for systems where the repair or restart time is significant and the loss of service during that time is important (i.e., telecommunications, 998/1000).
Request for Overhire: This process clarifies and describes the roles and responsibilities for organizations directly involved with requesting or processing a Request for Overhire (RFO).  A civilian overhire, simply defined, is any personnel not assigned to a firm Unit Manpower Document (UMD) authorization.  Overhires are generally used to satisfy short-term or seasonal workload requirements or to meet vital mission requirements and approval is normally for the FY in which it is requested.
Request for Personnel Action: A process necessary to appoint, separate, or make other personnel changes. A Standard Form 52 Form is used. 
Required Training:  This is training designated by an organization to be required to perform a specific role.  Also see Desired Training.  Source:  CMM Key Practices – Appendix B Glossary.
Requirements Approval Document (RAD):  The RAD Process is an Air Force Materiel Command (AFMC) command-wide process used to identify and obtain approval of contract support services (CSS) requirements with a total value equal to the Simplified Acquisition Threshold (SAT) (currently $150K) or greater.

Requirements Operability Test (ROT):  ROT validates the integrated system functions properly and meets specified requirements and approved designs.  
Requirements Sponsor:  The DOD component responsible for all common documentation, periodic reporting and funding actions required in support of the capabilities development and acquisition process for a specific capability proposal.  Source:  CJCSI 3170.01D.

Requirements Traceability Matrix (RTM):  A discernable association between requirements and related requirements, implementation, and verifications.   Source:  CMMI for Development, V 1.2.

Reusability:  Ability to be used in multiple applications.  
Revision:  A version that supersedes an earlier version, typically, to correct errors as opposed to a version that is an alternative version.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.  

Risk Assessment Matrix:  Examines each identified risk to refine the description of the risk, isolate the cause, and determine the effects in setting risk mitigation priorities. It considers the likelihood of root cause occurrence; identifies possible consequences in terms of performance, schedule, and cost; and identifies the risk level in terms of high (red), medium (yellow), and low (green).
Risk Identification: Integration and Ilities:  The Risk Identification: Integration & Ilities (RI3) process is designed to be used as an evaluation aid as part of the program’s Systems Engineering process.  In particular, it is an aid for the risk identification step of a standard risk management process. The Air Force, as part of the Lifecycle Risk Management Initiative in Developing and Sustaining Warfighting Systems, is adopting the pictured process, with an upfront step to establish the risk management processes.

Risk Management Strategy:  A description of the risk management activities to be performed on a project.  There is the identification of known risks and the corresponding mitigation strategies for a specific project.  Periodic updates of risks are also to be maintained.  
Robustness:  The degree to which a system or component can still function in the presence of partial failures or other adverse, invalid, or abnormal conditions.  
Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Role:  A unit of defined responsibilities that may be assumed by one or more individuals.  They are the face that an object or a class presents to the world.  The same object may play different roles at different times and thus logically present a different face each time.  Collectively, the roles of an object form the object’s protocol.  Source:  CMM Key Practices – Appendix B Glossary.  
Routine Precedence (Release):  This is the normal precedence given to any release.  Any request that does not identify a precedence type will be treated as a routine.  Normally, all routine release requests are processed on a first-in, first-out basis.  Processing time may be greater than 30 days (from turn-in to release), depending on the support, duplication, and distribution time required.  A routine release requires the accomplishment of all BES Process Directory (BPD) disciplines.
Satellite Office (SO): A small office in a different location from the main command location that operates as an office extension to provide local support for local activities.
Scenario:  (1) Description of an exercise (initial condition in military terms). It is part of the session database, which configures the units and platforms and places them in specific locations with specific missions. (2) An initial set of conditions and time lines for significant events imposed on trainees or systems to achieve exercise objectives.  An instance of a use case that signifies a single path through that use case.  A primary scenario represents some fundamental system function; secondary scenarios represent some fundamental system functionality; secondary scenarios represent variations on the theme of a primary scenario, often reflecting exceptional conditions. A scenario is an instance of a use case, and thus represents a single path through that use case.  For example, “book a shipment of tennis shoes from Hong Kong for delivery to Long Beach on the ship H.M.S. Bilgewater and then on to Chicago by rail starting next Friday is one scenario of the use case of “book a shipment”.  See Use Case.  
Scientific and Technical Information (STINFO):  Requirement to mark scientific, technical, engineering, production, and logistics data to show the extent to which Air Force personnel or those acting on the Air Force’s behalf may disseminate data without additional and prior approval from the controlling DoD office indicated in the distribution statement.  Also applies for disposing of scientific and technical documents. STINFO applies to all scientific and technical publications and documents generated either by the Air Force or from Air Force-funded research, development, test, and evaluation (RDT&E) programs, including working papers, memoranda, and preliminary reports, if those documents are not in the public domain. It also applies to engineering drawings, standards, specifications, technical manuals, blueprints, drawings, plans, instructions, computer software and documentation, photographs, technical orders, databases, and any information that can be used or adapted for use to design, engineer, produce, manufacture, operate, repair, overhaul, or reproduce any military or space equipment or technology concerning that equipment. It applies to any medium that transfers information, including paper, microform, electronic storage, and video recordings. It does not apply to cryptographic and communications security documents, communications and electronic intelligence, and other categories that the Director, National Security Agency, or the Chief, Central Intelligence Agency, designates. It does not apply to classified technical documents containing “restricted data” and “formerly restricted data” as defined in the Atomic Energy Act of 1954, as amended (see joint Department of Energy and DoD directives for distribution, control, and marking requirements).  Source:  AFI 61-201, Management of Scientific and Technical Information (STINFO).
Section:  Section shall be interpreted as meaning the top paragraph and all its subparagraphs.
Security:  Measures and controls that ensure confidentiality, integrity, availability, and accountability of information processed and stored by a computer or information system.  Source:  GIG CRD, 30 Aug 2001.

Security Readiness Review (SRR):  This review is conducted by the Responsible Test Organization (RTO) and the Participating Test Organization (PTO) to provide automated and manual verification that Security Technical Implementation Guide (STIG) configurations are applied to environments; measures security posture and maturity of a system. 
Self-Assessment Checklist (SAC):  User completed checklists about the health of a units programs.  Data from the checklists will be automated and accessed by the web- based program Management Internal Control Toolset (MICT).  
Self-Assessment Program (SA): An AFLCMC program to provide leaders with a tool for internal assessment of unit health.  Units are judged on their ability to execute the mission, manage resources, lead people and improve performance.
Segment:  A collection of one or more CIs most conveniently managed as a unit.  Segments are generally defined to keep related CIs together so that functionality may be easily included or excluded in a variant.

Senior Officer Communication and Coordination Electronic Resource (SOCCER): On-line system of record for formal taskings.
Sensitivity Analysis:  In safety analysis, analysis that assesses the potential impact of a potentially critical failure on the ability of the system to perform its mission. 
Service Area:  A "service area" in JTA terminology is not more than an arbitrary grouping of services and functionality provided in an information system.  For the purposes of a technical architecture, all services have been allocated to a given service area in a way that is consistent with the way that the standards bodies are addressing the definition of industry standards.  See JTA.
Should Cost (SC):  Is a continual effort to scrutinize each element of cost, across the life-cycle, and assess how it can be reduced without unacceptable reductions in value received.
Simulator:  (1) A special case of virtual simulation that provides an encapsulated virtual environment for interfacing with the simulation system. (2) A device, computer program, or system that performs simulations. (3) For training, a device which duplicates the essential features of a task simulation and provides for direct practice.  (4) A physical model or simulation or a weapon system, set of weapon systems, or a piece of equipment which represent some major aspects of the equipment's operation.  
Single Manager:  The single individual specifically designated, under the integrated weapon system management architecture, to be responsible for the life cycle management of a system or end-item.  The single manager is the program manager vested with full authority, responsibility, and resources to execute and support an approved Air Force program.  

SISSU Questions in EITDR:  A set of questions in EITDR that are used for determining the Security, Interoperability, Supportability, Sustainability, and Usability (SISSU) requirements (i.e. non-functional requirements) that a program office must adhere to when developing and fielding a system.  The questions are a tool that stakeholders use to ensure that SISSU needs are communicated early, from requirements generation forward.  The SISSU questions are answered in EITDR according to the phase in the IT LEAN acquisition framework (Requirements, Design, Build & Test, and Release & Support) in which responses must be posted, reviewed and validated.  Source:  based on IT Lean Reengineering and SISSU Process Guidebook, Version 5.0, 7 June 2007

Size:  Delivered, executable SLOCs. Comment statements or blank lines are excluded from the size.  It can use Function Points to describe size.
Supportability Management Assessment Reporting Tool (SMART): a collaborative web-based application designed to assist program managers and acquisition professionals with day-to-day tasks of defining, managing, and reporting program health and status throughout a program's lifecycle.
Software:  Intellectual creation comprising the programs, procedures, rules and any associated documentation pertaining to the operation of a data processing system, computer programs and computer databases.  Note: Although some definitions of software include documentation, it is now limited to the definition of computer programs and computer databases.  
Software Assurance:  Level of confidence that software is free from vulnerabilities, either intentionally designed into the software or accidentally inserted at anytime during its lifecycle and that the software functions in the intended manner.  Source:  Committee on National Security Systems (CNSS) Instruction 4009.
Software Development:  New development, modification, reuse, reengineering, maintenance, and all other activities resulting in software products.   Describes the plans for conducting a software development effort, including, but not limited to, identification of processes, methods, and approach to be used/followed to develop the effort and the management approach to manage the effort and captures the schedules and organization and resources associated with the project.  Note:  The SDP (a.k.a., Project Plan) includes the above within the basic plan; however, the following plans or documents exist as attachments to the SDP: Master Schedule, Configuration Management Plan, Systems Process Assurance Plan, Test Document, Project Estimates, Implementation Plan, and Risk Management Plan).

Software Development File (SDF):  The software development file contains all the information pertaining to the development of each unit or module (class and method for Object Oriented systems) at least down to the Configuration Item (CI) Level.  It should include the software, test cases, test results, approvals, and any other items that will help to explain the functionality of the software and the reasoning that led to the code.  Contents typically include (either directly or by reference) considerations, rationale, and constraints related to requirement analysis, design, and implementation; developer internal test information; and schedule and status information. This file may be a document or an electronic file.  Source:  BPD artifact, Software Development File Guide (SWGD039) March 2006, and MIL-STD-498.

Software Development Life Cycle:  A development methodology.  See System Development Life-Cycle Methodologies Guide.  
Software Integration:  A process of putting together selected software components to provide the set or specified sub-set of the capabilities the final software system will provide.  Source:  CMM Key Practices – Appendix B Glossary.  
Software Life Cycle:  The period of time that begins when a software product is conceived and ends when the software is no longer available for use.  The period of time that begins when a software product is conceived and ends when the software is no longer available for use.  The software life cycle typically includes a concept phase, requirements phase, design phase, implementation phase, test phase, installation and checkout phase, operation and maintenance phase, and, sometimes, retirement phase.  Source:  CMM Key Practices – Appendix B Glossary.  

Software Process:  A set of activities, methods, practices, and transformations that people use to develop and maintain software and the associated products (e.g., project plans, design documents, code, test cases, and user manuals).  Source:  CMM Key Practices – Appendix B Glossary.
Software Process Assets:  See organization's software process assets.  Source:  CMM Key Practices – Appendix B Glossary.
Software Product:  The complete set or any of the individual items of the set, of computer programs, procedures, and associated documentation and data designated for delivery to a customer or end user.   (See software work product for contrast). Complete set of computer programs, procedures and associated documentation and data designated.  Source:  CMM Key Practices – Appendix B Glossary.  
Software Project:  An undertaking requiring concerted effort, which is focused on analyzing, specifying, designing, developing, testing, or maintaining the software components and associated documentation of a system. A software project may be part of a project building a hardware or software system.  Source:  DAU – Defense Acquisition Guidebook

Software Quality Factors:  Examples include quantitative requirements regarding CI functionality, reliability, maintainability, availability, flexibility, portability, reusability, testability, usability, and other attributes.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.  

Software Requirement:  A condition or capability that must be met by software needed by a user to solve a problem or achieve an objective.   In systems engineering, a requirement can be a description of what a system must do, referred to as a Functional Requirement.  This type of requirement specifies something that the delivered system must be able to do.  In software engineering, the same meaning of requirements applies, except that the focus of interest is the software itself.  Source:  DAU – Defense Acquisition Guidebook

Software System:  A system consisting solely of software and possibly the computer equipment on which the software operates.  
Source Lines Of Code:  An explicit definition of what to include and what to exclude when counting SLOC can be found in a Technical Report produced by the Software Engineering Institute (SEI) Park, Robert, E. et al. Software Size Measurement: A Framework for Counting Source Statements (CMU/SEI-92-TR-20). Pittsburgh, Pa: Software Engineering Institute, Carnegie Mellon University, and September 1992.  This reference can be found in the BPD IPT Process Asset Library.  The definition that Hewlett-Packard used was: NCSS or non-commented source statements, which include compiler directives, data declarations, and executable code.  Each physical line of code in counted once.  Each include file is counted once.  Print statements are lines of code.  Comment lines are lines containing only comments. A commented executable line is counted as executable code, not as a comment.  Blank lines are not counted as comment lines.  There will be a physical line (non-comment, non-blank) of deliverable source statements.  Source:  Linda Hale, Software Process Engineering, Hill AFB 1993.  

Source Statements:  Instructions or other textual symbols, either written by people or intended to be read by people; that direct the compilation or operation of a computer-based system.  Source:  Linda Hale, Software Process Engineering, Hill AFB 1993.  

Special Cause (of a defect):  A cause of a defect that is specific to some transient circumstance and not an inherent part of a process.  Special causes provide random variation (noise) in process performance.  (See common cause for contrast.)

Specification:  A document intended primarily for use in procurement, which describes the essential technical requirements for items, materials, or services including the procedures for determining whether the requirements have been met.

Staff Hour:  This is an hour of time expended by a member of the staff.  
Source: IEEE P1045/D5.0.

Stage:  A partition of the software effort that is of a manageable size and that represents a meaningful and measurable set of related tasks performed by the project.  A stage is usually considered a subdivision of a software life cycle and is often ended with a formal review (or other well-defined criteria) prior to the onset of the following stage.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.  

Stakeholder:  A group or individual that is affected by or is in some way accountable for the outcome of undertaking.    Stakeholders may include project members, suppliers, customers, end users, and others.  Source:  CMMI for Development, V 1.2

Stakeholder List:  List of enterprise, organization, or individual having an interest or a stake in the outcome of the engineering of a system.  Source: BPD Lexicon.

Standard:  Mandatory requirements employed and enforced to prescribe a disciplined uniform approach to software development.  Source:  CMM Key Practices – Appendix B Glossary.
Standard System:  A "standard system" is a migration system within an IM functional area that has completed the transition to DoD-wide standard technical environment (defined by the DoD technical architecture and the Technical Reference Model) and standard data definitions.  
Standard Process (SP):  For AFLCMC, SPs generally cross directorates or functional areas or benefits the Center and are mandatory.  Processes are related repeatable activities that produce a specific service or product (example, Procurement to Payment), continue to seek increase in PMM and are measurable.   SPs indicate where there is a separation of responsibilities and control points (they are not task specific).  They are also very helpful to identify (or expand upon current) Policy and Procedure* requirements.  Processes address why it is needed, who is responsible to perform the Process (department, division), what major functions are performed, when the function is triggered.
Standards & Process (S&P) Board:  An AFLCMC-level board that provides oversight and direction in implementing the Center’s Strategic Objective 4, Standardize and Continuously Improve Center Processes, and serves as the governance body for approving standard processes and information technology tools that support, enable, and/or execute standard processes.

Statement of Objectives (SOO):  A document primarily for use in procurement, which specifies the work requirements for a project or program in a general type of framework (similar to the more specific task oriented SOW). It is used in conjunction with specifications and standards as a basis for a contract.  That portion of a contract, which establishes a broad description of the government's required performance objectives. Source:  Definition from Defense Systems Management College Glossary of Defense Acquisition Acronyms & Terms seventh edition, October 1996.
Statement Of Work (SOW):  A document primarily for use in procurement, which specifies the work requirements for a project or program.  It is used in conjunction with specifications and standards as a basis for a contract.  The SOW will be used to determine whether the contractor meets stated performance requirements. That portion of a contract, which establishes and defines all non specification requirements for contractor efforts, either directly or with the use of specific cited documents.  Source:  Definition from Defense Systems Management College Glossary of Defense Acquisition Acronyms & Terms seventh edition, October 1996.

Statement Type:  An attribute that classifies source statements and source lines of code by the principal functions that they perform.  
Status Accounting:  See Configuration Status Accounting.  Source:  Kenneth Meiser, Software Technology Support Center, Hill AFB.
Stress Testing:  Testing conducted to evaluate a system or component near, at, or beyond the limits of its specified requirements.  Any kind of testing carried on with a simultaneously active source of transactions.  Testing with high background loads, to the point where one, more, or all the resources are simultaneously saturated.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  
Stub Testing:  Occurs when software logic is tested with normal links, exits, branches, jumps, etc., temporarily changed (stubbed) for test purposes.  An example of stub testing with interoperability--the passing of data to an interfacing system would be ‘stubbed” to print the data for verification purposes rather than passing it to the interfacing system.  Source:  Adapted from Automated Software Testing: Introduction, Management, and Performance, 1999, Elfriede Dustin, Jeff Rashka, and John Paul.

Subcontract:  A contract between two contractors, usually a prime and a subcontractor. 

Subcontractor:  An individual, partnership, corporation, or association that contracts with an organization (i.e., the prime contractor) to design, develop, or manufacture one of more products.  This is an organization that provides a product, to the supplier.  An individual, partnership, corporation, or an association that contracts with an organization (i.e., the prime contractor) to design, develop, or manufacture one or more products.  
Sufficiency Review:  Sufficiency Reviews are conducted as Component Validation and Integration (CV&I) assessment prior to Test Readiness Review I (TRR I) to determine the sufficiency of CV&I test activities, provide an engineering go/no-go recommendation and determine readiness to conduct TRR I; and Qualification Test and Evaluation (QT&E) midpoint assessment of Developmental Test and Evaluation (DT&E) effectiveness used to determine the readiness for movement into Operational Test and Evaluation (OT&E), Limited Deployment, or production.  
Supportability:  The level that programs, regardless of ACAT, adequately address IT infrastructure requirements, the availability of bandwidth and spectrum support, funding, personnel, and identify dependencies and interface requirements between systems.  Source: CJCSI 6212.01C, 20 Nov 2003.

Sustainability:  The ability to maintain the necessary level and duration of operational activity to achieve military objectives.  Sustainability is a function of providing for and maintaining those levels of ready forces, materiel, and consumables necessary to support military effort.  Source: JP 1-02, 17 Dec 2003.
Sustainment Development:  See Tracks System:  A collection of components organized to accomplish a specific function or set of functions.  A single DSD.  
System Elements:  A system element is a balanced solution to a functional requirement or a set of functional requirements and must satisfy the performance requirements of the associated item.  A system element is part of the system (hardware, software, facilities, personnel, data, material, services, and techniques) which, individually or in combination, satisfies a function (task) the system must perform.  
System Integration Test (SIT):  SIT validates the integration of a system into an operationally-relevant environment (installation, removal, and backup and recovery procedures).  
System Operability Evaluation (SOE):  SOE is traceable scenario and or script driven end-to-end qualification testing of a system that validates the integrated system operates in accordance with specified requirements and approved designs.  SOE should also include Regression testing, which validates that existing capabilities/functionality is neither diminished nor damaged by changes or enhancements introduced to a system.  
System Requirement:  A condition or capability that must be met or possessed by a system or system component to satisfy a condition or capability needed by a user to solve a problem.  A system requirement follows a Functional Requirement and precedes an Allocated Requirement.  It is documented in the Requirement Specification (RS).  
Systems Architecture:  A description, including graphics, of systems and interconnections providing for, or supporting, DoD functions.  Source:  DoDD 4630.05, 5 May 2004 (Certified Current 23 Apr 2007), Interoperability and Supportability of Information Technology (IT) and National

Security Systems (NSS)
Systems Process Assurance (SPA):  (1) a planned and systematic pattern of all actions necessary to provide adequate confidence that a software work product conforms to established technical requirements.  (2) A set of activities designed to evaluate the process by which software work products are developed or maintained.  SPA provides management with appropriate visibility into the process being used by the software project of the products being built.  SPA involves reviewing and auditing not only the software products but the software work products and activities to verify that they comply with the applicable procedures and standards and providing the software project and other appropriate managers with the results of the reviews and audits.  [27] The Systems Process Assurance team comprises individuals who perform independent SPA process and product evaluations. SPA is defined at both a project level and a corporate level.  All SPA members follow the same processes and procedures.  Their purpose is to provide management with appropriate visibility into the process being used by the software project and of the products being built.  
Systems Specification:  A system-level requirement specification.  A system specification may be a system or subsystem specification, prime item development specification, or a critical item specification.  
Task Leader:  This is the leader of a technical team for a specific task, who has technical responsibility and provides technical direction to the staff working on the task.

Team:  A collection of people, often drawn from diverse but related groups, assigned to perform a well-defined function for an organization or a project.  Team members may be part-time participants of the team and have other primary responsibilities.  
Technical (Formal) Reviews:  A technical review is a form of peer review in which "a team of qualified personnel ... examines the suitability of the software product for its intended use and identifies discrepancies from specifications and standards. Technical reviews may also provide recommendations of alternatives and examination of various alternatives.  "Software product" normally refers to some kind of technical document. This might be a software design document or program source code, but use cases, business process definitions, test case specifications, and a variety of other technical documentation, may also be subject to technical review.  Technical review differs from software walkthroughs in its specific focus on the technical quality of the product reviewed. It differs from software inspection in its ability to suggest direct alterations to the product reviewed, and its lack of a direct focus on training and process improvement.  The term formal technical review is sometimes used to mean a software inspection.  (IEEE Std. 1028-1997, IEEE Standard for Software Reviews, clause 3.7)

Technical Architecture (TA):  A minimal set of rules governing the arrangement, interaction, and interdependence of the parts or elements whose purpose is to ensure that a conformant system satisfies a specified set of requirements.  The technical architecture identifies the services, interfaces, standards, and their relationships.  It provides the technical guidelines for implementation of systems upon which engineering specifications are based, common building blocks are built, and product lines are developed.  (See Architecture, Operational Architecture or Systems Architecture.)  
Technical Compliance Network Order (TCNO):  A TCNO supersedes and replaces two previous Air Force Certification (AFCERT)-generated messages, AFCERT Advisory and the AFCERT Advisory Compliance Message.  The AFCERT and Air Force Network Operations Center (AFNOC) disseminate TCNOs throughout the Air Force community (e.g., NCC, NOSC, AFNOC, etc.).  A TCNO is used to direct, inform, notify, and report on all security-related issues impacting any Commander Joint Task Force (CJTF) operations and resources across the Air Force Enterprise Network. Among other things, they direct the implementation of vulnerability risk mitigation procedures and fix (e.g., patch) actions.  Source: AFSSI 5021.

Technical Effort:  A technical effort is any activity that influences system performance by defining, designing, or executing a task, requirement, or procedure.  All the activities required to implement and execute the systems engineering process are technical efforts.  
Technical Management Review:  The goal is to ensure timely deployment of an effective system, sustaining it, and satisfying the need at an affordable cost; balancing a system's cost, schedule, effectiveness, and supportability.

Technical Objectives:  Technical objectives shall be established for each program so that meaningful relationships among need, urgency, risks, and worth can be established.  
Technical Requirements:  Properties (attributes) of products or services to be acquired or developed.  Source:  CMMI for Development, v1.2
Technology:  The application of science or engineering to accomplish a particular result.  
Template:  The outline or format for a document or memo.  Defines what information needs to be included in the document.  

Test Case:  A set of conditions or variables under which a tester will determine if a requirement or use case upon an application is partially or fully satisfied. 
Test Coverage:  The degree to which a given test or set of tests addresses all specified requirements for a given system or component.  Components are depth of coverage and breadth of coverage.  Test coverage can also refer to code coverage, such as branch and statement test coverage, the results of which will be realized as a metric.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  

Test Data:  Either contained in an ASCII file that the test harness reads during execution or is coded directly into the test harness and compiled prior to test execution.  Generally, the test data are compiled into the harness to avoid developing code to convert ASCII data from a data file into Ada objects for use by the harness.  Recorded information, regardless of the form or method of the recording, which may be of a scientific or technical nature.  The term includes computer software or data incidental to contractual administration, and usually does not include financial or management information.  
Test Integrated Process and Product Team (TIPT):  High performance teams established by the Integrated Test Team (ITT) to address test and evaluation planning and execution, data analysis, problem identification, and reporting; and conduct focused test related tasks.
Test Plan:  Describes plans for testing of Computer Software Configuration Items (CSCIs) and software systems.   It describes the software test environment to be used for the testing, identifies the tests to be performed, and provides schedules for test activities.  Adapted from DAU - Defense Acquisition Guidebook

Test Procedure:  The formal or informal procedure that will be followed to execute the test in question.  This is usually a written document that will allow others to carry out the test with a minimum of training and confusion.  These will be a separate test procedure for each test case, which will be noted in the test plan. 
Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Test Readiness Review I (TRR I):  TRR I is the formal review, conducted by the Program Manager (PM), signifying the Component Validation and Integration (CV&I) portion of Developmental Test and Evaluation (DT&E) is complete and recommends the system move into the Qualification Test and Evaluation (QT&E) portion of DT&E testing.  The results of the TRR I will demonstrate that each individual component and the assembled components are developed or configured in accordance with the approved design and function properly to meet specified requirements.  
Test Readiness Review II (TRR II):  TRR II is the formal review, conducted by the Program Manager (PM), signifying the main phase of Qualification Test and Evaluation (QT&E) is complete and that the release is ready to move into Limited Deployment test activities.  
Test Results:  Any data values that are passed out of the test harness that allows the engineer to gauge whether a test execution has been successful.  This data may be written to a text file or directly to a computer screen.  The format of this data is specified by the project guidelines or left to the discretion of the engineer.  Generally, this data is produced by coding Ada TEXT_IO.PUT_LINE calls into the test harness for each of the data values to be examined.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  
Test Script:  One test script is typically prepared for each configuration item (CI).  The test script describes the test cases and procedures for the testing of one Configuration Item.

Testability:  Ability to be easily and thoroughly tested.   (1)  The degree to which a system or component facilitates the establishment of test criteria and the performance of tests to determine whether those criteria have been met. (2) The degree to which a requirement is stated in terms that permit establishment of test criteria and performance of tests to determine whether those criteria have been met.  
Testable:  A requirement or set of requirements is considered to be testable if an objective and feasible test can be designed to determine whether each requirement has been met.  
To-Be Architecture:  Defines the desired or target operations, systems, or conditions.

Traceability:  The degree to which a relationship can be established between two or more products of the development process, especially products having a predecessor-successor or master-subordinate relationship to each other.   The ability to trace the history, application or location of an entity, by means of recorded identifications.  
Traceability of Requirements to Design:  To document the traceability of the requirements allocated from the system specification to each CI.  
Train:  To make proficient with specialized instruction and practice. (See also orientation.)  
Training Materials (TM):  These are Project specific training materials to be presented to the end users or customers, etc.  Project training needs to be defined in the Implementation Plan (IP).  
Training Program (TP):  (1) The set of related elements that focus on addressing an organization's training needs. It includes an organization's training plan, training materials, development of training, conduct of training, training facilities, evaluation of training, and maintenance of training records. (2) To develop the skills and knowledge of individuals so they can perform their roles effectively and efficiently. This is a Level 3 SEI-CMM Key Process Area.  
Training Waiver:  A written approval exempting an individual from training that has been designated as required for a specific role.  The exemption is granted because it has been objectively determined that the individual already possesses the needed skills to perform the role.  Source:  BPD Website.  
Transition:  The process of transferring responsibility for the acquired software products from the project manager to the software support organization.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.  
Transition Support Plan (TSP):  The approval document for the program transition and provides the detailed actions necessary to accomplish the transition.  
Unit:  See Computer Software Unit (CSU) in the Defense Acquisition University (DAU) Glossary.
Unit Self-Assessment Program (USAP):  The Unit Self-Assessment Program (USAP) is the cornerstone to the Commanders Inspection Program (CCIP).  The CCIP is the foundation of the Air Force Inspection System (AFIS) which features 2 components:

· Inspection program with SME Support

· Self-assessment program using Management Internal Control Toolset (MICT), reports compliance with requirements listed in Self-Assessment Checklists (SAC)
Usability:  The extent to which a product can be used by specified users to achieve specified goals with effectiveness, efficiency and satisfaction in a specified context of user.  Source: ISO 9241-11.

User Evaluation Test (UET):  UET is typically ad-hoc testing conducted by end users of the system.  UET is conducted to offer an early look at the maturity of the system and to evaluate how well the system meets mission requirements.  
User Manual (UM):  Instructs the end user on how to use the system.

Validation:  Determining datum conformance with specifications.  It Compares the information content of a work product to an extrinsic "truth"; i.e., to the end-user's requirements. The process of evaluating software to determine whether the products of a given development phase satisfy the conditions imposed at the start of the phase.  "Am I building the right product?"  This is the process of evaluating software to ensure compliance with specified requirements.  The process of evaluating software during or at the end of the development process to determine whether it satisfies specified requirements.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Verification:  Establishing the accuracy or reality of a datum. The process of evaluating software to determine whether the products of a given development phase satisfies the conditions imposed at the start of that phase.  It compares intrinsic properties of a work product to the standard for all work products of the same type. The process of evaluating software to determine whether the products of a given development phase satisfy the conditions imposed at the start of that phase. "Am I building the product right?"  The process of evaluating the products of a given phase to ensure correctness and consistency with respect to the products and standards provided as input to that phase.  (1) The process of evaluating the products of a given software activity to determine correctness and consistency with respect to the products and standards provided as input to that activity. (2) The process of determining whether or not the products of a given phase of the software development cycle fulfill the requirements established during the previous phase. (3) The act of reviewing, inspecting, testing, checking, auditing, or otherwise establishing and documenting whether or not items, processes, services, or documents conform to specified requirements.  Source:  Gordon Price, Software Technology Support Center, Hill AFB.
Version:  An identified and documented body of software. The modifications to a version of software (resulting in a new version) require configuration management actions by the contractor, the contracting agency, or both.  The version number will be a four position number as in the following example:  2.0.1.0 where the 1st position signifies the baseline.  If 30% or more of the code has changed, this position of the version number would change.  The 2nd position signifies major modifications or new functionality to that baseline.  The 3rd position signifies a maintenance release for sustainment or fix and repair activity.  The 4th position is for use by the developer for controlling and managing the builds that are required to accomplish the releasable version.  This field will be zeroed out when the new release version is assigned.  
Version Control:  The establishment and maintenance of baselines and the identification of changes to baselines that make it possible to return to the previous baseline.  Source:  CMMI for Development, V 1.2

Version Description Document (VDD):  The primary configuration control document used to track and control versions of software to be released to the operational environment.  It is a summary of the features and contents for the software build.  It identifies and describes the version of the software being delivered to the State, including all changes to the software since the last VDD was issued.  Source:  BPD artifact SWGD030, Version Description Document Guide, July 2005.

Waiver:  A written authorization to accept a configuration item, which during production of, after having been submitted for inspection, is found to depart from specified requirements, but nevertheless is considered suitable for use "as is" or after re-work by an approved method.  This is a document stating a cancellation or the reduction of a requirement.  
Walkthrough:  A review process in which a designer or programmer leads one or more other members of the development team through a segment of design or code that he or she has written, while the other members ask questions and make comments about technique, style, possible errors, violation of development standards, and other problems.  Source:  Computer Science Dictionary.

Watch Items:  Developmental Test and Evaluation (DT&E) test status tracked at both Portfolio/Program and Release levels; items significant to DT&E policy success, but with lower associated risks than Critical Items.

Well-defined Process:  A process that includes readiness criteria, inputs, standards, and procedures for performing the work, verification mechanisms (such as peer reviews), outputs, and completion criteria. 
Work Breakdown Structure (WBS):  A product-oriented family tree composed of hardware, software, services, data, and facilities.  The family tree results from systems engineering efforts during the acquisition of a defense materiel item.  A WBS displays and defines the product, or products, to be developed and/or produced.  It relates the elements of work to be accomplished to each other and to the end product. A WBS can be expressed down to any level of interest.  Source: Military Handbook (MIL-HDBK) 881[image: image2][image: image3]
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