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BPD Roles and Project Organization Guide
1.  Purpose

The purpose of this guide is to describe the relationship between projects and functions and their associated roles.  The BES Process Directory (BPD) provides a framework for executing a project and refers to project roles and other functions when describing procedures.
2.  Organization
The organization performs work and generally accomplishes that work through operations and projects.  People constrained by resources (planned, executed, and controlled) perform both operations and projects.  Operations usually perform work that is ongoing and repetitive.  The organization provides the environment in which to perform projects and applies constraints to projects to achieve organizational goals.  In addition, organizations support projects through operations that provide services commonly needed by projects.
In the BPD, references to an organization will use the form Organizational Name Function where Organizational Name represents a generic Name of the function.  For example, Cost Estimation Function is the name of an organization that estimates the cost for a project.  
3.  Program
A program is a directed, funded effort that provides a new, improved, or continuing materiel, weapon, or information system or service capability in response to an approved need.  Programs are divided into categories to facilitate decentralized decision-making, execution, and compliance with statutory requirements.  A program may have several projects and a project may have several product releases.
4.  Project
Projects are temporary organizations with a beginning and end that are set up to produce a unique product.  A project is a managed set of interrelated resources that delivers one or more products to a customer.  The project is managed based on plans that specify the product, define the resources and funds, the work to be accomplished, and the schedule for doing the work and releasing the product to the customer.  Most projects develop or sustain systems for an Automated Information System (AIS) program.
4.1 Each Program is the Responsibility of One Function
The program may be funded by any organization.  Programs from outside the organization enter through the Commander’s Staff, which will create a program or route the program to an appropriate function.  The function that sets up the program is the function responsible for the planning and execution of the program and the production of the program deliverables.
The Customer is defined as whoever funds the program.  In addition to funding the program, the Customer is responsible for defining the program (determining the scope and requirements), monitoring the program, and accepting the program deliverables.  The Customer may designate other personnel or functions, including the program, to assume some of the Customer responsibilities.
4.2 Program Management and Roles

4.2.1  Program Executive Officer (PEO)

The PEO has overall responsibility for all programs in the organization.  The PEO is dedicated to executive management and supervision of a portfolio of mission-related Acquisition Category (ACAT) and selected programs.  Refer to AFI63-101/20-101, Integrated Life Cycle Management.
4.2.2 Organization Senior Functional (OSF)

The OSF oversees/manages the functional policies, processes, and workforce across the organization.  OSFs are dual-hatted, performing day-to-day activities in support of the mission, and also advising leadership in the management of functional positions and personnel.  Refer to AFMCI36-2645, Senior Functional Roles and Responsibilities.
4.2.3 Senior Manager

The Senior Manager has overall responsibility for all programs in their division within the organization.  The Senior Manager’s primary focus is the long-term vitality of the enterprise and the integration of all programs within their division in support of the warfighter.  Senior Managers must periodically review the programs within their divisions.
4.2.4 Milestone Decision Authority (MDA)

The MDA has the authority to approve entry of an acquisition program into the next phase of the acquisition process.  The MDA will be accountable for cost, schedule, and performance reporting to higher authority, including Congress.
4.2.5 Program Manager

Every project is part of a program even if there is only one project in the program.  The Program Manager has the overall responsibility for the program.  The Program Manager is responsible for coordinating all of the projects in a program, determining their interfaces, and assigning their scope within the program.  The Program Manager reports to the Senior Manager.  The Program Manager's duties include determining project resources, reviewing project plans, monitoring project progress, and attending project Configuration Control Board (CCB) meetings.  The Program Manager’s focus is the quality, functionality, cost and schedule of all the projects in the program.  Each program must have one Program Manager.  This role refers to the Program Manager of Record, formerly referred to as the System Program Manager (SPM).

4.2.6 Project Manager
The Project Manager leads the project.  Project leadership encompasses the exercise of responsibility and decision-making about a project, the authority to execute within the boundaries of the project, and the accountability to deliver the results of a project in the context of agreed-upon customer expectations, commitments, and program constraints.
The Project Manager reports to the Program Manager.  Each project has one Project Manager.  The Project Manager may also be the Program Manager and when there is only one project in a program, the Project Manager usually will also be the Program Manager.
Within the approved time, cost, and scope, the Project Manager has the freedom to make decisions that can change strategy, approach, or activity definitions to accomplish the same results within the same time, cost, and scope.
The Project Manager is accountable to the Customer for delivery of the overall results of the project.  Everything within the scope of the project must be clearly defined and measurable.
The Project Manager has the authority to assign and review tasks that are necessary to attain the results for which they are accountable.  
The Project Manager supports the Customer’s Functional Review Board (FRB) and Configuration Control Board (CCB).  The initial cost and schedule estimates are the responsibility of the Project Manager and if the technical solution requires resources outside of the project, the Project Manager must coordinate the cost and schedule estimates with the functions that control those resources.  After getting permission from the Customer or designated Milestone Decision Authority to proceed, the Project Manager is responsible for the remaining work products associated with the BPD Tailoring Worksheet and for project execution, tracking and oversight.
4.2.7 Program Management Office
The Program Management Office (PMO) is directed by the Program Manager.  Every Program has a PMO even if the Program Manager is the only member.  Other members of the PMO are selected by the Program Manager and they are typically: 
· other managers such as Project Manager, Deputy Program Manager or Deputy Project Manager; 
· project members with responsibilities that span several projects in the program or that are working in an area that the Program has elevated to a program level service for projects such as Quality Assurance Personnel, Requirements Analyst or Lead Designer;
· administrative support personnel. 
When the PMO is used in a role or in a signature block, the Program Manager or any other manager in the PMO that the Program Manager has designated may act as the PMO or sign for the PMO.

4.2.8 Project Team

Project personnel satisfying roles in the project must be assigned to the project whether they come from the responsible function or other functions.  Personnel filling these roles in a project report to the Project Manager for their assignments.
The personnel performing tasks will report to their own functions for directions.  Some examples are Test & Integration Function support for Systems Testing or Security Certification Function support to produce a security package.
The Project Manager is responsible for integrating the efforts of the support staff, development staff, internal taskings, and external contracts.
4.2.8.1 Team Lead

The Team Lead manages the Systems Development or Systems Maintenance when organic personnel or contractors perform those activities.  The Team Lead is responsible to the Project Manager for the development and maintenance activities and may receive additional tasks from the Project Manager.  The Team Lead must have a thorough knowledge of requirements, design, integration and testing and the interrelationships between those disciplines.  The Team Lead must also be able to implement those disciplines within the framework of the BPD.

If the Project organization includes several technical tasks, there may be a Team Lead for each task.

4.2.8.1.1 Team Associate
The Team Associate supports the Team Lead.  Each project may have one or more Team Associates.  A Team Associate may be assigned to more than one project and more than one task.  The Team Associate must have knowledge of requirements, integration, and testing and must be able to implement a design in their technical area.
4.2.8.1.2 Lead Functional Analyst

The Lead Functional Analyst is responsible for analyzing and refining customer requirements and assisting with the creation of the requirement specification documents.  The Lead Functional Analyst is responsible for creating the system integration test script.  The Lead Functional Analyst must have a thorough knowledge of the functional requirements and specifications, understand the operational environment, be an authority on applicable functional standards and certify whether the system satisfies requirements.  The Lead Functional Analyst is responsible for being the project test leader.  As the project test leader, the lead functional analyst will be a key member of the Integrated Test Team (ITT).  If the project has a waiver for the ITT, the Lead Functional Analyst will fulfill the Test Manager duties.
If there is a Functional Analyst, there must be a Lead Functional Analyst.  The same individual may be assigned to one or more projects.  The Lead Functional Analyst may perform other roles on the project but should not be part of the Design or Programmer groups, as this does not provide enough independence during the System Testing.
4.2.8.1.3 Functional Analyst
The Functional Analyst supports the Lead Functional Analyst.  Each project may have one or more Functional Analysts.  A Functional Analyst may be assigned to more than one project.
4.2.8.1.4 Technical Requirement Analyst 

Performs analyses on user needs and translates these needs into systems and application delivery requirements and designs.  Ensures requested user need does not conflict with existing documented requirements and ensures each technical specification is traceable to a documented need.  Examines and evaluates alternative means of satisfying user requirements and suggests technically feasible approaches.  Modifies and adapts application and system logic to unique or specialized requirements.  Makes recommendations to project leaders on system interrelationships that must be considered in producing the output desired.  Analyzes complex system/acceptance test failures; recommends solution and documents the solution and risk to system for management decision.
4.2.8.1.5 Lead Designer
The Lead Designer is responsible for designing the technical solution and all the documentation that supports it.  The Lead Designer may be assigned to more than one project.  If there is a Designer, there must be a Lead Designer.
4.2.8.1.6 Designer
The Designer supports the Lead Designer.  Each project may have one or more Designers.  A Designer may be assigned to more than one project.
4.2.8.1.7 Developers
If the development is accomplished in house the developers consist of the Project Manager, Team Associate, Team Lead, Functional Analysts, Designers, and Programmers assigned to the project.  The Developers develop and sustain the releases.
4.2.8.1.8 Lead Programmer
The Lead Programmer is responsible for implementing and testing the design through Component Build, Validate & Integrate.  The Lead Programmer determines if the system meets the design specifications and is responsible for being the development test representative.  The Lead Programmer should have a thorough knowledge of the automated tools supporting development and testing, have a good understanding of the overall requirements, understand the operational environment and operational requirements and be an authority on applicable development standards. As the development test representative, the Lead Programmer will be a key member of the Integrated Test Team.
If the project has teams of Programmers, a Lead Programmer must direct each team.  Thus, each project may have more than one Lead Programmer.  Each Lead Programmer may be assigned to more than one project.
4.2.8.1.9 Programmer
The Programmer supports the Lead Programmer.  Each project may have one or more Programmers.  A Programmer may be assigned to more than one project.
4.2.8.2 Project Support Roles
4.2.8.2.1 Project Configuration Manager
The Project Configuration Manager is responsible for executing all applicable BPD configuration management procedures for the project.  Each project must have a Configuration Manager.  A Configuration Manager may be assigned to more than one project.
4.2.8.2.2 Project Security Manager
The Project Security Manager is responsible for project security matters, some of which include security requirements, security risk analysis and assessments, various security documents and coordinating with security personnel from other functions to obtain security services.  The Project Security Manager maintains close coordination with the Security Certification Function on security certification and related documentation.
4.2.8.2.3 Quality Assurance Personnel
If there are any contracts on the project, there must be Quality Assurance Personnel (QAP) to oversee contractor deliverables.  One QAP may be responsible for several contracts.  The QAP may be assigned to more than one project.
4.2.8.2.4 Requirements Analyst

The Requirements Analyst facilitates and models the business process and information flow analysis for and across projects.  The Requirements Analyst implements and leads technical approaches to elicit requirements, represent requirements in text and diagrams, organize requirements and their attributes in a requirements management system and validate the requirements.  There is at least one Requirements Analyst in each PMO assigned to the projects within the PMO.

4.2.8.2.5 Database Administrator 

The database administrator administers, manages, designs, documents, and evaluates a variety of database management systems; performing complex technical, analytical and professional services involving product evaluation, database-driven websites if applicable, office operations support, and problem resolution.  

4.2.8.2.6 Information System Security Manager (ISSM) 
The ISSM has primary responsibility for maintaining situational awareness and initiating actions to improve or restore Cybersecurity posture as well as conducting annual security reviews of all security controls and a test of selected IA controls. In addition to the responsibilities listed in the Risk Management Framework (RMF) for DoD Information Technology (IT), ISSMs and ISSOs assigned to Air Force ISs will complete and maintain appropriate Information Assurance (IA) certification IAW DoD 8570.01-M. The ISSM shall be appointed by the Program Manager and must work closely with the Chief Engineer, Lead Engineer and Program Manager to ensure that the security requirements of the systems and products being managed by the PMO are implemented and maintained IAW governing directives and policies.  The ISSM also ensures that the ISSO is appointed in writing and maintains close coordination with the Security Certification and Accreditation Function on security certification and related documentation
4.2.8.2.7 Information System Security Officer (ISSO)
The ISSO assists the ISSM in meeting the duties and responsibilities outlined in paragraph 4.3.9.1 above and receives training and certification to DoD baseline requirements at IA Technical Level I or II, as applicable. The ISSO also ensures all users have the requisite security clearances and supervisory need-to-know authorization, and are aware of their IA responsibilities before being granted access to Air Force ISs according to AFMAN 33-282. The ISSO initiates protective or corrective measures when a cybersecurity incident or vulnerability is discovered according to AFI 33-115, Air Force Information Technology (IT) Service Management.

4.3 Project Support Functions and Associated Roles

4.3.1 BPD CCB
The BPD CCB supports the Organization by maintaining the BPD and coordinating Tailoring Worksheets.  The BPD CCB oversees continuous process improvement activities associated with the BPD.  It assesses pending change requests, policy changes, and process improvement initiatives and makes recommendations to the PIB.
4.3.1.1 BES Process IPT Lead
The BES Process IPT Lead supports the Organization by scheduling updates to the BPD in response to changes in the Air Force and DoD policies and/or by improving project performance and product quality, and support projects by maintaining a Lessons Learned Database.  The BES Process IPT Lead is responsible for the accuracy of the procedures and the implementation of the BPD through training and consultation.

4.3.1.2 BES Process IPT Members
The BES Process IPT Members support the BPD CCB as they are the process owners for many BPD procedures and is responsible for the accuracy, maintenance and artifacts on the BPD.  They also respond to questions about the BPD.
4.3.2 Process Improvement Board (PIB)

A PEO BES board that provides oversight and direction in implementing the AFLCMC Strategic Objective 4, Standardize and Continuously Improve Center Processes, and serves as the governance body for approving standard processes and information technology tools that support, enable, and/or execute standard processes unique to PEO BES..

4.3.3 Configuration Management

Configuration Management supports the Organization by setting the configuration management policies and procedures and evaluating project configuration management plans and activities.
4.3.4 Engineering
Engineering provides general systems engineering services for projects, some specific engineering expertise and identifies qualified engineering resources that can provide missing engineering expertise.  Engineering evaluates project products to determine engineering quality.
4.3.4.1 Chief Engineer

The CE ensures the application of a disciplined and consistent engineering process throughout the development and fielding of a system.  The CE is responsible and accountable for engineering and configuration changes for the System or End-Item even if the CE has delegated the technical task authority.  The CE is responsible for the technical requirements and tasks for the system.  The CE is also responsible for the development of metrics for assessing status of programs.  The CE is the technical authority on the impact of configuration, performance, and operational changes on the system or end-item Operational Safety, Suitability, and Effectiveness (OSS&E).  The CE is the technical counterpart of the Program Manager.  The CE is responsible for the implementation of the OSS&E program and must alert the Program Manager of OSS&E deficiencies.  The Chief Engineer (CE) may also serve as the Lead Engineer in some situations.
4.3.4.2 Lead Engineer (LE)
If an LE is also assigned, this individual is responsible for implementing the OSS&E program as directed by the Chief Engineer.  The LE is responsible for technical requirements and tasks for End-Items.  The LE acts as the technical lead for a program or project, is responsible for ensuring BPD compliance, the quality of the engineering products and acts as the direct conduit to all other engineering services for the program or project.  The LE must report any OSS&E deficiencies to the Chief Engineer.  The Lead Engineer assesses work product quality based on the criteria imposed by the BPD for milestone reviews, decision points, and certifications.  The Lead Engineer provides oversight at the project level for the quality of all artifacts associated with the project and provides project support in the areas of systems engineering, software engineering and quality management as well as product control.  The Lead Engineer assists in the creation of a set of system products that are secure, interoperable, supportable, sustainable, and useable (SISSU).
4.3.5 Test 
The Lead Developmental Test and Evaluation Organization (LDTO) function provides test support for all products produced by projects.  Test roles include the Chief, Test Branch (CTB); Test Director (TD); Test Manager (TM); Program Test Manager (PTM); Chief Development Tester (CDT), Lead Test Evaluator (LTE); Test Evaluator (TE); Functional Evaluator (FE); Performance Evaluator (PE); Cybersecurity Evaluator (CSE) and Documentation Evaluator (DE).  
4.3.6 Enterprise Software Management/Product Support
Enterprise Software Management/Product Support is the delivery point for AF software and documentation developed and sponsored by the Organization to field users worldwide.

4.3.6.1 Release Controller
Release Controllers develop policy and procedures pertaining to management, reproduction, and distribution of software artifacts and documentation for AF standard systems.  They provide version control of fielded software, manage the master library of standard software, documentation, test plans and release materials.  They maintain off-site storage for source code.
4.3.7 Architecture
Architecture provides enterprise and application architecture support for systems produced by the Organization.
4.3.7.1 Application Architect
The Application Architect is a senior technical professional and is responsible for technical leadership and direction for application development.  The Application Architect will have an in-depth understanding of the domain and pertinent technologies, an understanding of what technical issues are critical to success, and will understand and orchestrate the development methodologies and modeling techniques used in the application development.  The Application Architect has overall responsibility for technology selections, and design and architectural directions for the application. The Application Architect will have hands-on software architecture, design, and development experience in order to lead the design, development, and maintenance of the application.
4.3.7.2 Enterprise Architect

The Enterprise Architect works with program and the Organization stakeholders, both leadership and subject matter experts, to build a holistic view of how individual programs support the Organization’s strategy, processes, information, and information technology assets. The role of the Enterprise Architect is to take this knowledge and ensure that the business and IT are in alignment. The Enterprise Architect links the business mission, strategy, and processes of the Organization to its IT strategy, and documents this using multiple Department of Defense Architecture Framework (DoDAF) products that show how the current and future needs of the Organization will be met in an efficient, sustainable, agile, and adaptable manner. The Enterprise Architect operates across the entire Organization to drive common approaches and expose information assets and processes throughout the Organization.  The Enterprise Architect will have hands-on enterprise architecture experience to include expertise with the DoDAF framework, Business Process modeling, and an understanding of Business Process engineering and the development of business work flows.

4.3.8 Capabilities Integration Environment

The Capabilities Integration Environment (CIE) maintains a laboratory version of the production environment that can be used for systems development and must be used for systems testing for systems that are required to execute on the production environment utilizing the Global Combat Support System – Air Force (GCSS-AF) Integration Framework.  The CIE loads new systems on the laboratory environment and maintains the laboratory environment hardware and software in a state consistent with the production environment.  Candidate systems interface with the CIE to assure that the laboratory environment contains all of the components that are needed for testing.

4.3.8.1 CIE Coordinator

The CIE Coordinator is responsible for coordinating all activities of the CIE and acts as the focal point to customer for all applications using the CIE.  The CIE Coordinator’s duties and responsibilities include developing support agreements, coordinating with resource management to ensure hardware and software resources are available for applications using the CIE, monitoring the status of applications using the CIE, and preparing documentation necessary for briefing management.  The CIE coordinator is also responsible for ensuring all CM activities are performed by the CIE CM.
4.3.8.2 CIE Lead System Integrator

Acts as the lead facilitator and liaison between system integrators, the CIE coordinator and the contract Quality Assurance Personnel (QAP).  Also acts as the central point of contact for assigned applications and provides management insight to application status.
4.3.8.3 CIE System Integrator

The System Integrator supports the Lead System Integrator.
4.3.8.4 Application Installer

Responsible for reviewing and loading applications in the CIE that are targeting the GCSS-AF Integration Framework.
4.3.8.5 Lead Performance Engineer

Acts as the liaison with the program offices, system integrators, and the CIE System Integrators.  Responsible for performance analysis, bandwidth analyses, load and stress analysis, and instrumentation verification for performance measurement.  Analyzes network traffic between components to determine how the transaction can be improved and how much data is transmitted for each transaction.
4.3.8.6 Performance Engineer

The Performance Engineer supports the Lead Performance Engineer.
4.3.8.7 Lead Services Engineer
Responsible for the deployment, validation, and viability of all GCSS-AF Integration Framework service and Commercial-Off-The-Shelf (COTS) releases that are submitted to the CIE.  Responsible for support to developers that are leveraging emerging technologies by loading those products in the sandbox zone of the CIE.  The Lead Services Engineer is responsible for managing the zones of the CIE to insure the integrity of the environment in each zone.  Is responsible for resource management, i.e., equipment and manpower.
4.3.8.8 Services Engineer
The Services Engineer supports the Lead Services Engineer.
4.3.8.9 Lead Platform Engineer
Responsible for ensuring compliance of each zone, to include operating system, storage, backup/recovery, data base, monitoring, patching, etc.  Provides operations support staff (DO) with engineering expertise on new or additional configurations to the environment.  This includes mechanisms and governance over process of deploying environments within the CIE (jumpstart, kickstart, fabric management, etc.).  The Lead Platform Engineer works with DO, system integrators, developers, and other teams for troubleshooting and root cause analysis of the application or service existing in the environment.
4.3.8.10 Platform Engineer
The Platform Engineer supports the Lead Platform Engineer.
4.3.8.11 Network Analyst

The Network Analyst establishes network connectivity for the systems undergoing test.  The Network Analyst maintains test labs’ communications and networking facilities and software.
4.3.8.12 Systems Administrator

The Systems Administrator performs system administration on LAN and laboratory servers and equipment in the Test & Integration test environment.  They prepare systems for tests, load operating systems, applications, and communications software; and also initialize systems for testing and sustain systems throughout the test period.
4.3.9 Certification & Accreditation

Provides support for projects in the Certification and Accreditation (C&A) process.  In addition, C&A assists projects by reviewing the security packages and information projects intend to submit for accreditation.
4.3.9.1 Certification & Accreditation Director

Responsible for overseeing the accomplishment of all activities necessary to develop a complete Certification and Accreditation package and accomplishing a Security Policy Compliance Assessment for each package recommending an accreditation and an authority to connect to the AF Network.
4.3.9.2 Certification & Accreditation Manager

Assists the Certification & Accreditation Director by coordinating with individual projects through their Project Manager and Project Security Manager to present data that supports the assessment of Security Compliance.
4.4 Additional Personnel and Team Assignments
BPD procedures describe additional responsibilities, usually of a temporary nature.  Sometimes these responsibilities are organized into positions or teams.  The titles and responsibilities will be at the discretion of Project Management.
5.  General Role Information

Depending upon the size and nature of the project, some personnel may be responsible for several BPD roles at once.  The role descriptions list any limitations in assuming more than one BPD role.
5.1 Deputy and assistant roles

Depending on the project, a BPD role may have one or more deputies or assistants assigned.  When the BPD refers to the duties of a specific role, the deputy or assistant for that role can perform the duties or take on the responsibilities associated with those duties unless they are specifically excluded by the project or the BPD.  In addition, a person assigned to a particular role may designate a person to take on certain specific duties of the role.  In that case the designated person is a temporary deputy for those specific duties.
The training requirements associated with the role apply to deputies and assistants.
5.2 Training for roles

The following table contains the data for the BPD Roles and associated training classes.  The BPD does not offer the classes in the second table.
5.2.1 Abbreviations for training requirements
RECOMMENDED - R:  BPD provided training that is suggested for personnel assigned to these roles.
5.2.2 Courses provided by the BPD:
	ROLES 
	BPD Orientation
	BPD Project Management
	BPD Requirements
	Configuration Management

	Functional Analyst
	R
	
	R
	

	Designer
	R
	
	R
	

	Database Administrator
	R
	
	
	R

	Quality Assurance Persons
	R
	R
	
	

	Lead Functional Analyst 
	R
	R
	R
	

	Lead Designer 
	R
	
	R
	

	Lead Programmer 
	R
	
	
	

	Program Manager
	R
	R
	R
	R

	Programmer
	R
	
	
	

	Project Manager 
	R
	R
	R
	R

	Team Lead 
	R
	R
	R
	

	Team Associate
	R
	
	R
	

	Project Security Manager 
	R
	R
	
	

	Information System Security Manager
	R
	
	
	

	Information System Security Officer
	R
	
	
	

	Organization Senior Functional
	R
	
	
	

	Senior Manager
	R
	R
	
	

	Project Configuration Manager 
	R
	R
	R
	R

	BES Process IPT Lead
	R
	R
	R
	

	BES Process IPT Member
	R
	R
	R
	

	BPD/CCB and/or Process Improvement Board
	R
	
	
	

	Configuration Manager
	R
	
	
	R*

	Chief, Test Branch
	R
	
	R
	

	Test Director
	R
	
	R
	

	Test Manager
	R
	
	R
	

	Program Test Manager
	R
	
	R
	

	Chief Development Tester
	R
	
	R
	

	Network Analyst
	R
	
	R
	

	Documentation Evaluator
	R
	
	
	

	Systems Administrator
	R
	
	
	

	Lead Test Evaluator
	R
	
	R
	

	Test Evaluator
	R
	
	R
	

	Functional Evaluator
	R
	
	R
	

	Performance Evaluator
	R
	
	R
	

	Cybersecurity Evaluator
	R
	
	R
	

	Release Controller
	R
	
	
	

	Application Architect
	R
	
	
	

	Enterprise Architect
	R
	
	
	

	CIE Coordinator
	R
	R
	R
	

	Peer Review Facilitator
	R
	
	
	

	Requirements Analyst
	R
	R
	R
	

	Chief Engineer
	R
	R
	R
	

	Lead Engineer
	R
	R
	R
	

	Engineer
	R
	R
	R
	

	CIE Lead System Integrator
	R
	R
	
	

	CIE System Integrator
	R
	
	
	

	Application Installer
	R
	
	
	

	Lead Performance Engineer
	R
	
	
	

	Performance Engineer
	R
	
	
	

	Lead Services Engineer
	R
	
	
	

	Services Engineer
	R
	
	
	

	Lead Platform Engineer
	R
	
	
	

	Platform Engineer
	R
	
	
	

	Certification & Accreditation Director
	R
	
	R
	

	Certification & Accreditation Manager
	R
	
	R
	


*If DAU training such as PMT 251/257 or PMT 352A/352B have been accredited to the individual, there is no need for additional local CM training.  

5.2.3 Recommended Training NOT provided by the BPD:

	ROLES
	Coding
	Peer Review Facilitator
	QAP 
	OSS&E Training
	Cybersecurity Training

	Designer
	R
	
	
	
	

	Quality Assurance Personnel 
	
	
	R
	
	

	Lead Designer 
	R
	
	
	
	

	Lead Programmer 
	R
	
	
	
	

	Programmer
	R
	
	
	
	

	Project Manager 
	
	
	
	R
	

	Team Lead
	
	
	
	
	

	Project Configuration Manager 
	
	
	
	
	

	Release Controller
	
	
	
	
	

	Peer Review Facilitator
	
	R
	
	
	

	Chief Engineer
	
	
	
	R
	

	Lead Engineer
	
	
	
	R
	

	Engineer
	
	
	
	R
	

	Information System Security Officer
	
	
	
	
	R

	Information System Security Manager
	
	
	
	
	R

	Cybersecurity Evaluator
	
	
	
	
	R


5.2.4 Testing Courses NOT provided by the BPD:
	ROLES 
	Testing

	Functional Analyst
	R

	Lead Functional Analyst 
	R

	Lead Designer 
	R

	Lead Programmer 
	R

	Programmer
	R

	Project Manager 
	R

	Team Lead 
	R

	Team Associate
	R

	BES Process IPT Lead
	R

	BES Process IPT Member
	R

	Chief, Test Branch
	R

	Test Director
	R

	Test Manager
	R

	Program Test Manager
	R

	Chief Development Tester
	R

	Network Analyst
	R

	Documentation Evaluator
	R

	Lead Test Evaluator
	R

	Test Evaluator
	R

	Functional Evaluator
	R

	Performance Evaluator
	R

	Information Assurance Evaluator
	R

	CIE Coordinator
	R

	Requirements Analyst
	R

	Chief Engineer
	R

	Lead Engineer
	R

	Engineer
	R

	CIE Lead System Integrator
	R

	CIE System Integrator
	R

	Application Installer
	R

	Lead Performance Engineer
	R

	Performance Engineer
	R

	Lead Services Engineer
	R

	Certification & Accreditation Director
	R

	Certification & Accreditation Manager
	R
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