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Information Support Plan Guide 
1.0 Introduction
The Information Support Plan (ISP) provides a key means to identify and resolve potential information support issues and risks that, if not properly managed, will limit or restrict the ability of a program to be operationally deployed while fulfilling the defined capability.  The ISP serves many roles, such as the following: 
· Provides evidence and oversight of systems engineering in Information Technology (IT) development and life-cycle

· Identifies the program’s processes that drive information requirements

· Analyzes critical information dependencies & sources that support identified processes

· Describes Information Assurance (IA) compliance and frequency spectrum dependencies

· Assesses the program’s path to becoming net-centric and achieving Department of Defense Chief Information Officer (DoD CIO) goals

The ISP is used by multiple agencies and for a variety of reasons, including program insight, assessments, certifications and approvals, etc.  Some of these include:
· Joint Chiefs of Staff/Command, Control, Communications, & Computer Systems (JCS/J6): Net-Ready Key Performance Parameter (NR-KPP) assessment and Interoperability and Supportability (I&S) certification 

· Test Community: (Joint Interoperability Test Command (JITC), Air Force Operational Test and Evaluation Center (AFOTEC))

· Spectrum Center: review and IA status

· Intelligence: supportability
· Clinger-Cohen Act (CCA): assess and confirm compliance with Global Information Grid (GIG) policies and architecture
· Enterprise Information Technology Data Repository (EITDR): questions C-40, C-45, C-46

· IT Architecture: Defense Information Enterprise Architecture (DIEA) and Business Enterprise Architecture (BEA) assessment
· DoD CIO: visibility of program types (space, mobility, etc.)

· Acquisition Community: tracking Acquisition Category I (ACAT I), joint, special interest programs

The format and content of ISPs are defined in Department of Defense Instruction (DODI) 4630.8, Procedures for Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS), Enclosure 4.  There are 4 key elements to the ISP: Information Assurance Strategy (IAS); Architecture Products; NR-KPPs; and Interoperability Requirements.
2.0 ISP Requirements
ISPs are required for all IT or NSS ACAT programs that exchange information of any type to other systems (e.g. not a stand alone system or application).
ISPs are normally required for systems that will be part of a Family of Systems or System of Systems (FoS/SoS).  If no ISP exists for the FoS/SoS program, one must be developed.
ISPs must be developed or updated for IT/NSS legacy systems undergoing a major modification (exceeding 10% of ACAT II thresholds; change in business capability; new or changed NR-KPP).
3.0 ISP vs. Command, Control, Communications, and Computers ISP (C4ISP)
The ISP replaces the C4ISP, and the ISP format must be used for any existing program or system that is developing a new information support plan.  The C4ISP format can only be used by legacy systems that have an Operational Requirements Document (ORD) and an existing C4ISP, and only to document a major modification to their system through the addition of an Appendix with an NR-KPP section to the main document.  Legacy systems undergoing modifications must update their existing ISP/C4ISP to reflect any impact the modification may have on their NR-KPP.  Legacy systems that do not have an NR-KPP will be required to add an NR-KPP section to their ISP/C4ISP as part of the ISP/C4ISP update.
4.0 ISP vs. Tailored ISP (TISP)
The TISP process provides a dynamic and efficient vehicle for certain programs to produce requirements necessary for I&S certification.  The TISP option applies to ACAT II and ACAT III programs only, and requires the permission of JCS/J6.  TISPs are intended for rapid acquisition, Joint Urgent Operational Needs (JUONs), or legacy systems post-Milestone (MS) C.  Having joint interfaces is not a determining factor.  The Program Management Office (PMO) submits the TISP request via email to the JCS/J6 Interoperability Test Panel (ITP) Chair through the Secretary of the Air Force/Chief Information Officer (SAF/CIO A6).

5.0 ISP Reviews

The ISP is reviewed to support each Business Capability Lifecycle (BCL) MS and the Full Deployment Decision (FDD) as depicted in Figure 1.
ISPs for ACAT I, IA, and special interest programs are reviewed at the AF level and then at the Joint Requirements Oversight Counsel (JROC) level.  ISPs for ACAT II and below and non-special interest programs are reviewed at the AF level only.    
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Figure 1 – BCL and ISP Overview

6.0 Tools and Resources
6.1 ISP Resource Site
The ISP resource site is the official DAU site and authoritative source for policy, guidance, and procedure concerning the DoD implementation of the ISP.  This site provides a rich set of resources for developing ISPs, as well as a forum for the resolution of issues and the sharing of lessons learned and best practices.  Guides and files on this site are updated frequently.  Users should check to ensure they have the latest version of a document when starting a new ISP or request.  The ISP resource site is located at: acc.dau.mil/community.
6.2 Enhanced ISP (EISP)
The EISP tool is used to fulfill the requirements for creating an ISP or TISP, using a series of pre-defined fields that center on the analysis of a program’s processes, operational activities performed to complete a mission, and critical information needs – data and information passed between users through supporting systems that enable mission completion.  The EISP tool ensures only the required essential information is entered, and assists in showing compliance with policies and instructions.  When data is entered in the templates, the EISP tool transparently tags data with Extensible Markup Language (XML) so the data entered is searchable via online search engines and reusable for follow-on data calls.  When the Program Manager (PM) is ready to publish the ISP document, a predefined style sheet within the EISP automatically creates a Portable Document Format (PDF) version.  The EISP tool is now part of a federated suite of applications hosted on the DISA GIG Technical Guidance Federation (GTG-F). ISPs may be created, staffed, and reviewed from within the suite.  
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