RDPR004
Analyze and Validate Requirements Procedure
31 August 2015

Analyze and Validate Requirements Procedure
Systems Engineering Discipline:
Requirements Development 
Description:  

The intent of this procedure is to guide the program team through analysis and validation of requirements in the Technology Development Phase and Define Need Phase of the BES Process Directory (BPD).  The basis for the BPD is the Integrated Defense Acquisition, Technology, and Logistics Life-Cycle Management Framework and includes the Systems Engineering disciplines necessary for this phase.  Not every step in this procedure is required.  The Tailoring Worksheet and the BPD Tailoring Guide allow the program or project team to tailor products and activities to support the unique needs of the program or project.

Both customer and product requirements will be analyzed and validated, and a definition of required functionality will be developed using this procedure.  The goal is to support the development of both the customer and product requirements.  The steps are specific practices associated with analyzing and validating the requirements with respect to the user’s intended environment.  

Analyses are performed to determine what impact the intended operational environment will have on the ability to satisfy the stakeholders’ needs, expectations, constraints, and interfaces.  A definition of required functionality is also established.  An operational concept and scenarios are established and the services and functions of the product are defined.  The requirements are analyzed utilizing the operational concept and scenarios to determine if the derived requirements meet higher level customer requirements.  The cost, schedule and risks associated with the product development are analyzed.  The requirements are validated to ensure that they are testable and to increase the probability that the product will perform as intended. 

Entry Criteria: 
Complete the following before beginning this procedure:

· High-level specification
· Documented customer requirements or draft Capability Development Document (CDD) [for DoDI 5000.02 program]
· Initial: Functional requirements

· Non-functional requirements
· Draft: Key Performance Parameters requirements
· Draft: Others (e.g., Technological Requirements, Look and Feel Requirements, Usability and Humanity Requirements, etc)
· “To-Be” Department of Defense Architecture Framework (DoDAF) products 

· AV-1

· OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2
· SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6, SV-7, SvcV-7, StdV-1
· System Interface requirements (Draft)

· Updated risks

· Requirements Traceability Matrix (Draft) 

Procedure Steps: (These steps are not necessarily sequential.) 
1.  Project Manager:  Perform basic tasks.

1.1.  Adjust the requirements team.

Revise the team to interact with the stakeholders, and analyze and validate the documented requirements.  Team members should include but are not limited to the following roles: Customers, Program Manager, Enterprise Architect, Software Engineer, Lead and/or Chief Engineer, Lead Functional Analyst, Requirement Analyst, Lead Designer, System Security Manager/Information Assurance Manager, and Test Manager.  The Requirements Analyst is on the team to provide general requirements skills and other members of the team must augment those skills with the ability to determine whether developed system requirements satisfy operational concept and associated scenarios.  In addition, the team must have the skills to create a functional architecture, identify requirements risks, and determine if the requirements are testable.

Update all of the artifacts in this procedure as people and information change.  During the analysis and validation of the product requirements, updated product and customer requirements may be generated from the results.  

1.2.  Update glossary of customer terms. 
Update the glossary of customer terms continuously as new terminology introduced.

2.  Lead Developer (can be fulfilled by Lead Designer or Requirements Analyst):  Analyze and synthesize system requirements.

For programs that have a Lead Designer or Lead Developer (either Government or Contractor), they should participate in the requirements analysis and validation activities.  The relationship between the requirements and the product components is defined.  This procedure may also be used to define the product components that will be acquired from a Supplier.  This activity may be performed repeatedly until product specification is finalized.  
2.1.  Analyze and quantify functionality.

This activity is the reviewing or updating of functional architecture, which includes the services that the product and the product components provide and can include actions, sequences of activity, inputs, and outputs.  The functional architecture adds detail to the high-level design.  Review or update the high-level specification, including both functional and non-functional requirements, organize the product into components, and select the technical approach associated with the components.  Functional requirements are elaborated to the extent necessary to develop feasible software architecture foundations.
2.2.  Allocate requirements to product-component.

System requirements are allocated to “To-Be” product functions and product components.  The allocated requirements are the basis for the technical solution.  As internal components are developed, additional interfaces are defined and interface requirements established.  The system requirements for product components of the defined solution include allocation of product performance; system constraints; and fit, form, and function to meet requirements and facilitate production.  In cases where a higher level requirement specified performance that will be the responsibility of two or more product components, the performance must be apportioned for unique allocation to each product component as a derived requirement.  Specifically, the following actions are taken:

- Allocate system requirements to “To-Be” product functions

- Allocate system requirements to “To-Be” product components

- Identify “To-Be” product function relationships include dependencies in which a change in one requirement may affect other requirement

2.3.  Identify system constraints.

Identify system constraints necessary for the determination of alternative solutions and the development of the product by the Supplier.  System constraints express the qualities and technical performance that are required of the product in the operational environment.  System constraints should also include non-functional requirements covering areas such as Security, Interoperability, Sustainability, Supportability, and Usability (SISSU).

Analyze interface requirements for the acquired product.  These interface requirements must describe interfaces with other products in the intended environment and interfaces required to execute the acquired product (request and provide services and communicate) in the intended environment.  Develop requirements for interfaces in terms of origination, destination, stimulus, and data characteristics for software and electrical and mechanical characteristics for hardware.

3.  Lead Engineer, Enterprise Architect, Software Engineer, Lead Functional Analyst, Requirements Analyst, and others:  Substantiate requirements.

A critical expected outcome of the customer and product requirements development activity is that the derived technical requirements be stated in an acceptable manner.  Use multiple techniques to validate requirements and ensure the resulting product will perform as intended in the user’s environment.  Refer to sample EA requirement development techniques listed in Develop Customer Requirements Procedure and Develop Product Requirements Procedure.  Qualitative assessment of requirements early in the development effort will provide confidence that the requirements are capable of guiding a development effort that results in successful final validation.  Integrate these activities with risk and issue management activities.  

3.1.  Substantiate the acceptability of requirements.

Analyze system requirements to ensure they are complete, feasible, realizable, and testable.  Identify key requirements that have a strong influence on cost, schedule, functionality, risk, or performance.  Identify technical performance measures that will be tracked during the development effort.  The types of acceptability criteria may include but are not limited to the following: 
· No redundancy (Each requirement should be specified only once)
· Connectivity (All terms within a requirement are adequately linked to other requirements and to any needed word and term definitions, so those individual requirements relate properly and consistently to other requirements as a set)
· Non-conflicting (A requirement is not in conflict with others or with itself)
· Clarity (Readily understandable without detailed analysis)
· Correctness (Does not contain an error of fact)
· Feasibility (Can be satisfied within (1) natural physical constraints, (2) state-of-the-art applicability to the project, and (3) all other project constraints)
· Implementation ability (Contains information necessary to enable the requirement to be implemented, but is not prescriptive in how to implement the requirement)
· Modifiability (If needed, changes can be made completely and consistently so that upward and downward traceability can be assured)
· Singularity (Cannot be sensibly expressed as two or more requirements having different agents, actions, objects or instruments)
· Unambiguous (Allows only one interpretation for meaning and not defined by terms like 'excessive,' 'sufficient' or 'resistant' that cannot be measured)
· Verifiability (Can be verified at the location of the system structure for which it is stated)
3.2.  Resolve deficiency.

Resolve functional deficiencies within each Logical Analysis Model and among Logical Analysis Models.  If conflicts have been identified, use the established set of cost, schedule, performance and risk criteria in planning trade-off analyses for conflict resolution.  Refer to the Decision Analysis Procedure.  
3.3.  Ensure bi-directional traceability.

Assure functional requirements are necessary and sufficient.  Check upward traceability of functional requirements from each Logical Analysis Model to its source set of customer requirements.  Check downward traceability of system requirements to functional requirements from each set of Logical Analysis Model.  Check that any assumptions and decisions made in forming Logical Analysis Models and the related set of functional requirements are consistent with source set of new customer requirements.  Resolve any anomalies.  The expected outcomes are: 1) a set of validated functional requirements; 2) a set of validated Logical Analysis Models; 3) confirmation that assumptions and decisions are valid; and 4) resolution of identified voids, variances, and conflicts. 

3.4.  Perform performance risk analysis.

Analyze the requirements to determine the probability of the resulting product performing appropriately in its intended-use environment.  Ensure that specific requirements to define appropriate performance have been created.  Refer to sections 5.1 and 5.2 of the Supplementary Specification Template for examples of performance requirements.

3.5.  Develop product representations.

Explore the adequacy and completeness of requirements by developing product representations and by obtaining feedback about them from relevant stakeholders.  A product could be represented by:
· Prototypes

· Simulations

· Models

· Scenarios

· Storyboards

3.6.  Qualitatively assess the quality attributes of the requirements.
Assess both functional and non-functional requirements for quality.  Some quality characteristics of requirements are:  understandable, concise, not conflicting with other requirements, unambiguous, testable, singular, achievable, and precise.  Refer to the Requirements Checklists Guide, Requirements Statement Quality Checklist and Project Requirements Quality Checklist  to assist with examining quality characteristics of requirements.  The Requirements Statement Quality Checklist examines individual requirements statements and the Project Requirements Quality Checklist examines the requirements as a group.  
4.  Lead Functional (can be fulfilled by Analyst Requirements Analyst):  Validate and capture requirements.

Use multiple techniques to validate requirements and ensure the resulting product will perform as intended in the user’s environment.  Refer to sample techniques listed earlier.  Validation of requirements early in the development effort will provide confidence that the requirements are capable of guiding a development effort that results in successful final validation.  Integrate these activities with risk and issue management activities.  Refer to the AFLCMC Standard Process for Risk and Issue Management and record risks in an approved risk and issue management tool.  
5.  Test Manager:  Ensure testability of the system or product requirements.

Verify customer and product requirements can be validated against identified fit criteria to assure they are testable and the tests are cost effective.
6.  Project Security Manager:  Determine impact to security.

Analyze the impact of customer and product requirements to the current security posture of the system, environment and domain and determine the Certification & Accreditation processes that must be performed to support security compliance.
7.  Lead Functional Analyst (can be fulfilled by Requirements Analyst):  Document the requirements.

After the analysis is completed and the requirements have been validated, document the requirements in a requirements management tool.  Develop a Requirements Traceability Matrix (RTM) or update existing products.  Use the RTM to trace individual requirements through all life-cycle documentation and testing.  The RTM is critical in exposing missing requirements, tests, design flaws, or code issues.  Refer to Requirements Traceability Matrix Template and Requirements Traceability Matrix Guide.
Document, in a requirements management tool, requirements as objects with the following attributes:
· Priority

· Status (legacy, current release, future release, etc.)

· Fit criterion (objective measurement; i.e., test execution, inspection, observation, auditing, etc.)

· Source (user, SPO, derived, directive, policy, standard, etc.)

· Supporting material (specific directive, named policy, etc.)

· Rationale (justification or explanation)

Data type (identifies the module object as a requirement or not requirement)
8.  Program Manager:  Conduct Functional Review Board (FRB) (Recommended)
A good time to consider conducting an FRB is during analysis and validation activities.  This is the best time to capture and prioritize customer requirements.  Refer to Functional Review Board Procedure.
Exit Criteria: 
The following are a result of completing this procedure:

· Documented and analyzed requirements or Capability Development Document (CDD) [for DoDI 5000.02 program]
· Functional requirements

· Non-functional requirements
· Key Performance Parameters requirements
· Others (e.g., Technological Requirements, Look and Feel Requirements, Usability and Humanity Requirements, etc)
· Updated “To-Be” DoDAF products 

· AV-1

· OV-1, OV-2, OV-3, OV-4, OV-5a, OV-5b, OV-6a, OV-6c, DIV-2
· SV-1, SvcV-1, SV-2, SvcV-2, SV-4, SV-5a, SV-6, SvcV-6, SV-7, TV-1
· Updated System Interface Requirements Agreements
· Updated operational concept 
· Updated Requirements Traceability Matrix 
· Updated scenarios
· Updated risks 
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