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[bookmark: onea]Joint Interoperability Test Command (JTx)	


[bookmark: twoa]MEMORANDUM FOR DISTRIBUTION 

[bookmark: threea]SUBJECT:  Joint Interoperability Certification of the Program name, System name, JETDS designator Version System version ID

[bookmark: foura]References:  (a)	DoDD 4630.05, "Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)," 5 May 2004
	(b)	DoD CIO, Memorandum, "Interim Guidance for Interoperability of Information
	Technology (IT) and National Security Systems (NSS)," 27 March 2012
	(c)	through (last reference), see Enclosure 1


[bookmark: fivea]1.  Certification Authority.  References (a) and (b) establish the Joint Interoperability Test Command (JITC) as the Joint Interoperability Certification Authority for the DoD.

[bookmark: sixa]2.  (Certification with conditions.) Conditions of Certification.  The System name Version System version ID meets some of the joint critical interoperability requirements in the Joint Staff-certified Net Ready Key Performance Parameter (NR KPP) contained in the component-approved document name, Reference (d), and is certified for joint use with the conditions described in Table 1.  This certification expires upon changes that affect interoperability, but no later than 4 years from the date of this memorandum.

Table 1.  Conditions

	Condition
	Status
	Operational Impact
	Remarks

	
	
	
	

	NOTE(S): Edit as appropriate
1. 
2.  

	LEGEND: Edit as appropriate

	
	
	
	


[bookmark: B13ret][bookmark: B14ret][bookmark: B15ret][bookmark: B16ret][bookmark: B17ret][bookmark: B18ret]

2. (Certification with no conditions.) Conditions of Certification.  The System name Version System version ID meets the joint critical interoperability requirements in the Joint Staff-certified Net Ready Key Performance Parameter (NR KPP) contained in the component-approved document name, Reference (d), and is certified for joint use without conditions, see Table 1.  This certification expires upon changes that affect interoperability, but no later than 4 years from the date of this memorandum.
JITC memo, JTx, Joint Interoperability Certification of the Program name System name JETDS designator Version System version ID

JITC Memo, JTx, Joint Interoperability Certification of the Program name System name JETDS designator Version System version ID


Table 1.  Conditions

	Condition
	Status
	Operational Impact
	Remarks

	Not applicable; the System name Version System version ID meets all of the joint critical interoperability requirements.



3.  NR KPP Status.  Table 2 provides the overall NR KPP status.

Table 2.  NR KPP Status

	NR KPP Element
	Status
	Remarks

	Solution Architectures – Operationally Effective Information Exchanges
	
	

	Net-Centric Data and Services Sharing
	
	

	Global Information Grid Technical Guidance
	
	

	Information Assurance
	
	

	Supportability
	

	· Spectrum Supportability
	

	· Spectrum Certification
	
	

	· E3 Compliance
	
	

	· JTRS Policy Compliance
	
	

	· SAASM Compliance
	
	

	Other (as required)
	
	

		Other 1
	
	

		Other 2
	
	

		Other n
	
	

	NOTES: Edit as appropriate
1.  Interoperability status information is available on the JITC System Tracking Program (STP) at https://stp.fhu.disa.mil/.
2.  Reports and related testing documents and references are on the JITC Joint Interoperability Tool (JIT) at https://jit.fhu.disa.mil/.

	LEGEND: Edit as appropriate

	ATD
ATO
DAA
DISA
DISR

E3
GIG
GPS
GTG
	Authorization Termination Date
Authorization to Operate
Designated Accrediting Authority
DoD Information Systems Agency
DoD Information Technology Standards Registry
Electromagnetic Environmental Effects
Global Information Grid
Global Positioning System
GIG Technical Guidance
	GTP
IA 
IATO
IAW
IEA
JITC
JTRS
KIP
N/A
NR KPP
SAASM
	GIG Technical Profile
Information Assurance 
Interim Authorization to Operate
In Accordance With
Information Enterprise Architecture
Joint Interoperability Test Command
Joint Tactical Radio System
Key Interface Profile
Not Applicable
Net Ready Key Performance Parameter
Selective Availability Anti-Spoofing Module  



4.  Test Details.  JITC based this certification on an interoperability evaluation (or name the type of test such as a LUT or OT&E we participated in with other testers) conducted by testers at location(s) from test date to test date and post test activities completed on (date).  (Create a table if needed.  Include any other information that is necessary to understanding the certification.)  The Certification Summary (Enclosure 2) describes the test network and system configuration used during testing and the Data Tables, Enclosure 3, document the test results.  System interoperability should be verified before deployment in an operational environment that varies significantly from the test environment.

5.  Additional Information.  JITC distributes interoperability information via the JITC Electronic Report Distribution (ERD) system, which uses Unclassified-But-Sensitive Internet Protocol Router Network (NIPRNet) e-mail.  Interoperability status information is available via the JITC System Tracking Program (STP).  The STP is accessible by .mil/.gov users at https://stp.fhu.disa.mil/ (NIPRNet).  Test reports, lessons learned, and related testing documents and references are on the JITC Joint Interoperability Tool (JIT) at https://jit.fhu.disa.mil/ (NIPRNet).

6.  Point of Contact (POC).  The JITC Capability Test Team lead or system POC is Name; Commercial telephone (xxx) xxx-xxxx; DSN telephone (xxx) xxx-xxxx; E-mail address firstname.mi.lastname.civ@mail.mil; Mailing address:  Joint Interoperability Test Command, ATTN:  JTxx (nnnn), P.O. Box 12798, Fort Huachuca, AZ 85670-2798.

FOR THE COMMANDER:




3 Enclosures  a/s				PORTFOLIO/DIVISION CHIEF NAME
	Chief
	Portfolio/Division Name

Distribution (electronic mail):
DoD CIO
Joint Staff J-6, JCS
USD(AT&L) 
ISG Secretariat, DISA, JTA
U.S. Strategic Command, J665
US Navy, OPNAV N2/N6FP12
US Army, DA-OSA, CIO/G-6 ASA(ALT), SAIS-IOQ
US Air Force, A3CNN/A6CNN
US Marine Corps, MARCORSYSCOM, SIAT, A&CE Division
US Coast Guard, CG-64
DISA/TEMC
DIA, Office of the Acquisition Executive
NSG Interoperability Assessment Team
DOT&E, Netcentric Systems and Naval Warfare
Medical Health Systems, JMIS IV&V
COCOMs
Program Manager for Program, System
Other addressees as directed by the program
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[bookmark: twentytwoa]
Enclosure 3
ADDITIONAL REFERENCES

(c)  CJCSI 6212.01E, "Interoperability and Supportability of Information Technology and
National Security Systems," 15 December 2008
(d)  CDD in lieu of (ilo) CPD, CPD, or ISP.  Other documents are possible but these should cover almost all situations.  Contact the policy group for guidance.
(e)  JS NR KPP Certification Memorandum or DoD Component Approval Memorandum
(f)  Others as required



Enclosure 1
2-3

CERTIFICATION SUMMARY


1.  SYSTEM AND REQUIREMENTS IDENTIFICATION.  Introduce Table 2-1.

Table 2-1.  System and Requirements Identification

	System Identification

		Sponsor
	

		Sponsor Point of Contact
	

		Program Name
	

		System Name
	

		Increment and/or Version
	

	System Background

		Milestone/Decision supported
	

		Previous certifications
	

	Tracking

		System ID
	

		DITPR ID
	

		System Tracking Program  ID
	

	Requirements Source

		Type of Requirements
	

		Document Control Number, Document Name, and Date (for NR KPP)
	

		JS I&S Certification Memo and Date
	

		DARS
	

		Remarks
	

	Test Organization(s)
	

	NOTES: Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	CJCSI
DARS
DITPR
I&S
IAM

ID
	Chairman of the Joint Chiefs of Staff Instruction
DoD Architecture Repository System
DoD Information Technology Portfolio Repository
Interoperability and Supportability
Interoperability and Supportability Assessment Module
Identification
	JCPAT-E 
JS
KM/DS
NR KPP
STP
UCR
	Joint C4I Program Assessment Tool-Empowered 
Joint Staff
Knowledge Management/Decision Support
Net Ready Key Performance Parameter
System Tracking Program
Unified Capabilities Requirements



2.  SYSTEM DESCRIPTION.  High-level, brief description of the system functions.

3.  OPERATIONAL ARCHITECTURE.  Diagram and text of how the system fits into its operational architecture.

4.  TEST CONFIGURATION.  Diagram and text of the test architecture and how well it matched the operational architecture.  Also address IA architecture.

5.  METHODOLOGY (High-level, brief description of test methodology.)

a.  Solution Architectures – Operationally Effective Information Exchanges
b.  Net-Centric Data and Services Sharing

c.  Global Information Grid Technical Guidance

d.  Information Assurance

e.  Supportability

	(1)  Spectrum Supportability

           (a)  Spectrum Certification

           (b)  E3 Compliance

	(2)  JTRS Policy Compliance

	(3)  SAASM Compliance

6.  INTEROPERABILITY REQUIREMENTS, RESULTS, AND ANALYSIS

     a.  Solution Architectures – Operationally Effective Information Exchanges

         (1)  Introduce Tables 3-1 and 3-2

		(2)  Discuss the analysis

b.  Net-Centric Data and Services Sharing

		(1)  Introduce Tables 3-3 and 3-4

		(2)  Discuss the analysis

c.  Global Information Grid Technical Guidance

		(1)  Introduce Tables 3-5 and 3-6

		(2)  Discuss the analysis

d.  Information Assurance

	(1)  Introduce Table 3-7

	(2)  Discuss the analysis



e.  Supportability

	(1)  Introduce Table 3-8

	(2)  Spectrum Supportability

	(a)  Spectrum Certification  Discuss the analysis

	(b)  E3 Compliance  Discuss the analysis

	(3)  JTRS Policy Compliance  Discuss the analysis

	(4)  SAASM Compliance  Discuss the analysis

f.  Supporting Information: Introduce Table 3-10

g.  Hardware/Software/Firmware Version Identification: Introduce Table 3-11

7.  TESTING LIMITATIONS.  CJCSI 6212 requires tests that employ production representative systems in as realistic an operational environment as practicable.  Identify any testing limitations that may affect the interpretation of the results, including use and status of authorized IA configurations.  Provide an assessment of the effect of these limitations on the ability to evaluate technical performance.  For any limitations, provide a recommendation for mitigating the impact of the limitations.  Additional testing may be warranted in cases where the operational architecture is incomplete or numerous configurations are possible; it is appropriate to recommend verifying the interoperability of untested configurations.

8.  CONCLUSION(S).  Discuss the conclusion(s).




Enclosure 2
DATA TABLES
[bookmark: B01ret]
Table 3-1.  Interface Status

	[bookmark: B11ret]I #
	[bookmark: B12ret]Interface
	Version
	Critical
	KIP # or GTP #
	Status
	Remarks

	I 1
	
	
	
	
	
	

	I 2
	
	
	
	
	
	

	…
	
	
	
	
	
	

	I n
	
	
	
	
	
	

	NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	G #
GIG
GTP
K #
	GTP Reference Number
Global Information Grid
GIG Technical Profile
KIP Reference Number
	KIP
I #
N/A

	Key Interface Profile
Interface Reference Number
Not Applicable




[bookmark: B19ret]Table 3-2.  Information Exchange Requirements, Results, and Status

	[bookmark: B21ret]IE #
	[bookmark: B22ret]Name
	I #
	[bookmark: B23ret]Producer/ Sender ID
	[bookmark: B24ret]Consumer/ Recipient ID
	[bookmark: B25ret]Critical
	[bookmark: B26ret][bookmark: B27ret]Measures and Criteria
	Results
	[bookmark: B28ret]Status
	[bookmark: B29ret]Remarks

	IE 1
	
	
	
	
	
	
	
	
	

	IE 2
	
	
	
	
	
	
	
	
	

	IE 3
	
	
	
	
	
	
	
	
	

	…
	
	
	
	
	
	
	
	
	

	IE n
	
	
	
	
	
	
	
	
	

	[bookmark: B210ret]NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	I #
ID
	Interface Reference Number
Identification
	IE #
N/A
	Information Exchange Reference Number
Not Applicable





Table 3-3.  Net-Centric Data Sharing Requirements and Status

	NR KPP
Sub-Element
	Criteria
	Results
	Status
	Remarks

	Data is
Visible
	Post discovery metadata in an enterprise catalog.
· NCES Enterprise Catalog or other compatible/federated enterprise catalog
· Discovery metadata is DoD DDMS conformant.
	· Enter name and URL of the enterprise catalog.  If none, state "None."
· Enter name or identifier by which the shared data asset appears in the enterprise catalog.  If none, state "None."

	
	· [bookmark: B31ret]Remarks should address degree of compliance with the enterprise catalog and metadata requirements.

	
	Discovery keywords
· Common user terms
· Appropriate for mission area or data type
· Understandable
· Conform with MDR requirements that map back to COI-identified mission data
	· Enter keywords by which the shared data asset was located in the enterprise catalog.  If none, state "None."
	
	·  Remarks should address degree of compliance with the discovery keywords requirements.

	Data is Accessible
	Shared space
· Data asset is available in a shared space.
· A written policy on how to gain access is available.
· The written policy on how to gain access is accurate.
· Data access service or mechanism is available.
· The Enterprise Catalog DDMS entry contains an active link (URI) to the data asset.
	· Enter name and URI of the shared space and a short description of the access mechanism.  If none, state "None."

	
	· Remarks should address degree of compliance with the shared space requirements.

	Data is Understandable
	Publish metadata in the enterprise catalog.
· Semantic metadata
· Structural metadata
Register data artifacts in DoD MDR.
· XSD
· XML
· Data models
· Other artifacts
	· Enter a short description of the metadata published in the enterprise catalog.  If none, state "None."
	
	· Remarks should address degree of compliance with the publish metadata requirements.

	Data is Interoperable
	Base semantic vocabularies on the UCore standard.
	· Enter discrepancies from the UCore standard
	
	· Remarks should address degree of compliance with the UCore requirements

	
	Comply with COI data-sharing agreements.
	· Enter the name of the COI.  If none, state "None."
Enter a list and short description of the data artifacts mandated by the COI.  If none, state "None."
	
	· Remarks should address degree of compliance with the COI data-sharing requirements.

	
	Conform to DDMS.
· All metadata, including record-level database tagging and in-line document tagging, conforms to the DDMS.
	· Enter discrepancies from the DDMS Standard.
	
	· Remarks should address degree of compliance with the DDMS requirements.

	Data is
Trusted
	All metadata, including record-level database tagging and in-line document tagging, includes data pedigree and security metadata, as well as an authoritative source for the data (when appropriate).
	· Enter any metadata that does not contain the data pedigree, security metadata, and/or authoritative source.
	
	· Remarks should address degree of compliance with the security requirements.

	NOTE(S): Edit as appropriate

	1. 
2.  

	LEGEND: Edit as appropriate

	COI
DDMS
MDR
NCES
NR KPP
	Community of Interest
DoD Discovery Metadata Specification
Metadata Registry
Net-Centric Enterprise Services
Net Ready Key Performance Parameter
	UCore
URI
URL
XML
XSD
	Universal Core
Uniform Resource Identifier
Uniform Resource Locator
Extensible Markup Language
XML Schema Definition



Table 3-4.  Net-Centric Service Sharing Requirements and Status

	NR KPP
Sub-Element
	Requirement
	Results
	Status
	[bookmark: B41ret]Remarks

	Services are
Visible
	Publish a description of the service or access mechanism.  
· Descriptions (metadata) for the service or access mechanism are published in an enterprise service registry; e.g., the NCES Service Registry.
	· Enter name and URI of the enterprise service registry.  If none, state "None."
· Enter name or identifier by which the shared service or access mechanism appears in the enterprise service registry.
	
	· Remarks should address degree of compliance with the service description requirements.

	
	Comply with enterprise-specified minimum service discovery requirements.  
· The data access mechanism complies with enterprise-specified minimum service discovery requirements; e.g., a UDDI description to enable federated discovery.
	· Enter any discrepancies with discovery requirements.
	
	· Remarks should address degree of compliance with the service discovery requirements.

	Services are Accessible
	Provide an active link to the service in the enterprise catalog.  
· Active link (e.g., URI) to the specified service is included in the enterprise catalog metadata entry metacard) for the specified service.
	· Enter name and URI of the enterprise catalog.  
If none, state "None."
· Enter name or identifier by which the shared service appears in the enterprise catalog.  
If none, state "None."
· Enter the active link (e.g., URI) of the shared service as indicated in the enterprise catalog.  
If none, state "None."
	
	· Remarks should address degree of compliance with the enterprise catalog requirements.

	
	Provide an active link to the service in the NCES Service Registry.
· URIs as the operational end points for services shall be registered in the NCES Service Registry by referencing the WSDL (that is in the MDR).
	· 
	
	· 

	Services are Understandable
	Publish a description of the service or access mechanism to the NCES Service Registry.
· Metadata for the service or access mechanism is published in the NCES Service Registry.
	· Enter name or identifier by which the shared service or access mechanism appears in the NCES Service Registry.  If none, state "None."
· Enter the active link (e.g., URI) of the shared service as indicated in the NCES Service Registry.  If none, state "None."
· Enter name or identifier by which the WSDL appears in the MDR.  If none, state "None."
	
	· Remarks should address degree of compliance with the registry entry requirements.

	
	Publish service artifacts to DoD MDR.
· WSDL documents and other appropriate artifacts are registered in the DoD MDR.
	· Enter name(s) or identifier(s) by which the service artifacts appear in the MDR.  If none, state “None."
	
	· Remarks should address degree of compliance with the publish documents requirements.

	
	Provide service specification or SLA.
· A service specification or SLA exists for services and data access mechanisms.
	· Enter the name, date, and URL of the SLA.
	
	· Remarks should address degree of compliance of the service specification or SLA requirements.

	Services are
Trusted
	Operate services in accordance with SLA.
	· Enter any discrepancies between the SLA and the operation of the system.
	
	· Remarks should address degree of compliance with the SLA requirements.

	
	Include security mechanisms or restrictions in the service specification.
· The service specification describes security mechanisms or restrictions that apply to the service.
	· Enter any discrepancies between the service specifications and the security mechanisms.
	
	· Remarks should address degree of compliance with the security specification requirements.

	
	Enable continuity of operations and disaster recovery for services.
· The service has a defined and functional COOP.
	· Enter the name, date, and URL of the COOP.  State whether the COOP was demonstrated and if so the degree of its functionality.
	
	· Remarks should address degree of compliance with the COOP and disaster recovery requirements.

	
	Provide NetOps Data (NetOps Agility).
· Services and data access mechanisms provide operational states, performance, availability, and security data/information to NetOps management services; e.g., Enterprise Management, Content Management, and Network Defense services.
	· Enter any discrepancies from NetOps requirements.
	
	· Remarks should address degree of compliance with the NetOps requirements.

	Use of CES
	CES are used in accordance with DoD Chief Information Officer mandates.
	· Enter discrepancies between the CES the system implemented and the requirements in the current DoD IEA version.
	
	· Remarks should address degree of compliance with the CES requirements.


	NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	CES
COOP
IEA
MDR
NCES
NetOps
	Core Enterprise Services
Continuity of Operations Plan
Information Enterprise Architecture
Metadata Registry
Net-Centric Enterprise Services
Network Operations
	NR KPP
SLA
UDDI
URI
WSDL
	Net Ready Key Performance Parameter
Service Level Agreement
Universal Description, Discovery, and Integration
Uniform Resource Identifier
Web Services Description Language


[bookmark: B43ret]
Table 3-5.  KIP/GTP Status

	[bookmark: B51ret]K # or G #
	[bookmark: B52ret]Name
	[bookmark: B53ret]Version/
Date
	[bookmark: B54ret]Implementation Phase
	[bookmark: B55ret]I #
	[bookmark: B56ret]Status
	[bookmark: B57ret]Remarks

	K 1
	
	
	
	
	
	

	K 2
	
	
	
	
	
	

	K 2
	
	
	
	
	
	

	…
	
	
	
	
	
	

	K n
	
	
	
	
	
	

	[bookmark: B58ret]NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	G #
GTP
I #
	GTP Reference Number
GIG Technical Profile
Interface Reference Number
	K #
KIP
N/A
	KIP Reference Number
Key Interface Profile
Not Applicable


[bookmark: B59ret]
[bookmark: B516ret]Table 3-6.  DISR Status 

	[bookmark: B61ret]System:  Program and system name and version          StdV-1 (TV-1) last updated on:  Day Month Year 

	Standard Identifier
	DISR
Status
	[bookmark: B62ret]Risk/Rationale
	[bookmark: B63ret]Evaluation Method
	[bookmark: B64ret]Test
Status
	[bookmark: B65ret]Remarks

	Standard 1 
	
	
	
	
	

	Standard 2
	
	
	
	
	

	…
	
	
	
	
	

	Standard n
	
	
	
	
	

	[bookmark: B66ret]NOTE(S): Edit as appropriate

	1.  
2.  

	LEGEND: Edit as appropriate

	DISR
StdV
	DoD Information Technology Standards Registry
Standards Profile	
	TV
	Technical Standards Profile


[bookmark: B67ret]


Table 3-7.  IA Requirements and Status 

	IA
	Requirement
	Status
	Remarks

	[bookmark: B71ret]IA Configurations used in Test Environment
	The system must be tested in its approved IA configuration.
	Met
Not Met
Not Tested
	

	[bookmark: B72ret]Enter the appropriate C&A; i.e., DIACAP, NIACAP (NSTISSI No. 1000), Intelligence Community (ICD-503).

	Objective – ATO
Threshold – IATO or ATO
	Met Objective
Met Threshold
Not Met
	

	[bookmark: B73ret](Optional)
Additional IA findings
	Depends on the additional IA findings.
	Met
Not Met 
	

	[bookmark: B74ret]NOTES: Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	ATD
ATO
C&A
DAA
DIACAP
	Authorization Termination Date
Authorization to Operate
Certification and Accreditation
Designated Accrediting Authority
DoD Information Assurance Certification and Accreditation Process
	IA
IATO
ICD
NIACAP
NSTISSI
	Information Assurance
Interim Authorization to Operate
Intelligence Community Directive
National Information Assurance Certification and Accreditation Process 
National Security Telecommunications and Information Systems Security
Instruction


[bookmark: B7b]
Table 3-8.  Supportability Requirements and Status 

	Element
	Criteria
	Status
	Remarks

	[bookmark: B81ret]Spectrum Supportability

	· [bookmark: B82ret]Spectrum Certification
	A Stage 4 (Operational) spectrum supportability determination; i.e., submission and approval of a Stage 4 DD 1494 
	
	

	· [bookmark: B83ret]E3 Program Compliance
	Compliant with DoDD 3222.3 
	
	

	[bookmark: B84ret]JTRS Compliance
	All radio-based communications that fall within the JTRS spectrum range (2 MHz–2 GHz) will be satisfied by the current JTRS requirements document unless DoD CIO grants authorization for a specific procurement.
	
	

	[bookmark: B85ret]GPS SAASM Compliance
	GPS receivers must be SAASM or M-code capable or receive a waiver from DoD CIO.
	
	

	[bookmark: B86ret]NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate

	CIO
DD
DoDD
E3
GHz
	Chief Information Officer
DoD
DoD Directive
Electromagnetic Environmental Effects
Gigahertz
	GPS
JTRS
MHz
SAASM
	Global Positioning System
Joint Tactical Radio System
Megahertz
Selective Availability Anti-Spoofing Module


[bookmark: B8a][bookmark: B91ret][bookmark: B9a]
Table 3-9.  Supporting Information

	Operational Environment 
	

	Mission Area 
	

	COI 
	

	Tracking 
	

	ICTO Status 
	

	Expiration 
	

	Test Date(s)
	

	Test Location(s)
	

	Remarks
	

	[bookmark: B101ret]NOTE(S): Edit as appropriate

	1.  
2.  

	LEGEND: Edit as appropriate

	BMA
COI
DIMA
DITPR
EIEMA
	Business Mission Area
Community of Interest
Defense Intelligence Mission Area
Defense Information Technology Portfolio Registry    
Enterprise Information Environment Mission Area
	ICTO
JCPAT-E
STP 
WMA
	Interim Certificate to Operate
Joint C4I Program Assessment Tool-Empowered
System Tracking Program
Warfighter Mission Area


[bookmark: B101a]
Table 3-10.  Hardware/Software/Firmware Version Identification

	Equipment
	Software Version
	Hardware Version

	
	
	

	
	
	

	[bookmark: B111ret]NOTE(S): Edit as appropriate
1.  
2.  

	LEGEND: Edit as appropriate
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