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IM Standard 0014 ToC and authors


Goal is to have writing complete by May 6, 2011 so it can be combined into one document for the next on-site.  Will review in weekly meetings as material is available.
	Section head
	Subsection
	Author 
	References 

	Introduction
	
	
	

	
	Purpose & Scope (of this standard)
	Cindy Hauer 
	

	Content:  
Give the context of the IM  standard, and how it grew out of the DM efforts and products 
	

	
	Context and definition of Information Management
	Cindy and Denise
	

	Content: Define Info Mgt, what it includes, what it does not include and what it relates to: 

DM, EA, II, DA, etc
. 
	Data and Information Architecture definitions v2

	
	Terminology 
	Jeannie Sage 
	

	Content:  
New terms introduced by the standard, or key terms and definition as they are used here. 
	

	
	References
	Denise Duncan
	

	Content:  
All other standards referenced in this one—this will be a much longer list than in 859. 
	


	Principle 1
	Establish and Institutionalize Information Governance 


	Sue Kilgore
	Pete G on Information Life Cycle
Information Lifecycle Management Maturity Model

	Intro:  

1.0.1 – What is IGS


Difference between Governance and Management


The suite of Policies, Authorities, and Enforcement constitutes

1.0.2 – Why is IGS important

1.0.3 – Who establishes and controls the IGS

1.0.4 – Considerations when establishing the IGS 


Types, Value, format, lifespan, and volume of data


Structured vs Unstructured information


Persistent vs transitory data
	Revised 859

Gartner - Governance Is an Essential Building Block for Enterprise Information Management

	Enabler 1.1
	Establish a Policy Framework


	Sue Kilgore
	Pete Glass 42nd ETM Conf Governance_notes

	Content: What is a policy Framework, what does it do and why is it needed?
	

	Sub-Enabler 1.1.1
	What is the structure of a good policy framework


	Sue Kilgore
	The economist-on-info-governance


	
1.1.2.1-Level 1–define info and info product vs records


1.1.2.2 -Level 2


1.1.2.3 -Level 3


1.1.2.4-Level 4


Diagram Policy Framework Model
	Pete Glass 42nd ETM Conf Governance_notes

	Sub-Enabler 1.1.2
	Policy Framework considerations – 
	Sue Kilgore
	

	        Organizational structure and complexity


Note : Authoritative vs non-authoritative information products – and when one may or may not be the other.  Layers of policies should require identification of categories of information are authoritative and where they are not.
	Pete Glass 42nd ETM Conf Governance_notes

	Enabler 1.2
	Assign Responsibilities, Authorities, and Accountabilities
	Sue Kilgore
	Information Management & Governance Disciplines

	1.2.1-Why assign RAA’s

1.2.2-Organizational Structure considerations

1.2.3-Inter-organizational responsibility – what to do if they don’t align

1.2.4-Develop a culture of IM ownership and protection applicable to all personnel in the organization

1.2.5-Roles and RAA chart

1.2.6-Primary IGS roles 
	Roles and Responsibilities:  Mary Lee Kennedy
Pete Glass 42nd ETM Conf Governance_notes

	Enabler 1.3
	Enabler 1.3 – Enforce Compliance 


	Cindy Hauer
	

	What - Compliance Enforcement through funding authority

Why enforce compliance to IGS


-horizontal information alignment across organizations


-minimize information redundancies


-reduce infrastructure cost


-portability of information



	

	Sub-Enabler 1.3.1
	Establish Initial Enterprise Funding and Resource Allocation  
	Cindy Hauer
	

	-Business Process Establishment – define the business

-Organize resources in alignment with organizational structure and business definition

-Identify information reporting requirements - both internal and external throughout organizations – considering all data acquisition needs and methods

-Preliminary shaping of the information products and systems

-Prioritize projects based on:

- Regulatory and Compliance requirements (many COTS systems available at reasonable costs)

-Internal Business reporting requirements

-Information product generation driven by Governance Hierarchy

Note: Organization vertical growth complicates horizontal system alignment and integration and lends itself to increased system and information redundancies– opposing forces for maximizing efficiencies and information re-use
	

	Sub-Enabler 1.3.2
	Evaluate and allocate funding for new project integration within existing infrastructure 
	Cindy Hauer
	

	-Perform test of project validity, feasibilility, and impact analysis (for both system and policy projects)

-Considerations for funding priorities:


-Is necessary information already available or potentially available from an existing system or process – eliminate redundancies


-Consider needs of the project – what data is going where?  Is this a compliance issue or is ownership conflicts a problem?


-Does the project comply with enterprise architecture policies?


-Is the proposed Data Model in alignment with existing systems (to allow for portability)


-Does the proposed project align with existing policies and processes or are proposed policies/processes in alignment with higher level policies


	


	(Previously identified as Principle 1)
	

	Principle 2
	Manage information as an Enterprise artifact 
	Outlined 10 22 09
	

	Enabler 2.1
	Establish that information belongs to the legal entity that invested in its creation  
	Joe Roman 
	Gartner: Knowledge Management and Enterprise Information Management Are Both Disciplines for Exploiting

Information Assets
Leadership and Innovation:  Information Asset or Liability

	Content:  
The need for Policy, and supporting processes (such as HR process) to establish the understanding throughout the Enterprise that information created with the resources of the Enterprise (HW, SW, Human resources, etc.) belongs to the Enterprise.  Give examples of employees, volunteers and partnerships
	

	Enabler 2.2 
	Assess Value and Future Value to determine RoI of info 
	Joe Roman
Gartner G00167621 
	Gartner process for Identifying High Value Content for EDM 

	Content: discuss the process of determining what info/info products are to be managed.  What are the criteria for value, and the value of managing them? 
	

	Enabler 2.2.1 and 2.2.2.
	Timeline illustration/s for Data increasing in value to the right, while Information [data products] decreasing in value to the right, as context changes


	Joe Roman 


	

	Content:  discuss the differences in value proposition between data, and information products; links to the enabler 2.2 
	

	
	


	Principle 3 
	Manage information throughout its Life Cycle  


	Denise 
	Pete G on Information Life Cycle

Information Lifecycle Management Maturity Model

	Intro;  Must discuss information (prod’s) from concept, design, development, implementation, maintenance, and cancellation and disposal
	What and Why 

IPs have a lifecycle: 

· requirements established -business and regulatory needs(including quality, protection, metadata, etc.)

· design 

· Develop / Create

· Approval

· Delivery (includes access)

· Modify (based on requirements) 

· Re-use (new context) 

· Disposition 

· Archive

· Destroy

	Enabler 3.1
	Info capture/generation based on valid requirements 
	
	Discuss how information products should exist only if there is a requirement for them— and when the requirement no longer exists -- be dispositioned. 

	Content:  
	

	Enabler 3.2
	Document and Content Mgt (reference to DAMA DMBOK Ch, 10) ‘unstructured DM’


	
	DAMA DMBOK 10

Concepts:  

· unstructured data

· Document/record management

Summary

· Content management

· Guiding principles:

· Process Summary

· Org and cultural issues

Recommended reading

	Content:
	

	Enabler 3.3
	processing (OHIO) [workflows, etc]     
	
	What: 

· The processing of data and/or other information products to create a new IP 

Why

· Redundant storage creates integrity issues, causes extra work to determine authoritative source

· Redundant processing (re-keying of data already captured electronically, for example) introduces errors, is inefficient 

· Workflows must be designed and under change control to avoid unintended consequences 

	Content: 
	

	
	Design Tenet: Provide Data Management [P1257]
	??????iffy
	WHAT:  

Enhance the ability to support data management by providing a process to define, develop, and maintain an ontology (e.g., schemas, thesauruses, vocabularies, keyword lists, and taxonomies).

WHY:

• BP1392: Register services in accordance with a documented service registration plan.

• BP1865: Provide sufficient program, project, or initiative metadata descriptions and automated support to enable

mediation and translation of the data between interfaces.

	
	Design Tenet: Be Responsive to User Needs [P1258]


	Best Practices

• BP1392: Register services in accordance with a documented service registration plan.

• BP1867: Use metrics to track responsiveness to user information sharing needs.
	What

Include users in processes for creating discoverable, accessible, understandable, and trusted information and services.

Understanding information interoperability creates an environment that can be responsive to users. User feedback

mechanisms provide a means of capturing and reporting user satisfaction and give portfolio managers decision making

information to steer investments, developments and improvements. Service and information providers in a mission area

should work together to define the processes for using the user feedback for service and information improvements

because these processes are specific to a portfolio of capabilities in the enterprise.

Why/How

• Provide a capability for capturing, tracking, and responding to user feedback.

• Collaborate with COIs in responding to user feedback.

• Ensure that user feedback is visible to the net-centric environment.

• Ensure that processes exist for consumers to do the following:

• Request additional information from the information provider

• Request changes in the format, i.e., syntax or semantics, of visible information

• Report a problem with the information

• Establish metrics for determining responsiveness to user needs.

	
	

	Enabler 3.4
	Retrieval and reuse: 


	Intro: cindy and denise
	What:

Retrieval and reuse of IPs (secondary use, not originally designed..)

Why: 

IPs may be inputs to new IP products in the future. 

	
	

	Sub-Enabler 3.4.1
	metadata


	Cindy
	

	
	

	Sub-Enabler 3.4.2
	Information Interoperability


	Denise 
	What 

the ability to meaningfully exchange information among separately developed systems, where the separate systems are able to understand the format, meaning, and quality of the information being exchanged.

Why

Information must be understandable not only by people but by systems with which information is exchanged.  In enabling the latter, we enhance the ability of people to re-use information. 

	
	

	Sub-Enabler 3.4.3
	Semantically meaningful AND Relevant 
	Denise/Trevor
	What –Semantically meaningful: 

The ability to understand the underlying assumptions about the meaning of a data object 

Semantically related: 

Data objects that are related in meaning, although they may be different data formats, named differently, etc. 

Semantically relevant:

Data objects that are semantically related, and fit the ‘intention’ of a retrieval, although the query for the retrieval may have not terms/words in common with the relevant object 

Why

Providing information objects that are useful answers to a query, regardless of the terminology used in the  data store or used in the query, is a way to increase recall, and with proper ‘tuning’, precision as well  

	
	

	
	Design Tenet: Make info Visible [P1250]
	Denise/Trevor
	What 

Why

	
	

	
	Design Tenet: Make info Accessible [P1252]
	Denise/Trevor
	What 

Why

	
	

	
	Design Tenet: Make information Interoperable [P1256]


	Denise/Trevor
	What 

Why

	
	

	Sub-Enabler 3.4.4
	BOI Management (context for Information and Info Products)

	Cindy, w/Bonnie’s support
	

	
	

	Sub-Enabler 3.4.5
	address Information obsolescence

	Cindy
	

	
	

	Sub-Enabler 3.4.5.1
	Information  loss

	cindy
	

	
	

	Sub-Enabler 3.4.5.2
	information not current (CCH has more)

	Cindy
	

	
	


	Principle 4
	Identify and Manage Authoritative Information Products(AIP)  

	Need author
(Scott would like to help)
	Principle 4 should be Information Product management with a sub section discussing AIP

	Intro on “authoritative” products based on authoritative data, and approved/authoritative processing of the data into the product. 
	WHAT

Information Product = Information as defined in Data and Information Architecture definitions v2

Authoritative Information Products=A Record from and approved system or process

Record =ISO defines records as "information created, received, and maintained as evidence and information by an organization or person, in pursuance of legal obligations or in the transaction of business".

WHY

· Ensure pass regulatory, legal, business audits

· Contractual Requirements 

· Minimize risk through access control

· Configuration CONTROL (privileges)

· Retrieval

· Record retention

· efficiency

· Metrics

· business intelligence

· centralized data

· Reliability

· Ensure the context and intended use is captured and identified
NOTES
Consider a picture to convey the difference between strategic intended use v. tactical use

	Enabler 4.1
	Ensure Data Quality of (AIP) – (suitable to its intended use based upon risk, value,etc.)


	(Cindy H. has input)
	WHAT

· Metadata

· Record

· control access (including controlling change)

· data recovery

· peer review

· approvals

· limit freeform text fields

WHY

  See above

	
	

	Sub-Enabler 4.1.2
	Know the provenance of (AIP) - 


	(Cindy H. has input)
	Function process or tools that support the creation of records and facilitates the approval cycle

· Audit trail

· AIP inventory

	
	

	Sub-Enabler 4.1.3
	Implement QA/QC on key information artifacts - Audit


	(Cindy H. has input)
	WHAT

Objectively evaluate the AIP process to the AIP management process description, standards and procedures.  
· Access control

· training

· plan quality into process

· understand organizational policy (record policy)

· assessment

· metrics 

WHY

  See above

NOTE
Cindy has some information we need to capture.

	
	

	Sub-Enabler 4.1.3.1
	Address any non-compliance
	Need author
	Root cause analysis

error development through process and or tool usage/implementation

Implement Corrective Action

Closed loop CA 

	
	

	Enabler 4.2
	Design Tenet: Make Data Trustable [P1254] (NAVSEA)


	Need author
	Denise to verify if there is more here than what is to be covered under 4.1.2 and 4.1.3 

	
	

	Enabler 4.3
	Protect information 

General discussion of generic protection


	Warren Scott
 
	Access

Back-up

archiving

policy

retention

redundancy

markings

distribution control

encryption

NDA

Master record protection

regulatory

IP

contractual requirements

NOTE
Look to IT security type headings

	
	


	Sub-Enabler 4.3.1
	Combined with 4.3 above
	
	

	
	

	Sub-Enabler 4.3.2
	Requirements for protection—examples: IP (Intellectual Property), PII (Personal Identifiable Information). EAR (Export Administration Regulations), ITAR (International Traffic and Arms Regulations), Sarbanes Oxley and Records Mgt. HIPPA(H7)


	Warren Scott


	Cindy with Jan as consultant 

Pete and Jim for some examples. (PII and EAR/ITAR)

	
	

	Enabler 4.4
	Reconcile System life cycle and Information Life cycle relationship
	Need author
	Active v. Inactive Records(Archiving)

 System Upgrade (data remains at rest)

System change out (data migration)

Retrieval turn-around time/cost



	
	

	Sub-Enabler 4.4.1
	Both for System/Tool development and for policy and guidance development
	Need author 
	Long-term data retention (STEP, LOTAR)

Retrieval turn-around time/cost


	Annexes
	Subsection
	Author 
	References 

	
	
	
	

	Data Architecture
	
	Rachel
	See separate file.

	
	
	
	

	Information Interoperability
	
	Jim
	

	
	
	
	

	Data Management
	
	Cindy and Joe
	

	
	
	
	


�Like to keep Sue’ ‘lifecycle’ approach because that is understandable to most readers.  THEN we can introduce principles, which are performed in one or more phases. 


�May need a graphic that shows Principles “waxing and waning” over the lifecycle of the information…… see powerpoint 


�Insert “certain activities that correspond to Phases in Infor Mgt—JimPlanning, active management, and disposition.  Then can pull Sue’s spreadsheet more easily.  


�Might want to put into chapter on Manage thru Lifecycle? 
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