Chapter 2:  Information governance 
	Principle 2
	Implement Information Governance appropriate to the value of the information holdings [risk?]
	Denise w/help from Pete

	Intro:  Define governance, and Information governance. Review some of the governance discussion in 859, from Joe, that is being deleted or sent to Handbook, to ensure consistency.  Might be possible to re-use the deleted table.  If using examples. (may use SFIS case, made anonymous)


Definitions:  
Information Governance: The exercise of authority over the management of information assets.  It includes high-level planning for Enterprise Information Management objectives, and monitoring and control to ensure they are achieved.  The business rules and the roles, responsibilities, authority and accountability (RAA) for staff that undertake these tasks, comprise the Information Governance System.
1. Define Information governance.   
2. Describe typical Information governance:

a. Structure

b. Supporting roles, responsibilities and accountabilities / authorities                                                                       

c. Policies

d. Contrast with Info Mgt -- Use table below for starters  

	Governance Function
	Management Tasks

	Strategic Alignment


	Functional Alignment


	Establish Policy 


	Implement 

	Life-Cycle Perspective 
	Time-Bound Perspective


	Value-Stream Perspective


	Process-Bound Perspective



	Technical Alignment 
	Technology Utilization 


	Role
	RAA

	Information Owner
	This is the entity with the legal rights to the information. This is no different from the owner of hard assets. Most often this will be a corporate entity rather than an individual.

	Information Authority
	This is the individual who is responsible to protect and discharge the rights of the owners of all the data assets within his or her span of control. Most often this will be a high level manager, usually director level or above. All Information Authorities are peers to one another with respect to the Information Governance System. 

	Policy Steward
	This individual is a delegate of the Information Authority and a peer of the Compliance Steward. The primary responsibilities of this individual are to identify and classify the data assets and to establish and manage the policies that apply to those assets. This person needs to understand the full life-cycle and value stream for the information assets under his or her span of control.

	Compliance Steward
	This individual is a delegate of the Information Authority and peer of the Policy Steward. The primary responsibility of this individual is to monitor data asset instances for policy compliance and react to non-compliant conditions when they are found.

	Information Custodians
	The Information Custodians are all the people who provide support for the Information Authority, but typically do not have a reporting relationship to that person. Most of the Information Technology organization is in this group. Other persons who might be in this group are members of the legal organization who are subject matter experts on regulations that impact information management, records management functions, librarians, historians and archivists and so forth. Each enterprise must make a determination with respect to the members of the Information Custodians.

	Process Authority (Process Owner)
	The Process Authority is the source of communication requirements. These requirements are satisfied by a design process that results in the identification, classification and definition of data assets. The policy Steward must work with the Process Authority (or delegate) to ensure that the Data Assets satisfy the communication requirements of the business process.

	Knowledge Worker
	The Knowledge Worker creates (or otherwise acquires) and uses data assets during execution of the business process. The knowledge worker must understand and comply with the policies that are associated with the data assets pertinent to his or her job. The knowledge worker also must work with the Compliance Steward when non-compliant conditions are found and support the subsequent root cause analysis and corrective action tasks.


3. Reference Enabler 1.2, “Assess Value and Future Value to determine RoI of info”
4. Combine the two:  assessment of current and future value of Information Artifact, and then adjust the governance burden appropriately. 
