Acquirer: An organization that acquires or procures an IT system, software product or software service from a supplier.

Adaptive maintenance: Modification of a software product performed after its acceptance and/or delivery to keep a computer program functional in a changed or changing environment.

Agreement: The definition of terms and conditions under which a working relationship will be conducted.

Audit: Conducted by an authorized person for the purpose of providing an independent assessment of IT products and processes in order to assess compliance with requirements.

Baseline: A formally approved version of a configuration item, regardless of media, formally designated and fixed a specific time during the configuration item’s life cycle.

Configuration item: An entity within a configuration that satisfies an end use IT function and that can be uniquely identified at a given reference point.
Corrective maintenance: Reactive modification of a software product performed after delivery to correct discovered faults.

Customer: The person, or persons, for whom the Information Technology (IT) product is intended, and usually (but not necessarily) who decides the requirements.

Developer: An organization that performs development activities (including requirements analysis, design, testing through acceptance) during the IT life cycle process.

Emergency maintenance: Unscheduled corrective maintenance performed to keep a system operational.

Evaluation: A systematic determination of the extent to which any entity meets its specified criteria.

External quality assurance:  in contractual situations, quality assurance provides confidence to the customer or others. Unless requirements for quality fully reflect the needs of the user, quality assurance may not provide adequate confidence.

Firmware:  The combination of a hardware device and computer instructions or computer data that reside as read-only software on the hardware device.  The software cannot be readily modified under program control.

Internal quality assurance: Within an organization, quality assurance provides confidence to management. Unless requirements for quality fully reflect the needs of the user, quality assurance may not provide adequate confidence.

Interoperability testing: Testing conducted to ensure that a modified IT system retains the user’s functionality of exchanging information with systems of different architectures, and of using that information.

Life cycle model: A framework containing the processes, activities, and tasks involved in the development, operation, and maintenance of an IT product, spanning the life of the system from the definition of its requirements to the termination of its use.

Maintainer: An organization that performs maintenance activities.

Modification request (MR): A generic IT term that includes the forms associated with various trouble/problem-reporting documents (e.g., incident report, trouble report) and configuration change control documents [e.g., software change request (SCR)].

Monitoring: An examination of the status of activities of a supplier and of their results by the acquirer or a third part.

Non-deliverable item: Hardware of software product that is not required to be delivered under the contract buy may be employed in the development of an IT product.

Off-the-shelf product: Product that is already developed and available, usable either “as is” or with modification.

Perfective maintenance: Modification of an IT product after deliver to improve performance or maintainability.

Process: A set of interrelated activities, which transforms inputs into outputs.

Project: An IT subsystem this is subject to maintenance activity.

Qualification: The process of demonstration whether an IT system is capable of fulfilling specified requirements.

Qualification requirement:  A set of criteria or conditions that have to be met in order to qualify an IT product as complying with its specifications and being ready for use in its target environment.

Qualification testing: Testing, conducted by the developer and witnessed by the acquirer (as appropriate), to demonstrate that the IT product meets its specifications and is ready for use in its target environment.

Quality assurance: All the planned and systematic activities implement within the quality system, and demonstrated as needed, to proved adequate confidence that an IT product will fulfill requirements for quality. Unless requirements for quality fully reflect the needs of the user, quality assurance may not provide adequate confidence.

Regression test: Retesting IT to detect faults introduced by modification.
Release: A particular version of a configuration item that is made available for a specific purpose.

Repository: (A) A collection of all IT-related artifacts (e.g., the software engineering environment) belonging to a system. (B) The location/format in which such a collection of artifacts are stored.

Retirement:  Withdrawal of active support by the operation and maintenance organization, partial or total replacement by a new system, or installation of an upgraded system.

Reverse engineering: The process of extracting software system information (including documentation) from source code.

Software maintenance: Modification of an IT product after delivery to correct faults, to improve performance or other attributes, or to adapt the product to a modified environment.

Software product: The set of computer programs, procedures, and possibly associated documentation and data.
Software service: Performance of activities, work, or duties connected with a software product, such as its development, maintenance, and operation.

Software unit: A separately compilable piece of code.

Supplier: An organization that enters into a contract with the acquirer for the supply of an IT system, software product or software service under the terms of the contract.

System: (A) A set of interlinked units organized to accomplish one or several specific functions. (B) An integrated composite that consists of one or more of the processes, hardware, software, facilities and people, that provides a capability to satisfy a stated need or objective.
Test coverage: The extent to which the test cases test the requirements for the IT system.

Testability: The extent to which an objective and feasible test can be designed to determine whether a requirement is met.
User: (A) The person or person operating or interacting directly with the IT system. (B) An individual or organization that uses the operational system to perform a specific function.
Validation: Confirmation by examination and provision of objective evidence that the particular requirements for a specific intended use are fulfilled.

Verification: Confirmation by examination and provision of objective evidence that specified IT requirements have been fulfilled.

Version: (A) An identified instance of an item. (B) Modification to a version of a software product, resulting in a new version, requires configuration management action.
