JLEDF Theme - "Educating Logisticians for the Future:  The Importance of Interagency Partnerships"

The events of September 11, 2001 awoke the United States and the world to a new era. On that day, we confronted the threat of terrorists carrying out attacks with ever more destructive weapons. Preventing this nexus of terrorism is the preeminent challenge to international peace and security in the twenty-first century. Meeting this challenge will require that the United States develop a network of transformational partnerships - within our own government, with international organizations, with partner nations and their constituent governments, and with the private sector.

We find ourselves today living through an era of profound technological change, which brings with it both opportunities as well as new security challenges. The advances in the fields of semiconductors and fiber optics since the 1950s have enabled the digital electronic networks of today and have accelerated the pace of globalization and led to a period of unprecedented prosperity. As globalization has taken hold, terrorists have sought to extend their reach and multiply their power by using these same technologies to coordinate their operations of counterfeit parts. 

Revamping Our National Strategy

Combating this gathering danger terrorism requires a forward-looking strategic vision. 

Transformational Diplomacy and the Centrality of Partnerships

While the risk of terrorism involves many uncertainties, what we do know for sure is that no nation possesses the resources to combat the global challenge of terrorism alone. 

Developing Common Interests and the Importance of Indirect Risk

Only a flexible network of partnerships that adapts to the changing nature of threat will provide us with the security we seek. 

A Transformational Partnership Concept: Multinational Interagency Operations

While the State Department can begin the process of building the partnerships we need, diplomacy alone cannot develop the capabilities we need. Realizing those

capabilities will depend on the sustained efforts of our interagency partners at the Departments of Defense, Homeland Security, Justice, Energy, Treasury, Commerce, Health and Human Services, among other agencies. Strengthening our capabilities will require the development of new systems, operational concepts that enable those systems to be put to good use, and training and exercising relationships that enable confident, rapid, and effective action with our foreign partners.

Some of these innovative multinational interagency operational concepts are currently under development by United States Joint Forces Command. Developing the interagency partnerships capable of cooperating seamlessly with foreign partners may force us to change even further how we train and organize our personnel for service in the federal government. 

If 9/11 taught us one thing, it was that information sharing and collaboration among and between federal agencies is essential to disrupt today's agile and adaptable terrorist networks. However, information sharing works best when strong incentives for sharing exist, and developing those incentives may in turn demand governance reforms that so far departments and agencies have been unwilling or incapable of making themselves.

Shaping a New Relationship with the Private Sector

In an era where many of the principal threats are associated with non-state actors, governments worldwide are struggling to discern how they should relate to the private sector, including industry. Private sector organizations are eager to find practical ways to cooperate to minimize the risk of terrorism, but they often lack an understanding of government priorities – we need to strengthen information sharing with the private sector
Most terrorist attack scenarios will touch some element of the private sector before they intersect with the infrastructure or personnel of the national government.

For example, the flow of financial resources to terrorist organizations moves through private financial institutions. The flow of terrorist related materials will often flow through a privately operated port or airport. The movement of terrorist plans may flow through cyber infrastructure controlled by private telecommunications companies and ISPs. We have already taken steps to strengthen information sharing with the private sector through regulatory regimes that encourage suspicious activity reporting. There are additional opportunities to strengthen partnerships to detect the movement of terrorist materials and related resources flowing through the infrastructure of the private sector. Establishing algorithms for threat analysis that can be shared with the private sector as a best practice is one area where government and industry can strengthen our work together.

Examples of Collaboration:

· DoD provided interim Staffing of the Iraq Provincial Reconstruction Teams for February 2007 surge requirements

· Department of State (DoS) provides pre-deployment training and education for DoD civilian and military personnel deploying to Iraq and Afghanistan  

· DoD and DoS are considering the establishment of a Joint Training venture at Muscatatuk, Indiana

· Civilian Expeditionary Workforce (CEW) would relieve “stress” on the active duty force, reduce dependency on contractor support for DoD civilian capabilities, provide opportunities for DoD civilians to contribute talents.
Stimulate the audience - Open up for discussion  - 

Question 1: What are some of the challenges associated with this new environment...working with interagency organizations, forging new partnerships, etc.?  How can we overcome the challenges?  

Over the past two years, our DoD Logistics HCS effort defined the competencies and proficiencies for core DoD Logistics work but…(Question 2)  have we addressed all education and skills are needed to better prepare our logisticians for these interagency partnerships?
Some areas for potential stronger emphasis included: 

· Crisis / Emergency Management

· Comprehensive Regulatory & Environmental Compliance

· Enterprise Risk Management

· Reverse Logistics

· Globalization

· Sustainability

· Customer & Supplier Constraints

We have the opportunity to shape joint logistics and interagency partnerships with input into the revision of documents:


National Security Strategy


National Defense Strategy


QDR

Joint Logistics Imperatives referenced in the DoD Logistics Roadmap has now become “Interagency” Logistics Imperatives

· Unity of Effort
· Process definition

· Roles and responsibilities

· Process transparency

· Common output metrics

· JLE Visibility – change to Interagency Logistics Enterprise?
· Enterprise data architecture

· Authoritative source data

· 24/7 access to network

· Rapid & Precise Response

· Velocity, Reliability, Visibility

· Efficiency
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