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1.  Identification.  This Software Version Description (SVD) applies to the Standard Army Ammunition System – Modernized (SAAS-MOD), running on non-developmental item (NDI) hardware, and provides the instructions necessary to implement System Change Package (SCP) L6F-10-00.

2.  System Overview.  SAAS is a management information system for Class V conventional munitions.  It operates at the Theater and Corps Material Management Centers, the Ammunition Storage Point and the Division Ammunition Office.  It provides the detailed reporting link for every conventional ammunition activity (issues, receipts, and shipments) from the Ammunition Supply Point (ASP) to the National Inventory Control Point (NICP) in Rock Island, Illinois.

3.  Purpose of the Package.  The primary purpose of this package is to field a Direct Reporting from SAAS ASP to WARS. This increased timeliness of data at national level, requires Port 22 (SFTP) open from ASP Server to WARS Server, and ownership and use code added to ASP accounting.

4.  System Requirements.  This system change package has been tested and certified on systems that were a minimum of Pentium III.  It should not be installed on systems of less capability.

5.  Version Description.

5.1 Inventory of Materials Released.

5.1.1 One (1) Compact Disk (CD) labeled SAAS APPLICATION L6F-10-00.

5.1.2 One (1) Compact Disk (CD) labeled Oracle 10.2.0.3.0.

5.1.3 One (1) Compact Disk (CD) labeled SAAS SECURITY L6F-10-00.
5.1.4 One (1) Compact Disk (CD) labeled SAAS Windows Service Packs L6F-10-00
5.2 Inventory of Software Contents.

Media Type/Directory NameU


Contents
CD/SAAS APPLICATION L6F-10-00……….…
SAAS application software 
                                                                          
for server and workstation,
                                                                           
sample databases, 
                                                                           
SAASMOD.txt file from FEDLOG,

                                                                           
RFID Application, Adobe Reader,

                                                              

TIPSWRITE 3.5.1.75,


SA and EU Manuals 
CD/Oracle Version 10.2.0.3.0………….………
Oracle Server RDBMS,
                                                           
Client, Reports,





Browser Software

CD/SAAS SECURITY L6F-10-00………………
Core Windows 2003 Server/XP security

                                                     
configuration required for SAAS MOD 

Authority To Operate (ATO),

Symantec Endpoint Protection
CD/ SAAS Windows Service Packs L6F-10-00..Windows 2003 Service Pack 2 and 








Windows XP Service Pack 3
6.  Changes Installed.
6.1 Corrector Descriptions.  Corrector descriptors for the system change package are found at Attachment 1.

6.2 Database Changes.  The installation process automatically makes database structure changes if you are installing on SCP 09.  If you are doing an initial application install, you will have to import a database when you are complete.  If that database does not have the SCP 10 database structure changes, you will have to apply them manually.  Call Fort Lee CAO for assistance.

7.  Installation Effective Date.  This SCP must be implemented within 30 days of receipt.  If this date cannot be met, user should notify the Fort Lee Customer Assistance Office (CAO) at commercial (804) 734-1051, DSN 687-1051 or 1-866-547-1349 (choose option 2).

8.  Security Implications.  The SAAS Security CD has been updated to reflect policy changes and configuration updates to the DISA Gold Master.  The SAAS Security CD has also been updated at the time of it’s creation with patches for known Information Assurance Vulnerability Alerts (IAVAs) that affect SAAS MOD.
9.  Installation Load Instructions.  SCP10 requires installation of several system software components.  These include SAAS SCP10 Application, Oracle 10.2.0.3.0, and Security.  The instructions for each component have been placed in a separate attachment to this SVD.

9.1 SAAS Pre-installation Instructions.  Perform the following instructions before beginning installation on either the SAAS server or workstation. 
9.1.1 Make sure your system has the L6F-09-00 SAAS application baseline installed unless you are reloading your system from scratch.  The SAAS application version can be verified by clicking on the SAAS MOD icon.   The SCP L6F-10-00 installation requires the SCP 09 baseline or no SAAS application baseline at all.

9.1.2 Execute the SPACE MAKER process on your SAAS server.  This process will backup to tape communication files and Oracle database dump files which are older than the number of days you specify.  Reducing the number of Oracle dump files kept online will facilitate the installation process.  To run this procedure, refer to Section 10.5 of the System Administrator Manual.

9.1.3 Complete a full system backup of your C: and D: drives, also select System State (this is your registry) to be included in the backup.  This is a precautionary measure and will provide a recovery point should the installation fail.  Steps for creating a full system backup are in Section 10.1 of the System Administrator Manual.  If your tape drive does not function, you should at a minimum export your database and copy the dump file (.dmp) and C:\SAAS_FTP\COMINI.INI to a removable media (floppy disk, memory stick, etc…)

9.1.4 The installation Oracle software will require use of the 3.5” diskette on your server and workstation.  Be sure it is in working order before beginning installation of the change package.  NOTE:  See Attachment 3 step 16 for alternate procedures in the event the floppy disk drive is not working.  Or contact AIS maintenance support to have the floppy drive replaced prior to SCP10 installation.

9.1.5 Complete all outstanding AIT and RFID activities before installing SCP10.

9.1.6 On ASP, all pending incoming transactions should be processed in and completed outgoing transactions should be transmitted prior to installing SCP10.

9.1.7 ASPs will receive a file from their theater MMC that is required for installation at the ASP.  The file name is account_code_list.txt.  This file contains recording accounts and the associated ownership and purpose codes necessary for reporting to WARS.

9.1.8. Remove WinZip if it is installed in C:\DODAACOM folder or C:\DODAACOM\Winzip Folder. 


9.1.8.1. Check for Winzip32.exe in the C:\DODAACOM folder or C:\DODAACOM\Winzip Folder.


9.1.8.2. If WinZip was installed anywhere under C:\DODAACOM uninstall it by performing the following:



a. Go to START|ALL PROGRAMS|Winzip> select Uninstall WinZip.



b. Follow on screen instructions to Uninstall WinZip.



c. After uninstallation, reboot the system to clear the WZSHLSTB.DLL which is in use during the uninstall process.


9.1.8.3. After reboot, verify that WinZip is no longer present and continue instructions in the SVD.
9.2 SAAS Server Installation for MMC, ASP.  Follow the instructions in the attachments referenced below in the order listed to install the SAAS MOD SCP10 software components on your server. 

9.2.1 SAAS MOD SCP10 server application installation for MMC and ASP.  The SAAS MOD server application has been updated.  Changes are detailed in the corrector descriptors.  Follow the instructions in Attachment 2 to install the updated SAAS MOD functional application on your server.

9.2.2 Oracle 10.2.0.3.0 server installation.  The version of Oracle has been updated to address Oracle IAVAs that were released since fielding of ICP 09-01.  Follow the instructions in Attachment 3 to install Oracle 10.2.0.3.0 server.  This installation will write to a 3.5” diskette.
9.3 SAAS Client/Workstation Install for MMC and ASP.  Follow the instructions in the attachments referenced below in the order listed to install the SAAS MOD SCP10 software components on your client/workstation.  The following steps are applicable to the SAAS workstation only, and should be done AFTER you have installed the system change package on your Server. 

9.3.1 SAAS MOD SCP10 client/workstation application installation for MMC and ASP.  The SAAS MOD workstation application has been updated for SAAS ASP/ATHP and SAAS MMC.  The application changes are detailed in the corrector descriptors.  Follow the instructions in Attachment 4 to install the updated SAAS MOD functional application on your client/workstation if you are operating a SAAS ASP/ATHP or SAAS MMC.

9.3.2 Oracle 10.2.0.3.0 workstation installation.  The version of Oracle has been updated to address Oracle IAVA’s that were released since fielding of ICP 09-01.  Follow the instructions in Attachment 5 to install Oracle 10.2.0.3.0 workstation.  This installation will read from the 3.5” diskette created during the Oracle Server installation.  All SAAS baselines (ASP/ATHP, MMC and DAO) should install this Oracle upgrade.
9.4 SAAS Security Installation.  The SAAS Security CD was updated to reflect policy changes and configuration updates to the DISA Gold Master.  The SAAS Security CD is designed to be applied to the SAAS server and workstations.  It invokes security settings and configuration as required by the SAAS accreditation.  It also contains patches for system vulnerabilities that were identified at the time the CD was created.  The security settings and patches were developed for the baseline SAAS system.  The baseline system does not include office automation and CAC.  The new security policy should be applied on all systems.  However, if you have been applying IAVA patches as they come out, you may not need to apply the patch updates from the CD.  Consult your system administrator or responsible IA personnel.  Follow the Security install instructions located in Attachment 6.  
9.5 SAAS Hand Held Terminal (HHT) Application.  The SAAS MOD HHT application has been updated for SCP10.  Follow instructions in Section 15 of the System Administrator Manual to load the new HHT application.
10.  Special Installation Instructions. 
10.1 SCP L6F-10-00 Library Reference. Please make sure the following are in your library:

10.1.1 SAAS APPLICATION L6F-10-00.

10.1.2 SAAS SECURITY L6F-10-00.

10.1.3 SAAS ORACLE 10.2.0.3.0 (Released with SCP10)
10.1.4 Microsoft Windows Server 2003 Standard Edition

10.1.5 Microsoft Windows XP Professional Service Pack 2

10.1.6 SAAS Windows Service Packs L6F-10-00
10.2 Point of Contact.  If there are any problems or questions regarding this system change package, please call the Fort Lee CAO at DSN 687-1051 or commercial (804) 734-1051.

10.3 Report of Implementation.  Implementation of this system change package must be reported to Fort Lee CAO.  This can be done by completing the change package implementation memorandum (see Attachment 7) and mailing it to the address shown, e-mailing it to the host address leee.secl.cao@conus.army.mil or faxing it to CAO at Commercial (804) 734-2974 or DSN 687-2974.  You may also notify CAO by telephone at Commercial (804) 734-1051, DSN 687-1051 or 1-866-547-1349 (choose option 2).

11.  Notes.  The following notes summarize some of the changes/enhancements to the SAAS application.

11.1 The System Administrator Manual (SAM) and End User Manual (EUM) are in PDF format and will be installed to the folder C:\SAAS\Documentation\SAM or EUM on each SAAS server and workstation.  You will need to install Adobe Acrobat Reader on your SAAS systems to view the documents.  The Adobe Acrobat Reader software may be installed from the SAAS Application CD.  It is located in the 

SAAS Utility\AdobeAcrobatReader folder at the root of the CD.
11.2 Communication Updates for MMC and ASP systems. Comrun will execute as service not requiring User logon. All communication files/folders will now reside under C:\SAAS for easy backup. Comsetup user interface has been changed to be more user friendly.  Review Section 11 of the System Administrator Manual for details.

11.2.1 “ComRpt” icon has been renamed to “Commo Dupes”. This program displays duplicate transactions that Commo identified and eliminated during transmission or reception.

11.2.2 A new Commo icon named “SAAS-WARS Resend” has been added. This program is used to resend files that were not received properly at the receiving SAAS or WARS destinations.

11.2.3 A new Commo icon named “Commo Info” has been added. This program is used to display and clear communication errors. The program can also display various communications related log files. This icon replaces ComView icon.
11.2.4 SAAS installation will create the SAAS Commo Service and default it to Manual Start. If the users want COMMO to start automatically on the server reboot, they must go to Desktp/SAAS/Commo and run ComSetup and change the Commo service to AUTOSTART.
11.2.5 The users must use the icons ComStart and Terminate Commo located in Desktop/SAAS/Commo to start and stop SAAS Commo Service. Services icon under Administrative Tools MUST NOT be used to start and stop SAAS Commo Service.

11.2.6 The Commo and other associated programs use INI files to store the configuration and operational information. The Windows operating system handles the INI files in a special manner. If Remote Desktop utility is used to logon to the server for performing Commo related functions, the contents of these INI files could get corrupted. Hence, the Commo operations should NOT be performed when connected to the server using Remote Desktop.

11.2.7 The FTP utility can have only one transfer engine running at any time. Commo service starts a transfer engine when it transmits files to any destination. SAAS-WARS Resend and TAMIS Resend programs also start a transfer engine when they transmit files to the destination. Because of the way the FTP utility works, the Commo service, SAAS-WARS Resend and TAMIS Resend programs should not be run concurrently. COMMO service must be terminated before either SAAS-WARS Resend or TAMIS Resend program is started. SAAS-WARS Resend and TAMIS Resend programs should not be run at the same time.
11.2.8 Security policy is set to allow access to floppy and CD to logged on users only. This policy will prevent Commo service from writing to floppy and CD if any of the SAAS destinations are configured to use floppy or CD as the communication medium. If a destination requires the use of floppy or CD for file transmittal, the following changes must be made before starting Commo on the transmitting server.
1. Log on as the administrator

2. Go to Start|Programs and click on Administrative Tools

3. Click on Local Security Policy. Local Security Settings window will be displayed.
4. Click on Security Options
5. Various options will be displayed on the right hand panel of the window
6. Double click on “Devices: Restrict floppy access to locally logged-on users only” line if floppy is to be used for file transmittal. Double click on “Devices: Restrict CD access to locally logged-on users only” line if CD is to be used for file transmittal. The window for that option will be displayed.

7. Click on disabled radio button

8. Click on OK

9. Close the Local Security Settings window

10. Stop Commo

11. Use ComSetup program to set the transmission mode to Floppy/CD as needed for the desired destination
12. Restart the server

Note: Due to limitations in the CD writing software, a user must be logged on to the server for the COMMO service to be able to write to the CD. 

11.3 Server applications moved to workstation.  SAAS Applications were moved to the workstation to minimize need for server access. On MMC systems, Transaction Processing and Recon Processing moved to workstation. On ASP systems, Transaction Processing, Recon Processing and Mass Transfer Processing moved to workstation. To avoid multiple workstations from concurrently executing one of these modules, processing was added to notify the User if the module they’ve requested is already in use.  If an abend occurs in one of these modules, the module will be available for re-execution within 5 minutes of the abend.

11.4 DA 581 processing enhanced. Posted Form DA 581 will retain requested and approved blocks (13a, 13b, 14a, 14b) and Block remarks (28, 29). New report will display TAMIS rejections. Form DA 581 will display original requested lines as well as issued lines. User will be able to record Block remarks on DA 581 and print the DA 581 form throughout the lifecycle of issue/turn-in. On the ASP systems, 581 block maintenance must be added to User’s profiles after the SCP10 installation.

11.5 Main menu created for MMC and ASP applications to reduce Oracle connections. Individual application processes are no longer separate icons that can be dragged and dropped. All SAAS applications will have a single menu entry point, named “SAAS Menu”, with single Oracle login no matter how many applications are opened. This design is intended to mitigate Oracle timeouts caused by implementation of DISA Oracle STTIG. 
11.5.1 Oracle login using Windows authentication will be disabled in SCP10. All existing Oracle users will be recreated during SCP10 installation with Oracle authentication and will require that the user change his/her password before running any SAAS application processes.  A separate icon “Change Oracle Password” will be available on the workstation SAAS\Utilities program group to do this.

11.5.2 “Catalog & Reference”, “FEDLOG CD Load”, “FEDLOG Profile” and FEDLOG Update” will be included in “SAAS Menu”. The “FEDLOG Report” will be included in the Reports Menu. 

11.5.3 Reports Menu will be included in SAAS Menu.

11.5.4 Browser will be included in SAAS Menu.

11.5.5 On the ASP systems, “RFID Select” and “RFID Read” (renamed from “Read Tag”) will be included in SAAS Menu.

11.5.6 On the ASP systems, AITXFER.EXE program will be automatically started when SAAS Menu is executed. It will be automatically terminated when the user closes the SAAS Menu. 

11.5.7 Since all the program icons are consolidated under the SAAS Menu, individual icons can not be created on the desktop for the programs. If the icons were created on the desktop for individual programs in L6F-09-00, they will not work after installation of L6F-10-00.

11.5.8 A single click on the icons in the SAAS Menu will start the respective program. A double click on an icon will start two windows for that program.
11.6 SAAS MOD HHT Application.  To prevent SAASMOD shortcut from being removed from the start menu of the HHT after a cold boot, the CAB file must be copied to 2 locations on the HHT, “My Computer\SDMMC Disk” and “My Computer\Flash File Store\Persistent Copy\CABFiles”. Refer to Section 15 of the System Administrator Manual for details.

11.6.1 The folders used in Workstation-HHT interface have been reorganized. All the folders will now reside under c:\saas folder. Perform the following after the SCP10 installation on ASP workstations:


a. Double click on SAAS_MOD_UPLOAD icon on the desktop


b. Click on Configure button


c. Ensure that “Workstation AIT_IN Directory” is set to c:\saas\AIT_IN


d. Ensure that “Workstation AIT_OUT Directory” is set to c:\saas\AIT_OUT


e. Click on OK


f. Click on Exit
11.7 All SAAS Servers Loaded as Combined.  The SAAS MOD Application Server installation will install workstation components as well.  All SAAS servers will now be “combined”.  

11.8 On the MMC systems, MMC Transaction Processing and MMC Reconciliation must be added to the Maintain Users process after SCP10 installation.

11.9 On the ASP systems, ASP Transaction Processing must be added to the Maintain User Profiles in Maintain Users process after SCP10 installation.

11.10 NSN_DODIC_Change process obsoleted.  The NSN_DODIC_Change process has been deleted.  Changes to DODIC can now be made through the Catalog process.

11.11 On MMC and ASP systems, new Oracle users will be created with a default password. The users MUST change their password before running SAAS Menu using the “Change Oracle Password” icon.

11.11.1 Oracle password must be changed every 90 days. The icon “Change Oracle Password” will be available on the workstation to accommodate this change.
11.12 ASP to WARS interface.  All transactions generated by the ASP will be sent to WARS, as well as, the MMC.  Each ASP should perform the following actions:

11.12.1 Submit a Port, Protocol, Services (PPS) request to your DOIM or network manager requesting that inbound/outbound network traffic be allowed between your SAAS MOD ASP server and the WARS server (IP address 132.159.16.81) at Fort Lee, VA over port 22. 

11.12.2 Supply the following information to your POC at the MMC:
11.12.2.1 Internet Protocol (IP) address of the SAAS MOD server. If connecting through VSAT include the VSAT public IP addresses.
11.12.2.2 Connection method (i.e., direct NIPRNET/Terminal Server/VSAT)

11.12.2.3 Department of Defense Activity Address Code (DODAAC)

11.12.2.4 Storage Point Code

11.12.2.5 TAMIS Installation Code

11.12.2.6 Point of contact name.

11.12.2.7 Point of contact email address

11.12.2.8 Point of contact commercial/DSN phone number
11.12.3 Send an email to the WARS office (ROCK-JMC-WARS@CONUS.ARMY.MIL) requesting a file transfer account on the WARS-NT server.  The account information will be sent to you in two separate emails, one containing the user name and one containing the password.  
11.12.4 Execute a manual connection from your server to the WARS server once you have been notified by your DOIM/Network Manager that the PPS request has been completed and you have received your file transfer account from the WARS office.  The SAAS MOD ASP activity should use the GlobalSCAPE CuteFTP Professional client software for this test.  CuteFTP is loaded on every SAAS MOD server as part of the application installation.  If the connection is successful, no further action is required.  If the ASP is not able to connect, the local DOIM or network manager should be contacted.  If the ASP is able to connect, but cannot login (i.e. Invalid username or password), then WARS Office should be contacted. The POCs at the WARS office are: 

Mr. Donnie Brock, DSN 793-4410, E-MAIL: DONNIE.BROCK@US.ARMY.MIL
Ms. Lynn White, DSN 793-3274, E-MAIL: LYNN.WHITE@US.ARMY.MIL
Mr. Dan Cruse, DSN 793-1791, E-MAIL: DANIEL.CRUSE@US.ARMY.MIL
	Call Id 12861  
	Shipping
	Process fails to roll back.
	ASP
	User tried to post document number that had the stock deobligated so they could do an inventory, and afterward they found that they were not able to reselect the document number in the 3151 process when they went back in to post the shipment. The document was not acceptable and it appears that the system was frozen on that screen. If a shipment's life cycle status equals W and the last detail line Is deleted in Process Shipments, life cycle status is not being reset to O.   As a result, after the Customer leaves the Process Shipment Window, navigation is only permitted to the P3151 Window. 
	Changed Process Shipment to reset life cycle status to O during Delete line processing.  When delete line is pressed on the Process Shipment Window, The highlighted line is deleted.  When complete, check the document’s life cycle status.  If equal W and there are no remaining W document details, update the document's life cycle status to ‘O’ (Open).

	Call Id 27518
	Reports
	Missing Data From Invalid Transaction Report.
	MMC
	The Invalid Transaction Report is missing most of the data relating to the transaction line.
	This report has been removed from the system.

	Call Id 28079
	Catalog
	Was able to delete a catalog record (item id) while active documents existed fro the NSN.
	ASP
	Open turn in documents existed and I was able to delete the NSN in catalog that resulted in a blank screen when I tried to complete the turn-in.
	Catalog process was changed so that users can not delete a catalog record if there are active documents pending for that NSN.

	Call Id 28535
	Archive Restore
	Can not restore archives
	ASP
	Customer can not restore any data that was archived on SCP-08.
	Process was changed to enable operators to restore archived transactions.

	Call Id 28596
	System
	System Backup Scheduler 
	ASP
	After clicking on System Backup Scheduler icon the system displays the following error; ORA-28000 the account is locked.  When the user pressed the enter key the system displays the following error; ORA-01017 invalid username/password; log denied.  When the user pressed the enter key the system displays the following error; EXP-0056: Oracle error 28000 encountered; ORA-28000: the account is locked.  Then the system asked for the Username: and Password: press enter.  After entering the Username and Password and pressing enter the C:\SAAS\Oracle\ora10g\ben\sqlplus.exe window will disappear.  
	The Backup process was changed to allow backup of required data to tape.

	Call Id 28973
	Communications
	System DODAAC not found in com_scr file. Run com Setup.
	ALL
	When installing a fresh load the default for Windows 2003 is C:\Windows and the commo program is designed to run/ search for files from C:\WINNT.  This causes the user to get the following error.
	Process was changed to set the default for running common processes to C:\WINNT.

	Call Id 32693
	Residue Recon
	Residue Recon
	ASP
	Multiple users are getting oracle errors (ora-00600, internal fatal database error) when trying to access the residue recon process.  
	Changed Residue Reconciliation Process search so that the read each which triggered the ORACLE internal error could be avoided. 

	Call Id 33148
	Transaction processing
	Error when processing
	MMC
	When processing directives the system displays an error.
	Modified process_mmc_dcc to set 2 key local fields so that the check for numeric quantity will not abort.

	Call Id 34766
	Transaction processing
	Minus balance in the record quantity on SAAS assets
	MMC
	SAAS lot locator file showed a minus amount in the record quantity field.
	Process was changed to check both record and available quantities when processing transactions.

	Call Id 34950
	ASP Trans In
	ASP Trans in is using MMC DODAAC instead of the SP DODAAC 
	ASP
	ASP Trans in is using the MMC DODAAC instead of ASP DODAAC to set DODAAC FROM  
	Use ASA SP DODAACs to set DODAAC From/To on new Location Transfer Directive documents

	CALLID36999
	COMWATCH
	Error when processing DAAS transactions
	MMC
	When commo is initialed comwatch gets the IP address from the comini file.  It does not look for the IP address of the DODAAC of the system; instead, it looks for the first occurrence of the string "IP address".  Therefore the IP address in the DAAS outgoing file will be incorrect.
	Comwatch was changed to get the IP address of the systems DODAAC.

	HD0000000039158
	DD1384-1
	Form DD1384-1 was outdated.
	ASP
	Bottom title reflects wrong date of the form.
	The 1348 report was changed to correct the bottom title

	L6F-A155-425
	MAINTAIN ORGANIZATIONS
	CAN NOT EDIT A RECORD BY DODAAC
	ALL
	Must know the UIC.
	Military Organizations was changed to add a search dialog box so that when a DODAAC is entered, program will return and display the UIC association.

	L6F-A155-426
	MAINTAIN ORGANIZATIONS
	DODAAC CAN BE ENTERED FOR DIFFERENT UICs
	ALL
	A DODAAC can be entered for different UICs.  A DODAAC is unique to a UIC.
	Modified logic in Maintain DODAAC to stop allowing the same DODAAC to be associated with more than one UIC.  Also, modified logic in Maintain_Military_Organization so that UIC entered cannot be an existing UIC or an existing DODAAC.

	L6F-A155-463
	SHIPMENTS
	DEFAULT TRANS CODE REQUIRED FOR SHIPMENTS. 
	ASP
	New shipment documents cannot be generated if a default transaction code has not been defined for the shipment transaction type. If a default transaction code is not defined for the shipment transaction Type, a document number is generated but the document is not created.  As a result, the document register contains document number gaps.  
	Modified logic in Process Shipments to set the Transaction Code to spaces if a default transaction code is not defined for shipments.

	L6F-A155-510
	TAMIS Interface/Issue Process
	Identification of TAMIS Request Rejection Button
	ASP
	System design requires a TAMIS request for issue be rejected with cause whenever the issue cannot be completed.  No button is displayed as a Reject button
	The Del Doc button on 3151 was changed to Rej/Del Doc.  Removed Del Doc button from Preposition Issues Window.  Protected Del Doc button on Process Issues if processing A Preposition Issue

	L6F-A155-520
	Inventory
	Overflow Abend
	ASP
	On the Process Inventory Adjustment Window, highlight a detail containing more than 500 serial numbers and press the SER button.  Receive a fatal view overflow abend in Invadj_Serial_Number_List dialog box (see attachments).
	Modified the Process Inventory Adjustment window by removing the SER button.

	L6F-A155-522
	TAMIS Interface
	Wrong Message on Delete Document Confirmation
	ASP
	The ‘Delete Document Confirmation’ does not inform the user correctly when rejecting a TAMIS request for Issue.
	Added a new dialog box. Reject Document Confirmation will be displayed when deletion of an electronic document is requested.  Duplicate Document Confirmation will be displayed when an electronic document exists on transaction history.  The existing Delete Document Confirmation will be displayed when deletion of an internal document is requested.  Impacted Issue Documents, Process Issues & Process Ammo Store Slip. 

	L6F-A155-528
	Reports
	Report does not reflect when a substitute is issued.
	ASP
	 Item requested is replaced with issued DODIC/NSN
	When creating a manual issue the process was changed to create an REQ history transaction. When posting a manual issue in P3151 process, creates REQ transactions for each item in the issue prior to creating the MMC transactions.  Change View Transactions to support viewing REQ transactions on issues created manually.

Print581 Report – Using the input ISSUE document number, suffix & type, retrieve and report RMK/APP transaction history & signature blocks.  Print REQ transactions for each item followed by the issue transactions for that item.  Discontinue printing NOTES in block 28.  Suspensions/restrictions information will follow RMK data in block 28.  No known impact for TURN-IN 581s. 

	L6F-A155-529
	Issue
	Not able to record 'remarks' when processing a manual issue.
	ASP
	Not able to record ‘Remarks’ block 28 and 29 when processing a manual 581 Request for Issue.
	In the Issue and Turn In process when the remarks button is pressed display a window that supports maintenance of 581 block 28 & block 29 remarks.  On the window, provide a button that launches an Active 581 Report.  During posting, create RMK transactions in transaction history for manually added remarks.  Support viewing manual block remarks in View Transactions.  When printing history 581 reports, populate 581 blocks 28 & 29 using RMK transactions (block remarks received electronically will precede manually created remarks).  The module supporting block remark maintenance will contain a radio button with 2 options, “Remarks” and “Related Document Serial NOS.”  The default will be “Remarks.”  The remarks option will result in the display/maintenance of Block 28 remarks.  The Related Document Serial NOS option will result in the display/maintenance of Block 29 remarks.  The block remark maintenance window will contain a series of text lines (only as many as can be displayed in a single window – there is no requirement for prev/next processing), a Clear Button and a Close Button.  The Clear button will result in the removal of manually created remarks for the selected option.  The Enter Button will create/update remarks for the selected option.  The Close Button will return control to the initiator.  

	L6F-A155-536
	HISTORY
	Transaction retention not required
	ASP
	Retention of request transaction records once the request has been rejected.
	Modified Issue process when rejecting an electronic issue, delete from transaction history any REQ, APP, RMK & CFM transactions present.   .

	L6F-A155-537
	Reports
	Change Reports to display and print TAMIS rejections.
	ASP
	Rejects can consist of many lines and view transactions only allows for the display of a single line.
	581REJ Report was added to Reports Process – Reports all REJ/NOT transactions present for input document number in transaction history sequence number order.  

Report Menu - Provide for 581REJ Report with an input document number.  

	L6F-A155-539
	Reports
	Change Issue to reflect data in 581 blocks 13, 14, 28, and 29 when issue is posted
	ASP
	Blocks 13, 14, 28, and 29 are not populated when printed as a posted issue.
	Print581 Report – Using the input ISSUE document number, suffix & type, retrieve and report RMK/APP transaction history & signature blocks.  Print REQ transactions for each item followed by the issue transactions for that item.  Discontinue printing NOTES in block 28.  Suspensions/restrictions information will follow RMK data in block 28.  No known impact for TURN-IN 581s.

	L6F-A155-540
	Data Model
	Data Model Changes
	ASP
	 Database changes required to support TAMIS interface.
	Data Model Change Impact:

New Table:  Block Remark
Entity Relationships:  
Document is sometimes approved by 1 or more Block Remark
Block Remark is always identified by 1 Document
Identifier:  
Association with Document
 Block_Number
 Line_Number
Attributes:
 Block_Number 3 pos mandatory text
 Line_Number 4 pos mandatory number
 Text 120 pos optional text
 Dt Approved 8 pos optional date



	L6F-A155-557
	Shipping Label
	Not compliant w/MIL-STD_129
	ASP
	Problems with shipping label:
 A value for Piece Number should be displayed without leading zeros. - A value for the Transportation Priority will have to be placed in its corresponding field so that it will be printed out on the label. - A value for the Weight should be displayed without leading zeros. - A value for Cube will have to be provided without leading zeros. - A value for the Date Shipped field must be provided in one of the following formats: YDDD, YYYYDDD, DD/MM/YY or DD-MMM-YYYY. The example label shows this field in the YDDD format. - A value for Total pieces without leading zeros will have to be provided so that it will be printed on the label. - Values for Data Identifiers in the 2D Barcode that do not have values should not be inserted in the 2D Barcode field to be printed.
Problems with Package Label:
Cube with Unit of Measure, Weight with Unit of Measure and UN ID Number (Hazardous Material Code) are missing from the label.  
	The Shipping and Package label templates were changed to be MIL-STD-129 compliant. Label now is formatted to print on a 4X4 label.

	L6F-A155-558
	Inventory, Work Load
	Requires Hazard Class & Division
	ASP
	Ste Haz cls div sub must be on the AIT OUT files so that it can be printed on the package label using the hip printer.
	Added hazard_class_division_subdivision and Item ID Code to AIT_OUT files. 

	L6F-A155-559
	Package Label
	Not compliant w/MIL-STD_129
	ASP
	Problems with shipping label:   A value for Piece Number should be displayed without leading zeros. - A value for the Transportation Priority will have to be placed in its corresponding field so that it will be printed out on the label. - A value for the Weight should be displayed without leading zeros. - A value for Cube will have to be provided without leading zeros. - A value for the Date Shipped field must be provided in one of the following formats: YDDD, YYYYDDD, DD/MM/YY or DD-MMM-YYYY. The example label shows this field in the YDDD format. - A value for Total pieces without leading zeros will have to be provided so that it will be printed on the label. - Values for Data Identifiers in the 2D Barcode that do not have values should not be inserted in the 2D Barcode field to be printed.----Problems with Package Label:
Cube with Unit of Measure, Weight with Unit of Measure and UN ID Number (Hazardous Material Code) are missing from the label.
	The Shipment Process was updated to change Transportation priority to "3” to be in compliance with Mil Std 129P. The Catalog Pkg Weight and Cubic Feet was used for label production.

	L6F-A155-560
	Labels
	Requires Hazard Class & Division   
	ASP
	 A value for Piece Number should be displayed without leading zeros. - A value for the Transportation Priority will have to be placed in its corresponding field so that it will be printed out on the label. - A value for the Weight should be displayed without leading zeros. - A value for Cube will have to be provided without leading zeros. - A value for the Date Shipped field must be provided in one of the following formats: YDDD, YYYYDDD, DD/MM/YY or DD-MMM-YYYY. The example label shows this field in the YDDD format. - A value for Total pieces without leading zeros will have to be provided so that it will be printed on the label. - Values for Data Identifiers in the 2D Barcode that do not have values should not be inserted in the 2D Barcode field to be printed.
	The Package Label print program on the HHT was changed to print the Haz Clss. On the Hip Printer.

	L6F-A155-563
	Ammunition Maintenance
	Incorrect DODIC ON MPA
	ASP
	Incorrect DODIC on the MAP
	The Ammunition Maintenance process was changed to populate the Correct DODIC field with the assigned NSN.

	L6F-A155-579
	ASP Accounting/Inventory
	Adding Owner and Use Code to ASP Accounting.
	ASP
	Absence of Owner and Use codes at the ASA prevents direct reporting to WARS.  Discontinue creating recording accounts during background processing.  In future, recording accounts must be associated with owner and use codes to WARS.
	The ASA Accounting process was changed to associate Owner & Use codes with Recording Accounts.  The Maintain ASP Reference Table module was changed to support new tables for Recording Accounts (type 5), WARS Owner Codes (type 6) and WARS Use Codes (type 14).  A check was added to prevent a blank code from being created when ENTER key is pressed.  The process was also changed to prevent codes from being deleted that are being used by active processing.  Inventory was changed to require the presence of recording Account MAA for processing

	L6F-A155-581
	Format LMP
	Adding Ownership Code and Purpose Code to ASP Database
	ASP
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	The History Transaction record format was changed to populate Purpose Code, Purpose Code To, Ownership Code, and Ownership Code To on outgoing ASP transactions

	L6F-A155-582
	Transaction processing
	Add capability to send output, both transactional and reconciliation, to WARS from the ASP.
	ASP
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	The ASP transaction processing was changed to send transactions to WARS as well as to the MMC

	L6F-A155-584
	Communications
	Add capability to transfer ASP output via USB Port.
	ALL
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	Communication software was changed to now provide capability to read/write commo files to/from CD, 3.5 floppy disk, and USB drive.

	L6F-A155-585
	Reconciliation
	Add Ownership Code and Purpose Code to Reconciliation Output.
	ASP
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	The ASP Reconciliation output transaction was changed to add Ownership and Purpose Code for those transactions being sent to WARS.

	L6F-A155-586
	ASP Reconciliation
	Generate Reconciliation from the ASP to WARS
	ASP
	Absence of Ownership and Use codes at the ASA prevents direct reporting to WARS.Commwatch, create output file for each NSN (partial recon)
	Process was changed to send all MMC Recon transactions directly to WARS

	L6F-A155-587
	Reconciliation
	Create logic to determine if output to WARS is required.
	MMC
	Absence of Ownership and Use codes at the ASA prevents direct reporting to WARS.
	Support ASA interface to WARS – During Theater processing, changed MMC_RECONCILIATION to check for the presence of owner_ric/purpose on the Incoming transaction.  WARS transactions will only be generated when this data is missing.

	L6F-A155-588
	Transaction Processing
	Create logic to determine if output to WARS is required.
	MMC
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	Added logic to FGTRAN so that the process will not send a transaction to WARS if the ASP has sent one.

	L6F-A155-589
	System
	Implementation
	ASP
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	The following system changes were made at ASP:1. ASP accounting program will be installed on ASP server.  2. ASP Accounting will be recursively called by installation program till ownership and purpose codes for all SP/Acct combinations are entered.  3. Installation pgm will run a script to check if all data is entered as part of the step 2 about and update history.  4. An SQL will check DB to see if ownership and purpose data is resent for all SP/Acct combination.  5. An SQL will update Transaction_Histor's active records with ownership & acct data.  6. DB_CHGS_ROLLUP.EXE will be modified to do steps 2 & 3. 

	L6F-A155-590
	Browser
	Add Ownership and Purpose to history view.
	ASP
	Absents of Ownership and Purpose codes at the ASP prevents the ASP from reporting directly to WARS.
	The Transaction_History browser view was changed to add ownership and purpose to current history browser.

	L6F-A155-592
	COMMO
	Commoupdatencrypt is missing 6 files
	ASP
	SCP-09 COMMOUPDATEENCRYPT missing 6 files.  They are wnint34i.dll, dodaacom\dummy.txt, dodaacom\wars\warsftp.bat, saas_ftp.comini.sav, saas_ftp\conversion.txt, winnt\shut.sql
	The missing files were placed on AKO under SCP09. Files are not needed for SCP10

	L6F-A155-593
	LABELS
	User cannot print labels for an entire warehouse - only by lot locator
	ASP
	The user needs to be able to print package/pallets labels for an entire warehouse.  They currently have to print them by lot locator.
	The Print Package/Pallet label process was changed so that user can print labels for an entire warehouse.

	L6F-A155-596
	SAAS-MOD
	Requirement to change UIC and DODAAC.
	ASP
	Presently, no processes exist with in SAAS-MOD that supports changing either the UIC or DODAAC system wide.
	Modified logic in Maintain DODAAC and Maintain Organization to allow user to change the DODAAC and/or UIC and the system will update all applicable tables except Management Center and Storage Point tables.  Process will put a record in history with Tran_Code of 'CHG' showing the TO/FROM DODAAC/UIC.  Changed View Transactions to support detailed viewing of CHG transactions.

	L6F-A155-597
	AIT_IN  (SAAS), Receipts,Inventory
	Do not know if item coming up from AIT is a NSN or Part Number.
	ASP
	Files coming up from AIT must indicate whether an item is a part number or NSN.  User will enter either N for NSN or P for Part Number (item_id_code) on file coming from AIT. New items will be put on the catalog and either the NSN or Part Number field will be filled.  If item already exists ignore the item_id_code.
	Changed AIT upload processes to send/receive Item Id Code coming up from the HHT so that system knows if item is NSN or PN. Add Item_Id_Code to AIT_IN and AIT_ERROR tables.    
  
HHT processes were changed to send up an indicator to identify an item as a Part Number "P" or NSN "N"

	L6F-A155-599
	MMC Transaction Processing
	New Edit
	ASP
	Currently the MMC allows only one reporting relationship per recording account code: Recording Account, Summary Account, WARS Reporting Account, Purpose, and RIC.  With the new processing where the transaction go directly to WARS we have remove this function/edit. 
	Transaction Processing put an informational message in history that indicates that the Owner and/or Use Code does not match the MMC.  Also modified TRANSACN (Transaction History) changing RIC and Purpose Code to Owner and Use Code.  Also modified Accounting changing RIC to Owner on the window.

	L6F-A155-601
	File/Folder Structure 
	Communications files that must be backed up are in multiple folders .  
	ALL
	SAAS communication folders, programs and files are at the root of C:, as well as, in C:\WINNT\SYSTEM32\DRIVERS\ETC.  Files that must be backed up are in multiple folders
	The Comini.ini is used for all parameters.  Comm watch gets and creates files in C:\saas|dodaacom.  Creates log in c:\saas\logs. Creates labels in C:\saas\labels

	L6F-A155-603
	Communications
	Password stored as clear text.  
	ALL
	Some passwords entered through Comsetup are stored in clear text on the SAAS server.
	Store all passwords entered through Comsetup as encrypted.

	L6F-A155-604
	Com Set Up
	No method to update Routing Indicator  
	ALL
	The Routing Indicator (RI) needed for submitting requisitions through the DAAS in stored in a file RI.TXT.  There is no method for updating this file through ComSetup.
	Provide a means to view and edit the routing indicator in ComsSetup.  CCSS seq # and WARS batch # goes in comini.ini

	L6F-A155-605
	Communications
	Duplicate Transactions  
	MMC
	Duplicate transactions are being received and processed by the SAAS MMC.
	Make the following changes to communication processing:
a. Increase the default duplicate check to from 15 to 90 days.
b. There should be no file size limit when checking for duplicates.  On recons check only the first record.
c. Add duplicate checking to output processing for WARS.

	L6F-A155-606
	Communications
	Hard to recover missing files.  
	ALL
	When communication abnormally terminates due to lack of disk space, power loss, etc, it cannot always be easily restarted.  Files may have been moved or partially moved and are not available for reprocessing.
	Make the following changes to communication processing:
a. Change all file moves to file copies and check for successful copy before deleting the file.
b. Check for free space on the hardrive.  If free space on the C: drive is less than 10%, display and logs a message and gracefully terminates communication.

	L6F-A155-607
	Communications
	WARS requires then user to log in to transmit.  
	MMC/ASP
	Sending transactions to WARS requires that the user log onto the SAAS MOD server and execute the WARSCOM icon.
	Make the following changes to communications processing:
a. Provide a means for the user to enter WARS login information in ComSetup and store that information on the hardrive.
b. Run the WARSCOM process automatically in background when there are transactions to send.

	L6F-A155-608
	Communications
	Communications requires that user to log in to process when Oracle authentication is used.  
	ASP
	Input transactions (Training Ammunition Requests, Directives, etc) at the ASP can only be processed if a user is logged on.  Also, user must be at the server to click a button on an open window for transactions to process into SAAS.
	Transaction processing Icon was created and moved to the workstation.

	L6F-A155-610
	Reports
	val_tran.report--values in list boxes are not sorted
	MMC
	User has to scroll through list boxes to find the value they want
	The Valid Transaction Report was change to sort on SP, account code and document number in ascending order and date from and date sorted in descending order on report.

	L6F-A155-611
	Reports
	DA_1348, DA_1348_containers, final_tcmd and final_tcmd_containers will not be generated if input parameters are in lower case.
	ASP
	User cannot generate reports if input parameters are entered in lower case.
	The Reports process for was changed to add an Edit to insure input parameters are in upper case.

	L6F-A155-612
	SAAS Menu (new)
	User must log into oracle many times
	ASP/MMC
	User must log into oracle many times at sites where Oracle Authentication is being used.
	The SAAS executables (to include those that run on the server) icons put on a menu.  The system checks to see if transaction processing is running when a user clicks on that icon.  User log in 1 time.

	L6F-A155-613 
	Forecast and Forecast Send
	Forecast & Forecast Send processes are no longer needed in SAAS
	ASP/MMC
	There is no longer a need for the Forecast or Forecast Send processes in SAAS.
	Forecast & Forecast Send processes have been removed from SAAS and icons removed from desktop

	L6F-A155-614
	Oracle 
	IAVA 2006 a004 7 AND 2007 A0007 require Oracle upgrades to be installed
	ALL
	Oracle upgrades must be installed to be in compliance with IAVAs
	Oracle upgrades will be installed during load of SCP10.

	L6F-A155-615
	Chg_password.exe
	Users do not have a method to change their Oracle passwords.
	ALL
	No program in SAAS to allow the user to change their Oracle passwords. Password must be changed every 90 days.
	Modified chg_password.exe to change Oracle user password and install it on the workstations. User will receive a warning after 80 days and will have to change the password then before continuing.

	L6F-A155-616
	LOGSA.exe
	Program looks for IEFGDIC.ini in the Winnt folder which does not exist on the workstation so program aborts with loading FEDLOG.CD
	ALL
	On the workstations WINNT folder does not exist so program cannot find IEFGDIC.INI and aborts.
	This process is now seamless, no operator log in required.

	L6F-A155-618
	HHT/Hip Printer 
	Cannot print package/pallet labels for line items with just one serial number
	ASP
	The software does not print package/pallet labels for line items with just one serial number.
	Print Labels process on the HHT/Hip Printer was modified so user can print package/pallet labels with just one serial number

	L6F-A155-619
	HHT
	User can enter duplicate serial numbers.
	ASP
	The software allows the user to enter duplicate serial numbers.
	Process was modified so user cannot enter duplicate serial numbers.

	L6F-A155-620
	HHT
	Record drop down to completed area even though it is not completed,
	ASP
	The user selects a record from the pending area and then exits the module that record drops down to the completed area.
	Program was modified so that if a record is selected from the pending area and the user exists the process when they go back in the record is still in the pending area.

	L6F-A155-621
	HHT
	When the HHT is cold booted, the SAAS-MOD HHT shortcut is removed from the start menu
	ASP
	When the HHT is cold booted, the SAAS-MOD HHT shortcut is removed from the start menu.  The user has to manually re-install the software and place the shortcut on the start menu.
	The software has been change to install the software on the HHT and place the SAAS-MOD HHT shortcut on the start menu after a cold boot.

	L6F-A155-622
	HHT/Hip Printer 
	User cannot enter/modify weight, cube (with decimals) and hazardous code 
	ASP
	User cannot enter/modify weight, cube (with decimals) and hazardous code when they want to print labels with the HHT and Hip Printer
	HHT software has been changed to allow user to enter/modify weight and cube (with decimals) and hazardous code on the HHT

	L6F-A155-623
	HHT
	User cannot indicate is an item sent up to SAAS is a NSN or Part Number
	ASP
	User cannot identify if an item  is a NSN or Part Number on the HHT and send that indicator up to SAAS 
	Process on the HHT has been changed to allow user to enter an Item Id Code on the HHT that indicates to SAAS it the item is a NSN or Part Number

	L6F-A155-623
	HHT
	User cannot identify whether an item is a NSN or Part Number when using the HHT to print labels on the hip printer
	ASP
	User is not able to identify if an item is a NSN or Part Number on the HHT when using the HHT to print labels on the hip printer
	Updated software to reflect to allow user to select if the item is an NSN or Part Number.

	L6F-A155-625
	MMC Transaction and recon
	SAAS does not support reporting of WARS purpose code "6" for test/research and development of assets
	MMC
	SAAS MMC does not support report of assets under WARS purpose code "6".  There is no WARS account code defined for purpose code "6".  This problem was identified when fielding SAAS MOD ASP at Redstone.  They have assets used for test and research and development (purpose code 6)
	The FGTRAN process was enhanced to ensure recording accounts rolling to the R&D and test WARS account (RDW) contain a purpose of 6.

	L6F-A155-626
	Commrun
	User unable to process files received from the ASP.  The files were not correctly unzipped.
	MMC
	Files not correctly unzipped so user could not process them
	Comrun was changed to ensure all files are unzipped correctly.

	L6F-A155-627
	SAAS Applications
	User not able to run all applications from the workstation
	MMC
	User is not able to run all applications from the workstation
	All applications moved to the workstation and obsolete programs were removed.

	L6F-A155-629
	Inventory
	Record cannot be adjusted, message displayed invalid account code
	ASP
	When making an adjustment in the inventory process on a line that has taken serialized quantity to zero the user gets a message invalid account code and line cannot be adjusted.
	Process correct so that user can adjust line.

	L6F-A155-630
	DD1384-1
	Serial Number Sheet for DD1348-1 not being printed.
	ASP
	Serial number sheet is not printed if there is only one serial number in the shipment.
	1348 report was changed to print the serial number sheet if a serialized item is involved in the shipment. The title of the sheet was also corrected.

	L6F-A155-634
	Oracle RA Tool utility
	Oracle RA Tool not functioning as designed.
	ALL
	Tool not restricting access to input IPs with recent update in Oracle sqlnet.ora file.
	This problem was fixed in ICP09-01.

	L6F-A155-638
	HHT Entry Count Process (Inventory)  
	Unable to enter pallet count information
	ASP
	The process does not provide an option to enter pallet information in a brake down configuration during Inventory. The user is not able to enter a light box or light pallet and rounds per box to the quantity calculator.
	Added a LT Box, LT Pallet, Rds Per Box button to the quantity calculator.

	L6F-A155-639 
	Condition Codes on HHT (Inventory)  
	Manual entry of the Condition Code
	ASP
	The user must manually enter the Condition Code (CC) on the HHT when entering counts even though the CC is part of the downloaded record. If the user fails to enter the CC a new line is added to the Inventory if the CC is different than that displayed on the selected record.  
	Updated software to allow every lot number to display corresponding CC when selected.

	L6F-A155-640 
	Serial Number Inventory (HHT)  
	 Unable to edit Serial Numbers on the HHT
	ASP
	The operator is unable to edit serial numbers on the HHT that were manually entered, the button is grayed out.
	Updated software to allow user to update serialized items.

	L6F-A155-641
	Label Printing PM4I  
	Label is printing improperly
	ASP
	When the label prints the Y in “QTY” is printed on top of the first number of the NSN
	Updated the IPL file to correct the issue.

	L6F-A155-642 
	Scanning DD1348-1 on the HHT
	Information in wrong field
	ASP
	When scanning a DD1348-1 the Lot Number is being placed in the NSN field on the HHT
	Updated software to read barcode length 13-19 to put the Lot Number information in the correct field.

	L6F-A155-643
	HHT Entry 
	Can not Determine National Stock Number (NSN) or Part Number (PN)
	ASP
	Operator is unable to determine if the number is an NSN or PN
	Added NSN and Part Number to barcode field.

	L6F-A155-646
	ATP Module on HHT
	Remove ATP From SAAS-Mod HHT 
	ASP
	The ATP menu is to be removed from the SAAS-Mod code
	Removed the ATP Module form the SAAS menu on the HHT.

	L6F-A155-647
	HHT 
	Scanning Part Number label
	ASP
	When a Part Number label is created by the PT403 the HHT is not able to scan the label.
	Updated software to enable HHT to scan Part Number labels.

	L6F-A155-650
	MMC Transaction Processing 
	Inform user when process is running
	MMC
	When transaction processing is started the program does not communicate to the user the progress of processing
	Updated the software to display time of processing to the user.

	L6F-A155-656
	DD1348-1
	User is unable to scan 2D bar code that is displayed on 1348-1
	ASP
	The hand held device is unable to read the 2D bar code
	DA 1348-1 report was changed to use the correct resolution parameter while generating the 2D symbol

	L6F-A155-658
	SAAS Applications
	Oracle connection failure.
	ALL
	SCP09 was fielded using Windows Authentication for Oracle. This prevented a separate Oracle login by each user, however at numerous sites users encountered an Oracle 10017 error and could not connect
	Oracle login was changed from windows authentication to Oracle authentication for all users and creates a SAAS Menu providing a single entry point requiring a single Oracle login for access to all processes.

	L6F-M350-008
	Communications
	Loss of Transaction Data (ASP to MMC)
	ALL
	1. On several occasions when the SAAS operator starts the Communications FTP process the system fails to send both .end and .zip files or sends the .end file with the wrong byte count.  On the receiving system there is a file created Transfail.txt which states to request a retransmission of the file. It is impossible to retransmit the file when it is no longer resent on the sending system. It appears the files are being deleted when this situation occurs. The files are supposed to be sent to \out_history\ or \trans_history\ folder even before the transmission is attempted to prevent loss of the data. This does not always occur.   2. When the byte counts do not match on the receiving system, the process renames the .zip file and deletes the .end file. (see attachment)   3. On another occasion the log file stated that the .zip file failed, however a check of the receiving system showed the file was received even though the log file stated it failed, again no indication the send was attempted again. (see attachments)
	SAAS Communications was changed to check incoming files to ensure all files are being received.  This check is based on the number that is a part of the file name.  If a file is detected missing, the operator will be alerted and no further input will be processed from that source until the issue has been resolved.  SAAS communication (comrun.exe) was changed to run as a service, not requiring user logon to run.  User can change the service from automatic to manual in comsetup.  The comrun service will accumulate errors in a log and display this log to the user when he/she logs on to the SAAS server.


Installation Instructions for L6F-10-00

SAAS-MOD Application Server
Use the following instructions to install the SAAS MOD application on your server.  If your server is installed with SAAS SCP L6F-09-00, the CD will install SAAS SCP L6F-10-00. Execute these instructions only if you are operating a SAAS ASP/ATHP or SAAS MMC.  SAAS SCP L6F-10-00 does not contain a new module for DAO or ATP.
NOTES: 
If you are a Theater MMC:  At the completion of the SAAS-MOD Application Server installation, the following file will be produced, C:\SAAS\Utilities\account_code_list.txt.  This file must be sent to each ASP that reports to you.  It can be sent as an email attachment, ftp’d or physically mailed on magnetic media.  The ASP must have this file prior to executing the SAAS-MOD Application server install on their server. If the file needs to be regenerated after SCP10 is installed perform the following steps:

1. Logon to the server as administrator

2. Go to Start\SAAS\Oracle and double click on SQLPlus icon.

3. In the User Name box of the Log On window, enter “/ as sysdba” without the double quotes and click on OK.

4. On the “SQL>” prompt type 

START C:\SAAS\UTILITIES\GET_ACCTS_FM_MMC and hit ENTER.

5. SQL window will close and the file C:\SAAS\Utilities\account_code_list.txt will be created.

If you are an ASP:  You must have the file account_code_list.txt from your Theater MMC before beginning this installation.  Copy the file into the folder C:\SAAS\Utilities.  If the file is not there when the installation runs the following message will appear,

“The Account Code list from Theater MMC is needed to update the ASP database.  Contact the MMC to obtain the list”.  You must then click OK to exit the install.  If the file is present, the installation will compare the recording account codes on your system with the recording account codes on the file from the Theater MMC.  If there are account codes on the ASP that are not present on the file from the MMC, the following message will be displayed, "There are Account Codes on these ASP systems that are not present on the Theater MMC system.  The file C:\SAAS\LOGS\extra_accounts.txt contains the list of account codes.  Please resolve them before running the database upgrade."  You must click OK to exit the install.  To resolve the account code discrepancies, you may either delete the account from your system if not needed or notify your MMC to add the account to their system and regenerate the file, account_code_list.txt, for you.

If you are an ASP, you must have completed the actions specified under paragraph 11.12 before installing the application.
1. Log onto the Server as the Administrator or as a User that is in the local administrator’s group.  If you do not, the installation will abort.

2. Do not start SAAS Communications.  If you do, terminate communications by double clicking the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.
3. If you are an ASP, ensure you have copied the file account_code_list.txt into the folder, C:\SAAS\Utilities. You must have received this file from the Theater MMC that your ASP reports to.
4. Insert the SAAS APPLICATION L6F-10-00 CD into the CD-ROM drive.  All background processes will be stopped automatically.

5. Right Click on My Computer and select Explore with one left Click

6. Double Left Click on your CD-ROM drive to allow it to read and display the contents of the CD

7. On the right side of the screen, you will see the file “install.exe” (American Flag)

8. Double Left Click on the “install.exe” file to begin the install of the Application Baseline.  The Install.exe file will determine the type of machine, either Server or Workstation.  (Note: the .exe will not appear if you have turned off display of file extensions).  The install will now analyze your system for previous versions of SAAS.

9. In the Install SAAS Version SCP L6F_10_00 window select YES.

10. For a new install you will need to select the type of system, ASP/ATHP or MMC. 

11. If your system is an ASP/ATHP, you might receive the following message:

“The Account Code list from Theater MMC is needed to update the ASP database.  Contact the MMC to obtain the list”
If you see this message, then you do not have account_code_list.txt file. Exit the installation and obtain the file from the Theater MMC and copy it to C:\SAAS\Utilities folder and restart the installation. You might receive the following message:

"There are Account Codes on these ASP systems that are not present on the Theater MMC system.  The file C:\SAAS\LOGS\extra_accounts.txt contains the list of account codes.  Please resolve them before running the database upgrade."
You must either delete the extra accounts from your system, if not needed, or notify your MMC to add the accounts to their system and regenerate the file, account_code_list.txt, and send it to you.
12.  The installation program will run scripts to backup the database and modify the database structure. On the ASP systems, this might take over an hour. The time required to complete this step depends on the number of transactions in the history table.
13. When prompted by the SAAS window that the “Application Install Complete.  Click on Ok to Exit and Reboot.”

14.  After the system reboots remove the SAAS Application L6F-10-00 CD from the CD-ROM drive.

15. If you are a Theater MMC, send the file C:\SAAS\Utilities\account_code_list.txt to all your ASPs.
16. If you are an ASP, run COMSETUP and enter the WARS server information located under non-SAAS server window.
The SAAS MOD server application installation is complete.

Installation Instructions for L6F-10-00

Oracle 10.2.0.3.0 Server
Use these instructions to install Oracle Version 10.2.0.3.0.  This Oracle version 10.2.0.3.0 will NOT install unless you have the SAAS-MOD application installed and are a member of the Administrator’s group.  Although the version of Oracle is unchanged from ICP L6F-09-01, multiple IAVA patches have been implemented.
NOTE:  If installing over an ICP L6F-09-01 baseline with a database installed, the installation script will export the SAAS database and later import it back.  Oracle users will be recreated via the installation script upon completion of the install.  Oracle RA configuration settings will also be retained.  

1. Log onto the server as the Administrator or with a User Id that is in the “Local Administrator’s Group” and a member of the ORA_SAAS_DBA group.

2. Do NOT start communications.  If you do, terminate communications by clicking on the Start button and select SAAS Communications.  Then double click the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.

3. Insert the Oracle 10.2.0.3.0 CD into your CD drive.  

4. Double click on My Computer.

5. Right click on the CD ROM drive.

6. Left click on Explore.  On the right side of the screen, you will see the file “Oracle Install.exe”.  Note: the .exe will not appear if you have turned off display of extensions. 

7. Double click on Oracle Install.exe.  

8. At the “Do you wish to install the Oracle database software on this system?”  Select “Yes”

9. You may get the following message. “Go to My Computer/Control Panel/Add or Remove Programs.  Select Oracle and Click on Change/Remove Button.  Select Yes to Uninstall Oracle.”  After Oracle has been uninstalled click on OK to Exit and Reboot.  Do not remove the CD.   If you do not get this message go to step 16.

10. On reboot, log back onto the server as the same member of the Local Administrator’s Group as before.  Do not start communications.  Since Oracle is no longer installed you may get the following error window “cominter.exe – Unable to Locate Component”.  Click OK to continue.

11. Double click on My Computer.

12. Right click on the CD ROM drive.

13. Left click on Explore.  On the right side of the screen, you will see the file “Oracle Install.exe”. NOTE: the .exe will not appear if you have turned off display of file extensions.

14. Double click on Oracle Install.exe.  

15. At the “Do you wish to install the Oracle database software on this system?” Select “Yes.”

16. When prompted, insert a clean formatted 3.5” floppy diskette into the floppy drive and Click on OK.  The system will copy the TNSNAMES.ORA files and their proper locations to the floppy diskette.  Please be patient as this is a slower process.  If you do NOT have a floppy drive, you will have to manually copy/write the following two files to some other media (memory stick, CD-R, etc).  The two files are named the same, but their contents vary slightly.  It is recommended that you create the full path name on your media so you will know the original source.  The file names are: C:\SAAS\Oracle\Ora10g\network\admin\tnsnames.ora and C:\SAAS\Oracle\reports\net80\admin\tnsnames.ora.

17. When prompted that the “Configuration files are ready for Workstations”, remove the 3.5” floppy diskette from the floppy drive and Click on OK.  This diskette should be labeled and stored for use when loading a client/workstation with Oracle.  

18. Click on OK to Exit and Reboot to begin DB Import.  Leave CD in drive until prompted to remove.

19. On reboot, log back onto the server as same member of the Local Administrator’s Group as before.  Installation will automatically continue.  

20. Several windows will appear and flash progress messages.  The system will automatically import the database.  At “Oracle Installation Complete.”  Click on OK to end program and remove CD.
21.  If this was a fresh install of Oracle, you must now import a database.

22. If this was an upgrade from SCP09 ASP or MMC server, the Oracle users would have got recreated with a default password. The users MUST change their password from the default ‘sasmodb12$#’ using the icon “Change Oracle Password” before running the SAAS Menu. The password must conform to the following rules:

· Must be at least 10 characters long

· Must have at least 4 alphabets

· Must have at least 2 numbers

· Must have at least 2 special characters from the set !#$%^&*_-+=:,.
· Does NOT contain the special characters ~`@();”\|<>/?’

If it is a DAO server, Oracle users will continue to be authenticated by Windows.
23. The SAAS-MOD icon has been updated to display both the SAAS application and Oracle versions.  To verify installation, click on Start|All Programs|SAAS|SAAS-MOD and you will see Oracle Version 10.2.0.3.0.  

The Oracle 10.2.0.3.0 Server Installation is now complete.

Installation Instructions for L6F-10-00

SAAS-MOD Client/Workstation Application
Use these instructions to install the SAAS MOD application onto your client/workstation.  The following steps should be done AFTER you have installed the system change package on your Server.

1. Log onto the Workstation as the Administrator or a user that is in the local administrator’s group.  If you do not, the installation will abort.

2. Insert the SAAS Application L6F-10-00 CD into the CD-ROM drive

3. Right Click on My Computer and select Explore with one left Click

4. Double Left Click on your CD-ROM drive to allow it to read and display the contents of the CD.  On the right side of the screen, you will see the file “install.exe”.  
5. Double Left Click on the “install.exe” file to begin the installation of the Application Baseline.  The Install.exe file will determine the type of machine, either Server or Workstation.  Note: the .exe will not appear if you have turned off display of file extensions.
6. In the Install SAAS Version SCP L6F_10_00 window select YES.    Please be Patient!  The install process will continue.

7. If this is a new install, you will be prompted for system type: ASP/ATHP or MMC.
8. When prompted by the SAAS window that the “Application Install Complete.  Click Ok to Exit and Reboot.”

9. After the system has rebooted, remove the SAAS Application L6F-10-00 CD from the CD-ROM drive.

The SAAS MOD client/workstation application installation is complete.
Installation Instructions for L6F-10-00

Oracle 10.2.0.3.0 Client/Workstation
Use these instructions to install Oracle 10.2.0.3.0 on the SAAS-MOD Client/Workstation.  This Oracle version 10.2.0.3.0 will NOT install unless you have the SAAS-MOD application installed and are a member of the Administrator’s group.  Although the version of Oracle is unchanged from ICP L6F-09-01, multiple IAVA patches have been implemented.
1. Log onto the workstation as the Administrator or with a User ID that is in the “Local Administrator’s Group”.

2. Insert the Oracle 10.2.0.3.0 CD into your CD drive.  

3. Double click on My Computer.

4. Right click on the CD ROM drive.

5. Left click on Explore.  On the right side of the screen, you will see the file “Oracle Install.exe”.  NOTE: the .exe will not appear if you have turned off display of file extensions.

6. Double click on Oracle Install.exe.  

7. At the “Do you wish to install the Oracle database software on this system?” Select “Yes.”

8. You may get the following message. “Go to My Computer/Control Panel/Add or Remove Programs.  Select Oracle and Click on Change/Remove Button.  Select Yes to Uninstall Oracle.”  After Oracle has been uninstalled click on OK to Exit and Reboot.  Do not remove the CD.  If you do not get this message go to step 15.

9. On reboot, log back onto the client/workstation as same member of the Local Administrator’s Group as before.

10. Double click on My Computer.

11. Right click on the CD ROM drive.

12. Left click on Explore.  On the right side of the screen, you will see the file “Oracle Install.exe”.  NOTE: the .exe will not appear if you have turned off display of file extensions.

13. Double click on Oracle Install.exe.  

14. At the “Do you wish to install the Oracle database software on this system?”, Select “Yes”

15. When prompted, insert the floppy diskette from the server install into the floppy drive and Click on OK.  The system will copy the TNSNAMES.ORA files to their proper locations.  
If you do NOT have a floppy drive, then click OK on the above prompt. The installation will continue without copying the TNSNAMES.ORA files. After the installation is complete, you must run the program “Oracle IP Tool Wks.exe” to create TNSNAMES.ORA files with correct IP address of the server (step 18 below).
16. When you see the message, “IP Address Update for SAAS Oracle Completed”, remove floppy diskette and Click OK.  

17. When prompted “Oracle Install Complete” Click on OK to Exit and Reboot.  Remove CD.
18.  If the TNSNAMES.ORA files were not copied in the step 15 above because you do not have a floppy drive, then log onto the workstation as the Administrator or with a User ID that is in the “Local Administrator’s Group” and run the program “Oracle IP Tool Wks.exe” located in C:\SAAS\Utilities folder. The program will ask for the IP address of the server. Enter the IP address and click on Enter and click on OK.

19. On ASP and MMC systems, each SAAS user must now establish his/her unique Oracle password.  When Oracle users were recreated for SCP10 by the SAAS installation, the same default password was assigned to each user.  If you attempt to execute the SAAS Menu process without changing from the default password, the message, “unable to connect to database ORA-28001: the password has expired”, will be displayed on the screen.    To change from the default password, run “Change Oracle Password” program.

20. On ASP and MMC systems, to change password from the default, double click the SAAS desktop icon, double click on the “Change Oracle Password” icon.  When prompted for current password, enter the default password, “sasmodb12$#”, without the double quotes.  Enter and confirm your new password.  The new password must conform to following rules:
· Must be at least 10 characters long

· Must have at least 4 alphabets

· Must have at least 2 numbers

· Must have at least 2 special characters from the set !#$%^&*_-+=:,.
· Does NOT contain the special characters ~`@();”\|<>/?’

21. The SAAS-MOD icon has been updated to display both the SAAS application and Oracle versions.  To verify installation, click on Start|Programs|SAAS|SAAS-MOD and you will see Oracle Version 10.2.0.3.0.

The Oracle 10.2.0.3.0 Client Workstation Installation is complete.
Installation Instructions for L6F-10-00

Security
The SAAS Security L6F-10-00 CD has service packs and IAVA patches for Windows 2003 and XP operating systems.  The SAAS IAVA Updates should only be applied if your system is not up-to-date with Windows service packs and/or IAVA patches.  The IAVA patches on this CD are current as of the time the CD was created, 14 Jan 2009. 
SAAS-MOD Security Pre-Installation Instructions.  This security package will NOT install unless you have the SAAS-MOD application installed and are a member of the Administrator’s group.

SAAS-MOD IAVA Updates Server Installation.  If your server is installed with the SAAS-MOD Application Baseline, the install will make the previously mentioned IAVA updates.  It is recommended that you load the updates on the Server prior to installing it on any Workstations.  DO NOT perform this install if your system is up-to-date with Windows 2003 Service Pack 2 and IAVA patches.  You will already have the most current patches on your system and this install is only current from the date it was created.
a. Logon as Administrator.

b. Do NOT start communications.  If you do, terminate communications by clicking on the Start button and select SAAS Communications.  Then double click the TERMINATE COMMO icon.  You MUST wait for the Comrun.exe task block at the bottom of your screen to disappear BEFORE proceeding to the next step.  Please be patient, this may take a few minutes.
c. Insert the SAAS-MOD Windows Service Packs CD into your CD drive.

d. Double click on My Computer.

e. Right click on CD ROM.

f. Left click on Explore.

g. Double click on the folder W2K3SP2
h. Double click on file in this folder.  It will install Windows 2003 Service Pack 2.

i. Follow on screen instructions from Windows 2003 service pack 2.  

If a message appears stating that the “MSDTC service must be started”, then go to Start -> Programs -> Administrative Tools -> Services.  Double click on the Distributed Transaction Coordinator service and then on Start.  Once the service has started, click OK.  Continue with the installation of W2K3 Service Pack 2.

After installation is complete, remove CD.
j. Insert the SAAS-MOD Security CD into your CD drive.  

k. Double click on My Computer.

l. Right click on the CD ROM.

m. Left click on Explore.

n. Double click on SAAS IAVA Updates.exe (Note: the .exe will not appear if you have turned off display of file extensions).  

o. You will be prompted to "Install IAVA Updates?" Two options will be displayed, Continue or Quit.  Select "Continue." The install will now analyze your system and verify that it is a SAAS-MOD system.    

NOTE:  If the system is not a SAAS-MOD system the security program will not install.  Click on OK to exit.

Several windows will flash before you.  At the message, “IAVA installation completed.  You MUST RE-BOOT for changes to take effect!” click on OK and the system will re-boot causing the security modifications to take effect.
p.   With the SAAS-MOD Security CD still in your CD drive, double click on the folder, Registry Changes.

q.   Double click on the file, RegistryChanges.Bat.  Autorun/autoplay will be disabled on your system, as well as, USB mass storage capability.

r.   Security installation on your server is complete.

SAAS-MOD IAVA Updates Workstation Installation.  The following steps are applicable to the SAAS-MOD Workstation only, and should be done AFTER you have installed SAAS-MOD IAVA Updates on your Server.  DO NOT perform this install if your system is up-to-date with Windows XP Service Pack 3 and IAVA patches.  You will already have the most current patches on your system and this install is only current from the date it was created.  

a. Logon as Administrator.
b.   Insert the SAAS-MOD Windows Service Packs CD into your CD drive.

c.   Double click on My Computer.

d.   Right click on CD ROM.

e.   Left click on Explore.

f.   Double click on the folder WXPSP3
g.   Double click on file in this folder.  It will install Windows XP Service Pack 3.

h.   Follow on screen instructions from Windows XP service pack 3.  After installation is complete, remove CD.
i.  Insert the SAAS-MOD Security CD into your CD drive.  

j.  Double click on My Computer.

k.  Right click on the CD ROM.

l.  Left click on Explore.

m. Double click on SAAS IAVA Updates.exe (Note: the .exe will not appear if you have turned off display of file extensions).  

n.  You will be prompted to "Install IAVA Updates?" Two options will be displayed, Continue or Quit.  Select "Continue."  The install will now analyze your system and verify that it is a SAAS-MOD system.    

NOTE:  If the system is not a SAAS-MOD system the security program will not install.  Click on OK to exit.

Several windows will flash before you.  At the message, “IAVA installation completed.  You MUST RE-BOOT for changes to take effect!” click on OK and the system will re-boot causing the security modifications to take effect.

o. With the SAAS-MOD Security CD still in your CD drive, double click on the folder, Registry Changes.

p. Double click on the file, RegistryChanges.Bat.  Autorun/autoplay will be disabled on your system, as well as, USB mass storage capability.  Note:  When this registry key setting is applied to the Dell Optiplex 745 Workstation, the 3.5” diskette drive will be disabled.  This has been reported to Dell, but at the time this SVD was written, there was no resolution.

q. Security installation on your workstation is complete.

Keeping Your SAAS System Current.  Your SAAS server and workstation must be kept current with IAVA patches.  IAVA patches are evaluated by the SAAS development team for application to SAAS at the time the IAVA is announced.  The results of this evaluation are posted on the Logistics Information Assurance Community (LOGIAC) on AKO.  To access this site, use the link, https://www.us.army.mil/suite/portal.do?$p=101760.  To check the status of SAAS IAVA review, follow the link to IAVM Status spreadsheets.  To down load patches approved for installation on your SAAS server and workstation, follow the link to Patch Repository. 
                                                                                                                                   (Date)

MEMORANDUM THRU:      DEPARTMENT OF THE ARMY

                                                 SOFTWARE ENGINEERING CENTER - LEE

                                                 ATTN AMSEL-SE-LS-CAO

                                                 3901 A AVENUE, SUITE 150

                                                 FORT LEE, VA  23801-1807

FOR DEPARTMENT OF THE ARMY, SOFTWARE ENGINEERING CENTER LEE, ATTN DIVISION A, STOP L-31, 3901 A AVENUE SUITE 150, FORT LEE, VA  23801-1807

SUBJECT:  Implementation of System Change Package L6F-10-00

1.  Change package as indicated was implemented at this installation on:

_____________________________________.

(Day)               (Month)                   (Year)

2.  The following additional information is provided:  

     a.  DPI Code:_____________________(i.e., M137)

     b.  Mailing Address, including nine-digit ZIP Code:

______________________________________________________________________

ATTN:  _______________________________________________________________

______________________________________________________________________

     c.  Email Address:  ___________________________________________________

     d.  AIG Message Address:  ______________________________________________

     e.  Point of Contact (POC) for implementation of this system change package:

          Name:  ___________________________________________________________

          Telephone (DSN):  __________________________________________________

          Telephone (Commercial):  ____________________________________________

                                                      ____________________________________________

                                                          (POC Signature)
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