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• Rapidly moving forces on a dynamic 
battlefield

• Demand for better information on 
assets

• Need for more effective visibility and 
management of inventory

• Improve business processes now
• Improve confidence
• Influence the direction and cost of technology 

development
• Drive the standards to work for us
• Facilitate the implementation of Unique 

Identification (UID)

DoD: Facing new challenges…

The Genesis of IUID

• GAO concerned with DOD management of its 
inventory of equipment. 

• Finding:  DOD’s inventory exceeded its war reserve 
or current operating requirements, but lacked key 
spare parts (particularly aviation spares) due to a 
lack of adequate accountability over material 
shipments or effective monitoring of defective spare 
parts.

GAO-02-477G (Mar 02):  Executive Guide, Best Practices in Achieving 
Consistent, Accurate Physical Counts of Inventory and Related 

Property

                                                2



DoD Vision for 
Item Unique Identification (IUID)

• To implement a policy establishing a strategic imperative for 
uniquely identifying tangible items relying to the maximum 
extent practical on international standards and commercial 
item markings and while not imposing unique government 
data requirements.

• Uniquely identified tangible items will facilitate item tracking
in DoD business systems and provide reliable and accurate 
data for management, financial, accountability and asset 
management purposes.

Effective 1 January 04 Mandatory for Solicitations

UID: What makes it so Special?

UID…
Provides “The Key” to discovery and correlation of item, real  
property and human resource information so …

– DoD can consistently locate, control and value assets
anywhere and anytime

Enables globally accessible and secure enterprise data
Registries enable creation of UID mission critical services to 

Translate legacy data for existing DoD systems
Enable access for operational support 
Enable joint paperless management
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In today’s world, many items we buy have identification on them 
that indicate the manufacturer or distributor of the product and
the product type.
---Two identical cans of Coke from the same bottling plant will 
show the same data on the Universal Product Code (UPC)

Some items also have a serial number that differentiates one item 
from another identical item (e.g., the 24th engine off the assembly 
line is different from the 1024th)
---Serial numbers are unique, but not outside of their enterprise –
the serial number assigned by XYZ Manufacturer could be the 
same as one assigned by ABC Company.

By combining enterprise identification, item class and 
serialization, a globally unique item identifier is created that
differentiates each item from other items
---Each item has its own globally unique item identifier (UII)

UII: What Is It?

The UII Is Derived From Discrete Component Data Elements – The UII 
Is Not Required To Be Marked On The Item as Its Own Data Element

Enterprise Identifier = 0CVA5 (CAGE Code)

Original Part Number = 1234

Serial Number = 674A36458

Coded in the Data Matrix:

The ISO assigned Issuing Agency Code (IAC) can be derived using the 
Enterprise data qualifier.  The IAC for CAGE, is “D”:

If the Serial Number is Not Unique 
within the Enterprise Identifier but is 

Unique within the Part Number

If the Serial Number is Unique 
within the Enterprise Identifier

D0CVA51234674A36458D0CVA5674A36458

UII Construct 2UII Construct 1

IUID:  How Is It Done?
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A UII Is NotA UII Is

A Device for Communicating 
Data, such as Radio Frequency 
Identification (RFID) Tags, 
Contact Memory Buttons, or 
Linear Bar Codes. 
A Replacement for the National 
Stock Number
Intelligent Data that Yields 
Information About the Item
Transferable from one item to 
another

A Data Element
A Unique Identifier for an 
Item
Globally Unique
Unambiguous
Permanent
Created by Concatenating 
Specific Data Elements
The enabler for business 
intelligence

Defining the Scope of a UII

IUID Policy Overview

• Policy memorandum released on July 29th 2003 (with subsequent updates) 
established IUID as a mandatory DoD requirement on all solicitations issued on 
or after January 1, 2004.  

• IUID is required for all property items delivered to the Government if:
– Acquisition cost is more than $5,000
– Items with an acquisition cost below $5,000, when identified by the requiring 

activity as DoD serially managed, mission essential, or controlled inventory 
– Items with an acquisition cost below $5,000 as determined by the requiring 

activity
– Regardless of value, any DoD serially managed subassembly, component or 

part embedded within an item and the “parent” item in which it is embedded
• Wide Area Workflow (WAWF) is the preferred method for capturing IUID data and 

became a mandatory payment requirement on  January 1, 2005
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Key Direction from IUID Policy Updates

Apply IUID to legacy items in inventory and operational use 

All program and item managers plan for and implement IUID
- ACAT 1D programs submitted plans by June 2005
- All others to MDAs by January 2006

Government Furnished Property (GFP) must meet IUID
policy requirement effective 1 Jan 2006

Plans targeted FY2007 as the point by which: 
- All existing serialized assets will be entered in IUID registry 
- UII marking capabilities established such that marking can 

commence when equipment is returned for maintenance

DUSD (Logistics and Material Readiness) develop IUID 
implementation plan for organic depot maintenance operations

Jan 2007:   OUSD Materiel Readiness & Maintenance Policy 
released “Implementing Item-Unique Identification in DoD 
Maintenance” (dated 31 Jan 07)

The Concept of Operations IUID-Enabled Maintenance in Support of 
DoD Materiel Readiness

Feb 07:  Policy Update for Item Unique Identification (IUID) of 
Tangible Personal Property

DoD Directive 8320.03, dated 23 Mar 07, Unique Identification (UID) 
Standards for a Net-Centric Department of Defense

17 Dec 2007: MIL STD 130N--DoD Standard Practice Identification 
Marking of U.S. Military Property

Key Direction from IUID Policy Updates
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Applying the UII
• Vendor-Applied-at-Source: Marking applied when item is manufactured

• Opportunity-Based Item Application: Can be done in the field or factory, 
wherever it is convenient to gain access to items either on an end item or 
available in a storage facility (phase maintenance, scheduled servicing, depot 
rebuild or overhaul processes, and work-order processes during 
modification)

• Seek-and-Apply: Used for particular items held within service, either at the 
end item or in storage. This strategy is dependent on establishing the 
location and availability of items before deployment of application equipment 
and teams.  This approach is dependent upon good legacy data, and will 
demand greater overhead of coordinated effort to effect access to the assets. 

• Gated: The interception of items as they transit specific gates within the 
supply chain.  After identification, the situation can be resolved by diverting 
the item back to the vendor for application, provision of an application 
capability at the specific supply gate, or diversion of the item to a centralized 
application facility.

UII Marking by DoD

• It may be desirable for the DOD-requiring activity to mark items when 
received rather than require the vendor to mark until the vendor’s internal 
capabilities are established.  The requiring activity must ensure that DOD 
activities can guarantee that the UII information they use is unambiguous and 
globally unique through life.

• There will be non-recurring costs to make the appropriate changes to 
drawings and marking instructions for legacy items, in accordance with MIL-
STD-130 requirements, as well as costs for marking equipment and readers

• 11 May 05:  Directed programs to include requirements in budgeting 
documents (FY07-12) to ensure implementation visibility within the Planning, 
Programming, Budgeting, and Execution (PPBE) process
– Budget exhibits for RDT&E, procurement, operations & maintenance

funds
– Capital and operations budgets in Working Capital Funds (included in 

customer rates)
– Needs to be an on-going process as requirements are identified
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Structure for Implementing IUID

Property 
to be 

provided 
under 

contract

Military 
Equipment 
Valuation

(Id for initial 
valuation)

IPTs
PM/FM

Contracting
Engineer

Contractor
Physical/Contractual 

Compliance

WAWF
Inspection &
Acceptance

Govt QA

•Contract Clauses
•CLINs/SLINs
•Mil Std 130
•Etc

Depot 
Maintenance 

Activities

Establish Depot
UID Team (IPTs)

PM/FM
Contracting

Engineer
Item Mgrs

Equip Spec

Contractor
Physical/Contractual 

Compliance

DOD Organic Depot
Physical Compliance

WAWF

Inspection &
Acceptance

Govt QA

Property In
Possession 

Of Contractor
(PIPC)

Contractor
Physical/Contractual 

Compliance WAWF

•Property Accounting Roles/Responsibilities

•Trigger Events for IUID

Establish 
marking 

plan
IUID Registry

Inspection &
Acceptance

Govt QA

PM
Warfighter

Future
Applications
and Planning

Data Systems 
Interfaces

IUID:  An End-2-End Look
Establish 

IUID 
Program 

Plan
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Program Management Engineering
Logistics/Customer Support Manufacturing
Process Engineering Procurement
Finance Configuration Management
Data Management Contracts
Supply Chain Management Information Technology
Business Area Leads Audit
Communications International Liaison
Legal Supply Chain Management
Training Wide Area Workflow (WAWF)
Customer Liaisons: Subcontract Liaison

DCMA
DCAA

Planning Implementation
What Activities Need to be Involved (IPT/IPPD) *

* Representative Listing from Corporate Implementation Briefs

Key Responsibilities for IUID Implementation
• Program Managers will identify items that require unique identification, 

including embedded subassemblies, components and parts. These 
embedded items will be identified in a Contract Data Requirements List 
(CDRL) or Exhibit.

• Contracting Officers shall include the clause at 252.211-7003, Item 
Identification and Valuation, in all solicitations and contracts that require 
delivery of items. 

• All items delivered to the Department will be delivered under a contract line 
item and the Department’s acquisition cost of each item will be identified 
under a contract line item or sub-line item 

• Contractors are required to provide item unique identification, or a DoD 
recognized IUID Equivalent, for all items delivered with an acquisition cost of 
$5,000 or more and as designated by the requiring activity for items less than 
$5,000.

• Under the clause at 252.211-7003, marking of items shall be in accordance 
with MIL-STD-130N, Identification Marking of U.S. Military Property. 
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• Defense Contract Management Agency will inspect and accept IUID items, 
provide oversight of government-furnished property, provide oversight of 
initial IUID-enabled SIM information requirements per contract clauses, and 
provide program and technical support using IUID associated data for 
analyzing the cost/schedule/technical performance of contractor programs 
and systems

• IUID Registry will establish interfaces with Wide Area Work Flow and property
systems; maintain the IUID Registry; and establish interfaces with item 
history, maintenance, system configuration, and other pertinent technical 
databases

• Maintenance Activities will incorporate IUID processes into all relevant 
transactions, mark legacy items as required, associate maintenance events to 
IUID items, coordinate the development of IUID processes and SIM
requirements with the appropriate information systems

Key Responsibilities for IUID Implementation

Program Manager Tools

• Implementation Toolkit
- http://www.iuidtoolkit.com

• Implementation Tools and Templates
- http://www.acq.osd.mil/dpap/sitemap.html

• Material Standards
- http://rsesc.uah.edu/DPM

• Joint-Automatic Identification Technology contract
- https://www.eis.army.mil/AIT/
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Differences between IUID and RFID

Does anyone 
have a paper 
manifest for 
this?
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RFID History

Electronic Article 
Surveillance (EAS) for 
retail and libraries

1960s 1970s

Animal tagging

announces all 
suppliers must use 
RFID by Jan. 1 2005

•Toll collection
•Access control
•1st Gulf War 
tagging

20031980s 1990s

announces top 130-150 
suppliers must use RFID 
by Jan. 1 2005

Auto-ID 
established

1940s

RFID born as 
IFF

2010

RFID and item 
tagging

RFID is referred to as the next generation barcode

UID-RFID Policy Relationship

According to current DoD Policy, RFID tags that carry data are required to be 
attached to packages at multiple levels, including item packages, cases, and 
pallets.  Unique Identifiers are required to be attached or directly marked on 
items using a data matrix to carry the UID data elements.

RFID Tag (Pallet Level)

RFID Tag (Case Level)

RFID Tag (Item Package Level)

UID Data Matrix (Item Level)
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January 1, 2005January 1, 2004Implementation

NONE>$5000, some 
exceptions

Threshold

Supply chain 
receipt/track

Life cycle data 
visibility

Purpose
EPC RFID tag2D Data MatrixTechnology

PackagingItemMarking

RFIDUID

UID vs RFID

Separate initiatives
Different technologies

Different business rules

RFID Challenges Ahead
• State of the technology

– Read ranges
– Security/Privacy

• Economic Issues
• Regulatory Issues

– States, FDA, EPA, FCC
• Standards

– Air Interface Protocols
– Frequencies 
– Data formats/constructs

• AIS & Data Architecture
• Education & Training
• Phasing of implementation
• Business systems integration
RFID – Future Reality…unlocking the potential
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Back to the Future

“I think the industry has sold itself on a 
program that offers so little return that it 
simply won’t be worth the trouble and 
expense”

discussing the potential 
of the barcode in 1975*

*“Scanning Hits a Snag,” Progressive Grocer, December 1975, p. 47

Additional Resources
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Item Unique Identification (UID) Resources

• Defense Procurement and Acquisition Policy
- http://http://www.acq.osd.mil/dpap/pdi/index.html

• IUID e-News Letter November 2007
- http://www.acq.osd.mil/dpap/UID/enewsletter/index.html

• UID & eBusiness Forum, Implementing Strategies
- http://www.uidforum.com

• DAU, UID Video
- http://view.dau.mil/dauvideo/view/eventListing.jhtml?eventid=978
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Other Information Tools
• DoD Guide to Uniquely Identifying Items: Outlines the UID process, business rules, and 

UID constructs

• UID 101: This guide explores all aspects of this initiative and is intended to provide an 
understanding of how DoD program offices and commercial businesses can successfully 
implement the Unique Identification (UID) policy

• Guidelines for the Virtual Unique Item Identifier (UII): This document describes the virtual 
unique item identifier (UII) concept, the processes for assigning and registering virtual UIIs, 
and the prospective marking of items that have virtual UIIs.

• Guidelines for Engineering, Manufacturing, and Maintenance Documentation Requirements 
for UID implementation: Provides suggested methods for minimizing the non-recurring 
engineering costs associated with incorporating marking requirements for DoD unique 
identification into engineering drawings, manufacturing instructions, and maintenance 
work records.

QUESTIONS?
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November 2004 
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For a quick reference to 
common questions look for 
the “Why, What and How 
Guy.” 
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Introduction 
 
This guide is designed to provide 
an opportunity for the 
Department of Defense (DoD) 
Components, Military Services, 
and industry to gain insight into 
the Departments initiative on 
improving asset management 
through uniquely identifying property, plant and equipment, operating materials 
and supplies. This guide explores all aspects of this initiative and is intended to 
provide an understanding of how DoD program offices and commercial 
businesses can successfully implement the Unique Identification (UID) policy in 
support of the Department’s mission.  The guide will examine the relationship 
between the legislative and regulatory environment motivating this program, the 
policy, implementation, business rules, marking, and valuation process.   
 
The definition below forms the basis of the discussion about the DoD Unique 
Identification program.   
 
 
 
 
 
 
 
 
 
 
 

Regulatory Environment 
 
The need for Congress, Federal managers, and other decision makers to make 
informed decisions about future funding, oversight of Federal programs involving 
inventory, and operational readiness continues to challenge Federal departments 
and agencies to provide useful, reliable, and timely inventory data, which is still 
not available for daily management needs.  The Unique Identification Program 
began as one of the Department of Defense’s solutions for addressing the 
deficiency in complying with the Chief Financial Officers Act of 1990.  The CFO 
Act and subsequent acts such as the Government Performance and Results Act 
of 1993, Government Reform Act of 1994 and the Federal Financial Management 
Improvement Act of 1996 were designed to:  

1) improve financial management; 

Unique Identification is the set of data for tangible assets 
that is globally unique and unambiguous, ensures data 
integrity and data quality throughout life, and supports 
multi-faceted business applications and users.   

The leading military mission given to the U.S. military forces under the 
transformed defense strategy is: 

• Defend the U.S. 
• Assure friends and allies; 
• Deter aggression and coercion forward in critical regions; 
• Swiftly defeat aggression in two overlapping major conflicts while 

preserving for the President the option to pursue a decisive 
victory in one of those conflicts including the possibility of regime 
change or occupation; and  

• Conduct a limited number of smaller-scale contingency 
operations.   
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2) promote accountability and reduce costs; and 
3) emphasize results-oriented management. 

 
These laws set expectations for agencies to develop and deploy modern financial 
management systems, produce sound cost and operating performance 
information, and design results oriented reports on the government’s financial 
position by integrating budget, accounting, and program information.  Federal 
departments and agencies work hard to address the requirements of these laws.   
 
The last several years, the General Accounting Office (GAO) has been critical of 
the Department’s accountability and control over property, plant and equipment.  
They have highlighted the problems with the inability of many of the 
Department’s property systems to properly support the warfighter’s need for 
asset visibility and logistics support.  As a result, the Department initiated a 
business transformation.  
 

DoD’s Business Enterprise Architecture 
To ensure compliance with appropriate laws, regulations, policies, and 
standards, as well as to provide additional detail to govern DoD business 
operations, the Department’s Business Enterprise Architecture was designed to 
assist the transformation.  The architecture is a tool that identifies the 
Department’s business processes and helps identify, plan for and implement 
opportunities to improve them.  The Department envisions using the architecture 
and transition plan to help move the Department to its future business 
environment in an effective, efficient and timely manner, while minimizing the 
impact of the transition on current operations, organizations and personnel.  The 
framework is intended to ensure that the architectures developed by the DoD 
are: 
 

1. Integrated and interoperable across joint and multi-national organizational 
boundaries; and  

2. Comparable across the Department's business operations, systems, and 
technical architecture environments 

 
This is the desired end state driving the Unique Identification (UID) program.  The 
Unique Identification Program Office was created to implement UID Policy as 
related to tangible items.  UID will facilitate item tracking in DoD business 
systems and provide reliable and accurate data for program management and 
accountability purposes.  Michael Wynne, Acting Under Secretary of Defense 
(Acquisition, Technology, and Logistics), announced the new policy on July 29, 
2003.   
 
 
 

                                                24

http://www.dod.mil/comptroller/bmmp/pages/arch_home.html


http://www.acq.osd.mil/dpap/UID/                        5 
 

Unique Identification Program 
 
The Unique Identification (UID) Program is the foundation for enabling DoD to 
reach established goals and objectives by enhanced total asset visibility, 
improved lifecycle item management and accountability, and clean financial 
audits. 
 

 
 
 

Figure 1:  UID Role – Business Enterprise Architecture 
 
Figure 1 illustrates UID’s role in the Business Enterprise Architecture.  With the 
ability to distinguish one item from another, UID ensures data integrity and data 
quality throughout life, and supports multi-faceted business applications and 
users.  This will enable the achievement a globally interoperable network-centric 
architecture for the integrated management and valuation of items.    
 
Unique identification of items will 
help achieve: 
 

• Integration of item data 
across the Department of 
Defense (hereafter referred to 
as the Department), and 
Federal and industry asset 
management systems, as 
envisioned by the DoD 

Enhance the Business 
Enterprise 
Architecture  

Clean Audit Opinions on 
Property, Plant and Equipment & 
Operating Materials and Supplies 

Enhance Total Asset Visibility 

Improve Life-Cycle  
Item Management  
and Accountability 

“In every troop deployment this century, DoD has been 
plagued by a major difficulty—the inability to see assets as 
they flow into a theater and are in storage. This situation 
has led to direct and significant degradation in operational 
readiness. When assets in the pipeline are not visible, they 
are difficult to manage. Property is lost, customers submit 
duplicate requisitions, superfluous material chokes the 
transportation system, and the cycle continues. Assets at 
the retail level that are not visible and, therefore, not 
available for redistribution, further compound the 
degradation of operational readiness.”  Joint Total Asset 
Visibility Strategic Plan, January 1999, Joint Total Asset 
Visibility Office, DoD. 
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Financial Management Enterprise Architecture (FMEA), to include 
improved data quality and global interoperability and rationalization of 
systems and infrastructure. 

• Improved item management and accountability. 
• Improved asset visibility and life cycle management. 
• Clean audit opinions on item portions of DoD financial statements. 

 

 

 

 

 

 

The Policy and Regulations 

Policy 
On July 29, 2003, Michael Wynne, the Acting Under Secretary of Defense 
(Acquisition, Technology and Logistics) (OUSD(AT&L)) signed the "Policy for 
Unique Identification (UID) of Tangible Items - New Equipment, Major 
Modifications, and Reprocurements of Equipment and Spares." This policy 
makes UID a mandatory DoD requirement on all solicitations issued on or after 
Jan. 1, 2004.   
 
Chronology of the Unique Identification Policy:  
 

UID Implementation Announcement 
Unique Identification is mandatory for all DoD solicitations 
issued on or after Jan. 1, 2004 

USD (AT&L) Memo of 
July 29, 2003 

Existing Government Furnished Property provided to 
contractors is exempt from the UID policy until Jan. 1, 2005 
when the policy becomes mandatory for all Government 
Furnished Property incorporated into an end item. 

USD (AT&L) Memo of 
July 29, 2003 

UID Policy Update, outlining a number of clarifications and 
further detail on the UID policy 

USD (AT&L) Memo of 
November 26, 2003 

Revision of Update of UID Policy, clarifies the use of Issuing 
Agency Codes for UID 

USD (AT&L) Memo of 
December 22, 2003 

UID Policy Update, further clarifications and legacy policy 
forecast 

USD (AT&L) Memo of 
September 3, 2004 

 
The policy memorandums define step-by-step procedures to determine what 
items need to be marked and also states “Existing government furnished 
property provided to contractors is exempt from this policy until Jan 1, 2005 when 

Why UID? 
Answer 

UID 
1) Lowers item cost of item management  
2) Improves item availability and reduces 

frustrated freight. 
3) Improves long term inventory 

management and strategic purchasing 
4) Achieves clean audit opinions 
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the policy becomes mandatory for all government furnished property 
incorporated into an end item.”  The Sep 3, 2004 policy update establishes the 
goal to complete UID marking of items and all embedded assets within existing 
systems by Dec 31, 2010.  For all additional policy updates, please visit the UID 
web site at http://www.acq.osd.mil/dpap/UID/. 
 
 
 
 
 
 
 

 

 

Acquisition Regulation 
The Defense Federal Acquisition Regulation Supplement (DFARS) contains the 
rules used by DoD and suppliers to DoD to comply with UID policy when 
solicitations are issued.   
The Federal Acquisition Regulation (FAR) is the body of regulations which is the 
primary source of authority governing the government procurement process. The 
Defense Federal Acquisition Regulation Supplement (DFARS) is a supplement to 
the FAR which includes clauses particular to DoD contract procurement.  The 
interim rule for item identification and valuation is contained in DFARS Clause 
252.211-7003.  DoD contracting officers are required to include the clause in all 
solicitations, defining items necessary for identification and valuation.  Refer to 
Figure 3 on page 9 for instructions on what items to UID.   
 
It is anticipated that situations might arise where vendors of commercial products 
may not be prepared to comply with DoD UID requirements within the cost 
constraints and time frames required for product deliveries.  Should this occur, 
DoD requiring activities may consider implementing a strategy under which the 
DoD would either: (1) furnish product UID labels to the commercial vendors for 
application to products before shipment, or (2) contract with third parties to 
furnish and apply the UID labels after product delivery from the commercial 
vendors, or (3) have the receiving activities mark the product with the UID 
marking upon receipt.  This strategy should only be implemented if a 
determination and findings has been executed that is more cost effective for the 
Government to assign, mark, and register the UID upon delivery of an item.  
Further guidance is outlined in the Sep 3, 2004 policy update memo. 

When was this policy 
implemented? 

Answer 
January 1, 2004 for all new DoD 
solicitations and orders. 
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The UID enables traceability of the item throughout its life within the DoD 
inventory system.  Figure 2 illustrates the UID lifecycle and the business rules at 
each phase.  Business rules illustrated on the next page have been developed to 
determine when an item is to be marked.   
 

Figure: 2 – The Unique Identification (UID Lifecycle) 
 
 

What Items To UID 
The unique identification of items is driven by an integrated set of logistics, 
acquisition and financial requirements to track and identify item information. 
Figure 3 contains a decision tree defining the business rules for determining what 
items should be uniquely identified. The DoD program office issuing the 
solicitation is responsible for identifying items for UID. 
 
 

What does this 
policy mean to me? 

Answer 
Contractor:  UID is required to do 
business with DoD. 
 
Department Program Office:  UID 
requirements must be incorporated into 
all new solicitation and orders.  

 
Require – DoD contracts reflect the 
requirement for part marks to 
include UID data elements for all 
items which require unique 
identification 

Create/Generate – Industry 
suppliers/manufacturers 
throughout supply chain 
assign and apply UID data 
elements and ensure the 
uniqueness of the 
combined component data 

 

Capture – DoD establishes the “birth” record of the  
UID by capturing the component data elements to create 
the UID in the AIT/AIS.   

Use –  Functional 
stakeholders use UID 
as a primary or 
alternate key in the 
AIS to access or 
update item 
information based on 
its UID 

Dispose – DoD/GSA 
records the 
“termination” of the 
UID at time of item 
disposal  

UID
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Figure 3. The Decision Tree to Uniquely Identifying Items Under $5000 
 
All solicitations, contracts or delivery orders for tangible items delivered to the 
Government will require unique item identification or a DoD recognized unique 
identification equivalent, if:  

1. Unit acquisition cost is over $5,000.  
2. Serially managed.  
3. Mission essential.  
4. Controlled inventory.  
5. A consumable item or material where permanent identification is 

necessary. 
 
As illustrated in the decision tree in Figure 3, all end items unit acquisition cost of 
$5,000 and over require a UID.  If the Government’s unit acquisition cost is under 
$5,000, the DoD program office must first decide whether or not the end item is 
equipment, reparable, material or consumable?   
 
1.  If the item is equipment or a reparable and determined to be serially 
managed, mission essential, or controlled inventory then the item will require a 
UID.   
 
2.  If the item is a material that does not change form or if it is a consumable 
item, then the requiring activity determines if a UID is required.     
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Commercial item identification examples are the Universal Product Code and Health Industry Bar Code
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Guidance regarding the identification of embedded items is continuing to be 
developed.  Please refer to http://www.acq.osd.mil/dpap/UID/ for additional 
guidance.   
 
 
 
 
 
 
 

 

 

 

 

 

 

 

 

Unique Identification Mark 

2D Data Matrix 
Unique identification is a set of data for assets that is globally unique and 
unambiguous, ensures data integrity and data quality throughout life, and 
supports multi-faceted business applications and users.   The technology used to 
mark an item is 2D Data Matrix ECC 200 Symbol.   
 
 

  
 
Data Matrix supplements the first and second generation bar codes used to track 
packages by expanding automated data collection into the manufacturing, 
operations, repair and overhaul environments.  The Data Matrix can be applied in 
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Who is responsible for 
determining what items 
require a UID? 

Data Matrix is a two-dimensional barcode that can store 
from 1 to about 2,000 characters. The symbol is square or 
rectangular and can range from 0.001 inch per side up to 14 
inches per side. 
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three ways as long as it remains permanent through the life and not damaged or 
destroyed in use:   

1. Embedded directly to the item surface;   
2. Through a plate affixed to the item surface; or 
3. Attaching a label. 

 
Some of the benefits of using 2D Data Matrix Technology verses a standard 
barcode are as follows:  

• Can contain 100 times the data as the same space in a barcode; 
• Can be read omni-directionally; 
• Can be damaged but still return accurate data;  
• Can be scaled up or down to fit within available marking space. 

 
Data Matrix symbols require a 2D scanner; they cannot be read using an 
ordinary linear barcode laser scanner.   
 
The data matrix will contain data represented in a uniquely identified code 
assigned to an individual item.  The code can represent an already existing 
commercial item marking or can be constructed using DoD acceptable 
identification requirements.   
 

Commercial Identifiers 
The policy relies to the maximum extent practical on DoD recognized equivalent 
commercial item markings and does not impose unique government data 
requirements.  Generally, a commercial identifier can be considered for use as a 
DoD UID equivalent if it meets these criteria:  

(1) Must contain an enterprise identifier,  
(2) Must uniquely identify an individual item within an enterprise identifier, 
product or part number, and  
(3) Must have an existing Data Identifier (DI) or Application Identifier (AI) 
listed in ANSI MH10.8.2, Data Identifier and Application Identifier 
Standard.  

 
Some examples of commercial unique identifiers meeting these criteria that are 
recognized as unique identification equivalents are  

1. The EAN.UCC Global Individual Asset Identifier (GIAI) for serially-
managed assets,  

2. The EAN.UCC Global Returnable Asset Identifier (GRAI) for returnable 
assets,  

3. The ISO Vehicle Identification Number (VIN) for vehicles, and  
4. The Electronic Serial Number (ESN) for cellular telephones only. 

 

                                                31



http://www.acq.osd.mil/dpap/UID/                        12 
 

Constructed Unique Identification 
If no DoD recognized commercial unique identifier standard exists then a unique 
item identifier (UII) may be constructed in conformance with the DoD's 
"collaborative solution".  The collaborative solution is a method for creating 
interoperability among the data semantics of Data Identifiers, Application 
Identifiers and Text Element Identifiers used by ANSI MH10.8.2, EAN.UCC and 
Air Transport Association (ATA) respectively.  This is accomplished by 
embedding the data semantics in ISO 15434 syntax. Serialization can be 
accomplished in one of the following two ways:    
 

1. Unique Identification Construct 1, Serialization within the Enterprise  
2. Unique Identification Construct 2, Serialization within the Original Part 

Number 
 

Construct 1:  Serialization within the Enterprise Identifier 
For items that are serialized within the 
enterprise identifier, unique 
identification is achieved by a 
combination of the issuing agency 
code, enterprise identifier and the 
serial number, which must be unique 
within the enterprise identifier. The 
unique serial number within the 
enterprise identifier is a combination 
of numbers or letters assigned by the 
enterprise to an item that provides for 
the differentiation of that item from 
any other like or unlike item and is 
never used again within the enterprise 

identifier. The data elements of enterprise identifier and unique serial number 
within the enterprise identifier provide the permanent identification for the life 
cycle of the item.   
 

 
Construct 2:  Serialization Within the 

Part Number 
For items that are serialized within the 
part number, unique identification is 
achieved by a combination of the issuing 
agency code, enterprise identifier, the 
original part number, and the serial 
number. The original part number is a 
combination of numbers and letters 
assigned by the enterprise at asset 
creation to a class of items with the 
same form, fit, function, and interface. 

IAC EID   Serial No. 

UII Construct #11 

UII Construct #1    
   D0CVA5786950 

EID     MFR 0CVA5 
Serial No. SER 786950 
 

1  This example uses ATA Text Element Identifiers

Orig.  
Part No. 

DUNS Serial No. IAC 

UII Construct #2    
UN1945326361234786950 

UII Construct #22 

EID        (12V)194532636 
Orig. Part No. (1P)1234 
Serial No.       (S)786950 

2  This example uses MH10.8.2 Data Identifiers.
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The serial number within the part number is a combination of numbers and letters 
assigned by the enterprise to an item that provides for the differentiation of that 
item from any other like item. The data elements of enterprise identifier, original 
part number and serial number within the original part number provide the 
permanent identification for the life cycle of the item.   
 
In addition, Construct 2 may be used for items that are serialized within the lot or 
batch number.  For items that are serialized within the lot or batch number, 
unique identification is achieved by a combination of the issuing agency code, 
enterprise identifier, the lot or batch number, and the serial number. The lot or 
batch number is the identifying number assigned by the enterprise to a 
designated group of items, usually referred to as either a lot or a batch, all of 
which were manufactured under identical conditions. 
 

Issuing Agency Codes for Use in Unique Identification 
Table 1 contains a list of ISO issuing agency codes (IACs) assigned. At the 
current time, IACs exist for five most commonly used enterprise identifiers.  
  

Issuing Agency Code Issuing Agency Enterprise Identifier 
0 - 9 EAN-International EAN.UCC 
LB Telcordia 

Technologies, Inc 
ANSI T1.220 

UN Dun & Bradstreet DUNS 
D Allied Committee 135 CAGE 

LD U.S. Department of 
Defense 

DoDAAC 

LH European Health 
Industry Business 
Communications 

Council 

EHIBCC 

 
Table 1:  Issuing Agency Codes 

 
Table 2 reveals how unique identification is constructed from the elements 
placed on the item and the business rules. When deriving the concatenated 
unique item identifier (UII), the data qualifiers are eliminated from the final 
number.  Data qualifier means a specified character (or string of characters) that 
immediately precedes a data field that defines the general category or intended 
use of the data that follows. 
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Table 2. Unique Item Identifier (UII) Construct Business Rule 

 
 

 
Data elements for unique identification (enterprise identifier, serial number and, 
for Construct 2 only, original part number) will be placed on qualifying items in 
accordance with the standard practice of MIL-STD-130, Identification Marking of 
U.S. Military Property. For a greater understanding of the marking methods, 
please refer to the UID Guide to Uniquely Identifying Items v1.4. 
 
 
 
An end item may include embedded items, such as subassemblies, components 
and parts. The prime contractor will pass down appropriate specifications, 
including the UID marking requirements, to the tiered vendors for subcontracted 
subassemblies, components and parts.  Spares may be purchased directly from 
the vendors or through the prime contractor. UID-qualifying spare items 
(subassemblies, components and parts) have to be marked appropriately with 
the UID data elements. So, when the prime delivers the end item—that is one 
UII. The spares are delivered with their own UIIs. The Government will of ask the 
prime to deliver a list of all UIIs for UID-qualifying embedded items in the end 
item. 

 
 
 
 
 
 
 

Answer 
The enterprise assigning serialization 
to the item is responsible for deciding 
which construct to use.   

Who decides what 
construct to use? 

*The Issuing Agency Code (IAC) represents the registration authority that issued the enterprise 
identifier (e.g., Dun and Bradstreet,  EAN.UCC).  The IAC can be derived from  the data qualifier for the 
enterprise identifier and does not need to be m arked on the item .

UII Construct #2UII Construct #1

Current Part Num berCurrent Part Num berData Identified on 
Assets Not Part of the 
U II (Separate 
Identifier)

Issuing Agency Code*
Enterprise ID

O riginal Part Num ber 
(or Lot Num ber or  

Batch N um ber)
Serial Num ber

Issuing Agency 
Code*

Enterprise ID
Serial Num ber

U II is derived by 
concatenating the data 
elem ents IN  OR DER:

If item s are serialized 
w ithin Part Num ber

If item s are seria lized 
w ithin the Enterprise

Based on current 
enterprise 
configurations

*The Issuing Agency Code (IAC) represents the registration authority that issued the enterprise 
identifier (e.g., Dun and Bradstreet,  EAN.UCC).  The IAC can be derived from  the data qualifier for the 
enterprise identifier and does not need to be m arked on the item .

UII Construct #2UII Construct #1

Current Part Num berCurrent Part Num berData Identified on 
Assets Not Part of the 
U II (Separate 
Identifier)

Issuing Agency Code*
Enterprise ID

O riginal Part Num ber 
(or Lot Num ber or  

Batch N um ber)
Serial Num ber

Issuing Agency 
Code*

Enterprise ID
Serial Num ber

U II is derived by 
concatenating the data 
elem ents IN  OR DER:

If item s are serialized 
w ithin Part Num ber

If item s are seria lized 
w ithin the Enterprise

Based on current 
enterprise 
configurations
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DoD program offices and industry partners continue to share best practices on 
UID part marking that minimizes financial and physical impact.  The UID Program 
Office has ongoing working groups that meet with DoD stakeholders in order to 
share approaches.  For more information, please go to 
http://www.acq.osd.mil/dpap/UID/.   
 

Reader Technology 
As stated earlier, the data matrix symbol requires a 2D scanner; they cannot be 
read using an ordinary linear barcode laser scanner.  Automatic Identification 
Technology (AIT) is the basic building block in the Defense Department's efforts 
to provide timely asset visibility. AIT gives the Department the capability to 
document and control items over the UID Lifecycle.   
 
The AIT reader will accurately and reliably machine read the data elements and 
output a UII.  The data will be transmitted to a DoD automated information 
system.  The data can then be used as a primary or alternate key across DoD 
databases. 

Accounting and Valuation of Items 
The first part of this guide focused on the UID program, implementation and item 
marking.  The final section of this guide will focus on the accounting and 
valuation process.  The purposes of the DFARS clause is to both uniquely 
identify and value items to provide better asset accountability and valuation 
through the UID life cycle mentioned in Figure 2 on page 8.  A number of DoD 
Directives provide internal guidance on DoD Program responsibilities related to 
properly accounting and valuating items.  The DoD Directives can be found in 
Appendix A.   
 
Accountability of items begins when equipment, reparable, materials and 
consumables are acquired through purchase, lease, or other means.   

1. DoD Instruction 5000.64 requires that accountability records be 
established for all property (i.e., property, plant and equipment) 
purchased, having a unit acquisition cost of $5,000 or more, and items 
that are classified or sensitive, or items located at third parties, regardless 
of acquisition cost.   

2. For material covered under DoD 4140.1-R publication, accountability 
records are established for all material received, regardless of cost.    

 
All property delivered to the Government must be delivered on a contract line 
item, subline item or exhibit line item. The acquisition cost of each item entering 
the Government property inventory is captured on the contract line item (CLIN), 
subline (SLIN), or exhibit line (ELIN) item. 
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Both the unique identification and value of items delivered under the contract 
need to be reflected in the DoD property accountability and management 
information systems. The valuation of property is addressed in DoD Instruction 
5000.64 and states that unit acquisition cost should be the basis for valuation of 
property. The contract type determines the proper method of calculating 
acquisition cost. 
 

1. For fixed price contracts, the unit acquisition cost for items to be delivered 
is the fixed price paid by the Government. 

 
2. For cost type contracts, the unit acquisition cost for items to be delivered 

is the contractor’s estimated cost at the time the item is delivered.   
 
For a greater understanding of the valuation methods, please refer to the UID 
Guide to Uniquely Identifying Items v1.4.        
 
 
 

Wide Area Work Flow and the UID Registry 
Wide Area Work Flow-Receipt and Acceptance (WAWF-RA) will be the 
standardized data capture mechanism for transmitting UID data from contractors 
to DoD for new acquisitions of tangible items.  WAWF-RA is a Paperless 
Contracting DoD-wide application designed to eliminate paper from the receipt 
and acceptance process of the DoD contracting lifecycle.  A secure, web-based 
application, WAWF-RA enables authorized Defense contractors and DoD 
personnel to create, capture, and process receipt, acceptance, and payment-
related documentation and to access contract related documents electronically.   
The UID-capable version of WAWF-RA (v3.0.4) was placed in production in May 
2004 and is in the pilot phase for UID capture with several vendors.  The UID 
capture function of WAWF-RA will soon be available to all vendors. 
 
For more information on WAWF, please visit the WAWF training site at 
http://www.wawftraining.com. 
 
Wide Area Work Flow is a means of transmitting UID data elements into the UID 
Registry. The UID registry is the ultimate repository where all UID data will be 
captured.  The UID registry will serve as an acquisition gateway to: 

• Identify what the item is; 
• Identify who owns the item originally; 
• Identify the initial value of the item; 
• Identify procuring activity and acceptance timing; 
• Intersect with other systems (e.g., property management, logistics, 

inventory management) 
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Data Elements in the UID Registry 
The contractor, at time of delivery, is responsible for providing the following 
information:

(1)  Item Description 
(2)  Unique identification, consisting of— 
         (i)  Concatenated DoD unique item identification; or 
         (ii)  DoD recognized unique identification equivalent 
(3)  Unique item identifier type 
(4)  Issuing agency code (if DoD unique item identifier is used) 
(5)  Enterprise identifier (if DoD unique item identifier is used) 
(6)  Lot or Batch number 
(7)  Original part number 
(8)  Current part number 
(9)  Current part number effective date 
(10)  Serial number 
(11)  Unit of measure 
(12)  Government’s unit acquisition cost 
(13)  Ship-to code 
(14)  Contractor’s CAGE code or DUNS number 
(15)  Contract number 
(16)  Contract line, subline, or exhibit line item number 
(17)  Acceptance code 
(18)  Shipment Date 
 

Most of those data elements listed will be captured in the UID Registry.   

Summary 
This Guide provides a broad overview of the UID Program.  It is designed to 
expose DoD program offices and contractors to the implementation process and 
enhance understanding of the:  

• Legislative and Regulatory Relationship; 
• DoD Business Transformation Process; 
• UID Policy; 
• UID Implementation; 
• Business Rules; 
• Marking; 
• Valuation Process; 
• Wide Area Work Flow; and 
• UID Registry. 

 
While overhauling DoD business processes will be challenging, DoD is 
committed to this transformation to provide the warfighter and key decision 
makers with the information they need when they need it. 
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Transformation is not an event – it is a process.  There is no point at which the Defense Department will 
move from being “untransformed” to “transformed.”  Our goal is to set in motion a process and a culture that 
will keep the United States several steps ahead of potential adversaries. 

Secretary Rumsfeld 
May 14, 2003 

 
The desirable end state that DoD envisions through DoD’s Business Enterprise 
Architecture is the integration of item data across DoD, Federal and industry 
asset management systems, as to include improved data quality and global 
interoperability and rationalization of systems and infrastructure.  
Unique identification of items will help achieve that goal by:   
 

• Improved item management and accountability.  
• Improved asset visibility and life cycle management. 
• Clean audit opinions on item portions - Property, Plant and Equipment; 

Inventory; and Operating Materials and Supplies - of DoD financial 
statements. 

 
With ongoing cooperation between DoD program offices and contractors, strides 
are continually being made to ease the transition.  For further information or 
questions, please visit our website at http://www.acq.osd.mil/dpap/UID/ or e-mail 
us at info@uniqueid.org. 
 
UID background materials, previous UID policy memos, and implementation 
guidelines are available at http://www.acq.osd.mil/dpap/UID/. 
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Appendix A:  Referenced Directives for the UID Program 
 
The DoD Directives System was established to provide a single, uniform system 
of DoD issuances and directive-type memorandums used to convey DoD 
policies, responsibilities, and procedures. The DoD Directives System provides 
for the orderly processing, approval, publication, distribution, internal review, and 
records management of DoD Directives, DoD Instructions, and DoD Publications. 
The DoD Directives System also includes the Office of the Secretary of Defense 
(OSD) Federal Register System. 
 
DoD Directive:   
Type Number Date Changes SUBJECT OPR 

DODD 5000.1 5/12/2003   THE DEFENSE ACQUISITION 
SYSTEM 

USD(AT&L) 
703-697-7261 

 
 
Defense Instructions:   
 

 
 
DoD Publications:   
TYPE NUMBER DATE CHANGES SUBJECT OPR 

DOD 4140.1-R 5/2003   DOD SUPPLY CHAIN 
MATERIAL MANAGEMENT 
REGULATION 

USD(AT&L) 
703-697-7261 

DOD 4000.25-M 3/2003  DEFENSE LOGISTICS 
MANAGEMENT SYSTEM 
(DLMS) 

USD(AT&L) 
703-697-7261 

DOD 4000.25-2-M 9/2001  MILITARY STANDARD 
TRANSACTION 
REPORTING AND 
ACCOUNTING 
PROCEDURES 
(MILSTRAP) 

USD(AT&L) 
703-697-7261 

 
 
 
 
 

Type Number Date Changes Subject OPR 

DODI 5000.64 8/13/2002   DEFENSE PROPERTY 
ACCOUNTABILITY 

USD(AT&L) 
703-697-7261 

DODI 7000.14 11/15/1992  DOD FINANCIAL 
MANAGEMENT POLICY AND 
PROCEDURES 

USD(C)  
703-697-8364 
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Appendix B:  Industry References 
ATA Spec 2000 Chapter 9 www.airlines.org 
ATA CSDD www.airlines.org 
ANSI MH10.8.2 www.ihs.com 
ISO 15434 www.iso.ch
EAN.UCC www.ean-ucc.org 
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Preface 
 
 

This Version 1.6 of the Guide to Uniquely Identifying Items 
replaces all previous versions. 
 
Summary of Changes from Version 1.5 (Dated June 6, 2005) to 
Version 1.6: 
 
a. Terminology and references associated with the DoD Business 
Enterprise Architecture were updated. 
 
b. A note on using a Contract Data Requirements List for item 
unique identification (IUID) data was replaced with the appropriate 
language from Defense Federal Acquisition Regulation 
Supplement (DFARS) 252.211-7003. 

 
c. Chapter 3 was revised.  The new Chapter 3 expands the 
discussion of IUID requirements.  A new Chapter 4 was created 
from sections of the prior Chapter 3 that address the methodology 
for uniqueness and relevant implementation considerations.  
Content changes were incorporated: 

 
• To further clarify IUID requirements of the contract clause 

DFARS 252.211-7003. 

• To provide additional guidance and information regarding 
unit acquisition cost threshold, DoD serially managed, 
mission essential, controlled inventory, embedded items 
and other qualifying reasons for IUID. 

• To clarify that legacy items include items undergoing 
maintenance, repair or overhaul. 

• To update the name of EAN.UCC to GS1. 

• To provide additional guidance regarding applicability of 
virtual unique item identifiers (UIIs). 

• To clarify and expand references to the enterprise identifier 
NCAGE. 

• To include human-readable information, in addition to 
other AIT media, as a data source. 

• To clarify that the specified Data Matrix type is ECC 200 
which uses Reed-Solomon error correction. 
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• To emphasize that unserialized Global Returnable Asset 
Identifiers are unacceptable for IUID. 

 
d. The definition for Military Mission Essentiality replaced the 
definition for Mission Essential in Appendix A. 
 
e. Appendix B references were updated.  A reminder to check for 
revisions to documents was added. 
 
f. Appendix C was updated to version 3.5c of the Business Rules 
with additional information on use of lot or batch numbers. 

 
g. Appendix D incorporated the DI 7L and the TEI LTN, and 
expanded the data element description for 18S, USN and UST in 
Table 5. Data Qualifiers and replaced Figure 6. Concatenated 
Unique Item Identifier (UII) Construction to expand the illustration 
of UIIs by format and construct.  The example for using data 
identifiers in UII Construct #1 was expanded to illustrate the 
inclusion of discrete data elements with the concatenated UII in 
accordance with Business Rule #2. 

 
h. Appendix E was updated. 

 
i. Changes for compatibility with the changes reflected above, as 
well as various typographical, grammatical and format corrections, 
were made throughout. 
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Chapter 1 
The Environment 

 

THE GOVERNMENT PROPERTY MANAGEMENT 
CHALLENGE 

The Government Accountability Office (GAO) aptly describes the 
challenge faced by today’s managers of Federal Government property: 
“GAO and other auditors have repeatedly found that the federal 
government lacks complete and reliable information for reported inventory 
and other property and equipment, and can not determine that all assets are 
reported, verify the existence of inventory, or substantiate the amount of 
reported inventory and property. These longstanding problems with 
visibility and accountability are a major impediment to the federal 
government achieving the goals of legislation for financial reporting and 
accountability. Further, the lack of reliable information impairs the 
government’s ability to (1) know the quantity, location, condition, and 
value of assets it owns, (2) safeguard its assets from physical deterioration, 
theft, loss, or mismanagement, (3) prevent unnecessary storage and 
maintenance costs or purchase of assets already on hand, and (4) 
determine the full costs of government programs that use these assets. 
Consequently, the risk is high that the Congress, managers of federal 
agencies, and other decision makers are not receiving accurate information 
for making informed decisions about future funding, oversight of federal 
programs involving inventory, and operational readiness”.1 Further, the 
Congress has demanded greater fiscal accountability from managers of 
federal government property.2 

 

                                                 
1 GAO-02-447G, Executive Guide, Best Practices in Achieving Consistent, Accurate Physical Counts of 
Inventory and Related Property, March 2002, page 6. 
2 Ibid, page 5: The GAO observes that “In the 1990s, the Congress passed the Chief Financial Officers Act 
of 1990 and subsequent related legislation, the Government Management Reform Act of 1994, the 
Government Performance and Results Act of 1993, and the Federal Financial Management Improvement 
Act of 1996. The intent of these acts is to (1) improve financial management, (2) promote accountability 
and reduce costs, and (3) emphasize results-oriented management. For the government’s major departments 
and agencies, these laws (1) established chief financial officer positions, (2) required annual audited 
financial statements, and (3) set expectations for agencies to develop and deploy modern financial 
management systems, produce sound cost and operating performance information, and design results-
oriented reports on the government’s financial position by integrating budget, accounting, and program 
information. Federal departments and agencies work hard to address the requirements of these laws but are 
challenged to provide useful, reliable, and timely inventory data, which is still not available for daily 
management needs.” 
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THE DEFINITION OF ITEMS 
For the purposes of this guide, an item is a single hardware article or a 
single unit formed by a grouping of subassemblies, components, or 
constituent parts.3  

 

THE OBJECTIVES 
Department of Defense (DoD) Instruction 5000.64, Defense Property 
Accountability, requires that accountability records be established for all 
property (property, plant and equipment) with a unit acquisition cost of 
$5,000 or more, and items that are sensitive or classified, or items 
furnished to third parties, regardless of acquisition cost. Property records 
and/or systems are to provide a complete trail of all transactions, suitable 
for audit.4 
 
DoD 4140.1-R requires accountability and inventory control requirements 
for all property and materiel received in the wholesale supply system.   
 
A key component of effective property management is to use sound, 
modern business practices.  
 
In terms of achieving the desirable end state of integrated management of 
items, the collective DoD goal shared by all functional processes involved 
in property management is to uniquely identify items, while relying to the 
maximum extent possible on international standards and commercial item 
markings and not imposing unique Government requirements. Unique 
identification of items will help achieve: 
 

• Integration of item data across the Department of Defense 
(hereafter referred to as the Department), and Federal and 
industry asset management systems, as envisioned by the DoD 
Business Enterprise Architecture (BEA)5, to include improved 
data quality and global interoperability and rationalization of 
systems and infrastructure. 

• Improved item management and accountability. 
                                                 
3 DFARS 252.211-7003(a). 
4 The Instruction states that property accountability systems and records should include data elements such 
as part number, national stock number, serial numbers, bar codes, or other unique identifiers (e.g., hull, 
building, aircraft tail numbers, vehicle registration, disposal turn-in document number, as may be 
appropriate and necessary). 
5 On March 15, 2006, the DoD Business Transformation Agency (BTA) released the Business Enterprise 
Architecture (BEA 3.1), which defines the processes, roles, data structures, information flows, business 
rules, and standards required to guide improvements in the Core Business Missions (CBMs) of the 
Department.  
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• Improved asset visibility and life cycle management. 

• Clean audit opinions on item portions6 of DoD financial 
statements. 

 

ITEM MANAGEMENT  
The acquisition, production, maintenance, storage, and distribution of 
items require complete and accurate asset records to be effective, and to 
ensure mission readiness. Such records are also necessary for operational 
efficiency and improved visibility, as well as for sound financial 
management. Physical controls and accountability over items reduce the 
risk of (1) undetected theft and loss, (2) unexpected shortages of critical 
items, and (3) unnecessary purchases of items already on hand. 

THE PLAYERS 
The principal functional stakeholders in item management are Engineering 
Management; Acquisition Management; Property, Plant and Equipment 
Accountability; Logistics Management and Accountability, and Financial 
Management. Asset visibility is crosscutting to these five functions.  Their 
interests involve the following: 
 
Engineering Management. DoD Directive 5000.1, Defense 
Acquisition System, requires that acquisition programs be managed 
through the application of a systems engineering approach that optimizes 
total system performance and minimizes total ownership costs. A modular, 
open-systems approach is employed, where feasible. For purposes of item 
management, engineering plays a crucial role in the documentation of 
technical data that defines items and the configuration management of 
these items throughout their useful life. 
 
Acquisition Management. The Federal Acquisition 
Regulation (FAR) Part 45, Government Property, prescribes policies for 
furnishing Government property to contractors including the use, 
maintenance, management and reporting of Government-furnished 
property and contractor-acquired property, and for the return, delivery, or 
disposal of Government-furnished property and contractor-acquired 
property. 
 

                                                 
6 These financial statement portions are (1) Property, Plant and Equipment and (2) Operating Materials and 
Supplies. 
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Property, Plant and Equipment Accountability.  
DoD Instruction 5000.647 provides a comprehensive framework for DoD 
property accountability policies, procedures, and practices; and assists 
DoD property managers, accounting and financial officers, and other 
officials in understanding their roles and responsibilities relating to 
property accountability. It establishes accountability policy for property, 
plant, and equipment (PP&E); and contains concepts useful for asset 
management throughout the Department, particularly for property in the 
possession of individual military units and end-users. It excludes property 
and materiel for which accountability and inventory control requirements 
are prescribed in DoD 4140.1-R and DoD 4000.25-2-M.8 
 
Logistics Management and Accountability.  DoD 
Directive 4140.1, Materiel Management Policy, specifies policies for 
materiel management.  It is the Department’s policy that:  
 

• Materiel management is responsive to customer requirements 
during peacetime and war. 

• Acquisition, transportation, storage, and maintenance costs are 
considered in materiel management decisions. 

• Standard data systems are used to implement materiel 
management functions. 

• The secondary item inventory is sized to minimize the 
Department's investment while providing the inventory needed 
to support peacetime and war requirements 

• Materiel control and asset visibility are maintained for the 
secondary item inventory. 

 
DoD 4000.25-M, Defense Logistics Management System (DLMS) 
Manual, prescribes logistics management policy, responsibilities, 
procedures, rules, and electronic data communications standards for the 
conduct of logistics operations in the functional areas of supply, 
transportation, acquisition (contract administration), maintenance, and 
finance.9  

 

                                                 
7It integrates the broad requirements of the Federal Property and Administrative Services Act of 1949, as 
amended (Act of 30 June 1949, 63 Stat. 372), and the Chief Financial Officers (CFO) Act of 1990 into an 
overarching property accountability policy for property, plant and equipment. Complements the accounting 
and financial reporting requirements contained in DoD 7000.14-R. 
8 Military Standard Transaction Reporting and Accounting Procedures (MILSTRAP). 
9The DLMS is a system governing logistics functional business management standards and practices rather 
than an automated information system.  
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Financial Management. DoD Instruction 7000.14, Defense 
Financial Management Regulation, specifies that all DoD Components 
shall use a single DoD-wide financial management regulation for 
accounting, budgeting, finance, and financial management education and 
training. That regulation is DoD 7000.14-R. It directs financial 
management requirements, systems, and functions for all appropriated, 
non-appropriated, working capital, revolving, and trust fund activities. In 
addition, it directs statutory and regulatory financial reporting 
requirements. 
 
Joint Total Asset Visibility. Joint total asset visibility is the 
capability that provides Combatant Commanders, the Military Services, 
and the Defense Agencies with timely and accurate information on the 
location; movement; status; and identity of units, personnel, equipment, 
and supplies.10 
 
 

PROCESSES, ACTIVITIES AND ACTIONS 
Item management involves many functional processes, activities and 
actions, all focused on operations involving items. These operations must 
be integrated and flow smoothly so that the needs of warfighters for items 
are satisfied when and where they occur. The functional processes, 
activities and actions impacting item management are arrayed in Table 1 
in summary format to show how they are related and dependant. 

                                                 
10 “In every troop deployment this century, DoD has been plagued by a major difficulty—the inability to 
see assets as they flow into a theater and are in storage. This situation has led to direct and significant 
degradation in operational readiness. When assets in the pipeline are not visible, they are difficult to 
manage. Property is lost, customers submit duplicate requisitions, superfluous materiel chokes the 
transportation system, and the cycle continues. Assets at the retail level that are not visible and, therefore, 
not available for redistribution, further compound the degradation of operational readiness.”  Joint Total 
Asset Visibility Strategic Plan, January 1999, Joint Total Asset Visibility Office, DoD.  
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Functional 
Processes 

Activities Actions 

Fund Requirements Identify needs 

Acquire Engineering 

Materiel Management 

Cataloging 

Assign part number 

Request part number 

Assign stock number 

Produce & Accept Process Control Apply & inspect item marking 

Transport Transportation Track items 

Stock Stocking Stock, locate and retrieve items 

Control item inventory 

Order Requisitioning Request item supply 

Supply Shipping Locate and ship items 

Use Receipt Receive, install and use items 

Repair Maintenance Restore reparable items 

Rebuild Overhaul Refurbish items 

Decommission Demilitarization Remove ownership markings, 
leave the Unique Identification 
data elements 

Dispose Disposal Sell/recycle scrap 

Destruction and/or abandonment 

Pay Requirements Settle invoices 

Account Inventories 

Financial Statements 

Manage & control 

Property valuation 

Table 1.  Functional Processes Impacting Item Management 
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Chapter 2 
The Need to Uniquely Identify Items 

 

DIFFERENTIATING ITEMS THROUGHOUT THE SUPPLY 
CHAIN  

The Department must, of necessity, uniquely identify the items to which it 
takes title to provide for better asset accountability, valuation and life 
cycle management. Unique identification provides the Department the 
opportunity to differentiate an individual item from all others. Unique 
identification of items provides the Department with the source data to 
facilitate accomplishment of the following: 

• Improve the acquisition of equipment and performance based 
logistics services for the warfighter, 

• Capture timely, accurate and reliable data on items (i.e., 
equipment, reparables, materials, and consumables), 

• Improve life-cycle asset management, and 

• Track items in the Department and industry systems for 
operational, logistic11 and financial accountability purposes. 

ACCOUNTING FOR ACQUIRED ITEMS 
Accountability of items begins when hardware (equipment and 
reparables), and supplies (materials and consumables) are acquired 
through purchase, lease, or other means, including transfer or fabrication, 
whether the hardware and supplies are already in existence or must be 
created, developed, demonstrated and evaluated.12 DoD Instruction 
5000.64 requires that accountability records be established for all property 
(i.e., property, plant and equipment) purchased, having a unit acquisition 
cost of over $5,000 or more, and items that are classified or sensitive, or 
items located at third parties, regardless of acquisition cost.13 Property 
accountability records and systems should follow DoD Instruction 
5000.64 exactly: to include the use of part number, cost, national stock 
number, serial numbers, bar codes, or other unique identifiers (e.g., hull, 
building numbers, aircraft tail numbers, vehicle registration, disposal turn-

                                                 
11 DoD 4140.1-R, May 2003, chapter 5, section C5.7.3, addresses Unique Item tracking policy for logistics.  
12 See American Society for Testing and Materials Standard E-2135-02, Standard Terminology for Property 
and Asset Management. 
13 DoDI 5000.64, August 13, 2002, op. cit., paragraph 5.3.1. 
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in document number, as may be appropriate and necessary), as well as 
other data elements.14 

For materiel covered under DoD 4140.1-R, accountability records are 
established for all materiel received, regardless of cost.15   

CONTRACTOR-ACQUIRED PROPERTY ON COST-
REIMBURSEMENT TYPE CONTRACTS  

Title to property whose cost is reimbursable to the contractor passes to and 
vests in the Government upon: (1) Delivery to the contractor of an item 
purchased by the contractor and reimbursed as a direct cost under the 
contract, (2) Issuance of the property for use in contract performance; (3) 
Commencement of processing of the property or use in contract 
performance; or (4) Reimbursement of the cost of the property by the 
Government, whichever occurs first. The Government acquires title to all 
property purchased or fabricated by the contractor and may take title to 
Production Special Tooling in accordance with the contract clauses. 
However, if such items are to be delivered to the Government, they must 
be delivered under a contract line item or subline item.  

ESTABLISHING ITEM ACQUISITION COST   
It is essential that contracts contain specific arrangements to capture the 
acquisition cost of all delivered items because the acquisition cost will 
form the basis for the entries made in the Department’s financial 
statements and will determine the degree to which those statements 
comply with the requirements of the Federal Accounting Standards 
Advisory Board (FASAB). Ideally, acquisition cost for items would be 
recorded at the time these items are delivered to the Government.   

Using Contract Line Items. 
All property delivered to the Government must be delivered on a contract 
line item (CLIN) or subline item (SLIN). The acquisition cost of each item 
entering the Government property inventory is captured on the contract 
line item or subline item.  
 
CLINs, and SLINs are established when the contract is structured prior to 
award and must be included for all items for which the Government will 
take delivery, either during the performance or at the completion of the 
contract. The estimated acquisition cost of property will be identified upon 
delivery.  
 

                                                 
14 Ibid, paragraph 5.3.3 contains the list of all data elements. 
15 See Section C5.3, Item Accountability, Control and Stewardship, DoD 4140.1-R. 
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Table 2 shows the preferred approach for identifying the acquisition cost 
of items delivered under a contract is for the items to be separately priced 
under CLINs or SLINs. Informational subline items are used to capture the 
acquisition cost for items to be delivered when separately priced CLINs or 
SLINs are not practicable. Informational SLINs used only for 
identification of acquisition cost have to be clearly marked as such so they 
are not confused with delivery, acceptance, and payment requirements of 
the contract. When the acquisition costs for like items differ, separate 
informational SLINs must be used to identify the acquisition cost for each 
of the items with a different acquisition cost.  
 

Deliverable UII or IUID 
Equivalent Required 

Unit Acquisition Cost 
(or price) Required 

 Valuation Method 
(Contract type) 

CLIN/SLIN Items 
requiring UII or 
IUID Equivalent 
(Includes items 
delivered 
separately as 
spares). 
 

Yes.  All items valued 
over $5K/unit value.  
Use DoD decision tree 
to determine 
requirements under 
$5K per unit value. 

Yes Fixed Price- use 
CLIN/SLIN values. 
Cost Type-use 
contractor estimated 
costs. DoD will 
address delta $ from 
final total price. 

Sub items 
requiring UII or 
IUID Equivalent 
contained within 
CLIN/SLIN 
delivered items. 
 
(LRU/Spares) 

Yes. Application of 
maintenance plan (e.g. 
lowest repairable or 
replaceable unit by 
DoD); No dollar 
threshold for 
applicability.16 

No  N/A 

Other 
commercially 
marked items not 
requiring IUID. 
(CLIN/SLIN) 
 

No.  The DoD shall 
accept existing 
commercial markings. 

Yes – All delivered 
items must be valued 
per unit. 

Fixed Price- use 
CLIN/SLIN values 
Cost Type-use 
contractor estimated 
costs. DoD will 
address delta $ from 
final total price. 

Table 2. Contract Requirements – Identifying Unit Acquisition Cost 
 
The Contracting Officer will modify a contract to establish separate 
CLINs/SLINs prior to delivery of items that were not identified as contract 
deliverables at the time of contract award.  
   

                                                 
16DFARS 252.211–7003 requires a contract attachment to list embedded DoD serially managed 
subassemblies, components, and parts that are to be uniquely identified.  The IUID data are reported at the 
time of delivery, either as part of, or associated with the Material Inspection and Receiving Report. 
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Valuation of Items for the IUID Registry   
Both the unique identification and the value of items that will be delivered 
under the contract need to be reflected in the Department’s property 
accountability and management information systems. According to DoD 
Instruction 5000.64, acquisition cost should be the basis for valuation of 
property.  
 
For fixed price contracts, the acquisition cost for items to be delivered is 
the fixed price paid by the Government. 
 
For cost type contracts, the acquisition cost for items to be delivered is the 
Contractor’s estimated cost at the time the item is delivered.   
 
The acquisition cost of components within delivered items need not be 
identified. Figure 1 contains an illustration of how CLINs/SLINs would be 
valued based on whether or not they are delivered separately.  It shows the 
relationships between the components of the supply chain, the items 
qualifying for unique identification, and the delivery of the concatenated 
UII and CLIN/SLIN valuation. 
 

 
Figure 1. Valuation of Contract Line/Subline Item Numbers 
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A delivered item may be composed of embedded items, such as 
subassemblies, components and parts. The prime contractor will pass 
down appropriate specifications, including the IUID marking 
requirements, to the tiered vendors for subcontracted subassemblies, 
components and parts. 

Spares may be purchased directly from the vendors or through the prime. 
IUID-qualifying spare items (subassemblies, components and parts) have 
to be marked appropriately with the UII data elements. 

So, when the prime delivers the complete item—that is one UII. The 
spares are delivered with their own UIIs. The prime will also be required 
to mark and register UII data elements for those DoD serially managed 
embedded items and their parent items in the delivered item.  
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Chapter 3 
Requirements for Item Unique Identification  

 

WHAT IS AN ITEM? 
As stated earlier in this guide, an item is a single hardware article or a unit 
formed by a grouping of subassemblies, components or constituent parts.17  
In this definition, hardware is a generic term dealing with physical items 
as distinguished from a capability or function, such as equipment, tools, 
implements, instruments, devices, sets, fittings, trimmings, assemblies, 
subassemblies, components and parts.18   
 

DECIDING WHAT ITEMS ARE TO BE IDENTIFIED AS 
UNIQUE 

Items Delivered Under Contracts and Legacy 
Items in Inventory and Operational Use  
The unique identification of items is driven by an integrated set of 
logistics, acquisition and financial requirements to identify and track item 
information. Figure 2 contains a decision tree for deciding what items 
should be uniquely identified for DoD purposes.  The decision tree is a 
graphic representation of the text in DFARS 211.274-2. These criteria 
apply whether the items are delivered under contract or they are existing 
legacy items in inventory, in use, or undergoing maintenance, repair or 
overhaul. Items being delivered under contract must include the contract 
clause Defense Federal Acquisition Regulation Supplement (DFARS) 
252.211-7003 to invoke the IUID requirement.  The unique identification 
of existing legacy items must be implemented separately.  The program 
manager is responsible for having the appropriate items uniquely 
identified.   

 

                                                 
17 DFARS 252.211-7003(a). 
18 Joint Publication 1-02, DoD Dictionary.  
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Figure 2. Uniquely Identifying Items Delivered Under 
Contract and Legacy Items in Inventory or Use  

Items will require item unique identification, or a DoD recognized unique 
identification equivalent, for all property items delivered to the 
Government under contract or in inventory or use if one or more of the 
following criteria apply (each discussed separately):  

(1) All items for which the Government’s unit acquisition cost is 
$5,000 or more;  
(2) Items for which the Government’s unit acquisition cost is less 
than $5,000, when identified by the requiring activity19 as DoD 
serially managed, mission essential or controlled inventory;  
(3) When the Government’s unit acquisition cost is less than 
$5,000 and the requiring activity determines that permanent 
identification is required;  
(4) Regardless of value, (i) any DoD serially managed 
subassembly, component, or part embedded within an item and, (ii) 
the parent item (as defined in DFARS 252.211-7003(a)) that 
contains the embedded subassembly, component or part. 

                                                 
19 The requiring activity will make this determination and list the items in the DFARS 252.211-7003 
contract clause.  For legacy items, the requiring activity will make this determination in order to identify 
items for legacy item unique identification . 
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UNIT ACQUISITION COST THRESHOLD 
  
The first criterion establishes the $5,000 value as the unit acquisition cost 
threshold for item unique identification. All items at this threshold or 
above are required to have unique identification in accordance with the 
threshold requirement for establishing property records.  Items under 
$5,000 are not required by DoD Instruction 5000.64 to have property 
records unless they are sensitive items or classified items or items located 
at third parties.  Similarly, a program manager must examine the other 
IUID criteria to determine if items below the $5000 threshold require 
unique identification.   
 

IUID OF ITEMS BELOW THE $5000 THRESHOLD 
 

There are three fundamental characteristics listed in the second criterion to 
be considered in determining unique identification requirements for items 
whose unit acquisition cost is less than $5000.  They are DoD serially 
managed, mission essential and controlled inventory.  
 

DoD Serially Managed 
A distinction must be made between “serialized items” and “DoD serially 
managed” items when uniquely identifying embedded items in an item.  
While DoD may use an item that has been serialized by the manufacturer, 
DoD may not manage the item by means of its serial number.  When DoD 
elects to serially manage an item it becomes "DoD serially managed".   
This means it is a tangible item used by DoD, which is designated by a 
DoD or Service Item Manager to be uniquely tracked, controlled or 
managed in maintenance, repair and/or supply by means of its serial 
number20. 

DoD serially managed items require UIIs.  Serial numbers may be unique 
within a product or company, but UIIs are globally unique.  This permits 
an item to be uniquely distinguishable in different databases. 

A broad variety of items fall into the DoD serially managed category 
through programs for serial number tracking, serialized item management, 

                                                 
20 A serial number is an assigned combination of numbers and/or letters to an item instance that separately 
identifies that item instance from all others. 
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and unique item tracking.  Examples of DoD serially managed items may 
include reparable items down to and including sub-component reparable 
unit level; life-limited, time-controlled, or items requiring records (e.g., 
logbooks, aeronautical equipment service records, etc.); and items that 
require technical directive tracking at the part level.21 

Mission Essential 
Item essentiality is a measure of an item's military worth in terms of how 
its failure would affect the ability of a weapon system, end item, or 
organization to perform its intended functions.  Military mission 
essentiality is the composite effect of an item on the overall military 
mission based on the most critical significant application of the item.22  
The primary use of military mission essentiality is in supply chain 
management for determining resource allocations, determining degree of 
management intensity, and communicating essentiality among the DoD 
Components.  An assessment of mission essentiality should include item 
essentiality and the degree to which it impacts on the overall military 
mission. 
Class VII Major End Items that are deemed mission essential shall require 
IUID.  For mission essential items in other classes of supply, the 
program/item manager may elect not to require IUID for an item provided 
that the item does not qualify for IUID under separate criteria.23  Before 
excluding items from IUID, program managers must consider whether the 
use of IUID for an item would cost effectively enhance supply chain 
management and communication, and when appropriate, seek the advice 
of affected communities and users.  This determination should be 
available for review by the milestone decision authority. 

Controlled Inventory 
The DoD employs item accountability, control, and stewardship 
procedures to ensure that assets are protected against waste, loss, 
negligence, unauthorized use, misappropriation, and compromise.24   
Controlled inventory items are those items that are designated as having 
characteristics that require that they be identified, accounted for, 
segregated, or handled in a special manner to ensure their safeguard and 
integrity. They include classified items (require protection in the interest 
of national security); sensitive items (require a high degree of protection 
and control due to statutory requirements or regulations, such as precious 
metals; items of high value, highly technical, or hazardous nature; and 

                                                 
21 DUSD(Logistics & Material Readiness) Memorandum, September 4, 2002, Serialized Item Management 
22 DoD 4140.1-R   
23 Mission essential items that are also controlled inventory items may be excluded if the controlled 
inventory exclusion is also determined to be appropriate. 
24 DoD 4140.1-R   
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small arms); pilferable items (items having a ready resale value or 
application to personal possession, which are especially subject to theft)25; 
and safety controlled items. 
For controlled inventory items, the program/item manager may elect not to 
require IUID for an item that is adequately controlled by other means, 
provided that the item does not qualify for IUID under separate criteria.26  
Before excluding an item from the Controlled Inventory criterion, 
program/item managers shall determine whether controlled inventory 
items are adequately controlled by existing specified inventory controls, 
such as the tracking of lot/batch numbers or enhanced physical security.  
In making this determination, program/item managers must examine the 
controls in place for effectiveness and compliance with other directives, 
search out concurrences for the chosen course of action from among the 
affected communities including users, document the determination and 
make it known to the milestone decision authority.   

OTHER COMPELLING REASONS FOR ITEMS BELOW 
THE $5000 THRESHOLD 

This criterion provides the authority for the requiring activity to specify 
items for unique identification based on other rationale.   Some items that 
are under the $5000 threshold and do not qualify for IUID under the stated 
criteria may benefit from permanent unique identification.  The requiring 
activity that deems it appropriate to provide permanent unique 
identification for items may require IUID.  Government property that will 
be placed in service in the possession of contractors is an example of items 
that should be marked with UIIs at the time of acquisition. 

IUID OF EMBEDDED ITEMS REGARDLESS OF VALUE 
Embedded items include subassemblies, components, or parts that are 
integral to the item being delivered.  The embedded items that are serially 
managed by DoD require IUID.  These items must be listed in the contract 
in order to clearly indicate which items are to be marked.  This criterion is 
applied without regard to the value of the embedded item.   
Each uniquely identified embedded item is contained within a higher 
assembly known as its parent item27.  The parent item of a DoD serially 
managed embedded item is also required to have a UII.  This criterion is 
applied without regard to the value of the parent item. 

                                                 
25 DoD 4100.39-M, Volume 10, Table 61 
26 Controlled inventory items that are also mission essential items may be excluded if the mission essential 
exclusion is also determined to be appropriate.  
27 Parent item means the item assembly, intermediate component, or subassembly that has an embedded 
item with a unique item identifier or DoD recognized IUID equivalent. 
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The supply management and repair concepts for embedded items and 
parent items may dictate that multiple tiers of embedded items and parent 
items are needed for complex systems.   

LEGACY ITEMS IN OPERATIONAL USE AND INVENTORY 
 

Program and item managers will prepare implementation plans for 
implementation of IUID on legacy items in operational use, including 
items undergoing maintenance, repair or overhaul, and in inventory.  Only 
those legacy items determined in these implementation plans to meet the 
IUID criteria specified in Figure 2 above will require UII marking.  All 
Government property in the contractor's possession will require 
assignment and registration of a UII, in accordance with the government 
property accounting rules. 

When applying item unique identification to legacy items already in the 
inventory and operational use28, all items that meet the IUID criteria 
should be assigned a UII and marked.  If serialized items can be uniquely 
identified by their existing serial numbers and marking, virtual unique 
item identifiers (UIIs) can be assigned, based on all qualifying criteria, not 
just DoD serially managed items (see the decision tree in Figure 3). 

A virtual UII enables the database entry of a UII and its associated 
pedigree data, while postponing the physical marking of the legacy item29 
with a two-dimensional data matrix symbol to a more advantageous time 
based on logistic and economic considerations.  In addition to legacy items 
already in the inventory and operational use, DoD resident equipment30 
and spares in the possession of contractors may also be assigned virtual 
UIIs until physical marking of the items is accomplished.  The use of 
virtual UIIs is described in the latest version of the Guidelines for the 
Virtual Unique Item Identifier (UII).31   

 

                                                 
28 This is required by USD(AT&L) Memorandum, dated December 23, 2004, subject: Policy for unique 
identification (UID) of Tangible Personal Property Legacy Items in Inventory and Operational Use, 
Including Government Furnished Property (GFP), available for download at 
http://www.acq.osd.mil/dpap/UID/policy.htm. 
29 Virtual UIIs are not used for new items.  New items must conform to DFARS 252.211-7003. 
30 Resident equipment is government owned property that is usually stationary within a contractor’s 
facility. 
31 This guide is available for download at http://www.acq.osd.mil/dpap/UID/guides.htm.  
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Figure 3. Assigning Virtual Unique Item Identifiers to 
Legacy Items in Operational Use and Inventory 
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Chapter 4 
Determining Uniqueness of Items 

 

DEFINING THE DATA ELEMENTS FOR THE UNIQUE 
ITEM IDENTIFIER 

What is the Unique Item Identifier (UII)? 
The unique item identifier (UII) is defined in two separate contexts: 

1. DoD UII Data Set.  A UII is a set of data elements marked on an item in 
a Data Matrix EC200 symbol that is globally unique and unambiguous. 
For items that are serialized within the enterprise identifier, the UII data 
set includes the data elements of enterprise identifier and a unique serial 
number (Construct #1). For items that are serialized within the part, lot or 
batch number within the enterprise identifier, the UII data set includes the 
data elements of enterprise identifier, the original part, lot or batch 
number, and the serial number (Construct #2).  In addition to the two 
constructs comprising multiple data elements, the UII data set may be a 
fully concatenated UII in a single data element, such as would be defined 
by the use of data qualifiers 25S or UID, or a DoD recognized IUID 
equivalent, such as would be defined by the use of data qualifiers I, 22S, 
8002, 8003, or 8004. 

2. Use.  The generic term, UII, has evolved through usage to mean the 
concatenated UII as a common data base key without regard to the data 
set construct being used.  In this context, the term “UII” may be used to 
designate concatenated UII Constructs #1 and #2, or the DoD recognized 
IUID equivalents of Global Individual Asset Identifier (GIAI), Global 
Returnable Asset Identifier (GRAI) when assets are serialized, Vehicle 
Identification Number (VIN), or Electronic Serial Number ((ESN), for 
cell phones only). 

The Notion of an Enterprise 
The first requirement is enterprise identification. An enterprise is the 
entity responsible for assigning a UII to an item. For purposes of unique 
item identification, an enterprise identifier will define each entity location 
that has its own unique, separate and distinct operation. An enterprise may 
be an entity such as a manufacturer, supplier, depot, program management 
office or a third party. An enterprise identifier is a code uniquely assigned 
to an enterprise by a registered issuing agency. An issuing agency is an 
organization responsible for assigning a non-repeatable identifier to an 
enterprise [e.g., Dun & Bradstreet’s Data Universal Numbering System 
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(DUNS) Number, GS1 Company Prefix (formerly Uniform Code Council 
(UCC)/EAN International (EAN) Company Prefix), Allied Committee 135 
Commercial and Government Entity (NCAGE/CAGE) Number, 
Department of Defense Activity Address Code (DoDAAC), or the Coded 
Representation of the North American Telecommunications Industry 
Manufacturers, Suppliers, and Related Service Companies (ANSI T1.220) 
Number].  

Unique Identification of Items 
The other key aspect of constructing a UII is the unique identification of 
each item that the enterprise produces. Unique item identification depends 
upon a combination of data elements, which is determined by how the 
enterprise serializes items. There are two acceptable methods of 
serialization – (1) Serialization within the enterprise identifier, and (2) 
Serialization within the part, lot or batch number. Serialization within the 
enterprise identifier occurs when each item is assigned a serial number 
that is unique among all the items identified under the enterprise identifier 
and is never used again. The enterprise is responsible for ensuring unique 
serialization within its enterprise identifier. Serialization within the part, 
lot or batch number occurs when each item of a particular part, lot or batch 
number is assigned a unique serial number within the original part, lot or 
batch number assignment. The enterprise is responsible for ensuring 
unique serialization within the original part, lot or batch number.    

Serialization Within the Enterprise Identifier 
For items that are serialized within the enterprise identifier, the 
concatenated UII is a combination of the issuing agency code32, enterprise 
identifier and the serial number, which must be unique within the 
enterprise identifier. The unique serial number within the enterprise 
identifier is a combination of numbers or letters assigned by the enterprise 
(e.g., a manufacturer or vendor) to an item that provides for the 
differentiation of that item from any other like or unlike item and is never 
used again within the enterprise identifier. The data elements of enterprise 
identifier and unique serial number within the enterprise identifier provide 
the permanent identification for the life cycle of the item.33   

                                                 
32 The issuing agency code, or IAC, is that assigned by the Registration Authority for ISO/IEC 15459-2, 
Registration Procedures. The current Registration Authority of ISO/IEC 15459-2 is NEN–Nederlands 
Normalisatie-instituut.  The IAC represents the agency that issued the enterprise identifier. The IAC can be 
derived from the data qualifier for the enterprise identifier and is not marked on the item.   
33 When a UII is encoded in a single data element, such as 25S or UID, the concatenation of the enterprise 
identifier and unique serial number is accomplished prior to encoding. 

                                                65



Determining Uniqueness of Items  

21 

Serialization Within the Part, Lot or Batch 
Number 
For items that are serialized within the part, lot or batch number, the 
concatenated UII is a combination of the issuing agency code, the 
enterprise identifier, the original part, lot or batch number, and the serial 
number. The original part number is a combination of numbers and letters 
assigned by the enterprise (e.g., a manufacturer or vendor) at asset creation 
to a class of items with the same form, fit, function, and interface. Lot or 
batch number means an identifying number assigned by the enterprise to a 
designated group of items, usually referred to as either a lot or a batch, all 
of which were manufactured under identical conditions.  The serial 
number within the part, lot or batch number is a combination of numbers 
and letters assigned by the enterprise (e.g., a manufacturer or vendor) to an 
item that provides for the differentiation of that item from any other like 
item. The data elements of enterprise identifier, original part, lot or batch 
number and serial number within the original part, lot or batch number 
provide the permanent identification for the life cycle of the item.34 

Issuing Agency Codes for Use in Item Unique 
Identification 
Table 3 contains a list of issuing agency codes (IACs). At the current time, 
IACs exist for the six most commonly used enterprise identifiers. These 
IACs are “0 through 9” for the GS1 Company Prefixes assigned by GS135,  
“LB” for ANSI T1.220 numbers, “UN” for the DUNS assigned by Dun & 
Bradstreet, “D” for the CAGE assigned by Allied Committee 135, “LH” 
for the EHIBCC assigned by the European Health Industry Business 
Communications Council, and “LD” for the Department of Defense 
Activity Address Code (DoDAAC). 

  

                                                 
34 Each of the UII’s three component data elements, less the IAC, is separately encoded within the data 
matrix symbol. 
35 GS1 was formerly EAN.UCC.  Both brand names may be encountered in reference to GS1 System 
standards, specifications and related terminology during an indeterminate transition period.  
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Issuing Agency Code Issuing Agency Enterprise Identifier 

0 - 9 GS1 Global Office36 GS1 Company Prefix 

LB Telcordia 
Technologies, Inc 

ANSI T1.220 

UN Dun & Bradstreet DUNS 

D Allied Committee 135 CAGE 

LH European Health 
Industry Business 
Communications 

Council 

EHIBCC 

LD Department of 
Defense 

DoDAAC 

Table 3.  Issuing Agency Codes 
 

INCLUDING UNIQUE ITEM IDENTIFIER (UII) DATA 
ELEMENTS ON AN ITEM  

Derivation of the Concatenated UII 
The concatenated UII for an item can be derived from the data elements 
included on the item by using a business rule (See Appendix C). The 
automatic identification technology (AIT) device37 machine-reads the data 
elements on the item and can output the concatenated38 UII. Therefore, it 
is not necessary to include the concatenated UII on the item as a separate 
data element. It is only required that the data elements required to derive 
the concatenated UII (enterprise identifier, serial number and, for 
Construct #2 additionally, original part, lot or batch number) be included 
on each item.39  The UII component data elements, at a minimum, shall be 
contained in a Data Matrix ECC 200 symbol encoded in the syntax of 

                                                 
36 Formerly EAN-International. 
37 Such devices are readers, scanners and interrogators. 
38 Concatenate means to link together in a series or chain. 
39 Specific data qualifiers are permitted for concatenated UIIs in a single data element.  See Appendix D, 
Table 5. 
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ISO/IEC 15434 and using the semantics of ISO/IEC 1541840 or ATA 
Common Support Data Dictionary (CSDD).  Data may also be contained 
in human-readable information and/or other AIT media (e.g., contact 
memory buttons, linear bar codes, radio frequency identification, etc.) in 
addition to the Data Matrix ECC 200 symbol.  Table 4 shows how the UII 
is constructed from the data elements placed on the item and the business 
rule. When deriving the concatenated UII, the data qualifiers are omitted 
from the concatenated UII. 

 
 

 
Table 4. Unique Item Identifier (UII) Construct Business Rule 

 
Thus, there are two constructs for determining the concatenated UII for an 
item, depending upon whether the enterprise serializes items within the 
enterprise identifier or within the original part, lot or batch number. 
Although not used to determine the concatenated UII, other data elements, 
such as the current part number, may also be placed on the item. It may be 
beneficial for an enterprise to select one of the two constructs for 

                                                 
40 See Appendix D, The Mechanics of Unique Item Identification, for a detailed explanation of encoding 
the Data Matrix.  The full titles of the standards are: ISO/IEC International Standard 15434, Information 
Technology–Syntax for High Capacity Automatic Data Capture Media and ISO/IEC International Standard 
15418, Information Technology–EAN/UCC Application Identifiers and FACT Data Identifiers and 
Maintenance (Note that ISO/IEC 15418 refers the user to ANS MH10.8.2 for technical content.) 
. 
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exclusive use, rather than attempting to use both constructs within the 
same enterprise identifier. 

Concatenated UII Derivation Process 
Figure 4 depicts how the UII for an item is derived and the business rule 
for generating the UII from the data elements placed on the item41. The 
AIT reader device will machine-read the data elements and output the 
concatenated UII for onward transmission to the appropriate automated 
information system (AIS). The decisions of which construct to use (see 
Table 4) to uniquely identify items, and use of the data qualifiers and 
associated business rules, are made by the enterprise assigning 
serialization to the item.  

 
 

 
Figure 4. Concatenated UII Determination Process 

                                                 
41 The identification of the agency issuing the enterprise identifier, or the issuing agency code (IAC), is 
derived by the AIT device from the data qualifier for the enterprise identifier. The IAC is not placed on the 
item. 
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Deciding Where to Place Data Elements for Item 
Unique Identification on Items 
The UII data elements (enterprise identifier, serial number and, for 
Construct #2 only, original part, lot or batch number) will be placed on 
qualifying items in accordance with the standard practice of MIL-STD-
130, Identification Marking of U.S. Military Property. Commercial-off-
the-shelf items that qualify for IUID marking, which are incorporated into 
end items, will be marked so that a concatenated UII can be derived. 

DOD IUID EQUIVALENTS 
Generally, a commercial identifier can be considered for use as a DoD 
IUID equivalent42 if it meets these criteria: (1) Must contain an enterprise 
identifier, (2) Must uniquely identify an individual item within an 
enterprise identifier, product or part, lot or batch number, (3) Must have an 
existing Data Identifier (DI) or Application Identifier (AI) listed in ANS 
MH10.8.2, Data Identifier and Application Identifier Standard.  In 
addition, the item marks must comply with Business Rule #14 for Data 
Matrix ECC 200 symbol marking and Business Rule #17 which requires 
that DoD IUID equivalents comply with the IUID minimum data carrier 
requirements.   
 
The DoD recognizes four commercial unique identifiers as item unique 
identification equivalents.  They are: 

1. Global Individual Asset Identifier (GIAI) for serially-managed 
assets. 

2. Global Returnable Asset Identifier (GRAI) for returnable assets 
which must contain a unique serial number for DoD IUID 
equivalent application.  Other variations of the GRAI are 
unacceptable. 

3. ISO Vehicle Identification Number (VIN) for vehicles. 
4. Electronic Serial Number (ESN) for cellular telephones only. 

Compliant Unique Item Identifier 
For DoD purposes, a compliant UII is either a Construct #1, Construct #2, 
Global Individual Asset Identifier (GIAI), Global Returnable Asset 
Identifier43 (GRAI), Vehicle Identification Number (VIN), or Electronic 
Serial Number ((ESN), for cell phones only), whose data element(s) are 
encoded in a Data Matrix ECC200 symbol using the ISO/IEC 15434 
syntax with ISO/IEC 15418 or ATA CSDD semantics. 

                                                 
42 Subject to DoD approval. 
43 The Global Returnable Asset Identifier (GRAI) must contain a unique serial number for DoD IUID 
equivalent application.  Other variations of the GRAI are unacceptable for IUID. 
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Considerations for Suppliers 
The implementation of IUID requirements means that qualifying items 
must be marked with machine-readable information (MRI).  The 
Government requiring activity determines an item qualifies for unique 
identification if it meets the requirements of DFARS 211.274, Item 
Identification and Valuation.  The Government requiring activity identifies 
these qualifying items in paragraph (c)(1) of DFARS Clause 252.211-
7003.  The supplier shall place UII data elements (enterprise identifier, 
serial number and, for serialization within the part, lot or batch number 
only, original part, lot or batch number) in MRI media on items requiring 
marking, based on the criteria provided in the latest revision of MIL-STD-
130, Identification Marking of U.S. Military Property.  The DoD 
minimum MRI requirement is the Data Matrix ECC200 symbol.  It is to be 
applied either through labeling or direct part marking. 
 
The implementation of part marking to uniquely identify items with MRI 
may require changes in the supplier’s manufacturing and maintenance 
processes if these processes have not already been enabled to mark items 
with MRI.  If item designs are final and do not enable MRI marking, 
changes to enable MRI marking must be incorporated in the engineering 
drawings and technical data that define the item44.  Figure 5 illustrates 
some considerations faced by suppliers in developing a compliant 
approach to DoD IUID requirements using MRI part marking. 
 

                                                 
44 For guidelines on engineering and technical documentation changes to support IUID, see the latest 
version of the Guidelines for Engineering, Manufacturing and Maintenance Documentation Requirements 
for Item Unique Identification (IUID) Implementation, at http://www.acq.osd.mil/dpap/UID/guides.htm. 
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Figure 5. Supplier Considerations in Machine-Readable Information Part 
Marking 

 

Deciding When to Place Data Elements on the 
Item to Derive the Unique Item Identifier  
Strategies that produce the greatest business advantage for the items at the 
lowest cost and in the shortest possible time should be considered. The 
question of how this could be done leads to a conclusion that the probable 
scenario would be a mixture of vendor-applied-at-source, opportunity-
based, seek-and-apply, and gated strategies45. Requiring vendor-applied-
at-source on future contracts for new equipment, major modifications, and 
reprocurements of end items and spares is important for sustainment, but 
has limited impact on a retrospective application program. 

Vendor-Applied-at-Source 
Vendor-applied-at-source provides a relatively cheap and unobtrusive 
application option for future purchases; however, it will not provide the 
speed of response necessary to successfully implement a retrospective 
application program for legacy items.  

                                                 
45 See Ronald W. Durant and Owen R. Thompson, “Concept of Operations for AIT in an Automated 
Maintenance Environment for Army Weapon Systems”, Executive Summary and Report (Volume 2), 
AR130T1, March 2002.  
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Opportunity-Based Item Application 
Opportunity-based, or trigger event, item application can be done in the 
field or factory, wherever it is convenient to gain access to items either on 
an end item or available in a storage facility. Projected situations or 
processes where a trigger event occurs include, but not limited to: 
 

(a) Change in location where the item is taken out of service at one 
accountable entity and moved to another accountable entity to begin 
service.  The item may be marked during this movement process either 
at the origin or destination, depending on the availability of marking 
equipment. 
  
(b) Change in status where the item is taken out of service and placed 
in maintenance or returned to inventory.  Maintenance status may 
include phase maintenance, scheduled servicing, depot rebuild or 
overhaul processes, and work-order processes during modification.  
The item should be marked while in maintenance or upon receipt at the 
inventory point.46 

 
(c) Change in program where the item is shifted from control of one 
program to another program.  The item may be marked by either the 
losing or gaining program upon the transfer of accountability.47 

 
(d) Change in organizational alignment where the item is moved from 
the custody of one organization to the custody of another organization, 
such as transfer of Government property from the custodian back to 
the DoD.  The item should be marked by the organization that is losing 
custody, unless there is a previous agreement with the receiving 
organization. 

 

Seek-and-Apply 
The seek-and-apply strategy can be used for particular items held within 
service, either at the end item or in storage. This strategy is dependent on 
establishing the location and availability of items before deployment of 
application equipment and teams. The location of items can be determined 
through the supply chain management information systems and inventory 
control systems. This approach is dependent upon good legacy data, and 
will demand greater overhead of coordinated effort to effect access to the 
assets. By concentrating application efforts, the advantage is faster 
fielding of configuration management for specific items. 

                                                 
46 This also applies to contractual maintenance arrangements; but it does not apply to normal contractor 
maintenance and calibration efforts. 
47 This does not apply if the item is under control and accountability of the same entity. 
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Gated 
The interception of items as they transit specific gates within the supply 
chain can ensure no item enters service without the data elements needed 
to construct a unique identification. Having identified an item at the gate 
which requires a unique identification, the situation can be resolved by 
either diverting the item back to the sender for application, provision of an 
application capability at the specific supply gate, or diversion of the item 
to a centralized application facility. 
 

USE OF THE UNIQUE ITEM IDENTIFIERS IN 
AUTOMATED INFORMATION SYSTEMS  

In the Service or Agency material management and supporting automated 
information systems (AISs) (developed or maintained in compliance with 
BEA requirements), once the concatenated unique item identifier (UII) is 
created from the separate data elements placed on the item, the 
concatenated UII shall not be parsed to determine the original elements, 
since parsing and recombination of the elements will invariably result in 
the introduction of errors in the concatenated UII; however the 
concatenated UII, the enterprise identifier, the serial number and, in the 
case of Construct #2, the original part, lot or batch number will be 
captured separately at the time of initial Government receipt  and 
acceptance. The concatenated UII shall be a common data element for 
item traceability in all computational functions including inventory 
acceptance, item accountability, storage, issue, receipt, valuation, 
maintenance, and disposal.  

ROLES AND RESPONSIBILITIES FOR PROPERTY 
RECORDS 

DoD Instruction 5000.6448 provides a comprehensive framework for DoD 
property accountability policies, procedures, and practices; and assists 
DoD property managers, accounting and financial officers, and other 
officials in understanding their roles and responsibilities relating to 
property accountability. It establishes accountability policy for property, 
plant, and equipment (PP&E); and contains concepts useful for asset 
management throughout the Department, particularly for property in the 
possession of individual military units and end-users. Section 5.3 
addresses accountability records. It excludes property and materiel for 

                                                 
48It integrates the broad requirements of the Federal Property and Administrative Services Act of 1949, as 
amended (Act of 30 June 1949, 63 Stat. 372), and the Chief Financial Officers (CFO) Act of 1990 into an 
overarching property accountability policy. Complements the accounting and financial reporting 
requirements contained in DoD 7000.14-R. 
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which accountability and inventory control requirements are prescribed in 
DoD 4140.1-R and DoD 4000.25-2-M.49 
 

                                                 
49 Military Standard Transaction Reporting and Accounting Procedures (MILSTRAP). 
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Appendix A - Definitions 
 

Key Definitions 
 

Word or Phrase Definition Source 

Automatic 
identification 
device 

A device, such as a reader or interrogator, 
used to retrieve data encoded on machine-
readable media. 

DFARS 252.211-7003

Compliant 
unique item 
identifier 

For DoD purposes, a compliant UII is either 
a Construct #1, Construct #2, Global 
Individual Asset Identifier (GIAI), Global 
Returnable Asset Identifier50 (GRAI), 
Vehicle Identification Number (VIN), or 
Electronic Serial Number ((ESN), for cell 
phones only), all of which have their data 
elements encoded in a data matrix in the 
ISO/IEC 15434 syntax with ISO/IEC 15418 
or ATA CSDD semantics.  

DoD Guide to Uniquely 
Identifying Items 

Concatenate To link together in a series or chain.  Merriam-Webster Online 
Dictionary 

Concatenated 
unique item 
identifier 

1. For items that are serialized within the 
enterprise identifier, the linking together of 
the unique item identifier data elements in 
order of the issuing agency code, enterprise 
identifier, and unique serial number within 
the enterprise identifier; or 
2. For items that are serialized within the 
original part, lot or batch number, the 
linking together of the unique item 
identifier data elements in order of the 
issuing agency code, enterprise identifier, 
original part, lot or batch number, and 
serial number within the original part, lot or 
batch number. 

DFARS 252.211-7003

                                                 
50 The Global Returnable Asset Identifier (GRAI) must contain a unique serial number for DoD IUID 
equivalent application.  Other variations of the GRAI are unacceptable for IUID. 
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Word or Phrase Definition Source 

Controlled 
inventory 

Those items that are designated as having 
characteristics that require that they be 
identified, accounted for, segregated, or 
handled in a special manner to ensure their 
safeguard and integrity. Includes classified 
items (require protection in the interest of 
national security), sensitive items (require a 
high degree of protection and control due to 
statutory requirements or regulations, such 
as precious metals; items of high value, 
highly technical, or hazardous nature; and 
small arms), and pilferable items (items 
having a ready resale value or application to 
personal possession, which are especially 
subject to theft) (See DoD 4100.39-M, 
Volume 10, Table 61); and safety controlled 
items. 

DoD 4140.1-R

DoD 4100.39-M

Custodian The enterprise that has stewardship 
accountability of an item, i.e., responsibility 
for the control of, transfer and movement 
of, and access to, equipment and material. 
Custody also includes the maintenance of 
accountability for equipment and material.  

Based on the definition of 
“custody” from the JCS DoD 
Dictionary 

Data carrier The medium selected to record, transport or 
communicate data.  For item unique 
identification purposes, the data carrier is 
the Data Matrix symbol. 

The American Heritage 
Dictionary 
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Word or Phrase Definition Source 

Data Matrix A two-dimensional matrix symbology 
containing dark and light square data 
modules. It has a finder pattern of two solid 
lines and two alternating dark and light lines 
on the perimeter of the symbol. A two-
dimensional imaging device such as a 
charge-coupled device camera is necessary 
to scan the symbology. Data Matrix is 
designed with a fixed level of error 
correction capability. It supports industry 
standard escape sequences to define 
international code pages and special 
encodation schemes. Data Matrix is used for 
item marking applications using a wide 
variety of printing and marking 
technologies.  The data matrix symbol looks 
like this: 

The Data Matrix ECC 200 which uses 
Reed-Solomon error correction is the 
specified symbol for UII. 

ISO/IEC 16022 Information 
technology - International 
Symbology Specification - 
Data Matrix 

Data qualifier A specified character (or string of 
characters) that immediately precedes a 
data field that defines the general category 
or intended use of the data that follows. 

DFARS 252.211-7003

DoD item 
unique 
identification51 

A system of marking items delivered to the 
Department of Defense with unique item 
identifiers that have machine-readable data 
elements to distinguish an item from all 
other like and unlike items. Items are 
marked with a Data Matrix, the contents of 
which are encoded in the syntax of ISO/IEC 
15434 and the semantics of ISO/IEC 15418 
or the ATA CSDD52.  The Data Matrix 
contents may be either a Unique Item 
Identifier (Construct #1 or Construct #2) or 
a DoD recognized IUID equivalent. 

DFARS 252.211-7003

                                                 
51 Formerly known as DoD unique item identification. 
52 Text Element Identifiers are taken from the Air Transport Association Common Support Data 
Dictionary. 
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Word or Phrase Definition Source 

DoD serially 
managed items 

Includes reparable items down to and 
including sub-component reparable unit 
level; life-limited, time-controlled, or items 
requiring records (e.g., logbooks, 
aeronautical equipment service records, 
etc.); and items that require technical 
directive tracking at the part level. 
 
A distinction must be made between 
“serialized items” and “DoD serially 
managed” items.  While DoD may use an 
item that has been serialized by the 
manufacturer, DoD may not manage the 
item by means of its serial number.  When 
DoD elects to serially manage an item it 
becomes "DoD serially managed".   This 
means it is a tangible item used by DoD, 
which is designated by a DoD, or Service 
Item Manager to be uniquely tracked, 
controlled or managed in maintenance, 
repair and/or supply by means of its serial 
number53 

DUSD (Logistics & Material 
Readiness) Memorandum, 
September 4, 2002, Serialized 
Item Management 

DoD recognized 
unique 
identification 
equivalent 

A unique identification method for items 
that is in commercial use and has been 
recognized by DoD.  The IUID equivalents 
are the Global Individual Asset Identifier 
(GIAI), Global Returnable Asset 
Identifier54 (GRAI), Vehicle Identification 
Number (VIN), and Electronic Serial 
Number ((ESN), for cell phones only).  
While the constructs are equivalent, they 
must be placed on the items in a Data 
Matrix ECC 200 symbol encoded with ISO 
15434 syntax and semantics of ISO 15418 
in order to be compliant with DoD IUID 
policy. 

DFARS 252.211-7003

Enterprise The entity (e.g., a manufacturer or vendor) 
responsible for assigning unique item 
identifiers to items. 

DFARS 252.211-7003

                                                 
53 A serial number is an assigned combination of numbers and/or letters to an item instance that separately 
identifies that item instance from all others. 
54 The Global Returnable Asset Identifier (GRAI) must contain a unique serial number for DoD IUID 
equivalent application.  Other variations of the GRAI are unacceptable for IUID. 
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Word or Phrase Definition Source 

Enterprise 
identifier 

A code that is uniquely assigned to an 
enterprise by a registered issuing agency. DFARS 252.211-7003

Equipment A tangible article of personal property that 
is complete in-and-of itself, durable, 
nonexpendable, and needed for the 
performance of a contract.  Equipment 
generally has an expected service life of one 
year or more, and does not ordinarily lose 
its identity or become a component part of 
another article when put into use. 

Includes military equipment, support 
equipment, general-purpose equipment, 
special test equipment, and special tooling.  
Includes Class VII, Major End Items, a final 
combination of end products that is ready 
for its intended use, that is, launchers, tanks, 
mobile machine shop, and vehicles, etc. It 
does not include real property, reparables, 
consumables or materials. 

DoD 4140.1-R

Innate 
serialized 
identity 

The essential inherent data elements that 
are physically and permanently placed on 
an item at original manufacture, subsequent 
overhaul, or during operations to 
distinguish it from all other like items, 
which can be read from either a human or 
machine-readable format.  For contractors 
with possession of Government property, 
this may be the asset identification number 
they use to track the item. 

Adapted from the definition 
of “innate” and “serial” in the 
American Heritage 
Dictionary and the definition 
of “unique item identifier” 
listed below.  

Issuing agency An organization responsible for assigning a 
non-repeatable identifier to an enterprise 
(i.e., Dun & Bradstreet's Data Universal 
Numbering System (DUNS) Number, GS1 
(formerly Uniform Code Council 
(UCC)/EAN International (EAN)) 
Company Prefix, or Allied Committee 135 
Commercial and Government Entity 
(NCAGE/CAGE) Code). 

DFARS 252.211-7003

Issuing agency 
code 

A code that designates an agency with 
authority to issue unique enterprise 
identifiers. 

DFARS 252.211-7003
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Word or Phrase Definition Source 

Item A single hardware article or unit formed by 
a grouping of subassemblies, components, 
or constituent parts.  

DFARS 252.211-7003

Item essentiality A measure of an item's military worth in 
terms of how its failure (if a replacement is 
not immediately available) would affect the 
ability of a weapon system, end item, or 
organization to perform its intended 
functions. 

DoD 4140.1-R

AP1.1.65

Item 
identification 

Sufficient data to establish the essential 
characteristics of an item that give the item 
its unique character and differentiate it from 
other supply items. 

DoD 4140.1-R

AP1.1.66

Legacy items DoD-owned items and end items that have 
already been produced and deployed for 
use, or that have been produced and placed 
in inventory or storage pending issue for 
use. 

USD (AT&L) Memorandum, 
dated 23 Dec 04, Policy for 
Unique Identification (UID) 
of Tangible Personal Property 
Legacy Items in Inventory 
and Operational Use, 
Including Government 
Furnished Property (GFP)  

Lot/Batch 
number 

An identifying number assigned by the 
enterprise to a designated group of items, 
usually referred to as either a lot or a batch, 
all of which were manufactured under 
identical conditions.   

DFARS 252.211-7003

Machine-
readable media 

An automatic information technology 
media, such as bar codes, contact memory 
buttons, radio frequency identification, or 
optical memory cards. 

DFARS 252.211-7003

Marking The application of legible numbers, letters, 
labels, tags, symbols, or colors to ensure 
proper handling and identification during 
shipment and storage.  

DoD 4140.1-R

Military 
Mission 
Essentiality 

A code indicating the composite effect of an 
item on the overall military mission based 
on the most critical significant application 
of the item.  It shall be used in determining 
resource allocations, determining degree of 
management intensity, and communicating 
essentiality among the DoD Components.  

DoD 4140.1-R
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Word or Phrase Definition Source 

Operating 
materials and 
supplies 

Personal property to be consumed in normal 
operations. Excluded are (a) goods that have 
been acquired for use in constructing real 
property, (b) stockpile materials, and (c) 
inventory. (See FMR, Volume 4, Chapter 4, 
Operating Materials and Supplies and 
Stockpile Materials, January 1995.) 

DoD 7000.14-R

Original part 
number 

A combination of numbers or letters 
assigned by the enterprise at asset creation 
to a class of items with the same form, fit, 
function, and interface. 

DFARS 252.211-7003

Parent item The item assembly, intermediate component 
or subassembly that has an embedded item 
with a unique item identifier or DoD 
recognized unique identification equivalent.  

DFARS 252.211-7003

Personal 
property 

Property of any kind or any interest therein, 
except real property. JCS DoD Dictionary

Pilferable items Items that have a ready resale value or 
application to personal possession and that 
are, therefore, especially subject to theft. 
(See DoD 4100.39-M, Volume 10, Table 
61) 

DoDI 5000.64

E2.1.12.3

DoD 4100.39-M

Property 
accountability 
record 

The official record of personal property, 
including inventory, owned by the 
Department that is maintained to identify 
the quantities of items on-hand, unit prices, 
locations, physical condition, receipt and 
issue records, authorized stock numbers, 
item descriptions, and other such 
information necessary to properly account 
for materiel and exercise other inventory 
management responsibilities. 

DoD 4140.1R 

AP1.1.111

Registration 
authority 

Refers to the Nederlands Normalisatie-
instituut (NEN), Registration Authority for 
ISO/IEC 15459, which is responsible for 
assigning codes to issuing agencies with 
conforming systems for issuance of unique 
enterprise identifiers. 

DFARS 252.211-7003

ISO/IEC 15459
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Word or Phrase Definition Source 

Sensitive items Items that require a high degree of 
protection and control due to statutory 
requirements or regulations, such as 
narcotics and drug abuse items; precious 
metals; items that are of a high value, highly 
technical, or a hazardous nature; and small 
arms, ammunition, explosives, and 
demolition material.  (See DoD 4100.39-M, 
Volume 10, Table 61) 

DoDI 5000.64 

E2.1.12.2

Serialization 
within the 
enterprise 
identifier 

Each item produced is assigned a serial 
number that is unique among all the 
tangible items produced by the enterprise 
and is never used again. The enterprise is 
responsible for ensuring unique 
serialization within the enterprise identifier. 

DFARS 252.211-7003

Serialization 
within the part, 
lot or batch 
number 

Each item of a particular part, lot or batch 
number is assigned a unique serial number 
within that part, lot or batch number 
assignment. The enterprise is responsible 
for ensuring unique serialization within the 
part, lot or batch number within the 
enterprise identifier. 

DFARS 252.211-7003
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Word or Phrase Definition Source 

Unique item 
identifier 

The unique item identifier (UII) is defined 
in two separate contexts: 

1. DoD UII Data Set.  A UII is a set of data 
elements marked on an item that is globally 
unique and unambiguous. For items that are 
serialized within the enterprise identifier, 
the UII data set includes the data elements 
of enterprise identifier and a unique serial 
number (Construct #1). For items that are 
serialized within the part, lot or batch 
number within the enterprise identifier, the 
UII data set includes the data elements of 
enterprise identifier, the original part, lot or 
batch number, and the serial number 
(Construct #2). 

2. Use.  The generic term, UII, has evolved 
through usage to mean the concatenated 
UII as a common data base key without 
regard to the data set construct being used.  
In this context, the term “UII” may be used 
to designate concatenated UII Constructs 
#1 and #2, or the DoD recognized IUID 
equivalents of Global Individual Asset 
Identifier (GIAI), Global Returnable Asset 
Identifier (GRAI), Vehicle Identification 
Number (VIN), or Electronic Serial 
Number ((ESN), for cell phones only). 

DFARS 252.211-7003

Unique item 
identifier type 

A designator to indicate which method of 
uniquely identifying a part has been used. 
The current list of accepted unique item 
identifier types is maintained at 
http://www.acq.osd.mil/dpap/UID. 

DFARS 252.211-7003

Unit acquisition 
cost 

1. For fixed-price type line, subline, or 
exhibit line items, the unit price identified 
in the contract at the time of delivery; and 
2. For cost-type line, subline, or exhibit 
line items, the Contractor's estimated fully 
burdened unit cost to the Government for 
each item at the time of delivery. 

DFARS 252.211-7003

Virtual unique 
item identifier 

The UII data elements for an item that have 
been captured in a database, but not yet 
physically marked on the item. 

DoD Guide to Virtual Unique 
Item Identifiers, 29 Dec 04 
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Appendix B - Where Does the Guidance 
Exist Today? 
 
 

 
Document Reference Document Name 

DFARS 252.211-7003 Defense Federal Acquisition Regulation Supplement 
MIL-STD-129 Military Marking for Shipment & Storage 
MIL-STD-130 Identification Marking of US Military Property 
DoD 4140.1-R DoD Supply Chain Material Management Regulation 
DoDI 5000.2 Operation of the Defense Acquisition System 
DoDI 5000.64 Defense Property Accountability 
DoD 7000.14-R Financial Management Regulations 
CJCSI 3170.1C Requirements Generation System 
DCMA One Book DCMA reference material for contractors 
DoD MIL-HDBK-61A (SE) Configuration Management Guidance 
EIA Standard 836 Configuration Management Data Exchange & 

Interoperability 
ANSI/EIA 649 National Consensus Standard for Configuration 

Management 
ISO/IEC 15418 Information technology—EAN/UCC Application 

Identifiers and FACT Data Identifiers and Maintenance 
ISO/IEC 15434 Information technology—Transfer Syntax for High 

Capacity ADC Media 
ISO/IEC 15459-2  Information technology—Part 2: Registration 

Procedures 
ISO/IEC 16022 Information technology—International symbology 

specification — Data Matrix 
ISO/IEC 15415 Information technology—Automatic identification and 

data capture techniques—Bar code print quality test 
specification — Two-dimensional symbols 

SAE AS9132 Data Matrix (2D) Coding Quality Requirements for 
Parts Marking 

ATA CSDD Common Support Data Dictionary 
ANS MH10.8.2 Data Identifier and Application Identifier Standard  
These documents may have been revised since publication of this guide.  Check for the 
latest version of the reference. 
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Appendix C - Business Rules (Version 3.5c) 
 

WHAT ARE BUSINESS RULES? 
A Business Rule is a statement that defines or constrains some aspect of 
the business. It is intended to assert business structure or to control or 
influence the behavior of the business. Typical Business Rules include 
definitions of terms, facts relating terms to each other, constraints, and 
derivations. 
 

IUID BUSINESS RULES 
The following section includes the Business Rules for IUID. The Business 
Rules for IUID are divided into the following implementation categories: 
 

• Contracts and Administration 

• Accounting and Finance 

• Unique Item Identifier (UII) Construction and Physical 
Marking for: 

o Items considered part of a new solicitation after 
January 1, 2004 (i.e., New Items) 

o Items existing under contract, in operational use, or 
in inventory (i.e., Legacy Items) 

o Items considered tangible personal property owned 
by the Government in possession of a contractor 
after January 1, 2005 (i.e., Property Management 
Items) 

• Automated Information System (AIS) Technical Interface 

 
As the IUID implementation progresses, the UID Joint Requirements 
Implementation Board (JRIB) fully anticipates that there will be additions 
to these Business Rules and possibly slight modifications. The IUID 
Business Rules should be considered a work in progress that may not be 
finalized until the IUID effort is fully implemented. 
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CONTRACTS AND ADMINISTRATION  
1. Within the same Contract Line Item Number (CLIN), there is no need for a 

contractor to segregate the same items delivered against different Accounting 
Classification Reference Numbers (ACRN). 

2. For FAR Part 12 contracts and subcontracts:   

o The Government can mark the item, or 

o The Government can request the contractor mark the item. 

3. Foreign Military Sales (FMS) contracts are not exempt from IUID.   

UII CONSTRUCTION AND PHYSICAL MARKING 

Items considered part of a new solicitation  
Creating and Generating the Concatenated Unique Item Identifier  

 

1. The concatenated UII shall be derived from its discrete, component data elements. 
The concatenated UII is not required to be marked on the item as a separate data 
element.   

2. If the enterprise chooses to mark the concatenated UII as a discrete data element 
on the item, the component data elements must also be marked on the item as 
discrete data elements, in addition to the concatenated UII. 

3. Data qualifiers (semantics) will define each machine-readable data element 
marked on the item.55 

4. If an enterprise serializes items within the enterprise identifier, the concatenated 
UII shall be derived by combining the following data elements, in order: 

• The issuing agency code (IAC), which shall be derived from the data 
qualifier for the enterprise identifier if it is not already provided56 

• The enterprise identifier, which shall be marked on the item 

• The serial number, which shall be marked on the item  
(Note: This is referred to as UII Construct #1.) 

5. If an enterprise serializes items within original part, lot or batch numbers, the 
concatenated UII shall be derived by combining the following data elements, in 
order: 

                                                 
55 See the DoD Guide to Uniquely Identifying Items (Appendix D) for a list of IUID data qualifiers. 
56 Enterprise identifiers that are assigned by GS1 contain the IAC prefix.  The IAC should not be repeated 
when forming the concatenated UII. 
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• The IAC, which shall be derived from the data qualifier for the enterprise 
identifier if it is not already provided57 

• The enterprise identifier, which shall be marked on the item 

• The original part, lot or batch number, which shall be marked on the item 

• The serial number, which shall be marked on the item  
(Note: This is referred to as UII Construct #2.) 

6. The IAC shall be derived from the data qualifier for the enterprise identifier if it is 
not already provided58.  The IAC is not required to be separately marked on the 
item.59 

7. A specific set of data qualifiers will identify which UII Construct should be used 
to build the concatenated UII or if the concatenated UII is already marked on the 
item.60 

8. If UII Construct #2 is used, the enterprise must maintain the original part number 
on the item for the life of the item.  

9. The enterprise is responsible for ensuring that the serial number is unique within 
the enterprise identifier (for UII Construct #1) or unique within the original part, 
lot or batch number (for UII Construct #2). 

10. The enterprise is responsible for ensuring that the original part number is not 
duplicated within the enterprise.  If the lot /batch number is used to create the UII 
then the combination of the lot/batch and serial number must be unique within the 
enterprise. 

11. The concatenated UII will not change over the life of the item.  Therefore, the 
component data elements of the concatenated UII will not change over the life of 
the item. 

12. The enterprise identifier of the enterprise that assigned the serial number to the 
item is the only enterprise identifier in the UII machine-readable code that can use 
a UII data qualifier for enterprise identifier.  Other enterprise identifiers may be 
contained within the machine-readable code as long as they do not use an EID 
data qualifier from Table 5.  

13. Data elements not required to construct the concatenated UII shall remain discrete 
but may be contained within the same mark or media as the UII-required 
elements, as long as all the data elements contained in the mark or media are 
properly identified with a data qualifier.  The UII data elements should appear 
first in the sequence. 

14. The UII component data elements, at a minimum, shall be contained in a Data 
Matrix ECC 200 symbol, as required by the latest revision of MIL-STD-130.61  

                                                 
57 See footnote 56. 
58 See footnote 56.  
59 See the DoD Guide to Uniquely Identifying Items (Table 3) for a list of IACs. 
60 See the DoD Guide to Uniquely Identifying Items (Appendix D) for more details on these data qualifiers. 
61 See MIL-STD-130 for additional information on DoD-approved data carriers. 
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Data may also be contained in human-readable information and/or other AIT 
media (e.g., contact memory buttons, linear bar codes, radio frequency 
identification, etc.) in addition to the Data Matrix.  The physical marks that 
contain the UII-required elements shall remain legible until the item is destroyed.  

15. Where space is available, human readable information for UII data elements 
should be marked on the item.  

16. High capacity Automatic Identification Technology (AIT) media shall utilize 
DoD-accepted syntax. 

17. There are identification numbers used in the commercial sector that will be 
considered IUID equivalents.  IUID equivalents shall comply with the IUID 
Business Rule #14 for minimum data carrier requirements.62 

Parent-Child Relationships 
 

18. DFARS 211.274-2(a)(4) requires the unique identification, regardless of value, of 
(i) any DoD serially managed subassembly, component, or part embedded within 
a delivered item and, (ii) the parent item that contains the embedded subassembly, 
component or part.  For purposes of complying with this requirement, the parent 
item for the embedded item UII or DoD recognized IUID equivalent will be the 
higher assembly, intermediate component or subassembly that is itself DoD 
serially managed. 

Metadata Requirements  
 

19. The concatenated UII is a non-parsable field, not to exceed 78 characters in 
length. Overhead characters, such as syntax and data qualifiers, are eliminated 
from the string when the concatenated UII is constructed.  The source protocols 
for specific data qualifiers may be more restrictive than the allowable field lengths 
of these rules.  Refer to ANS MH 10.8.2 for AIs and DIs, and to ATA CSDD for 
TEIs, for specific limitations on field lengths and usage.63 

• The IAC string of characters will not exceed 3 characters. 

• The enterprise identifier string of characters will not exceed 13 characters, 
excluding the data qualifier. 

• The original part, lot or batch number string of characters (including 
special characters) will not exceed 32 characters, excluding the data 
qualifier. 

                                                 
62 See the DoD Guide to Uniquely Identifying Items for a list of approved IUID equivalents. 
63 For example, serial number strings are not to exceed 30 characters however DI S is unlimited in field 
length, AI 21 is limited to 20 characters, and TEI SER is limited to 15 characters in accordance with their 
respective protocols. 
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• The serial number string of characters (including special characters) will 
not exceed 30 characters, excluding the data qualifier.64 

• The sum of the maximum number of characters for possible concatenated 
UII data elements is 78.  The use of shorter field lengths is encouraged for 
original part, lot or batch numbers and serial numbers where feasible. 

20. The concatenated UII string of data must have worldwide uniqueness (non-
repeatable).  

21. When constructing the concatenated UII: 

• Any spaces contained in the component data elements will be deleted 

• All special characters will be deleted from the enterprise identifier 

• All special characters, except for dashes (-) and forward slashes (/) will be 
deleted from the original part number and serial number 

• The concatenated UII may only contain uppercase English alphabet 
characters A through Z, numeric characters 0 through 9, and the special 
characters “-” and “/” 

Capturing the Unique Item Identifier 
 

22. For activities after initial delivery, in support of the product life cycle, any entity 
that collects data about the item must be capable of associating the data with the 
concatenated UII in accordance with program requirements. 

23. If the UII data matrix symbol is unreadable and other AIT media is present, these 
can be used in a back-up mode to derive the UII. If only the human readable data 
qualifiers and data elements are adjacent to the symbol, the data elements shall be 
manually input to derive the concatenated UII using existing Business Rules.  

24. Discovery of a duplicate concatenated UII will occur when the Government 
attempts to register the concatenated UII in the IUID Registry.  If a true duplicate 
exists, the Government will work with the appropriate enterprise(s) to resolve the 
duplication.  

25. In a database, once the concatenated UII is derived, it shall not be parsed to 
determine the original elements. 

26.  A database shall be capable of using the concatenated UII or the combination of 
its component data elements to retrieve the data record associated with the item 
represented by the concatenated UII. 

 

                                                 
64 Leading zeroes in serial numbers are significant characters in the serial number string and in the 
concatenated UII.  Avoiding the use of leading zeroes when creating serial numbers may preclude errors in 
data entry or data processing applications that do not recognize significant leading zeroes. 
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Using the Unique Item Identifier  
 

27. The concatenated UII shall not be transferred from one item to another item once 
assigned and shall not be reused. 

Items in operational use or in inventory  
 

28. If an item is missing data elements required to construct the concatenated UII, use 
the following Rules to create substitute numbers: 

• If the enterprise identifier is missing, use the enterprise identifier of the 
activity that will physically mark the item.  The serial number must 
comply with Rule #9. 

• If the original part, lot or batch number is missing or cannot be 
determined, obtain a part, lot or batch number from the in-service engineer 
or other appropriate authority. (See Business Rule #30) 

• If the serial number is missing, assign a serial number locally or centrally.  
In this case, the enterprise identifier for the item must be changed to 
represent the activity that assigned the serial number. The serial number 
must comply with Rule #9. 

29. For legacy items that cannot be uniquely identified using UII Construct #1 or #2 
or a DoD recognized IUID equivalent (serialization was not unique within 
enterprise identifier or original part, lot or batch number), re-serialization to 
conform to Construct #1 or #2 is preferred.   

30. If the original part, lot or batch number cannot be precisely determined, use the 
following method for establishing an original part, lot or batch number for the 
purposes of building the concatenated UII: 

• First, use the part, lot or batch number at the time of acquisition, if it can 
be determined. 

• Second, use the part, lot or batch number marked on the part at the time 
the UII is created. 

 Although this may result in the current part, lot or batch number being used as the 
original part, lot or batch number, the data qualifier for the UII data element must 
be the original part, lot or batch number (i.e., 1P, PNO, 01, 1T, LTN, LOT, BII, or 
10).    If the lot /batch number is used to create the UII then the combination of 
the lot/batch and serial number must be unique within the enterprise.  See 
Business Rule #10. 

31. If the item is unidentifiable, a concatenated UII should not be assigned.  

32. Once the contract is modified to include the IUID requirements:  

• If the contract is for delivery of new items to the Government, follow 
IUID Business Rules for items considered part of a new solicitation. 
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• If the contract is for support involving existing inventory items, the 
Program Manager will determine whether to follow existing Business 
Rules for new solicitations, items under contract, items in existing 
inventory, or some combination thereof. 

Items considered tangible personal property owned by the 
Government in the possession of a contractor  

 

33. Tangible personal property items owned by the Government in the possession of a 
contractor may use the asset identification number used to track the item as the 
item's serial number within enterprise identifier. 

34. Tangible personal property items owned by the Government in the possession of a 
contractor will use the enterprise identifier of the enterprise maintaining the serial 
number of the item. 

35. A concatenated UII should be created for tangible personal property items owned 
by the Government in the possession of a contractor by using UII Construct #1, 
Construct #2, or a DoD recognized IUID equivalent. 

36. A UII is not required to be physically marked on tangible personal property items 
owned by the Government in the possession of a contractor unless the item is 
moved or delivered to a different location with a different enterprise identifier.65 

37. Tangible personal property initially furnished to the contractor by the Government 
will use the UII provided by the Government.  If none is provided, establish a UII 
using the criteria in Rules 33-35. 

38. Tangible personal property will also require markings or labels indicating 
Government ownership. 

 
 

                                                 
65 For instructions on assignment of virtual UIIs, see the the latest version of the DoD Guidelines  for the 
Virtual Unique Item Identifier, available at http://www.acq.osd.mil/dpap/UID/guides.htm.  
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Appendix D -The Mechanics of Item Unique 
Identification 

STRUCTURING THE DATA ELEMENTS FOR ITEM 
UNIQUE IDENTIFICATION 

This Appendix explains how data elements are currently structured using 
semantics and syntax. The concepts of semantics and syntax, which are 
used to identify and structure data so it can be read by any AIT device, are 
explained.  Examples of current structures in industrial use are presented 
for American National Standard (ANS) MH 10.8.2 Data Identifiers 
(Tables 6 and 7) and GS166 Application Identifiers (Tables 8 and 9). The 
historic use of Air Transport Association Common Support Data 
Dictionary Text Element Identifiers (TEIs) is discussed. Since Data 
Identifiers (ISO/IEC 15434 Format 06) and Application Identifiers 
(ISO/IEC 15434 Format 05) are already approved by ISO, they are 
compliant with the collaborative solution. Tables 10, 11 and 12 represent 
how TEIs would be used in the collaborative solution. 

Semantics 
For the unique item identifier (UII) data elements to be “machine-
readable” by any AIT device, they must be identified by some means such 
that the reader device can recognize, through its resident software, what 
data element it is reading. This is accomplished by employing the concept 
of “semantics”, which is literally “the meaning of language”. For the 
purposes of constructing machine-readable data elements, semantics take 
the form of data qualifiers. These data qualifiers67 have to define each data 
element placed on the item. Specific data qualifiers are used to tell the AIT 
devices whether to derive the unique identification by using Construct #1, 
Construct #2, an already constructed UII format, or an IUID Equivalent. 
Table 5 shows the different data qualifiers for each of the data elements 
that are used for determining uniqueness.  

  

                                                 
66 Formerly EAN.UCC. 
67 There are three types of data qualifiers being used: Data Identifiers (DIs) (Format 06), Application 
Identifiers (AIs) (Format 05), and, within the aerospace industry, Text Element Identifiers (TEIs). ISO/IEC 
International Standard 15418, Information Technology–EAN/UCC Application Identifiers and FACT Data 
Identifiers and Maintenance, governs DIs and AIs. Air Transport Association (ATA) Common Support 
Data Dictionary (CSDD) defines TEIs. ISO/IEC International Standard 15434, Information Technology–
Syntax for High Capacity Automatic Data Capture Media, contains formats for using DIs and AIs in syntax 
encoding.  DoD has submitted a request to add TEIs to ISO/IEC 15434. 
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Table 5. Data Qualifiers 
 

                                                 
68 Data identifier 18V is the concatenation of the Issuing Agency Code (IAC) + Enterprise Identifier (EID). 
This data identifier would be used for all other EIDs, which were assigned by an issuing agency that has an 
assigned IAC but does not have their own specific EID data identifier. 
69 MFR – Manufacturer CAGE Code.  Identifies the manufacturer, government agency or other 
organization controlling the design and the part number assignment of the subject part.  SPL – Supplier 
CAGE Code.  Identifies the organization assigning a Unique Component Identification Number (UCN), 
where the organization is not the manufacturer, government agency, or other organization controlling the 
design of the serialized component. 
70 SER – Part Serial Number (Serial Number within Enterprise).  The SER  is the manufacturer’s serialized 
identity for an individual part, component or component end item. UCN – Unique Component 
Identification Number.  The UCN  is the permanent tracking identity assigned to an in-service part in lieu 
of the manufacturer’s serial number. 
71 25S is a data identifier defined as the identification of a party to a transaction (as identified by data 
identifier 18V), followed by a supplier assigned serial number (For UII purposes, this has to be unique 
serialization within the EID that assigns the UII data elements).  Thus, for UII purposes, 25S must represent 
the following string of concatenated elements – IAC + EID + Unique serial number within the EID, which 
directly corresponds to a concatenated UII using Construct #1. 
72 DI I identifies a U. S. Vehicle Identification Number – VIN. 
73 DI 22S identifies a cellular mobile telephone electronic serial number. 
74 AI 8002 identifies a cellular mobile telephone electronic serial number. 

Data Element 
DI (Format 06) 
ISO/IEC 15434 

AI (Format 05) 
ISO/IEC 15434 

TEI  
ATA CSDD 

Enterprise Identifier 

CAGE/NCAGE 
DUNS 
GS1 Company Prefix 
DoDAAC 
Other Agencies  

 

 

17V 
12V 
3V 
7L 

18V68 

 

 
 

95 

 

CAG, MFR or SPL69 
DUN 
EUC 

Serial Number within 
Enterprise Identifier 

  SER or UCN70 

Serial Number within 
Original Part Number 

S 21 SEQ 

Original Part Number 1P 01 PNO 

Lot/Batch Number 1T 10 LOT, LTN or BII 

Concatenated UIIs 
25S71 

I72 
22S73 

800274 
800375 
800476 

UID 

UII not including the IAC 
(CAGE + Serial Number 
within CAGE) 

18S77  USN or UST78 

Current Part Number79 30P 240 PNR 
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Syntax 
The machine-readable symbology for UII is the Data Matrix ECC 200 
(ISO/IEC 16022), which uses Reed-Solomon error correction.  The 
symbol is a two-dimensional representation of ASCII characters.  To 
permit translation of the encoded string of ASCII characters, the 
characters are ordered according to the precise rules of ISO/IEC 
International Standard 15434, Information Technology–Syntax for High 
Capacity ADC80 Media—the “syntax.”81  Each data string is assembled 
beginning with a message header consisting of the compliance indicator 
and a record separator.  The compliance indicator is the ASCII code for 
the three characters [, ), and > which are assembled in that order—[)>.  
The record separator that follows the compliance indicator is also an 
ASCII-coded character but it does not have a printable representation.  
The convention for depicting the record separator uses R

S to represent the 
single ASCII-coded character.  Because the record separator also appears 
at the end of the formatted data in the data string, it is known as the format 
trailer character.  There are two other ASCII-coded characters that are 
used in UII encoding that do not have printable representations.  They are 
the data element separator—G

S—and the message trailer character—E
OT.  

The hexadecimal and decimal codes for ASCII encoding for R
S, GS and 

E
OT 

can be obtained from ISO/IEC 15434.  

The message header is followed by a two-character format code to identify 
the semantics of the formatted data elements.  The format code, the data 
qualifiers and the data values in the remainder of the data string are 
separated using the data element separator— G

S —between each element 
of the formatted data.  The formatted data is terminated using the format 
trailer character— R

S —after the last data element, and the data string is 
terminated using the message trailer character— E

OT—to indicate the end. 
                                                                                                                                                 
75 AI 8003 identifies a GRAI. 
76 8004 is the application identifier for the Global Individual Asset Identifier (GIAI).  The GIAI is up to 30 
characters and is a combination of the GS1 Company Prefix and an Individual Asset Reference, which is 
assigned by the holder of the GS1 Company Prefix. 
77 In the case where the EID is the CAGE Code, data identifier 18S may be used. 18S is defined as the 
concatenation of the CAGE Code (EID) + Unique serial number within the CAGE Code. This is UII 
Construct 1.  This data element does not contain the IAC, which must be added. 
78 USN – The concatenation of MFR + SER.  UST – The concatenation of SPL + UCN.  These elements do 
not contain the IAC, which must be added. 
79 The current part number is not part of the UII. It is an additional data element that may be encoded in the 
ISO 15434 syntax and placed on the item in a separate data matrix symbol, or, in the case of severe space 
limitations, it may be encoded in the same data matrix along with the UII data elements (see MIL-STD-
130). 
80 ADC – Automatic Data Capture.   
81 Syntax—the way words are put together to form constructions, such as phrases and sentences.  This 
standard defines the manner in which the data is transferred to the high capacity ADC media from a 
supplier’s information system and the manner in which the data is transferred to the recipient’s information 
system. 
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Once the data elements are identified to the AIT device, the AIT device 
needs instructions on how to put the data element fields together to define 
the unique identification for the item.  

Figure 6 shows how the concatenated UII is constructed within Format 
Codes 05, 06 and DD with the various data qualifiers.  High capacity AIT 
devices shall conform to ISO/IEC 15434.  This is crucial to unique item 
identification, since the process of identifying and concatenating the data 
elements must be unambiguous82. 

                                                 
82 Enterprises may have a mark on the item such as a design authority, etc., but that mark will need a 
different enterprise identifier (EID) data qualifier than the EID data qualifier used for the UII.  See business 
rule number 12 in Appendix C. 
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Required Resultant
 Data Elements Concatenated UII

Format  Code 05
Construct 1 8004 Constructed IUID equivalent (GIAI)

(use IUID equivalents) 8003 Constructed IUID equivalent (GRAI)
8002 Constructed IUID equivalent (ESN)

Construct 2 01 & 21 01 + 21
95, 10 & 21 95 + 10 + 21

Format  Code 06
Construct 1 18S D + 18S

25S 25S
22S Constructed IUID equivalent (ESN)

I Constructed IUID equivalent (VIN)

Construct 2 3V, 1P & S 3V + 1P + S
17V, 1P & S D + 17V + 1P + S
12V, 1P & S UN + 12V + 1P + S
7L, 1P & S LD + 7L + 1P + S

18V, 1P & S 18V + 1P + S
Substitute 1T in place of 1P if serialization within the 
    lot/batch number applies

Format  Code DD
Construct 1 MFR  & SER D + MFR  + SER 

CAG  & SER D + CAG  + SER 
DUN  & SER UN + DUN  + SER 
EUC  & SER EUC  + SER 
SPL  & UCN D + SPL  + UCN 
CAG  & UCN D + CAG  + UCN 
DUN  & UCN UN + DUN  + UCN 
EUC  & UCN EUC  + UCN 

USN D + USN
UST D + UST
UID UID

Construct 2 MFR , PNO  & SEQ D + MFR  + PNO  + SEQ 
CAG , PNO  & SEQ D + CAG  + PNO  + SEQ  
DUN , PNO  & SEQ UN + DUN  + PNO  + SEQ  
EUC , PNO  & SEQ EUC  + PNO  + SEQ  
SPL , PNO  & SEQ D + SPL  + PNO  + SEQ  

Substitute LOT , LTN  or BII  in place of PNO  if serialization 
    within the lot/batch number applies  

Figure 6. Concatenated Unique Item Identifier (UII) Construction 
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EXAMPLES OF SEMANTICS AND SYNTAX 
CONSTRUCTIONS FOR ITEM UNIQUE IDENTIFICATION 

Using ANS MH 10 Data Identifiers 
Construct #1 – Serialization within the Enterprise Identifier.  Table 6 
shows an example, using the data from Figure 4, of how the data elements 
would have to be encoded with data identifiers on the AIT media placed 
on or with the item for UII Construct #1. 

Data Element Data 
Identifier 
Format 06 

Data Element 
Value 

Encoded Data 
Element on AIT 

Media 

Concatenated unique 
item identifier 
(including the IAC) 

25S UN077991289
674A36458 

25SUN077991289
674A36458 

Concatenated unique 
item identifier (not 
including the IAC) 

18S 0CVA5674A3
6458 

18S0CVA5674A3
6458 

Enterprise Identifier 

DUNS 

CAGE 

 

12V 

17V 

 

077991289 

0CVA5 

 

12V077991289 

17V0CVA5 

Serial Number within 
Enterprise 

S 674A36458 S674A36458 

Table 6. Example of the Use of Data Identifiers in Construct #1 
(Format 06 of ISO/IEC 15434) 

The data elements represented by the data qualifiers 12V, 17V and S are 
not used by the AIT device to form the concatenated UII.  The data 
elements are required in accordance with Business Rule #2 for discrete 
data elements so that the enterprise identifier and serial number can be 
read by the AIT device without parsing the concatenated UII string or 
accessing the IUID Registry. 

The UII data elements would be encoded as follows using Format 06 for 
Data Identifiers of the ISO/IEC 15434 syntax: 

[)>R
S06G

S25SUN077991289674A36458G
S12V077991289G

SS674A36458R
S

EoT 

or 

[)>R
S06G

S18S0CVA5674A36458G
S17V0CVA5G

SS674A36458R
S

 EoT 

 
Where: 
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[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

06 = A Format Header which indicates Data Identifiers are being used 
G

S  = A Data Element Separator used between data fields 

25S = Data Identifier for the unique identification including the IAC 
(IAC + Enterprise Identifier + Serial Number)  

18S = Data Identifier for unique identification not including the IAC and 
using CAGE as the Enterprise Identifier (CAGE + Serial Number) 

UN077991289674A36458 = Concatenated UII including the IAC—As 
defined by the data identifier 25S (the IAC (UN) and DUNS Enterprise 
Identifier (077991289) and the Serial Number (674A36458)) 

0CVA5674A36458 = Concatenated UII not including the IAC—As 
defined by the data identifier 18S (the CAGE Enterprise Identifier 
(0CVA5) and the Serial Number (674A36458)) 

12V = Data Identifier for DUNS Code 

077991289 = DUNS Code 

17V = Data Identifier for CAGE Code 

0CVA5 = CAGE Code 

S = Data Identifier for Serial Number 

674A36458 = Serial Number within the enterprise 
EoT = A Message Trailer which identifies the end of the message within   
the data stream  

When the AIT device reads the data qualifier for the enterprise identifier, 
it must have what agency (that is, the Issuing Agency Code) issued the 
enterprise identifier available in its software.  The AIT device can then 
attach the Issuing Agency Code (IAC) to the beginning of the UII 
concatenation.     

When the AIT device reads the data qualifier for 25S, it will recognize that 
the data following the 25S is a concatenated UII for Construct #1, 
including the IAC.  When the AIT device reads the data qualifier for 18S, 
it will recognize that the data following the 18S is a concatenated UII for 
Construct #1, not including the IAC and will add the IAC for CAGE to 
form the full concatenated UII. 

For this example using ANS MH 10.8.2 Data Identifiers in Format 06 of 
ISO/IEC 15434, the concatenated UII output from the AIT device, once 
the overhead and syntax are stripped away, would be 
UN077991289674A36458 or D0CVA5674A36458. 
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Construct #2 – Serialization within the Original Part, Lot or Batch 
Number.  Table 7 shows an example, using the data from Figure 4, of 
how the data elements would have to be encoded with data identifiers on 
the AIT media placed on or with the item for UII Construct #2. 

 

Data Element Data 
Identifier 
Format 06 

Data Element 
Value 

Encoded Data 
Element on AIT 

Media 

Enterprise Identifier 

• DUNS 

 

12V 

 

077991289 

 

12V077991289 

Original Part Number 1P 4202435 1P4202435 

Serial Number within 
Original Part Number 

S 10936 S10936 

Table 7. Example of the Use of Data Identifiers in Construct #2 
(Format 06 of ISO/IEC 15434) 

Recalling that the UII data elements are to be concatenated in the order 
Issuing Agency Code/Enterprise Identifier/Original Part, Lot or Batch 
Number/Serial Number for an enterprise that serializes within the part, lot 
or batch number, the UII data elements would be encoded as follows using 
Format 06 for Data Identifiers of the ISO/IEC 15434 syntax: 

[)>R
S06G

S12V077991289G
S1P4202435G

SS10936 R
S

 EoT 

Where: 

[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

06 = A Format Header which indicates Data Identifiers are being used 
G

S  = A Data Element Separator used between data fields 

12V = Data Identifier for DUNS Code 

077991289 = DUNS Code 

1P = Data Identifier for Part Number assigned by supplier (Original) 

4202435 = Original Part Number 

S = Data Identifier for Serial Number 

10936 = Serial Number within original part number 
EoT = A Message Trailer which identifies the end of the message within   
the data stream  

When the AIT device reads the data qualifier for the enterprise identifier, 
it will have what agency (that is, the Issuing Agency Code) issued the 
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enterprise identifier available in its software. The AIT device can then 
attach the Issuing Agency Code (IAC) to the beginning of the UII 
concatenation. In this example the IAC for Dun & Bradstreet is “UN”.   

For this example using ANS MH 10 Data Identifiers in Format 06 of 
ISO/IEC 15434, the concatenated UII output from the AIT device, once 
the overhead and syntax are stripped away and the IAC has been added, 
would be UN077991289420243510936. 

 

Using GS1 Application Identifiers 
Construct #1 – Serialization within the Enterprise Identifier.  When 
using GS183 Application Identifiers for purposes of unique identification, 
enterprises must use the General GS1 Specifications84 to construct the 
DoD IUID equivalent or the UII data elements. Table 8 shows an example 
of the use of application identifiers in the context of the General GS1 
Specifications for UII Construct #1. 
 

Data Element Application 
Identifier 
Format 05 

Data Element Value Encoded Data Element 
on AIT Media 

Concatenated unique 
item identifier, including 
the IAC85 

8004 06141411A0B9C3D6 800406141411A0B9C3D6 

          Table 8. Example of the Use of Application Identifiers for Construct #1 
(Format 05 of ISO/IEC 15434) 

For unique item identification, the Global Individual Asset Identifier 
(GIAI) is considered by the Department to be an IUID equivalent86. The 
data elements considered components of the IUID equivalent (i.e., GS1 
Company Prefix, Individual Asset Reference Number) are not required to 
be marked on the item, unless specifically required by the contract.87  

Using the General GS1 Specifications, the minimum DoD IUID 
equivalent data elements would be encoded as follows under Format 05 
for Application Identifiers of the ISO/IEC 15434 syntax: 

                                                 
83 Formerly EAN.UCC. 
84 See http://www.uc-council.org/ean_ucc_system/index.cfm for information about the GS1 System 
(formerly EAN.UCC System). 
85 Within the General GS1 Specifications, the Global Individual Asset Identifier (GIAI) is considered an 
IUID equivalent.  The application identifier (8004) indicates that the data field contains a GIAI. The GIAI 
is made up of the GS1 Company Prefix and an individual asset reference number. The holder of the GS1 
Company Prefix determines the structure and numbering of the individual asset reference number. 
86 A DoD recognized IUID equivalent means a unique item identification method that is in commercial use 
that can be used to uniquely identify DoD items that are purchased from commercial industries that use the 
unique identification equivalents. 
87 This is an exception to IUID Business Rule #2.  See Appendix C. 
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 [)>R
S05G

S 800406141411A0B9C3D6 R
S

 EoT 

Where: 

[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

05 = A format header which indicates application identifiers are being 
used 
G

S  = A Data Element Separator used between data fields 

8004 = Application Identifier for Global Individual Asset Identifier 
(GIAI)  

06141411A0B9C3D6 = GIAI, which is composed of the GS1 Company 
Prefix including the IAC as the leading character (0614141) and the 
Individual Asset Reference Number (1A0B9C3D6) 
EoT = A Message Trailer which identifies the end of the message within   
the data stream 

For this example using Application Identifiers in Format 05 of ISO/IEC 
15434, the DoD IUID equivalent output from the AIT device, using the 
GIAI as the IUID equivalent, stripping away the overhead and syntax, 
would be 06141411A0B9C3D688. 

Construct #2 – Serialization within the Part, Lot or Batch Number.  
Table 9 shows an example of the use of application identifiers in the 
context of the General GS1 Specifications for UII Construct #2.  In this 
construct, the GTIN™ is treated as the part number. 
 

Data Element Application 
Identifier 
Format 05 

Data Element Value Encoded Data Element 
on AIT Media 

Part Number 01 00614141999996 0100614141999996 

Serial Number 21 1A0B9C3D6 211A0B9C3D6 

          Table 9. Example of the Use of Application Identifiers for Construct #2 
(Format 05 of ISO/IEC 15434) 

Using the General GS1 Specifications, the minimum UII data elements 
would be encoded as follows under Format 05 for Application Identifiers 
of the ISO/IEC 15434 syntax: 

 [)>R
S05G

S 0100614141999996 G
S 211A0B9C3D6 R

S
 EoT 

Where: 

                                                 
88 Since the IAC is the first digit of the Company Prefix, it is not necessary to add it in forming the 
concatenated UII. 
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[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

05 = A format header which indicates application identifiers are being 
used 
G

S  = A Data Element Separator used between data fields 

01 = Application Identifier for the GTIN™ 

00614141999996 = The GTIN™, which is composed of the GS1 
Company Prefix including the IAC as the leading character (0614141) 
and the Product Number (99999), a check digit (6) and leading zeros to 
a fixed length of 14 digits 

21 = Application Identifier for serial number 

1A0B9C3D6 = The serial number 
EoT = A Message Trailer which identifies the end of the message within   
the data stream 

For this example using Application Identifiers in Format 05 of ISO/IEC 
15434, the concatenated UII output from the AIT device, stripping away 
the overhead and syntax would be 006141419999961A0B9C3D689. 

 

Historic Use of Text Element Identifiers 
Text Element Identifiers (TEIs)90 are the preferred approach of the 
aerospace industry. The aerospace industry uses CAGE Code (TEI = 
MFR )91 to identify the manufacturer with serial number (TEI = SER ) to 
provide unique identity of the item. The aerospace industry philosophy is 
no duplication of serial numbers within an enterprise, regardless of the 
product, so that a simple combination of enterprise identifier and serial 
number provides unique identification of that item forever. As revisions 
are implemented that change the form, fit or function of the part, the 
aerospace industry changes the part number (TEI = PNR ) to reflect those 
changes. This is called “rolling the part number.” 
 
As aerospace moved TEIs into broader multi-industry use, they 
determined a need to establish additional TEIs for DUNS Number (TEI = 
DUN ), UCC Company Prefix (TEI = EUC ), Serial Number within Part 
Number (TEI = SEQ ), Original Part Number (TEI = PNO ), and 
concatenated UII (TEI = UID ) to encode text element identifiers other 

                                                 
89 Since the IAC is the first digit of the Company Prefix, it is not necessary to add it in forming the 
concatenated UII. 
90 All TEIs are four characters in length, consisting of three letters followed by a space. 
91 CAGE Code is also indicated by TEI = CAG .  An enterprise identified by CAG  need not be the 
manufacturer. 
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than Manufacturer (TEI = MFR ), Serial Number (TEI = SER ) and 
Current Part Number (TEI = PNR )92. It was also determined that they 
needed a separator that would not be used within data, as opposed to the 
“/” used in ATA Spec 2000, Chapter 9. Finally, it was determined that an 
unambiguous header/trailer was needed to identify that the data fields 
represented were in Text Element Identifier form. 
 
The needed non-data separator and unambiguous header/trailer were 
available in ISO/IEC 15434; Syntax for High Capacity ADC Media, and 
this gave rise to the Collaborative Solution. 

The Collaborative AIT Solution 
The DoD has approved the use of ISO/IEC 15418 and ISO/IEC 15434 in 
its acquisitions. The DoD has established the collaborative solution “DD” 
format to enable the use of text element identifiers (TEIs) using the syntax 
of ISO/IEC 15434 until such time as the TEIs needed for unique 
identification are incorporated as approved semantics in ISO/IEC 15418. 
Although DoD has approved the use of ISO/IEC 15434, the collaborative 
solution “DD” format can be used to accommodate the use of only those 
TEIs needed for unique identification in the ISO/IEC 15434 syntax.93 
 
DoD is seeking approval of the International Organization for 
Standardization to add a new format to ISO/IEC 15434 to support TEIs. 
The Department values the formal ISO approval process and has 
submitted a proposal to the U. S. Technical Advisory Group to the 
ISO/IEC JTC1/SC 31 seeking approval of a new format for the TEI 
addition. That approval process is lengthy, and, in the interim, a 
collaborative solution is necessary to create a near-term interoperable 
environment for IUID enhancements to business intelligence to support 
coalition operations. This solution uses the structure of ISO/IEC 15434 as 
the IUID syntax standard and the business rules in Appendix C. If 
approved, the new format shall be used and replace the interim “DD” 
format described in this guidance.  Items that are marked with the “DD’ 
format code will not have to be remarked once a permanent ISO/IEC 
15434 format code is assigned to TEIs.  In addition, in support of the IUID 
collaborative solution, the Air Transport Association (ATA) Spec 2000 

                                                 
92 On October 26, 2004, the Air Transport Association (ATA) Spec2000 Coordinating Group approved the 
following Text Element Identifiers (TEIs) for usage: PNO (Original Part Number), SEQ (Serial Number) 
within Original Part Number) and UID (Unique Item Identifier). The PNO  and SEQ  TEIs will allow for 
the use of UII Construct 2 (i.e., serialization within original part number).   
93 ISO/IEC 15434, Syntax for High Capacity ADC Media, specifies a two-digit format header.  Numbers 
01- 09 and 11 are assigned.  Numbers 00, 10 and numbers 12-99 are reserved for future use.  This means 
that a format header for text element identifiers of the collaborative solution cannot be assigned a two-digit 
number without SC 31 approval, since all two digit numbers have been reserved.  To enable the 
collaborative solution utilizing the ISO/IEC 15434 syntax, the Department will use a special DoD-specific 
format header, designated as “DD”, to indicate TEIs are being used in the collaborative solution. 
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International Coordinating Group has approved the use of ISO/IEC 15434 
syntax with TEIs as an alternative item marking method.  Valid TEIs 
include only those approved by ATA for incorporation in the ATA 
Common Support Data Dictionary (CSDD) including those not yet 
published. 

Using Text Element Identifiers in the 
Collaborative Solution 

Construct #1 – Serialization within the Enterprise Identifier by 
Manufacturer.  Table 10 shows an example of the use of TEIs in the 
collaborative solution for UII Construct #1 when the manufacturer 
serializes the item. 
 

Data Element TEIs94 Data 
Element 

Value 

Encoded Data 
Element on AIT 

Media 

Enterprise Identifier 

• CAGE 

 

 

MFR 

 

 

0CVA5 

 

 

MFR 0CVA5 

 

Serial Number within 
Enterprise Identifier 

SER 674A36458 SER 674A36458 

Table 10. Example of the Use of TEIs in the Collaborative Solution for                      
UII Construct #1, Manufacturer Serialization (DoD Format “DD”) 
Recalling that the UII is to be concatenated in the order Issuing Agency 
Code/Enterprise Identifier/ /Serial Number for an enterprise that serializes 
within the enterprise identifier, the UII data elements would be encoded as 
follows using an interim, DoD-specific, Format DD (see note below) for 
TEIs utilizing the ISO/IEC 15434 syntax: 

[)>R
SDDG

SMFR 0CVA5G
SSER 674A36458R

S
EoT 

Where: 

[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

DD = A special DoD-specific format header, which indicates TEIs are 
being used in the collaborative solution 
G

S  = A Data Element Separator used between data fields 

MFR  = TEI for Manufacturer CAGE code 

0CVA5= CAGE Code 

                                                 
94 All TEIs are four characters in length, consisting of three letters followed by a space.   
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SER  = TEI for Serial Number within the Enterprise Identifier 

674A36458 = Serial Number within Enterprise Identifier   
EoT = A Message Trailer which identifies the end of the message within   
the data stream  

When the AIT device reads the data qualifier for the enterprise identifier, 
it will have what agency (that is, the Issuing Agency Code) issued the 
enterprise identifier available in its software.  The AIT device can then 
attach the Issuing Agency Code (IAC) to the beginning of the UII 
concatenation.  In this example the IAC for CAGE is “D”.  

For this example using Format DD for TEIs in the ISO/IEC 15434 syntax, 
the concatenated UII output from the AIT device, once the overhead and 
syntax are stripped away and the IAC has been added, would be 
D0CVA5674A36458. 

Construct #1 – Serialization within the Enterprise by an Organization 
other than the Manufacturer.  Table 11 shows an example of the use of 
TEIs in the collaborative solution for UII Construct #1 when serialization 
is done by an organization other than the manufacturer of the item. 

 
Data Element TEIs95 Data 

Element 
Value 

Encoded Data 
Element on AIT 

Media 

Enterprise Identifier 

• CAGE 

 

SPL 

 

0F3N5 

 

SPL 0F3N5 

Serial Number within 
Enterprise Identifier, 
other than 
Manufacturer 

UCN 10936 UCN 10936 

Table 11. Example of the Use of TEIs in the Collaborative Solution for 
UII Construct #1, Enterprise other than Manufacturer (DoD Format 
“DD”) 
 

Recalling that the UII is to be concatenated in the order Issuing Agency 
Code/Enterprise Identifier/Serial Number for an enterprise that serializes 
within the enterprise, the UII data elements would be encoded as follows 
using an interim, DoD-specific, Format DD (see note below) for TEIs 
utilizing the ISO/IEC 15434 syntax: 

[)>R
SDDG

SSPL 0F3N5G
SUCN 10936R

S
EoT 

Where: 

                                                 
95 All TEIs are four characters in length, consisting of three letters followed by a space.   
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[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

DD = A special DoD-specific format header, which indicates TEIs are 
being used in the collaborative solution 
G

S  = A Data Element Separator used between data fields 

SPL  = TEI for CAGE code, Enterprise other than Manufacturer 

0F3N5 = CAGE Code 

UCN  = TEI for Unique Component Number assigned by Enterprise 
other than the Manufacturer 

10936 = Unique Component Number 
EoT = A Message Trailer which identifies the end of the message within   
the data stream  

When the AIT device reads the data qualifier for the enterprise identifier, 
it will have what agency (that is, the Issuing Agency Code) issued the 
enterprise identifier available in its software.  The AIT device can then 
attach the Issuing Agency Code (IAC) to the beginning of the UII 
concatenation.  In this example the IAC for CAGE is “D”.  

For this example using Format DD for TEIs in the ISO/IEC 15434 syntax, 
the concatenated UII output from the AIT device, once the overhead and 
syntax are stripped away and the IAC has been added, would be 
D0F3N510936. 

Construct #2 – Serialization within the Original Part, Lot or Batch 
Number.  Table 12 shows an example of the use of TEIs in the 
collaborative solution for UII Construct #2 when the manufacturer 
serializes the item within the original part number. 
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Data Element TEIs96 Data 
Element 

Value 

Encoded Data 
Element on AIT 

Media 

Enterprise Identifier 

• CAGE 

 

 

CAG97 

 

 

0CVA5 

 

 

CAG 0CVA5 

 

Original Part Number PNO 4202435 PNO 4202435 

Serial Number within 
Original Part Number 

SEQ 674A36458 SEQ 674A36458 

Table 12. Example of the Use of TEIs in the Collaborative Solution for                      
UII Construct #2, Original Part Number Serialization (DoD Format 
“DD”) 
Recalling that the UII is to be concatenated in the order Issuing Agency 
Code/Enterprise Identifier/Original Part Number/Serial Number for an 
enterprise that serializes within the original part number, the UII data 
elements would be encoded as follows using an interim, DoD-specific, 
Format DD (see note below) for TEIs utilizing the ISO/IEC 15434 syntax: 

[)>R
SDDG

SCAG 0CVA5G
SPNO 4202435G

SSEQ 674A36458R
S

EoT 

Where: 

[)>R
S = The Message Header consisting of a three-character compliance 

indicator and the Format Trailer Character R
S to indicate the end of a 

data format envelope 

DD = A special DoD-specific format header, which indicates TEIs are 
being used in the collaborative solution 
G

S  = A Data Element Separator used between data fields 

CAG  = TEI for Manufacturer CAGE code 

0CVA5 = CAGE Code 

PNO  = TEI for Original Part Number 

4202435 = Original Part Number 

SEQ  = TEI for Serial Number within the Original Part Number 

674A36458 = Serial Number within the Original Part Number   
EoT = A Message Trailer which identifies the end of the message within   
the data stream  

                                                 
96 All TEIs are four characters in length, consisting of three letters followed by a space.   
97 The TEI of MFR  may also be used to designate the manufacturer 
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When the AIT device reads the data qualifier for the enterprise identifier, 
it will have what agency (that is, the Issuing Agency Code) issued the 
enterprise identifier available in its software.  The AIT device can then 
attach the Issuing Agency Code (IAC) to the beginning of the UII 
concatenation.  In this example the IAC for CAGE is “D”.  

For this example using Format DD for TEIs in the ISO/IEC 15434 syntax, 
the concatenated UII output from the AIT device, once the overhead and 
syntax are stripped away and the IAC has been added, would be 
D0CVA54202435674A36458 
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Appendix E -Glossary of Terms 

 
ACRN Accounting Classification Reference Number 
ADC Automatic Data Capture 
AIS Automated Information System 
AIT Automatic Identification Technology 
ANS American National Standard 
ANSI American National Standards Institute 
ANSI/EIA American National Standards Institute/Electronic Industries Alliance 
ANSI T1.220 
Number 

North American Telecommunication Industry Manufacturers, Suppliers, and 
Related Service Companies 

ASC Accredited Standards Committee 
ATA Air Transport Association 

 
BEA Business Enterprise Architecture 
BII  Text Element Identifier for Batch Number 

 
CAG Text Element Identifier for CAGE 
CAGE Commercial And Government Entity 
CDRL Contract Data Requirements List 
CFO Chief Financial Officers 
CJCSI Chairman of the Joint Chiefs of Staff Instruction 
CLEI COMMON LANGUAGE® Equipment Identification 
CLIN Contract Line Item Number 
CSDD Common Support Data Dictionary published by the ATA 
  
D Issuing Agency Code for CAGE Codes 
DCMA Defense Contract Management Agency 
DFARS Defense Federal Acquisition Regulation Supplement 
DLMS Defense Logistics Management System 
DoD Department of Defense 
DoDAAC Department of Defense Activity Address Code 
DoDD Department of Defense Directive 
DoDI Department of Defense Instruction 
DUN Text Element Identifier for DUNS Number 
DUNS® Number Dun & Bradstreet Data Universal Numbering System number 
  
EAN European Article Numbering 
EAN.UCC European Article Numbering Uniform Code Council 
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EHIBCC European Health Industry Business Communications Council 
EIA Electronic Industries Alliance 
EID Enterprise Identifier 
ESN Electronic Serial Number 
EUC Text Element Identifier for GS1 Company Prefix 
  
FAR Federal Acquisition Regulation 
FASAB Federal Accounting Standards Advisory Board 
FMR DoD Financial Management Regulation 
FMS Foreign Military Sales 
  
GAO Government Accountability Office 
GIAI Global Individual Asset Identifier 
GRAI Global Returnable Asset Identifier 
GS1 
GTINTM 

Global Commerce Standards Organization formerly known as EAN.UCC 
Global Trade Item NumberTM 

  
HIBCC Health Industry Business Communications Council 
  
IAC Issuing Agency Code 
ID Identification 
IEC International Electrotechnical Commission 
ISO International Organization for Standardization 
ISO/IEC 15418 Information technology—EAN/UCC Applications Identifiers and FACT Data 

Identifiers and Maintenance 
ISO/IEC 15434 Information technology—Transfer Syntax for High Capacity ADC Media 
ISO/IEC 15459-2 Information technology—Unique Identifiers—Part 2:  Registration Procedures 
IUID Item Unique Identification 
  
JCS Joint Chiefs of Staff 
JRIB Joint Requirements Implementation Board 
JTC 1 ISO/IEC Joint Technical Committee One 
  
LB Issuing Agency Code for ANSI T1.220 Numbers 
LD Issuing Agency Code for DoDAAC Numbers 
LH 
LOT 
LTN 

Issuing Agency Code for EHIBCC Numbers 
Text Element Identifier for Lot Number within the Original Part Number 
Text Element Identifier for Lot Number within the Enterprise 

  
MFR Text Element Identifier for CAGE Code of the Manufacturer 
MIL HDBK Military Handbook 
MIL STD Military Standard 
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MILSTRAP Military Standard Transaction Reporting and Accounting Procedures 
MH 10 The US Technical Advisory Group to ANSI  
  
NATO North Atlantic Treaty Organization 
NCAGE NATO Commercial And Government Entity 
NEN Nederlands Normalisatie-instituut 
  
OEM Original Equipment Manufacturer 
OSD Office of the Secretary of Defense 
  
PNO Text Element Identifier for Original Part Number 
PP&E Property, Plant and Equipment 
  
SC 31 ISO Sub Committee 31 (Automatic Data Capture) 
SER Text Element Identifier for Serial Number assigned by the Manufacturer 
SEQ Text Element Identifier for Serial Number assigned within the Original Part 

Number 
SLIN Sub Line Item Number 
SPL Text Element Identifier for CAGE Code of Enterprise other than the 

Manufacturer 
  
TC ISO Technical Committee 
TEI Text Element Identifier 
TG US TAG Technical Group 
  
UCC Uniform Code Council 
UCN Text Element Identifier for Unique Component Number assigned by 

Enterprise other than the Manufacturer 
UID Unique Identification; Text Element Identifier for Concatenated Unique Item 

Identifier 
UII Unique Item Identifier 
UN Issuing Agency Code for DUNS Numbers 
USD (AT&L) Undersecretary of Defense for Acquisition, Technology and Logistics 
USN Text Element Identifier of Universal Serial Number formed by Concatenating 

MFR+SER 
UST Text Element Identifier of Universal Serial Tracking Number formed by 

Concatenating SPL+UCN 
US TAG U.S. Technical Advisory Group 
  
VIN Vehicle Identification Number 
  
WG ISO Working Group 
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ASSISTANT DEPUTY UNDER SECRETARY OF DEFENSE  
FOR MATERIEL READINESS AND MAINTENANCE POLICY 

The Concept of Operations for IUID-Enabled Maintenance  
in Support of DoD Materiel Readiness 
REVISION 1/JANUARY 2007 

Executive Summary 

The requirement for item-unique identification (IUID) is codified in various 
DoD policy documents; however, there is little guidance concerning the use of 
unique identification (UID) to support improved maintenance and materiel man-
agement processes. This document describes the improvements and benefits that 
can be derived from a fully implemented IUID-enabled information environment. 

The Concept of Operations for IUID-Enabled Maintenance in Support of 
DoD Materiel Readiness describes 

 the fundamental purpose of IUID and its position as an element of auto-
matic information technology (AIT), 

 the significance of uniquely identifying reparable items within support-
ability processes and life cycle events, 

 how a fully optimized automated information system (AIS) can improve main-
tenance and weapon system support using serialized item management (SIM), 

 the critical technical elements of this new environment, and 

 who needs to become involved in its implementation. 

Although this document is written at a user’s level and is general in nature, its target 
audience is anyone holding key responsibility for supportability processes, including 

 the program managers (PMs) charged with total life-cycle system  
management (TLCSM), 

 the item managers who fulfill the tangible item requirements that sustain 
materiel readiness, and 

 the maintenance managers who provide the requisite amount of materiel 
readiness when and where it is needed. 
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These key managers translate warfighter capability requirements into actionable, con-
tractible, and measurable system performance and support processes. Accordingly, this 
maintenance IUID CONOPS directly supports DoD Directive 4151.18, Maintenance of 
Military Materiel, and explains how IUID-enabled data contributes to the accuracy and 
optimization within the weapon system sustainment processes––as described in the 
DoD supportability guide.1

To better explain actual IUID implementation processes, the CONOPS document in-
cludes (as an appendix) an implementation planning template. The template is a compi-
lation of proven planning steps that have been used successfully by various DoD 
maintenance depots in their ongoing IUID implementation efforts. These planning 
steps embrace the essential elements of IUID implementation planning and are very 
relevant to any organization taking on the challenge of implementation. The template is 
also offered as tangible reinforcement of the current implementation of IUID and the 
DoD’s commitment to IUID implementation. 

The CONOPS document is not an implementation plan, a policy document, a sys-
tem architecture, or detailed design. Rather, it sets the stage for what is operation-
ally achievable using IUID technology and SIM methods. This document is 
intended to be a window into the future of DoD maintenance and materiel readi-
ness––a future characterized by universal IUID and ubiquitous SIM in support of 
optimized sustained materiel readiness. 

 

 

 

David V. Pauling 
Assistant Deputy Under Secretary of Defense 
Materiel Readiness & Maintenance Policy 

 

                                     
1 Designing and Assessing Supportability in DoD Weapon Systems: A Guide to Increased 

Reliability and Reduced Logistics Footprint, prepared by the Office of Secretary of Defense, 
24 October 2003.  
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Chapter 1    
About This Document 

This document describes a high-level concept of operations (CONOPS) that 
explores the benefits provided by item-unique identification (IUID) within the 
Department of Defense (DoD) maintenance environment. This concept was de-
veloped by the Office of the Assistant Deputy Under Secretary of Defense for 
Materiel Readiness and Maintenance Policy (ADUSD-MR&MP) to illustrate the 
possibilities of an optimized, IUID-enabled maintenance and materiel manage-
ment system. Although this concept is maintenance-centric, it is associated with 
and closely supports the core IUID concept of operations for the DoD logistics 
enterprise.1

THE CONCEPT’S FUNDAMENTAL FORMULA 
The CONOPS notionally presents a future operational IUID-enabled maintenance 
system, with easily understood objectives and goals, using several envisioned 
“end-state” scenarios. The purpose of the envisioned end-state depiction is to fos-
ter a collective understanding as to what constitutes the fundamental elements of 
an IUID-enabled maintenance system and how that system supports overall DoD 
materiel readiness. It also guides those individuals tasked with implementing 
IUID and serialized item management in the evolution of DoD maintenance man-
agement and materiel management systems; thereby coalescing the individual 
service efforts into a more common approach. 

The foundation of this common approach is easily articulated in a simple formula: 

I + T = M, where 

I represents identification,  
T represents tracking (condition, status, and location), and  
M represents management. 

In this concept document, we assume the I element already exists and has evolved 
to an adequate stage of implementation. Consequently, we do not elaborate on 
what appears to be already fairly well understood and supported (i.e., the marking 
of parts with IUID). Instead, we focus on defining and describing the T and M ele-
ments relative to maintenance management systems and processes used to sustain 
materiel readiness. 

                                     
1 As defined in Concept of Operations for Using Machine-Readable, Globally Unique Item Identi-

fiers in Strategic Serialized Asset Management within the Department of Defense (Version 1.0, 
March 3, 2006), Under Secretary of Defense for Acquisition, Technology, and Logistics (USD-
AT&L) Program Management Office for Unique Identification (PMO-UID). 
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This concept of operations deals with the use of IUID in maintenance and explains 
what maintenance tracking means and why it is vital to the DoD’s transformation to 
a serialized item management (SIM) paradigm.2 The concept also describes the 
critical role SIM plays within the overall maintenance operations, which brings into 
focus the definition of what the equation’s equal sign (=) actually means. 

Management is the performing function. For management to be effective, it must 
have a defined purpose that is punctuated with distinct and achievable perform-
ance requirements. These performance requirements are necessary to measure 
system effectiveness. They also define and facilitate optimization within the man-
agement function. Therefore, the equal sign represents the touchstone for what is 
called “actionable information.” It is the equal sign that describes the conversion 
of the “who, what, when, and where” (provided by I + T) into accurate informa-
tion. The M acts as the “how and why” catalyst of that information, which defines 
its “actionable” traits (i.e., those events, processes, or resources that need to be 
managed). 

Although the I + T = M formula emphasizes the concept of obtaining visibility 
for the purpose of doing something, it does not explain what exactly is to be done, 
or how well it can or should be done. So the explanation of what exactly consti-
tutes the M in management for the future maintenance and materiel readiness en-
vironment is a key topic within this document. 

THE SCOPE OF THE CONCEPT 
The current DoD maintenance domain has many unique information processes 
and systems characterizing today’s logistics environment. Many are essential for 
meeting current maintenance and materiel management information requirements. 
Therefore, it is logical to expect that these unique systems will continue to exist 
while new IUID-enabled systems are brought online and older systems are turned 
off or modified. However, tomorrow’s logistics environment will bring to a close 
the use of these “stovepipe” systems as they are merged into or replaced by a 
shared data, single enterprise, IUID-enabled business system—virtual or actual—
that is built on an information paradigm using standardized data sets, schemas, 
and serialized item management processes. 

Regardless of the rate that existing systems are superseded, there is no “Big-
Bang” event for the complete (DoD-wide) IUID implementation. Dual systems 
(IUID-enabled and non-IUID systems) must coexist during the transition phase. 
Ultimately, an effective transition to complete IUID and SIM processes is ex-
pected to take time, proceed incrementally, and require additional re-sources and 

                                     
2 Some logisticians consider “tracking” to be a function of distribution only, but we contend 

that tracking is much more when applied to maintenance management. The term “tracking” used 
inside distribution processes only denotes a portion of the visibility information needed. Associat-
ing data such as use information, maintenance event recording, or engineering specifications pro-
vides greater levels of tracking (and therefore visibility) for maintenance management. 

 1-2                                                  122



About This Document 

management. The question now at hand is how much time, resources, and man-
agement. Therefore, the CONOPS assists the unique identification (UID) imple-
mentation managers with determining their portion of the overall implementation 
relative to a commonly defined “big picture.” 

Still, the duration and complexity of the transitional period during implementation 
must be dealt with on a one-to-one basis from service to service, system to sys-
tem, and commodity to commodity. Consequently, the requisite details for the 
transition of each specific system cannot be represented or described within this 
document. Implementation and transition at the lowest levels must be planned and 
accomplished by those most familiar with the respective system.3

ADUSD-MR&MP recognizes that the transitional situation is a challenge for the 
maintenance and materiel managers who must work within today’s business rules 
while attempting to implement and transition to the envisioned IUID-enabled end-
state with new business rules and performance objectives. Therefore, implementa-
tion planning and execution issues beyond the scope of this document should be 
addressed in component-sponsored forums and working groups. ADUSD-MR&MP 
is committed to providing and coordinating assistance for these groups whenever 
possible. 

To further illustrate the importance of effective planning to achieve the envi-
sioned end-state described in the CONOPS, and to assist those faced with imple-
mentation planning, Appendix A contains a planning template used by the DoD 
maintenance depots. This template is a compendium of lessons learned from the 
successful planning efforts of several maintenance depots. Although it is depot-
centric, the planning steps can be easily applied to most other maintenance or-
ganizations and facilities.  

 

                                     
3 The various roles and responsibilities of involved organizations and offices are further  

described in Chapter 6. 
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Chapter 2    
The Case for IUID 

Sustaining materiel readiness is the driving purpose behind almost all DoD logis-
tics and business systems and processes. Providing effective materiel readiness 
produces the required levels of combat capability needed to meet DoD’s strategic 
planning guidance. Since materiel readiness is a direct function of maintenance, 
both are sustaining elements of the DoD’s combat capability. 

Figure 2-1 depicts the current maintenance systems’ transformation into the envi-
sioned future system, directly supporting the overarching goal of sustaining mate-
riel readiness. Essential to the I + T = M formula are three key transformation 
enablers: 

 Accurate asset visibility 

 Common standardized data 

 Standardized IUID. 

Figure 2-1. Transformation Built on Three Key Enablers 

““AsAs--isis”” systems systems 
and processesand processes

Unique Common

MR&MP Goal
“to provide and sustain 

the optimum level of 
materiel readiness”

Key Transformation 
Enablers

IUID IUID 

Accurate Asset 
Visibility 

Accurate Asset 
Visibility 

Common Data Common Data 

“To-be” systems 
and processes

SIM

TLCSM, RCM, 
CBM, CM, MM

 

In Figure 2-1, we see that optimized materiel readiness begins with the implemen-
tation of IUID and employment of common data sets, which in turn facilitate ac-
curate asset visibility. 
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Achieving accurate asset visibility facilitates SIM processes within the new sys-
tems. This facilitates the advanced management functions for materiel readiness 
programs, such as the following: 

 Total life-cycle system management (TLCSM) 

 Reliability-centered maintenance (RCM) 

 Condition-based maintenance (CBM) 

 Configuration management (CM) 

 Maintenance and materiel management (MM). 

These programs provide the higher management functionality needed to fully op-
timize materiel readiness processes, which are necessary to effectively sustain 
combat capabilities. These are just some of the evolving programs and initiatives 
that begin to define the primary characteristics of a future maintenance and mate-
riel readiness environment, as envisioned within this document. But common to 
all of these programs are their dependency on commonly defined data that are re-
lated to and associated with a specific materiel asset through use of IUID. 

Another essential element of transformation depicted in Figure 2-1 is the continu-
ous process improvement (CPI). CPI processes provide the organized method of 
reviewing, assessing, and optimizing this new environment as it evolves to new 
and different situations and conditions. Applying CPI methods, the program man-
agers can identify and arrange the right elements within their materiel readiness 
value stream for the right amount of readiness and the right times. 

BACKGROUND 
In response to Government Accountability Office audit findings critical of the 
DoD’s ability to physically and financially account for its spare and repair parts, 
and in support of the ongoing compliance requirements of the Chief Financial Of-
ficers’ Act, the Office of the Secretary of Defense (OSD) undertook to improve its 
ability to account for DoD tangible items. The DoD vision for item identification 
was to implement policy, regulations, and supporting processes that enabled the 
service components to uniquely identify all significant tangible items in their inven-
tories. This initiative is considered a strategic business imperative for the DoD. 

In setting forth a UID policy, the OSD defined the following strategic outcomes: 

 Data integration across DoD, government, and industry systems as envi-
sioned by the DoD business enterprise architecture 

 Improved item management and accountability 
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 Improved asset visibility and life-cycle management 

 Clean audit opinions on the property, plant, and equipment and operating 
materiel and supplies portions of DoD financial statements. 

In moving to achieve these strategic outcomes, certain issues emerge that must be 
identified and addressed. Most significant is orchestrating the right amount of 
transformation within the business processes, information systems, and manage-
ment methods currently in place within the DoD enterprise. This transformation 
must be based on a SIM paradigm and system infrastructure that manages certain 
items at the individual level using IUID. All of these things are essential to effec-
tively realize the mentioned outcomes. 

A STRATEGIC RETURN ON INVESTMENT 
It must be understood and recognized early on within implementation efforts that 
the application of IUID does not yield a great benefit in and of itself; nor is it ex-
pected to provide a direct return on investment (ROI) in all applications and situa-
tions. The ADUSD-MR&MP takes the position that a return on the investment of 
IUID is not just a function of economics; it is also a function of the amount of ef-
fective change that is ushered in by implementing IUID. Therefore, given the stra-
tegic nature of IUID, a direct ROI (relative to the costs incurred to establish 
IUIDs, mark parts, enter IUIDs into the registry, etc.) may not immediately appear 
at the operational maintenance levels that are typically tasked with its implemen-
tation. But in the long-term strategic perspective, IUID can produce significant 
ROI across the full spectrum of the business and logistics functions of the DoD. 

THE CASE FOR CHANGE 
To better understand the case for implementing IUID, consider as an example a 
ROI analysis of three businesses implementing an e-mail system. These three 
businesses (referred to as Businesses A, B, and C) want to implement e-mail 
within their organizations. Currently, the businesses are postured accordingly: 

 Business A functions purely on a paper-based mail system and does not 
employ the use of personal computers. 

 Business B already functions partially by digital processes; it has personal 
computers, but they are connected only by a local area network—or intranet. 

 Business C also partially uses digital processes and personal computers, 
but these computer are linked via the World Wide Web—the Internet. 
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Intuitively, the implementation of an e-mail system is significantly more costly 
for Business A than for Businesses B or C, which already use personal computers. 
Likewise, one might expect that the investment benefits are greater for Business C 
than for A or B. 

But in reality, the greatest ROI belongs to the business that introduces the greatest 
amount of effective, positive change because of its new e-mail capability. If Busi-
nesses B and C elect to use e-mail only to supplant their current internal messag-
ing processes, and Business A completely restructures itself and reengineers all 
information processes to conform with a net-centric, shared-data, real-time, fully 
digital system—coordinated and managed via e-mail procedures facilitated through 
that digital infrastructure—then Business A would produce the greatest ROI. But to 
the user of that email-enabled information system, most of the big benefits of using 
this system are almost invisible. The immediate benefit is perceived as merely a 
more modern process of doing the same job as before. But that perception may 
change once an individual is promoted or given a raise in salary due to the com-
pany’s growth and prosperity. 

The bottom line is the ROI on new technology integration directly correlates to 
how much change a business is willing to accept and implement relative to the 
full capability of the respective technology. What a business is willing to accept in 
terms of change is directly related to what they need to do to be the best viable 
alternative for their customers. The more efficient a business can become inter-
nally, the greater the external opportunities (to seize the competitive advantage). 

Therefore, an investment cannot be calculated as just the cost of the new technol-
ogy, especially if it is formulated as an attribute of the old processes it is placed 
into. It must be calculated as an integral part of the new processes and optimized 
system that it enables, supplants, supports, and interoperates with. 

IUID is not just new technology for the sake of new technology; it is not change 
for the sake of change. It enables a revolutionary new management paradigm, one 
that instills optimal system efficiency and optimal process effectiveness through-
out the DoD enterprise. 

The application and implementation of IUID provides such a significant change to 
current maintenance operations and materiel readiness management that all of the 
benefits available may not be fully realized for years to come. 

The combined effect of introducing much greater process efficiency and man-
agement effectiveness—throughout the DoD enterprise—is immeasurable. The 
only caveat to reaching these benefits is they cannot be obtained or optimized 
unless all implementing entities and maintenance activities are aligned to a single 
vision and a basic concept of operations. 
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Chapter 3    
Concept Essentials 

THE IMPORTANT ROLE OF VISIBILITY 
Before the concepts for using IUID within maintenance and materiel management 
systems and operations can be meaningfully described, the fundamental principles 
of IUID must be explained and fully understood. 

As explained in the previous chapters, IUID is essentially about providing accu-
rate visibility. “Accurate” refers to eliminating error-prone input of asset identifi-
cation processes and other data capture and data transfer between systems. 
Visibility refers to having precise intelligence about an asset when it is needed. 

The definition of “accurate” is universally understood, but the definition of “visi-
bility” is not; it varies somewhat based on its functional derivation. In the context 
of this document, “visibility” means seeing into all aspects of the complete life 
cycle of a system,1 component, or item. Once accurate, timely, and reliable visi-
bility is achieved, many other management and readiness optimizers can then be 
enabled and initiated. 

THE THREE ELEMENTS OF VISIBILITY 
Implementing IUID establishes accurate visibility as to the identity of a specific 
item for the purpose of associating relevant management data regarding its 

 condition; 

 handling requirements; 

 design characteristics; and 

 circumstances, incidences, and histories of the actual use and care of each 
unique item. 

Visibility has three distinct elements: identity, location, and condition. Some 
might argue that time is also an element of visibility; but for this discussion, we 
consider time to be a variable of each of the other elements. Time is a variable in 
that it marks a measurable period (for example, right now, at some point tomor-
row, or at some point last year) of identity, location, and condition. The location 

                                     
1 The term “system” includes the relevant subsystems, components, and parts comprising the 

system, as well as the associated materiel handling and business processes. 
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and condition of most materiel assets change frequently, and certain aspects of 
their identity (part number revisions, remanufacture, and software revisions) may 
also change, but this is all relative to what period they are being viewed. 

Figure 3-1 shows the three elements of visibility relative to general asset visibility. 

Figure 3-1. The Three Elements of Asset Visibility 

Asset 
Visibility

Identity

LocationCondition

RF technologies
active and passive tags, satellite 
and cellular communication tags

Sensor technologies
(MEMS, discreet sensors, and 

remote sensor networks) 

UID
(unique identifiers)

ID technologies
Bar codes, 2D symbols, passive tags

RFID-ITV
(radio frequency ID—

in-transit visibility)

Quality Assurance
(environmental, condition, and 

surveillance  monitoring)

 

In Figure 3-1, we see the three elements (black lettering) associated to some com-
mon automatic identification technology (AIT) (blue lettering), with the name of a 
known functional program they support (red lettering). It is the combination of the 
three elements that derives “complete asset visibility.” 

Not all processes or assets will require all three elements all of the time, but others 
will. A soldier in garrison may not be particularly concerned with the exact identity or 
condition of a bottle of window cleaner; he just needs to know where it is when he 
needs it. But an item manager for aircraft engines needs to know the specific identity, 
location, and condition of all engines (and the components inside those engines) he or 
she manages. Not knowing can have significant costs and consequences. 

In considering the visibility triangle, a logical question is: If you drill down into a 
more specific functional area of logistics, do the three elements change? The short 
answer is no. 

VISIBILITY ELEMENTS IN MAINTENANCE 
Because the three elements of visibility are functionally non-parochial (i.e., uni-
versally used in many processes), they remain the same even though the sup-
ported programs, processes, and associated technologies change. In the case of 
maintenance (Figure 3-2), we see the functional purpose and programs have 
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changed and the types of technologies differ a bit, but the three elements of visi-
bility remain the same. This is important because it supports the premise that the 
basic elements of visibility are common; they support and sustain high degrees of 
standardization and readily interoperate in all other functional areas. 

Figure 3-2. The Three Elements of Maintenance Visibility 

Maintenance
Visibility

Identity

LocationCondition

Various AIT
passive RF tags, ESNs, 2D 

symbols, embedded technical data

Sensor technologies
discreet sensors, MEMS, 

mesh-net sensors 

Configuration 
Management

System Status
health checks, embedded diagnostics, 

wear sensors 

IUID
Item Unique Identification 

Static AIT
bar codes, 2D symbols

 
Note: ESN = electronic serial number; MEMS = micro-electromechanical systems; RF = radio frequency. 

The point is visibility data may take a different name based on its function, pur-
pose, and process placement. It may use different types of AIT to fully deliver a 
specific level of performance relative to a given process, but the three key ele-
ments remain common. Because they are common, the visibility data exchanges 
into and out of digital information systems can become common too. 

THE SIMPLE DEFINITION OF IUID 
Based on the preceding information, it can be stated that UID is essentially a stan-
dardized data construct that provides consistent, accurate, and automated unique 
item identification in a machine-readable (digital) language. As a data construct, 
UID needs a digital medium to communicate its message of unique identity. Any 
digital medium that conveys an identity message of itself, or of an item to which it 
is attached, can be considered an AIT. The application of UID onto a specific as-
set, entity, or item is then referred to as the IUID. 

The Office of the Deputy Under Secretary of Defense for Acquisitions, Technol-
ogy, and Logistics (ODUSD-AT&L) selected two main AIT media for conveying 
IUID: two-dimensional data matrix, commonly referred to as the 2D symbol, and 
one-dimensional bar code. These are simple and effective forms for expressing 
item identification. These types of AIT are considered static technologies and fall 
into the family of write once, read many (WORM) AIT media. However, many 
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other types of AIT, with a host of associated features, can be used in relaying 
IUID along with other necessary data elements for additional automated data 
acquisition processes. 

THE CRITICAL RELATIONSHIP OF IUID  
WITH AN INFORMATION NETWORK 

Figure 3-3 depicts the association of IUID to AIT, with the IUID being a resident 
element of what is essentially a static AIT medium. Below this, enclosed in a grey 
box, are the different types of media that constitute the more dynamic range of AIT. 
These different AIT, along with their associated features, may also use IUID data 
constructs depending on the functional application they support. But they derive 
their dynamic designation because they can store large amounts of data that can be 
changed or added as needed, or because they “transmit” their data and information 
to provide a stand-off read capability. 

Figure 3-3. Relationships and Features of AIT 

AIT
Static (2D, 
bar codes)

AIS

Automated 
entry Manual 

entry

RFID
• Passive
• Active

MEMS Embedded

IETMs and
technical dataIUID

High Capacity
• CMB, OMC, etc. AIT features

Required to be DoD 
UID compliant 

 
Note: OMC = optical memory card. 

To be UID compliant, an IUID must be created using a 2D symbol or a bar code;2 
however, exceptions are allowed. Some exceptions involve the use of embedded 
AIT, such as electronic serial numbers found in a cell phone. 

How an AIT must function and perform is relative to the functional requirements 
of the system that it supports. Automated information systems (AISs) are the in-
formation processors that accept, process, store, and pass AIT data. So, the types 

                                     
2 Refer to Department of Defense Standard Practice, Identification Marking of U.S. Military 

Property, MIL-STD-130M, 2 December 2005, for complete compliance standards and specifications. 
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and features of AIT that a system might use depend on how it is configured and 
how it must perform. 

An AIS may also permit manual entry of an IUID, or the IUID may be passed 
into an AIS via an electronic technical data program or interactive electronic 
technical manuals (IETMs), as depicted in Figure 3-3. Many technical data func-
tions are being integrated into a weapon’s diagnostic system. Some weapon sys-
tems now use “self-reporting” (i.e., without human assistance) diagnostic 
systems that relay performance data by associated IUID directly into an AIS. 

A process or a functional requirement can specify a precise AIT feature, so once 
that requirement is met, other questions arise: 

 What happens in the AIS once the IUID data is provided by the AIT? 

 Where does the data go and for what purposes? 

 What benefit does this data produce and for whom? 

The answers to these simple yet important questions are planted firmly within the 
ODUSD-AT&L decision to implement IUID and the subsequent decision3 by the 
ADUSD-MR&MP to implement serialized item management for reparable and 
intensively managed items. 

In Figure 3-4, we see how the IUID is passed via an AIT into the supporting AIS. 
Inside the AIS, IUID data is processed using SIM methods to meet the functional re-
quirements of that specific system and the assets or components it supports. The SIM 
information is then passed up into a service network, and on into the DoD network, in 
order to provide the requisite information for a multitude of functional purposes 
(marked in the green boxes). 

                                     
3 Department of Defense Directive Number 4151.18, USD(AT&L), Subject: Maintenance of 

Military Materiel, Paragraph 3.2.5, dated March 31, 2004. 
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Figure 3-4. The Relationships of SIM Information to Functional Processes 
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Note: MWO = modification work order; OEM = original equipment manufacturer; PBA = performance-based 

agreement. 

 
From the DoD network, or in certain instances directly from the AIS, IUID data is 
pulled from or pushed to the UID Registry, which is the official DoD system that 
manages UID product data. Although greatly simplified, IUID data and other infor-
mation is generally passed via the information network as depicted in Figure 3-4. But 
describing the technical elements of this vast system is not the purpose of this discus-
sion. Instead, this concept of operations document focuses on describing the mainte-
nance and materiel readiness functions listed in the middle green box. 

THE CRITICAL FUNCTION OF IUID IN MAINTENANCE 
AND MATERIEL MANAGEMENT PROCESSES 

An IUID is often referred to as an item’s social security number (SSN) because 
it serves an identifying purpose much like an SSN. The number acts only as an 
identifier with which other relational data elements can be associated to derive 
more detailed and pertinent information about that specific item. For example, 
to ascertain the exact physical characteristics of a specific person, such as 
height, color eyes, or blood type of a specific person, the SSN could be accessed 
and associated to the medical records for that person. Or, the SSN could be as-
sociated to registrant data, like where a person works or lives. In any event, this 
is much like the data and information relationships of IUID to maintenance and 
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materiel management data. The number essentially makes it possible to find 
other sources of associative and relative data. 

In the case of a reparable component, the term “associative data” means the ability to 
access pertinent technical data, such as maintenance and repair history, engineering 
data, and the operational use history. If this information is reliably accurate, a com-
plete life-cycle perspective becomes visible, relative to that respective component. 
This leads to serialized item management (i.e., the management of a specific item 
relative to its exact conditions, requirements, and circumstances—rather than man-
agement based on assumed criteria generally applied to broad categories of similar 
components). Through IUID, we achieve SIM; through the use of SIM methods, we 
can achieve the following: 

 Continuous process improvement 

 Condition-based maintenance 

 Accurate and complete cost and performance data for total life-cycle man-
agement functions of systems and components 

 Reliability-centered maintenance 

 Automated and highly accurate weapon system/component configuration 
management and system inventories 

 More effective automated maintenance management (for example, fault-
to-corrective action tracking, real-time status reporting, accurate technical 
data, accurate supply interfacing, component failure and performance 
rates, work order data, usage data, dispatching, warranty tracking, and me-
chanic proficiency tracking). 

In the context of materiel management, the key benefit of IUID is the ability to 
associate specific assets to specific locations (or, if in transit, to specific transpor-
tation nodes), and then to the condition of the assets occupying those locations. 
The primary goal of materiel readiness and management is to ensure the right 
things are brought to bear at the right time, at the right place, in the right configu-
ration, and in the best condition. If they are not, then the knowledge to adjust and 
correct an issue becomes paramount. For the materiel manager, IUID enables se-
rialized item and asset management, which in turn achieves the following: 

 Accurate supply inventories by specific configurations or criteria 

 In-transit visibility at the lowest level of shipment 

 Acquisition of the correct items and in the correct amounts 

 Accurate and effective warranty management 
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 Effective retrograde operations 

 Accurate accountability 

 Automated transfer, issue, and receipt processes 

 Deriving the remaining life of specific or entire populations of assets 

 Improved repair cycle times 

 Accurate disposal rates and conditions. 

Visibility into the relational data associations of specific identities is primarily an at-
tribute of the processing and networking capability of the AISs with which the AIT 
interfaces. These AISs acquire, pass, receive, collect, process, and store data for con-
version into actionable information. In Figure 3-3, we depicted the relationship be-
tween IUID and AIT, and the interface between AIT and the AIS and pertinent 
technical data. In Figure 3-4, we depict the relationships and relevance of IUID data 
and SIM processes to an AIS and its higher service level and DoD networks. What 
was depicted in those figures can be summarized as follows: 

 All elements of a system must work effectively in concert (interoperate) 
with each other. 

 All sources of relevant data must be readily available to provide essential 
information for the essential functions as needed. 

 And most important, it all starts with the accurate identification of an item 
using its IUID. 

With instantaneous data exchanges available on demand, managers can have 
accurate visibility into all relevant aspects of the DoD enterprise. But what are 
the “relevant aspects” and how do they support the new maintenance and mate-
riel management concept of operations? These questions are addressed in the 
next chapter. 
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Chapter 4    
The Concept in Action 

This chapter provides a full representation of typically defined, end-to-end mainte-
nance and materiel readiness management processes used throughout the DoD com-
ponents. These end-to-end processes entail the general maintenance and materiel 
management functions assumed to exist in a net-centric, shared information SIM en-
vironment. Therefore, the concept clarifies how the envisioned end-state (i.e., post-
IUID implementation) operates, and it describes how certain benefits emerge for 
maintenance and materiel readiness activities, organizations, and operations through-
out the DoD maintenance environment.1

We depict certain critical elements of an envisioned end-state for the concepts of 
future maintenance and materiel management using four scenarios: 

1. Field-level operations 

2. Sustainment-level operations 

3. Life-cycle management 

4. Performance-based agreements (PBA), contractor logistics support (CLS), 
and foreign military sales (FMS). 

Although the scenarios are not complete, they do represent the general end-to-end 
processes used within all components. These are concepts and, therefore, they do 
not use or incorporate the specific lexicon and jargon of any one component. 
Likewise, we avoided using existing system names and concentrate on the role or 
function a system supports. 

SCENARIO 1. FIELD-LEVEL OPERATIONS 
Scenario 1 encompasses organizational and intermediate maintenance operations, 
supply interface, and engineering support. In this scenario, a mechanic is conduct-
ing a post-mission inspection of a weapon system. Using his common access card 
(CAC), he launches a maintenance management program (MMP) and enters his 
personal identification number (PIN) into his portable maintenance computer. Us-
ing the accompanying portable UID scanner, he scans the IUID for the weapon 
system, which is then communicated to the MMP. The MMP directs him to the 
appropriate technical information for that specific system. 

                                     
1 In this instance, the “environment” is defined as reaching from the lowest level of mainte-

nance repair and disposal processes (usually organizational) up through the design, manufacturing, 
and component life cycle and system sustainment processes. 
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While conducting the inspection, the mechanic detects a hydraulic servo leaking 
fluid. Since the servo is an IUID-marked component, the mechanic scans the 
IUID of the servo and sends it to the MMP. The MMP validates the servo as an 
installed component on that weapon system and then automatically opens to the 
correct technical data and history for that servo. The mechanic enters the fault into 
the MMP, associates it to the servo, and is presented with the inspection criteria 
for assessing leaks. The mechanic concludes that no leaks are allowed and the 
servo must be replaced (noting that repairs must be performed at the depot). 

Using the servo IUID as the initiating reference, he queries the MMP for replace-
ment and is notified that a replacement is on-hand in organizational-level supply. 
He places the requisition for the new servo; it is transmitted wirelessly to the pro-
duction control (PC) office where it is approved and routed to the unit supply 
computer. 

The mechanic removes the unserviceable servo and prepares it for turn-in accord-
ing to the MMP instructions. He makes the appropriate entry into the MMP con-
firming the removal; automatically all associated data and information regarding 
that servo is accurately annotated. The weapon system records are updated and all 
information regarding the servo fault, removal, and preparation actions are passed 
to the quality control (QC) office. Because the servo accumulated only a very low 
number of operating hours before it started to leak, the MMP checks to see if the 
item is warranted and passes a “premature failure” alert to the assigned engineer-
ing authority and program manager. 

The PC office is simultaneously notified of the change in weapon system status, 
and all relevant information is passed to the service’s maintenance database. The 
mechanic takes the old servo to supply and exchanges it for the new one. The 
supply clerk scans the IUID of the unserviceable servo as well as the new one.2 
The mechanic and clerk scan their common access cards, enter their PINs, and 
complete and document the transactions. 

As the issuing action is registered by the supply clerk, the supply computer initi-
ates its automated stock refill processes. The requisition is established, the refill 
assets are located, and a list of available servos that can be used in that specific 
weapon-system configuration is electronically provided to the PC office. The list 
associates all available servos by IUID to national stock numbers (NSNs), and it 
links to basic information pertaining to each available servo. If the unit’s mission 
requires certain servos with a certain modification applied to them, or a specific 
time before the next scheduled maintenance event or overhaul, the PC office can 
select the one most appropriate for the weapon system being used by that unit. If 
there is no such requirement, the system automatically selects the first available 
replacement based on default criteria established by that unit. 
                                     

2 If the new servo is not already marked with an IUID, the automated supply management sys-
tem will recognize by code the requirement for the IUID and will not release the servo for issue. 
Instead, the QC office will be notified; a qualified QC inspector will be assigned to create and 
apply the IUID according to approved marking procedures. 
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The new servo is taken back to the weapon system. The mechanic scans the IUID, 
which is then communicated back to the MMP. The MMP associates the IUID to 
the unique technical data for the servo and confirms the servo is compatible for 
that specific weapon system (based on the accurate weapon system build configu-
ration and the “as maintained” inventory data). The servo is installed, and all per-
tinent information is passed to the QC and PC offices. 

As the mechanic is finishing the replacement, the MMP receives an engineering 
alert via the QC office requesting an immediate inspection of shimming on the 
servo’s support bracket. Because the “premature failure” alert was passed into the 
Service’s maintenance database, the supporting engineering directorate was auto-
matically alerted. The assigned engineer pulls additional maintenance data for that 
weapon system and verifies the servo replacement as an irregular event—noting 
this is the third time a servo was replaced on this weapon system—and, as such, it 
is identified as a potential problem. 

The weapon system engineer checks the maintenance database for the IUIDs of 
the two previous servos that failed. Using IUID-associated maintenance histories, 
the engineer finds both servos were listed as “leaking” as the reason for replace-
ment. Further research of depot tear-down analysis reports for these servos listed 
possible tensional loading—caused by improper shimming of the support 
bracket—leading to premature seal failure and leaking. 

Back at the weapon system, the mechanic checks the bracket alignment and 
shimming using the engineering alert instructions and finds the bracket to be sig-
nificantly out of tolerance. The correct shimming is applied and the appropriate 
actions annotated in the MMP. The weapon system is returned to full service. 
Figure 4-1 illustrates the sequence of events for this scenario. 
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Figure 4-1. Illustrated Sequence of Events for Field-Level Operations 

 

In summary, scenario 1 describes the concept of automated maintenance man-
agement for field-level operations (the preponderance of field-level maintenance 
actions require mechanics to know the precise configuration of the weapon sys-
tem, know the precise model of the subject component, and have immediate ac-
cess to accurate and specific technical data). 

This scenario illustrates the following benefits: 

 The ability to automate (self-populate) a timely supply request with accu-
rate information ensures the right part is ordered for the right system, and 
that it is delivered to the right unit. 

 Specific replacement parts can be selected by maintenance managers 
to ensure supply replacement items are correct to unique end-system 
configurations. 

 The ability to capture, track, and associate relevant information (e.g., 
use history, fault and corrective action data, and supply inventory data) 
can be fully automated (without human intervention) for maintenance 
to life-cycle management. 
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 Near-real-time readiness status reporting is ensured. 

 Item-level visibility provides immediate benefits for the field maintenance 
manager and commander, with greater business information capability be-
yond the field level. 

SCENARIO 2. SUSTAINMENT-LEVEL OPERATIONS 
Scenario 2 encompasses depot operations, disposal processes, supply interfaces, and 
life-cycle management. In this scenario, the depot production manager uses a depot 
information system (DIS) to run the automated daily review of the supported ser-
vices’ maintenance databases. The review reveals that an unserviceable, repairable 
servo is being retrograded to that depot. The servo is identified by NSN and IUID. 
The DIS cross-checks the IUID with the service’s information network (potentially 
linked through enterprise resource planning [ERP] software), which reports the servo 
is already in transit via a commercial carrier and provides a tracking number. 

Using the tracking number, the DIS is programmed to automatically track the status 
of the inbound servo as it moves to the depot. The servo is expected to arrive within 
1 week. Using the IUID provided, the production control manager opens a receiving 
and repair induction notice for the inbound servo. 

Using the IUID included on the repair induction notice sent via the DIS, the in-
duction manager has access to the maintenance history, fault data, QDR, and the 
depot maintenance work requirements (DMWR) of the expected incoming asset. 
He passes that information as an electronic advanced induction work package to 
an induction inspector, who reviews the materiel and tentatively routes the servo 
to a repair station as it arrives. 

The work station’s schedule is established by the production manager, which is 
based on visibility into the work flow for that station, the precise number of ser-
vos awaiting repair, the current and past demands for servos, any operational pri-
orities (established by the weapon system manager or the item manager), the 
repair parts availability (pulled from the Defense Logistics Agency [DLA] infor-
mation system), funding availability and special project codes, and the precise 
supply chain levels and inventory. 

When the shipment arrives at the depot, the servo package shipping labels are 
scanned and transmitted to the DIS. The DIS identifies the shipping package as 
the expected in-bound servo and automatically associates it to its predetermined 
induction work-order package. Using the PIN of the receiving clerk, the servo is 
received within the DIS, and all open transportation actions associated by IUID 
and tracking numbers are closed. The receipt clerk is given instructions via the 
DIS to immediately route the package to the assigned repair station. Removing 
the servo from the shipping package, the repair station receiver scans the IUID 
and the shipping tag and transmits them to the DIS. The DIS verifies the servo 
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inside indeed belongs to that shipment package and completes all open supply ac-
tions for receipt-accountability of the servo. 

Once inducted, the item is placed into immediate teardown, during which the ac-
tual faults and possible causes are recorded in the DIS. This is important because 
the original reported fault may be merely a contributing symptom of its actual 
cause; this is also relevant when the fault is no longer present or cannot be dupli-
cated. This cause-and-effect relationship—between recorded symptom and actual 
fault—is captured as further teardown analysis reveals the internal diameter of the 
servo housing is worn beyond tolerance, rendering the servo non-reparable. At the 
repair station, the mechanic enters the teardown findings into the DIS, associates 
the findings to the servo’s IUID, and assigns the “condemned” code. The DIS 
provides further disposition instructions and automatically sends notices of con-
demnation to the responsible Defense Reutilization and Marketing Office 
(DRMO) system, as well to the item and weapon system managers. 

The servo is tagged and sent as a condemned item to the DRMO, where it will 
be demilitarized (“demil”) and sold as scrap for recycling. The DIS automati-
cally updates the UID Registry, showing the item was condemned by the depot 
and sent for demil to the DRMO. Using its IUID, the DRMO receives, demils, 
and scraps the servo, adding codes to the appropriate registry field. If the servo 
is inadvertently returned to supply, the UID Registry immediately identifies 
the servo as condemned upon attempting an electronic receipt transaction. 
Figure 4-2 illustrates the sequence of events for this scenario. 
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Figure 4-2. Illustrated Sequence of Events for Sustainment-Level Operations 

 

To summarize, Scenario 2 describes the concept of automated maintenance man-
agement for sustainment-level (above field-level) operations. The preponderance 
of management actions requires the precise identity of the subject component be-
cause subsequent depot production control decisions are made relative to its main-
tenance and use histories. 

This scenario illustrates the following benefits: 

 IUID is used to associate item identities to shipment identities for supply 
and transportation actions and processes (such as in-transit visibility). 

 By using IUID in the induction processes, all parties have immediate ac-
cess to accurate and specific technical data, such as DMWRs and technical 
bulletins. 

 IUID permits precise, automated receipt transactions and induction proc-
essing by associating the shipping information to the item. 
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 Incidences of disposal are accurately managed, and the potential for corrupt 
and counterfeit parts reentering the system is dramatically reduced. 

 Accurate accountability of active stocks and inventories (along with the 
life remaining for those items in use) is factored into repair processes and 
priorities. 

SCENARIO 3. LIFE-CYCLE MANAGEMENT 
Scenario 3 encompasses national inventory control points, item and weapon sys-
tem managers, engineer directorates, a manufacturer interface, and sustainment 
and field-level operations. In this scenario, the item manager (IM) is notified 
(based on the inputs from the DIS and service networks) that the servo was con-
demned and subsequently scrapped, reducing inventory by a quantity of one. Using 
IUID-enabled relational data, the IM pulls depot maintenance reports and supply 
data. Running a supply-analysis program the IM sees the demand rate for servos 
is five times greater than expected. 

With analysis of the current rate of demand, repair cycle rate, and the condemna-
tion washout rate, the IM concludes inventory levels are precariously low. A deci-
sion for an emergency acquisition of additional servos is required. Emergency 
procurement of those items is estimated to add 20 percent to the cost. He confers 
with the weapon system manager, who agrees that even if they separate the inci-
dences of induced failures through improper shimming, the servos are not reach-
ing their expected life. Moreover, they are being condemned at the depot at a 
disproportionately high rate. 

The system manager contacts the depot quality control section, which queries the 
DIS for the IUID of all condemned servos, checking each for data surrounding 
their condemnation. The system manager finds that the majority were condemned 
due to higher-than-allowed tolerances of the inside diameter of the housing. The 
system manager contacts the weapon system engineering department and asks it 
to review the situation. 

During their review, engineers discover the diameter tolerances cited in the DMWR 
were established to accommodate replacement of the encased seals. The seal is a 
common “garlock” seal, which costs approximately $10 dollars. Because the servo is 
provisioned with stability control circuitry and actuators, the complete servo as-
sembly costs approximately $18,000. Allowing the housing to accommodate a 
slightly larger seal (by an additional 0.010 inch), in instances exceeding the allowed 
DMWR tolerances of over 0.010 but not exceeding 0.020, would eliminate most in-
cidences of condemnation. The engineers also discover—through review of the IUID 
associated use and maintenance histories of all servos returned for depot repair—
that most originated from units in Southwest Asia (SWA). Further investigation 
determines that teardown analysis revealed high degrees of abrasion of internal ma-
chined surfaces. The engineers conclude this is most likely caused by possible sand 
contaminants in the hydraulic fluid. 
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Additional field research reveals that maintenance crews are experiencing diffi-
culty opening the reservoir lid for routine service of the weapon system without a 
significant amount of dirt and dust entering the reservoir. It was not believed to be 
an issue, because the primary first-stage filters are supposed to catch even micro-
scopic particulates. However, the engineers find that in the SWA environment 
these filters are routinely overloaded and go into bypass, allowing unfiltered fluid 
into the second-stage filters, which can only filter much larger particles. Mainte-
nance instructions require a flushing the hydraulic reservoir under these condi-
tions of first-stage bypass, and not the entire system. Not flushing the entire 
hydraulic system is believed to be causing the high number of servo problems and 
other faults that require subsequent depot repairs. 

The system manager contacts the manufacturer of the servo, who concurs with the 
engineering review and adds that the servo housing can easily accommodate the 
larger seal. The manufacturer recommends a part number for another seal that fits 
the new criteria. With regard to contaminated hydraulic fluid, the manufacturer’s 
engineers do not suggest any modification to the servo design. They suggest re-
vising the maintenance procedures to include a full system flush upon entering 
bypass conditions of the primary filters. 

The weapon system engineers concur; the weapon system manager advises the IM 
to not initiate procurement of any additional servos through emergency processes. 
The field maintenance procedures are immediately revised using an urgent techni-
cal bulletin. The depot production control orders the new seals and revises the 
DMWR data to include use of the new seal and inspection criteria. The depot im-
mediately contacts the DRMO and initiates the retrieval of two servo housings by 
IUID that were recently shipped for demil. 

The maintenance history of all weapon systems assigned, or having been as-
signed, to SWA is reviewed for incidences of primary hydraulic filter bypass. 
Those aircraft found to have encountered this situation are further reviewed to 
identify the servos by IUID. Those servos, which are quickly located by their 
IUID, undergo a one-time special inspection by an intermediate maintenance fa-
cility. All servos passing the one-time inspection have their “operating hours to 
overhaul” reduced by half of their remaining hours. 

The depot, weapon system, and item managers are notified of the IUIDs of all af-
fected servos and the circumstances and all historical data associated to each 
servo. Depot forecasting programs calculate best induction dates for depot work 
flow schedules. Figure 4-3 illustrates the sequence of events for this scenario. 

 4-9                                                  145



  

Figure 4-3. Illustrated Sequence of Events for Life-Cycle Management 

 

Scenario 3 describes the concept of automated maintenance management as it in-
terfaces with weapon system and materiel management. Visibility information 
into the maintenance actions performed at field level is translated into actionable 
information required for fleet management and engineering analysis. 

This scenario illustrates the following benefits: 

 Accurate information regarding the use and maintenance histories of com-
ponents can be readily associated to specific weapon systems or those in 
specific geographical locations. 

 Visibility into inventory, demand trends, repair issues, and disposal rates 
are immediately available to the item manager. 

 Engineering reliability analysis is immediately initiated using up-to-date 
trend analysis based on documented true and complete cause-and-effect 
relationships. The effectiveness of engineering corrective actions and re-
design are monitored in near real time. 

 Immediate revisions to technical data are controlled and implemented. 
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SCENARIO 4. PERFORMANCE-BASED AGREEMENTS, 
CONTRACTOR LOGISTICS SUPPORT, AND FOREIGN 
MILITARY SALES 

The maintenance and support functions of the PBA, CLS, and FMS program vary 
somewhat from those provided in field-level and sustainment-level operations and 
during life-cycle management. Therefore, before describing this scenario, some 
further definition is needed. 

The emphasis of PBA and CLS is to free the services of certain maintenance sup-
port duties in order to facilitate more efficient and effective support within the 
Services’ maintenance environments. Under PBA and CLS, the onus is on the 
contractors to optimize support using whatever resources they have. The FMS 
program positions government-procured systems, equipment, and resources for 
sale to other countries. These systems are not necessarily “shared” systems, but 
they are similarly configured. 

The primary purpose of IUID in PBA, FMS, and CLS is to provide automated, 
accurate asset accountability. Within CLS and FMS operations, SIM processes 
essentially follow the services’ internal procedures. Within a PBA operation, 
SIM assets and maintenance management processes are under the control of the 
contractor, but there are points of interface into Service systems. 

The servo in the preceding scenarios belonged to a weapon system that is part of a 
family of similar systems used throughout DoD. These systems are distributed 
throughout the Services and, although they have different mission design series 
designations, they share many common parts. The latest model of this weapon 
system is supported via a PBA. All other models have various arrangements of 
CLS in place. The earliest model of the weapon system is being removed from 
DoD inventory and is being placed into a FMS program. 

The following subsections further explain how these support approaches operate 
and perform relative to IUID and SIM. 

Performance-Based Agreements 
Currently, weapon system support contracts do not use a standard definition for 
performance-based agreements (i.e., any support arrangement based on a per-
formance driven outcome). Consequently, PBAs have many variations and unique 
facets. In the broadest and simplest definition, a PBA allows the service to con-
centrate on the use and application of the weapon system or subsystem and to 
delegate certain maintenance support to a contractor. Readiness is established as a 
performance requirement that the contractor agrees to provide. Therefore, the sce-
nario for IUID within a PBA operation starts at the point of readiness reporting. 
But integrating that PBA support structure into the operational environment is still 
a challenge. 
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Under a PBA, accountability and tracking of government-owned or -leased assets 
used by the contractor may fall to the service. Delineating who owns or who con-
trols what equipment is essential for both parties. In these cases, IUID facilitates 
the automated and accurate means to accomplish accountability and control. 

In today’s defense industry, a complete weapon system is seldom manufactured 
by a single company. Usually, a weapon system is composed of several proprie-
tary subsystems that may not be included within the scope of the PBA contract 
(for example, aircraft engines may be supported and managed independent of the 
aircraft). These subsystems may be covered under a separate PBA or CLS con-
tract, or supported by the service itself. 

Under such circumstances, PBAs are established and executed in a manner that 
supports the information requirements for the entire system as a routine part of the 
contractor’s performance. Essentially, this consists of contract clauses requiring 
information sharing and the use of common data exchange standards. These data 
standards permit the seamless migration of IUID-enabled maintenance data into 
other systems without loss or corruption of data integrity. 

In this scenario, when the terms of performance for the PBA contract were nego-
tiated, it was determined that the manufacturer of the new model weapon system 
had complied with the Defense Federal Acquisition Regulation (DFAR) guide-
lines and requirements for UID. In fact, the manufacturer had embraced the fullest 
extent of IUID application within its internal production processes and was able to 
provide an electronic “build” record, along with a digital operator’s logbook, for 
the fielding of the new model weapon system. 

Even though the support of this new system is performed under a PBA, this initial 
record establishes the exact configuration of the system “as built” and “as deliv-
ered” for the service’s management system, accurately identifying all installed 
components and items. These digital records also enabled the accurate and auto-
mated accountability with the level of visibility to delineate all government-
owned assets from contractor-owned assets used on or as part of the weapon sys-
tem. This included contractor-provided ground support equipment used within the 
service’s area of operations.3

                                     
3 With regard to the contractor’s support methods and operations, the contractor is free to 

move and use its non-IUID-marked government-supplied equipment (GSE) assets into and out of 
the service’s area. However, if any GSE or support asset meets the established DoD criteria for 
marking items with UID and is used in direct support and in the operation of that weapon system 
while on a government installation, and if the asset is to remain unattended by the contractor and 
is secured or guarded by government personnel, it must be marked, registered, and tracked using 
the appropriate property management system (government or contractor). The intent is for the ser-
vice to free itself from any extensive asset management, but still maintain accountability and secu-
rity of all relevant assets placed into the service’s tactical area of operations, regardless of 
ownership (e.g., equipment owned by the government but used by the contractor). In this instance, 
the government owns the weapon system but not the GSE, so accurate asset accountability is the 
motivating government concern, not life-cycle management. 
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Following the same IUID-enabled post-mission inspection requirement used in sce-
nario 1, the sequence of events remain the same except that the contractor is using its 
own version of the maintenance management system. When a leak is discovered in 
the servo (commonly used in all models), and it is subsequently removed and re-
placed, the only element of the entire process visible to the service is the associated 
readiness and availability information. The contractor informs the service of the 
status and effect of the maintenance actions using the IUID-enabled standardized data 
exchange sets, which permits the seamless interface between the contractor and the 
government information systems. The government system passes the replacement 
transaction by IUID of the servos to its maintenance database. This permits an accu-
rate update of the electronic “as maintained” record (initiated from the “as delivered” 
record) of that specific weapon system. 

The contractor’s maintenance management information system that tracks main-
tenance actions associates the IUID of the leaking servo to the weapon system’s 
maintenance history. The system finds this servo was repaired four times before 
(once while on this model weapon system, three times while on older versions). 
The servo has demonstrated a tendency to develop leaks after operating in certain 
environments. The servo’s reliability, based on its available mean time between 
failure (MTBF) data is reaching only 19 percent of its expected service life.4 En-
gineers are concerned because all servos are averaging only 84 percent of their 
calculated service life. 

The breakout by individual performance analysis shows this servo is a significant 
statistical outlier, which is significantly affecting overall reliability averages. The 
servo is labeled a “bad actor” within the maintenance system, and it is no longer 
allowed to be repaired. It must be sent back to the engineering department for fur-
ther analysis. 

Through the IUID, the engineering department identifies three other servos 
with extremely low MTBF. These three servos are installed on PBA-supported 
weapon systems. Using IUID-associated manufacturer data, research reveals that all 
prematurely failing servos were machined and assembled at a specific station, at a 
specific plant, and on the same day. The production database identifies that a total of 
five servos were produced that day. The other two servos were procured by DLA as 
spares for the earlier model weapon system. IUID data show the two servos were is-
sued to a service supply organization but were never installed. They are located using 
IUID-associated supply transaction data in the service’s intermediate-level supply 
warehouse. 

The production manager at the manufacturing plant is contacted. She informs the 
engineers that the machines used in the production of the five servos lost power 
on the day in question. The machines were reset; apparently these servo housings 
were not pulled from the line during the reset process and inadvertently made it 
through assembly. This is an isolated incident involving only these five servos. 
                                     

4 An individual component’s reliability can be assessed using relational data that is associated 
to its IUID, which is visible using SIM methods. 
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Using their IUIDs, the three installed servos are “tagged” with a technical bulletin 
alert within the Service’s maintenance database. Upon entering scheduled mainte-
nance or exhibiting a leak (whichever occurs first), the servos are replaced by the 
contractor, and the bad ones are sent to the engineering department. The other two 
servos are recalled from inventory by IUID; replacements are provided at no cost 
to the service. By removing the three failing servos and replacing the two spares, 
the average reliability of the total population of these servos is now expected to 
achieve 99 percent of their engineered reliability and service life. 

This PBA scenario describes the concept of automated maintenance management 
as it interfaces with the weapon system and materiel management. Visibility in-
formation about the maintenance actions performed by the contractor is translated 
into actionable information required for fleet management and engineering analy-
sis. This scenario’s illustrates the following benefits: 

 Accurate information about the use and maintenance histories of compo-
nents in and out of the PBA support system is associated to specific 
weapon systems and geographical locations. 

 Visibility into inventory, demand trends, repair issues, and disposal rates 
are immediately available to the PBA provider, resulting in greater main-
tenance productivity at less cost with better reliability. 

 Engineering reliability analysis is immediately initiated using up-to-date 
trend analysis based on documented true and complete cause-and-effect 
relationships. 

 Affected parts and systems are easily identified and corrective actions and 
replacements are readily dispatched. 

Contractor Logistics Support 
CLS provides experienced weapon system and logistics support. Maintenance CLS 
contracts often provision the contractor as an augmenter to the uniformed or DoD 
civilian workforce. Because CLS contractors augment the existing DoD capability, 
they are usually integrated with the component information management systems. Of 
course, there are exceptions and variations, but usually the CLS approach matches the 
service’s capability, but with a higher level of dedicated resources. Therefore, 
CLS contractors are expected to generate, use, and transfer the same maintenance 
data required and used by the respective component. 

Under most CLS arrangements, all processes and procedures remain the same as 
in the scenarios 1–3. In some instances, the contractor may use its own informa-
tion management systems, but it still is required to capture, record, archive, and 
transfer all data and event information to the service AIS (as if using a pure ser-
vice system). No service-required information or data are lost; the contractor has 
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access to the information needed for support functions and can use a system that 
serves its own processes and requirements. 

CLS use of IUID follows the DoD component requirements and business rules. 
Asset information and materiel management interoperability between CLS pro-
viders and their respective supported component is effective and continuous 
through standardized IUID-enabled processes. Other benefits are essentially the 
same as in scenarios 1–3. 

Foreign Military Sales 
The sale of defense equipment and systems by the FMS program usually does not 
require tracking components outside the DoD environment. Exceptions are most 
often based on the type of technology present in the respective commodity. How-
ever, some countries may wish to implement automated asset tracking and SIM 
programs in participation with U.S. programs, while other countries may explic-
itly forbid any form of outside visibility into the systems and equipment used by 
their defense forces that are not required by stipulation of the FMS program. In 
certain cases, a customer country may purchase U.S. logistics support for the re-
spective system as part of the FMS package. 

Although any IUID-enabled maintenance or materiel management system could 
use the IUID, the primary purpose of marking FMS components is to register their 
existence in order to properly exit them from the DoD accountability system. 
Marking parts that are leaving the DoD may seem counterintuitive to the intent of 
IUID, but this is an essential step in accountability. In addition, because many 
parts used on foreign systems are common to U.S. systems, it is important to con-
trol the procurement of counterfeit parts and stem the reentry of foreign parts with 
unknown histories back into the DoD. 

If the part placed onto the FMS platform was not procured through DoD acquisi-
tion and procurement channels, and if the part is not common in fit and function 
to U.S. systems—meaning there is no concern that the item may inadvertently re-
turn to the DoD system—it may not be necessary to mark these items (if not ex-
plicitly requested and provisioned to do so by the customer country). 

In the FMS scenario, a service maintenance depot was awarded the task of converting 
the earliest model weapon system for placement into the FMS program. As the sys-
tem is refurbished to its specified configuration, a new servo is placed onto the 
weapon system. In accordance with DoD requirements, the servo is appropriately as-
signed and marked (as in Scenario 1) when it is issued to the depot maintenance 
team. The servo’s IUID is now associated to the weapon system as it is installed. 

Upon completing the refurbishment, an electronic “build” record is compiled of all 
associated parts installed on that weapon system. The weapon system is delivered to 
the customer along with an “as delivered” record of its pertinent components. Upon 
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receipt by the customer, all associated IUID-marked components are annotated as 
being removed from U.S. inventory within the UID registry. 

Several years later, due to heavy battle damage of the U.S.-deployed weapon sys-
tem, the servos’ item manager initiates a reorder for the procurement of 20 addi-
tional servos from the manufacturer. As per DFAR requirement, the new servos 
are delivered and receipted using IUID. Upon receipt at DLA, the servos’ IUID 
marks are scanned and entered as new items into the UID registry. Through this 
process, one of the servos is flagged as being duplicated within the UID registry. 
Through linked databases, research reveals that the IUID belongs to a servo listed 
as having been assigned to an FMS system. 

The manufacturer is informed of the situation and quickly launches an investiga-
tion. Using global databases, the servo housing is traced to a vendor dealing pri-
marily with overseas customers. The servo housing was recovered from the 
disposal processes initiated by the FMS customer country. The vendor repaired 
the damaged housing using unauthorized repairs and engineering specifications 
and returned it to his inventory as a new housing. The servo housing was sold 
back to the original manufacturer, who no longer manufactures that model hous-
ing. The servo is recalled by the manufacturer and another legitimate servo is pro-
vided. Legal actions are taken against the errant vendor. 

To summarize, through IUID processes, the government can accurately control its 
inventories relative to items being placed into the FMS program. The program 
enables detection of incidences of counterfeit parts and traceable liability identifi-
cation (ID) and proper restitution. Figure 4-4 illustrates the concept. 

Figure 4-4. Controlling DoD Inventories and Identifying Counterfeit Parts  
Relative to the FMS Program 
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Making the Concept Work 

THE NEED FOR COMMONALITY AND STANDARDS 
The respective weapon system manager must establish correct milestones for im-
plementation of IUID. One of the milestones is determining the level of items re-
quired to be marked before achieving a “critical mass” necessary to convert a 
specific system to fully IUID-enabled processes.1 Once the conversion is made, it 
becomes the point of “no return.” In other words, after obtaining a certain level of 
IUID implementation, it becomes almost irreversible with regard to the system’s 
information processing that is now inextricably configured to operate using IUID. 

A positive effect of achieving critical mass is it becomes the point at which bene-
fits start to emerge (as the item management system begins to effectively operate 
with a fully IUID-enabled information capability). In this sense, it is imperative 
that weapon system managers understand that, ultimately, the benefits of IUID are 
more an attribute of SIM. 

Achieving a point of critical mass is no small feat. This document makes no at-
tempt to persuade anyone into believing the transition to this point is easy or an 
insignificant effort. Moving to an IUID-enabled SIM paradigm is truly a trans-
forming event for all elements of the DoD’s business, operational, and logistics 
functions. However, it is not the focus of the maintenance concept to describe 
each element of transition or to define the critical mass points for each system. In 
this section we just want to point out the “nuts and bolts” that hold the concept 
together. 

COMMON PIECES OF THE CONCEPT 
Several common elements hold the concept together, allowing maintenance and 
materiel readiness management to move far beyond the capability of current sys-
tems. These common elements are as follows 

 Common data 

 Assigned uniqueness at the item level 

 IUID data standards 

                                     
1 “Critical mass” is the specific point in implementation that permits a system to begin to fully 

operate or derive expected benefits by using IUID.  
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 Tracking of maintenance data events 

 Data interchanges. 

Common Data 
As stated throughout this document, it’s all about visibility; and visibility is all 
about the data. If common data are not defined and used, then all the other things 
that may be common—the service you work in, the ERP system you use, the 
AIT equipment you use—become exponentially complex, expensive, difficult, 
and cumbersome. Without a common data structure, interoperability is not 
achieved. 

Common data are analogous to U.S. dollars in our society. It is the medium by 
which all businesses work. One cannot go to the store and buy food without 
American money. The storekeeper has no interest in exchanging food for Yen, or 
euros, or your best pig. Even if the euros were equivalent to dollars, the shop-
keeper does not want them because they are not common to him; it is too difficult 
for him to change them into something that is—dollars. And the pig may be worth 
far more than the goods you are buying, but the store owner has no way to evalu-
ate that fact; he has no perspective of what any pig is worth. Likewise, data has to 
be in the form of a common digital medium, something that others can universally 
recognize and use. 

Assigned Uniqueness at the Item Level 
In the past century, the DoD has moved from text on paper to text in computers, 
but the concept of common data has yet to take hold. The UID policy from the 
Office of the Secretary of Defense for Acquisitions, Technology, and Logistics 
(OSD-AT&L) is the latest and best attempt to define some common data. This is a 
social security number (SSN) concept in which the IUID is the permanent identity 
of the item, regardless of where it lives or where it works. The item gets a distinc-
tive IUID when it is born, and that IUID is never reissued. It is this unique identi-
fication that becomes the foundation for all future materiel management systems 
throughout the DoD and its supply chain. 

IUID Data Standards 
To create common data, one must define the “core” data elements to determine 
the common definition and common attributes of the data. For example, what is 
meant by “part number”? Is it the service’s part number, the NSN, the integrator’s 
part number, or the manufacturer’s part number (e.g., Boeing installs a Honeywell 
part onto a Boeing system)? “Part number” cannot mean all those things, because 
all those numbers are different; they are not common. So the definition has to be 
agreed upon first (typically the manufacturer’s part number), and then the attrib-
utes need to be identified and adhered to. 
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Is the part number 10 characters long, 15 characters, or 50 characters? Are lower case 
letters the same as upper case letters? What special characters are to be recognized? 
Applications and databases cannot be created until those things are defined. 

Defining the core data elements—the definitions and the attributes—begins the 
formation of a common data dictionary that the DoD needs before it can move for-
ward. Politically and practically, this will be very hard to accomplish, and the core 
data elements that demand commonality should be kept to an absolute minimum. 

While the IUID is an excellent piece of standardized, common data, it is not 
enough. It is a necessary but insufficient element in the real world. Essentially the 
IUID is a “virtual” number. It resides in computer databases and in machine-
readable code on an item. But in the austere environments of a combat theater, 
there are no guarantees for electrical power, system connectivity, or hardware re-
placement. Therefore, people sometimes need to intervene, and they need to read 
something other than codes and computer language. 

Those individual human-recognizable data elements used to create the IUID (part 
numbers, serial numbers, enterprise IDs, etc.) also need a common definition and 
attributes that both humans and computers can use to conduct business in contin-
gency situations. 

Tracking of Maintenance Data Events 
Once the identity of a common item can be created (the concatenated UID num-
ber in the computer), the next step is to define and gather data on common main-
tenance events that are significant in the life of the item (install, remove, overhaul, 
repair, etc.). Such events constitute a basic traceability of the item: where it has 
been, where it has worked, and what has been done to it. Such standards already 
exist in the commercial world. 

Defining these maintenance events adds a significant degree of complexity to the 
process of defining what is common, because there are many different kinds of 
items and many different things that define an event for any particular item. De-
fining these maintenance events requires a balance—or, better yet, a combina-
tion—between a tightly defined set of common processes that is good to know 
about every item, and the flexibility to handle all the particular variations for any 
given item. “Freedom with the structure” is the philosophy that needs to be ap-
plied to successfully handle the needs of the computers, the millions of parts, and 
the people involved. 

These data definitions for the basic traceability of life-cycle events (in and out 
of maintenance) form the basis of the data exchanges (DEXs) that represent the 
“resume” of the part: where has it worked and what have been the significant 
events in its life. These form the basic history and current capability of the item. 
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Data Interchanges 
While defining the core set of maintenance events, along with their corresponding 
data, it also is necessary to create the means to capture the total visibility for tracking 
and managing the item. Items move from the original equipment manufacturer 
(OEM); to warehouses; to organizational- (O-), intermediate- (I-), or depot- (D-) level 
locations; and then onto a weapon system or into an operational environments. From 
there, they move back and forth again and again in a continuous loop of life-cycle 
events until they are disposed. Therefore, the traceability of the item becomes de-
pendent on dozens, if not hundreds, of geographically dispersed and disparate com-
puter systems all “playing well” with each other. This is where the core commonality 
of a minimum number of data elements really comes into play. 

It is estimated that the DoD and its supply chain partners have 100,000 com-
puter systems, all of which have to play well together. This is possible only by having 
common data. Even in the smaller circle of an item moving from OEM to warehouse 
to O-level and D-level locations, common data, common DEXs, and then a common 
way to interchange the data are needed. 

Defining one single interchange mechanism is not practical in light of the vast 
array of different computer systems, their age, their hardware capabilities, their 
software capabilities, and all the different interchange mechanisms. But each 
maintenance or logistics system gathering data about an item as it passes through 
its control must have a way to extract the common data from the system and send 
it to some external source. Without this capability, even simple visibility is im-
possible to achieve, and the “DoD Transformation” concept is all but dead. The 
term “visibility” is thrown around very loosely without being well defined. The 
key concept behind “visibility” is that visibility is common and widespread—not 
parochial within one computer system, one facility, or one service. 

Visibility means many people can see what a specific item is, where it is, where it has 
been, and what its condition is relative to the events and locations to which it has 
been subjected. That knowledge alone enables huge albeit simple benefits to be 
achieved. When people have even the simplest information, such as an item’s loca-
tion, they can adjust their plans appropriately. Typically, there is tremendous flexibil-
ity in management actions and decision processes if the truth is known. Lacking that 
truth—lacking accurate visibility—people and systems develop alternative plans and 
secondary efforts that result in a significant amount of “churn.” It the classic case: A 
worker needs to create a work-around process to compensate for poor system per-
formance or inadequate processes. Without visibility, no asset management system is 
capable of producing reliable, consistent results. 

When visibility is common, all parties can know the truth; and if there are problems 
to be solved, the common visibility ensures a single solution can be developed. 
Simple, common visibility in our distributed world could help solve 80 percent of 
the materiel handling and management problems without developing more sophisti-
cated technology or business processes. 
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In one specific logistics functional arena, commercial shippers (e.g., FedEx, UPS) 
achieved that common visibility for the merchant, the shipper, and the customer. But 
they did it in a closed system in which the data, the AIT, data interchange, and com-
puter systems are all within their control or influence. Achieving visibility is not a 
hard problem to solve given those circumstances. The DoD has a far more difficult 
problem, because its systems are not under single control, nor do they support 
standardized processes. 

CONCEPT REALIZATION 
We know the fundamental pieces required to achieve visibility are common data, 
common identity, common traceability, and the ability to move the data around. A 
variety of data interchange mechanisms is available, including open data base con-
nectivity, web services, Structured Query Language connections, and file transfer 
protocol; however, many applications and databases were never designed to ex-
change data with other systems. This is the core problem that needs to be fixed if 
even limited amounts of visibility are to be achieved. But how is it fixed? 

Certain tasks must be undertaken and successfully achieved to reach the goals of a 
fully interoperable, IUID-enabled, common data system. The tasks include the 
following: 

 Integrate with automated information systems. 

 Modify the databases. 

 Create external system interfaces. 

 Address cultural change. 

 Employ common reader technology. 

 Establish new IUID- and SIM-derived requirements. 

Assessing the degree of modifications, in all aspects of system-to-business proc-
esses, requires an understanding of what happens next. Usually the modifications 
involve changes to information systems and their integral components, but some 
changes also must take place within the human interface with these systems. The 
following subsections detail the typical modifications. 

Integrate with Automated Information Systems 
Arguably, the UID effort began with a primary focus on the new requirement of 
having a 2D symbol or bar code on the part. Although that may have been what 
attracted the most attention, it is not the substance of IUID. The substance comes 
from having good, shareable data in AISs, and few companies were ready to 
gather, store, and use the data before they started marking parts. At its best, part 
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marking was integrated into the regular production process on new manufactured 
items; at its worst, it was considered as a stand-alone, isolated process and the 
data may not get integrated until new AISs are built. 

The first order of business should be to figure out how IUID data will enter the 
mainstream of existing systems and databases. The actual integration plans may 
be years in the future, but not having a plan wastes substantial effort. It is easier to 
modify and adjust a plan than it is to create one in the eleventh hour of implemen-
tation. To gain the greatest benefits from IUID data, AISs need to be modified to 
gather the basic IUID data elements. This may take more time than one might ex-
pect because, unlike the commercial world, the DoD implementer and user of 
IUID probably do not own or control the AIS that supports operations or facili-
tates functional requirements. 

The challenge comes in having the AIS or database serve the business need while 
handling both IUID and non-IUID data. DoD has defined and permitted two data 
strings in order to construct a compliant IUID. Construct 1 provides for serializa-
tion of items within an enterprise, and Construct 2 provides serialization by a spe-
cific manufacturer and part number. 

For companies choosing a Construct 1 approach to part marking, this is fairly sim-
ple. User interface screens already capture the three basic unique item identifi-
ers—CAGE code, serial number, and current part number—so few changes need 
to be made. One additional data entry field or database field needs to be created, 
however, to indicate whether this particular set of data represents an IUID item. 
Otherwise, IUID and non-IUID data will look the same in the database. Without 
the ability to differentiate, the marking effort is substantially wasted and the data-
bases will again contain enough garbage data to render them ineffective. 

For companies choosing the Construct 2 approach to part marking, the AIS-
conversion task is slightly harder. Data entry screens and databases will have to 
add another part number field to handle the original part number used in the Con-
struct 2 approach. That number can be the same as the current part number at birth 
into the UID Registry, but after the first part number roll (after a modification), 
the information will be wrong for a crucial piece of data used by nearly everyone 
dealing with that part. 

We do not go into further depth in this document, but it is crucial to address key 
details like this to gain the greatest benefit from IUID. In other words, numerous 
critical details must be understood before a well laid plan can be developed. 

Modify the Databases 
Before one can make a definitive statement about a database’s capability to handle 
UID data, one must know the type, structure, and age of that database. However, 
most databases require some modification to handle even a minimum of UID data 
effectively. Moreover, during a transitional period, maintenance databases must be 
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structured to enable the mixed use of IUID and non-IUID data. At an absolute mini-
mum, a Construct 1 database that uses only CAGE codes would need one additional 
field to indicate the record represents IUID data. More sophisticated application-level 
logic needs to be added to then handle the data correctly, interface with the UID reg-
istry, and so on. 

The database modifications are much more complex for a Construct 2 company 
wanting to handle CAGE, DUNS, and European Article Numbering–Uniform 
Code Council numbers, along with original part numbers needed to create the 
IUID number. The complexity comes not from adding a few more data fields, but 
in checking and modifying the different applications that use that data as well as 
the core maintenance applications that must be upgraded. Of equal importance are 
the business rules that identify when and who must populate or extract data from 
the data fields. 

Create External System Interfaces 
Another large shift needs to take place for IUID data to fully benefit the DoD 
community. Data that once was the sole responsibility of a particular service, de-
pot, or function must become much more flexible and shareable with other enti-
ties. Older systems generally were not designed to share data with other systems. 
At best, they interfaced with a flexible report-writer application, but more often, 
the reports were hard coded into the application and were not very easy to change 
or adjust. 

The raw data needs to move easily between systems. Extracting data manually from 
one system and sending it via a formatting application to another system will no 
longer be acceptable. DoD needs something like a data grid in which data are trans-
parently shared with authenticated systems. The idea, as depicted in Figure 5-1, is 
to use a Google-like capability to find all the related data and have it pass transpar-
ently to the approved, authenticated systems that need it, without people being in-
volved. Here again, the concept of a common data dictionary is crucial for all 
systems and databases to “play well together” in the future. The technology to do 
this exists, but execution of the concept is probably a decade away. 
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Figure 5-1. Information System Interchanges 
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Address Cultural Change 
One more significant effort needs to be addressed: the cultural shift that must 
happen to help people understand the importance of data accuracy. This is abso-
lutely crucial when the IUID birth record data are initially entered into the system. 
And it is only slightly less important during the rest of the component’s life. In the 
past, an instance of bad data was simply that, one instance. But with data being 
shared and moved among systems, now one piece of bad data can easily get repli-
cated in dozens of different databases. We know from experience that bad data 
almost never gets fixed, and the data certainly never gets fixed at all the many 
places to which it may have moved. 

It is a classic battle between the real world of “production” and the virtual world 
of “recording” what has been produced. Maintenance mechanics have an affinity 
for just getting the job done and making the system work again; they do not enjoy 
recording data about that job. 

That conflict must be addressed on several fronts. First, the workforce, at all lev-
els, must understand that the data is very important and that bad data are worse 
than no data at all. Second, the use of bar code technology will prevent the ty-
pographical errors that corrupt the IUID data, but a lot of other data will still have 
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to be entered.2 Third, the data must be fed back to the mechanic so he can do his 
job better, faster, or easier. This will provide the incentive for the mechanic to en-
ter accurate data, ultimately making the accuracy problem self-correcting. 

Employ Common Reader Technology 
In implementing the infrastructure and reengineering processes to capture, create, 
pass, store, and use IUID data, the logical question will be asked, “What kind of 
equipment is needed to optimize IUID within my systems and processes?” The 
answer to this seemingly easy question requires consideration of the end-to-end 
asset management processes. In many instances, direct part marking is the method 
of choice within maintenance and materiel readiness operations. The part is 
marked, and that mark remains for the life of the part, regardless of the harsh en-
vironment imposed on it during operational use or maintenance. An easy applica-
tion, right? Not if you do not have a reader to consistently and accurately read that 
mark when needed. 

Consider a part that may have come from an operational environment requiring 
that it have a passive radio frequency (RF) tag as its source of IUID. What does 
that do for the depot worker holding a laser scanner at the receipt point? Ideally, 
only one form of AIT would be used as the IUID, but, as discussed earlier in this 
document, that may not be the case. The type of IUID and the manner in which it 
is applied and read are process driven; but this process cannot be isolated to just 
one local instance. “Process driven” means the most advantageous relative to the 
entire scope of life-cycle events and processes associated to a specific item. 

Rather than having multiple IUID AIT marks, labels, and devices—each one re-
quiring a different infrastructure and interface technology—one type of IUID 
reader is needed. It should be a reader that can be used by all services at all loca-
tions for all types of AIT and any type of IUID construct. 

Establish New IUID- and SIM-Derived Requirements 
When a new technology is introduced into a process or functional area, there is 
always a question of how to fully optimize it. Although many approaches center 
on the technology itself, the highest degree of optimization comes from revising 
the performance requirements of current standards. This presents the question of 
whether policy enables the optimal changes in technology, or does technology 
enable the optimal changes in policy? The answer is a balance of both. 

Consider an AIT initiative that placed a passive RF tag on every weapon held in 
an Army unit’s small-arms room. The intent was to reduce the unit’s inventory 
time and to provide better accountability. The project was a huge success in terms 

                                     
2 This can be greatly facilitated by using a barcode reader and providing barcode menus for 

the mechanic or data entry person, or by restructuring the user interface on the application to pro-
vide pull-down menus. 
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of the technology; however, the regulation still required that every weapon be 
physically touched and that its serial number be manually read and manually 
annotated. Without changing that requirement, there was little advantage to 
using AIT. 

Likewise, the property book sensitive item inventory was required every 90 days. 
That requirement recognized the burden of the time and effort imposed on the unit, 
and it settled for a blanket level of mediocre visibility based on what was achievable 
40 or 50 years ago. However, with the new AIT-enabled capability, visibility could 
be optimized by increasing the requirement to a daily or weekly inventory. 

Several questions needed to be asked of the unit’s arms room: What is the intent 
of the regulation? What are the performance requirements based upon? If the in-
tent is to always know what weapons are in or out of the arms room, then current 
requirements are inadequate. Is the purpose of the process to verify actual quanti-
ties of weapons by serial number, or is it to physically inspect the weapon? If the 
intent is to verify serial numbers, AIT would greatly improve this process. 

In looking at how to assess and approach changes, some consideration must be 
given to requirements, new business rules, and the level of discipline necessary to 
enact and sustain the approach. The following are some areas of interest: 

 Develop new AIS processes to deliver data back to end user. When a me-
chanic is recording a serial number that went into a repaired system, he is 
the only person who knows the correct information, and we need to get 
and deliver more and better data to him digitally. The entire man-machine 
interface has to be improved over what we knew two decades ago. 

 Define and extract common data for engineering analytics (e.g., reliabil-
ity). Commercial industry has defined parameters and processes to accu-
rately measure and calculate reliability data standards. Reliability-centered 
maintenance is a concept that needs to be more broadly embraced by the 
various services, and the foundation for that is the reliability data itself. 
Reliability data (“how good something is”) provide the greatest ROI from 
both a technical and a business point of view. 

 Integrate applications (via common data) between acquisition, logistics, 
maintenance, and engineering, and define core DEXs for those interfaces. 
As the DoD’s maintenance functions get reorganized around IUID data 
and other common data elements, data evangelism needs to continue 
across the entire supply chain from the acquisition function and suppliers, 
to the logistics and engineering functions. The entire data supply chain 
needs to define sets of DEX standards centered on the common IUID data 
elements. 
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 Continue to demand that core data elements be common in all new appli-
cations across all services at all locations—a basic application architec-
ture standard based on IUID data. Before it was disbanded, the DoD’s 
Future Business Systems Architecture group was attempting this very 
thing. One hopes that a new group has picked up this function. The chief 
information officer cannot mandate and structure higher level applications 
and business processes, but it is both reasonable and possible to mandate 
that all new systems developed across the supply chain adhere to a handful 
of key data elements, based on the UID data. 

SUMMARY 
Figure 5-2 depicts a materiel readiness structure built on a solid foundation of 
common data sets, IUID data elements, and the principles of SIM (along with to-
tal asset visibility) to achieve many related benefits. 

Figure 5-2. Materiel Readiness Built on Common Data and IUID 
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The tremendous benefits made possible with IUID and SIM can be finally real-
ized if the focus is on gathering accurate data from the maintenance technician on 
up, and sharing the data among the interested parties. Moreover, the philosophies 
and automated management methods formulating the programs, systems, and 
processes providing these benefits are optimally adjusted using CPI techniques, 
which are supported using simulation and modeling methods, to sustain the high-
est levels of materiel readiness. 
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Chapter 6    
Roles and Responsibilities 

To complete the concept of operations, this chapter describes the roles and responsi-
bilities of the organizations involved with the institutionalization, sustainment, and 
use of IUID. Because this document is not intended to be an implementation plan, 
this chapter does not assign responsibilities or create “taskers” for achieving specific 
milestones. The primary intent is to describe the diverse organizations, offices, and 
the typical interrelationships involved with the implementation and use of IUID. This 
is done to describe the areas of responsibility and specific roles within those areas, 
along with certain limitations of those respective entities, in the context of the newly 
described IUID environment. 

Achieving an IUID-enabled SIM environment is not a one-person or a one-
organization show. It takes a sustained, coordinated effort among many different 
and dedicated entities to implement this concept; but the result will be well worth it. 
Realization of this concept will induce benefits at all management levels throughout 
the DoD, but the motivation for IUID implementation should always remain on the 
soldiers, sailors, marines, and airmen maintaining the military force in order to pro-
vide reliable, accurate support for the services’ missions and operations. 

To further illustrate the challenges and complexities of implementing IUID, Ap-
pendix A contains a template used by DoD maintenance depots to effectively plan 
the implementation of IUID. Although this template is depot-centric, it provides 
very relative information for all organizations, activities, and facilities tasked with 
planning the implementation of IUID into information systems, weapon systems, or 
materiel readiness processes. The planning template addresses an effective, incre-
mental approach to planning and executing IUID implementation. 

We strongly encourage your review of Appendix A! 

TWO IUID CAMPS 
Essentially two main aspects of the DoD logistics environment influence the im-
plementation and use of IUID: 

 Business processes 

 Materiel readiness. 

Although business processes support materiel readiness, they are not necessarily fo-
cused on the same things. The business processes of the DoD enterprise must account 
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for the location and inventory of assets, assess the value of those assets, and ensure 
DoD remains on top of all resources and property entrusted to it. 

Materiel readiness is how the DoD ensures its assets are sustained to a specified 
level of capability in order to support our country’s defense forces. Materiel man-
agers ensure this capability is sustained (provided and replenished at the appropri-
ate times and levels) for all operations. In other words, materiel management 
functions link to the appropriate business processes that facilitate meeting the 
needs and requirements of the operational forces. 

Figure 6-1 depicts how a required strategic capability drives the acquisition function. 
This essentially is the entry point for procured assets that are placed into the DoD lo-
gistics system. Materiel management involves all functions of the logistics system, 
whereas maintenance is specifically concerned with the use, repair, and disposal 
functions. Materiel and maintenance management combine to derive sustainment re-
quirements, which drive the acquisition function. All functions and processes are en-
veloped by the business processes that must account and pay for all materiel and 
services placed into or that support the logistics system. 

Figure 6-1. The Division of IUID’s Functional Purpose 

Business ProcessesBusiness Processes

Acquisition RepairTransportationSupply DisposalUse

Sustainment
Requirements

Required Strategic 
Capability

Maintenance Management
Materiel Management

Logistics SystemLogistics System

Materiel Readiness  

If it effectively performs all these functions and processes, the DoD achieves ma-
teriel readiness. Therefore, business processes contribute to readiness, but they do 
not directly control it. Sustaining materiel readiness is the direct result of effective 
materiel and maintenance management, which identifies, defines, and passes ac-
curate sustainment requirements into the logistics system. 
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Without both aspects working in unison, readiness cannot be effectively or effi-
ciently achieved. This is why those implementing IUID and SIM into materiel and 
maintenance management processes must be cognizant of the associated business 
processes that also require the capture and use of IUID data. 

Organizing both business and materiel readiness process requirements into coordi-
nated, effectual business rules is essential to integrating IUID into the entire logistics 
system. But this chapter’s focus is on the materiel readiness aspect; the business as-
pect must be described by whomever is responsible for those functions. 

THE IUID IMPLEMENTATION TRIAD 
There is no single “owner” of all the maintenance and materiel systems used 
within the DoD environment. Maintenance—performed at an equally diverse 
number of facilities, organizations, and geographical areas—is a routine re-
quirement of such an extremely diverse group of weapon systems, assets, and 
equipment that no one entity can expertly speak for all these systems. The 
ADUSD-MR&MP has responsibility for DoD materiel readiness and mainte-
nance policy, but system processes are an attribute of operational and organ-
izational requirements. Therefore, it is the people who are intimately involved 
with and best understand the intent of these processes and requirements that 
are key to IUID implementation. 

Materiel passes through, to, and from every logistics functional area. Each must 
be considered when implementing information technologies such as IUID, and 
with new SIM information processing. But almost every system, part, item, asset, 
and piece of equipment has an item manager, is or is part of a system, and will 
have some sort of engineering element to oversee certain specifications. These 
three key entities form a “triad” for planning and managing the implementation of 
IUID. Figure 6-2 depicts the arrangement of key implementation roles and re-
sponsibilities as they form around standardized IUID and common data. 
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Figure 6-2. The IUID Implementation Triad 

IUID

Common Data

System/Program Manager

Item ManagerEngineering  

The item manager must define the information requirements of an asset relative to 
its appropriate and applicable management processes while the asset is off the 
weapon system. The system or program manager defines the information re-
quirements while the asset is on (installed or assigned to) the end-item system. 
The engineering directorate or department (sometimes this is the manufacturer or 
the program manager) defines engineering information requirements. In addition, 
the engineering directorate must consider the information requirements of both 
the system and item managers in order to select the appropriate IUID media rela-
tive to all requirements. 

THE MAINTENANCE MANAGEMENT PROCESS TRIAD 
As items are marked or are being marked, certain material-handling functions 
and processes must align with IUID implementation to meet their information 
requirements. Obviously, maintenance is one such functional area, as is supply 
and transportation. Therefore, the system and item managers must coordinate in-
formation and material handling requirements with the appropriate maintenance 
organizations (such as the respective depot or repair facility). This ensures main-
tenance processes are properly provisioned in capturing requisite IUID data and 
associating it to relevant maintenance events. It also ensures that the maintenance 
managers have a proactive role in the integration of IUID into the maintenance 
systems and materiel processes. 

Figure 6-3 shows the triad of responsible participants for integrating IUID into 
maintenance systems and processes as they form around standardized IUID and 
common data. This triad combines with the first and continues to connect the re-
sponsible entities via their use and need for common IUID-derived data. 
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Figure 6-3. The Maintenance Management Triad 

IUID

Common Data

System/Program Manager

Item ManagerEngineering
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IUID
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THE MATERIEL MANAGEMENT TRIAD 
As with the maintenance management systems and processes, other functional 
areas need to contribute to implementing and integrating a single IUID solution. 
Transportation managers, supply system and facility managers, DRMO managers, 
training and doctrine managers, and information system managers may have re-
quirements and processes that support or are supported by IUID. Therefore, coor-
dinating with the appropriate representatives is essential. 

In Figure 6-4, we see how this continuing association of responsible organizations, 
facilities, systems, and functional entities combine and collaborate to successfully 
implement IUID into all information and materiel handling requirements. This col-
laborative effort is critical to providing optimal logistics system performance in order 
to achieve optimal materiel readiness. The space between these connecting lines is 
occupied with standardized IUID and common data sets that enable SIM and fulfill 
all other functional processes. This acts as the life-blood of the new materiel readi-
ness environment. 
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Figure 6-4. The Linking of Responsible Triads 

 

Figure 6-4 depicts the joining of the relevant triads (e.g., the responsible organiza-
tions, offices, facilities, and information systems) into a geodesic half-sphere rep-
resenting all functional areas contributing to materiel readiness. This in turn links 
to another half-sphere that is formed by the collaborative arrangements of finan-
cial managers, acquisition executives, accountable officers, policy makers, strate-
gic operations offices, and governing offices that represent the complete end-to-
end business information and process requirements for the DoD. Together, the 
two half-spheres combine and make a single, fully connected information sphere 
that is sustained by standardized IUID and common data. 

Although it is not within the purview of this document to define the roles and respon-
sibilities of the business processes, general responsibilities can be described. Com-
bined with the maintenance and materiel management roles already presented, a 
general picture of the scope of full involvement emerges. Table 6-1 presents a general 
list of the roles and associated responsibilities germane to IUID. 
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Table 6-1. General Roles and Responsibilities 

Roles Responsibilities 

Program managers  Define population of individual items to be marked, tracked, or serial managed 
 Work with engineering community, item managers, contractors, and depots to mark 
items 

 Work with information systems to develop IUID-enabled SIM processes for ad-
vanced management functionality  

Contracting officers  Get IUID requirements on contract 
 Insert IUID clause in all supply contracts 
 Develop and insert appropriate SIM information requirement clause for applicable 
contracts 

Supporting contractors  Deliver IUID and register pedigree data 
 Maintain stewardship of government-furnished property 
 Provide accountability of contractor items placed into government installations and 
facilities  

Defense Contracting  
Management Agency 

 Inspect and accept IUID items 
 Provide oversight of government-furnished property 
 Provide oversight of initial IUID-enabled SIM information requirements per contract 
clauses 

 Provide program and technical support using IUID associated data for analyzing the 
cost, schedule, and technical performance of contractor programs and systems 

UID Registry  
administration 

 Establish interfaces with Wide Area Work Flow and Property Systems 
 Maintain the UID Registry 
 Establish interfaces with item history, maintenance, system configuration, and other 
pertinent technical databases  

Supply systems  Issue receipt, transfer, and storage transactions involving IUIDs 

Transportation systems  Track reparable asset shipments and transportation transactions using IUID  

Top-level accountability 
systems 

 Receipt transactions involving IUIDs 
 Maintain IUID accountable property records current and correct in the applicable 
system of record. Report lost, destroyed, or expended IUIDs to the appropriate  
information systems and databases 

Maintenance activities  Incorporate IUID processes into all relevant transactions 
 Mark legacy items as required 
 Associate maintenance events to IUID items 
 Coordinate the development of IUID processes and SIM requirements with the  
appropriate information systems 

Defense reutilization and 
marketing offices  

 Receipt transactions involving IUIDs 
 Report disposition of IUIDs 

Component headquarters  Provide oversight of respective maintenance and materiel management IUID efforts 
 Establish effective policy and business rules for the use of IUID-enabled  
SIM processes within maintenance and materiel management processes 
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 A-1  

Appendix A 
The Maintenance Depot IUID Implementation 
Planning Template 

This appendix contains the Item-Unique Identification: Implementation Template 
for DoD Maintenance Depots in its entirety. The “Planning Template” was origi-
nally designed as a stand-alone document, but it may be desirable to separate it 
from the CONOPS for ease of use. However, care should be taken when separat-
ing it from the CONOPS to ensure the integrity and context of the higher level 
vision, goals, and functionality of IUID applications within maintenance opera-
tions are maintained. 
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Item-Unique Identification 

PURPOSE 
This document is designed to aid DoD maintenance depots in implementing item-
unique identification (IUID). Its purpose is to help depots plan for IUID, achieve 
their first parts marking milestones, and establish a full parts-marking capability. 

INTRODUCTION 
This template captures the culmination of experience gained from actual DoD im-
plementation efforts. The initiative for those efforts was a report prepared by the 
Office of the Secretary of Defense, Materiel Readiness and Maintenance Policy, 
in May 2005: Approach to Unique Identification Initial Operating Capability at 
DoD Maintenance Depots. 

Vanguard efforts, such as IUID implementation efforts at the Air Force Okala-
homa City Air Logistics Center and at the Corpus Christi Army Depot, have pro-
duced effective planning documents that are guiding other depots to an initial 
capability and beyond. Those documents highlighted several seminal features of 
their successful approaches to planning and executing IUID programs; some of 
those features are incorporated into this template. 

The common fundamental elements of these features are arranged into succinct 
and concise steps that together form a simple template for the planning and execu-
tion of IUID at DoD maintenance depots. The template also includes a checklist 
that allows implementation managers to chart their organization’s progress toward 
IUID capability. 

BACKGROUND 
DoD has concluded that asset accountability, valuation, and life-cycle management of 
all tangible items would improve if it had the capability to uniquely identify those 
items. In support of that conclusion, the Under Secretary of Defense for Acquisition, 
Technology, and Logistics created the Unique Identification (UID) Program.1 That 
program has established and is refining DoD policy, acquisition requirements, and 
                                     

1 According to DoD Instruction 5000.64, “Defense Property Accountability,” UID policy  
applies to all items acquired through purchase, lease, or other means, including transfer or fabrica-
tion if the unit acquisition cost is $5,000 or more; the item is either a serially managed, mission 
essential, controlled inventory piece of equipment; the item is a reparable item, or it is a consum-
able item or material where permanent identification is required; or the item is a component of a 
delivered item that the program manager has determined must be uniquely identified for manage-
ment purposes. 
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marking criteria for the implementation of UID throughout DoD’s logistics and busi-
ness environments. 

As part of the UID Program, separate initiatives have evolved to focus attention 
onto the specific functions, processes, and activities essential to its implementa-
tion. One of the initiatives that is key to the UID Program in DoD’s maintenance 
environment is IUID, which uses a unique item identifier (UII). 

IUID is the method of implementing UID standards, instructions, and policies for 
tangible assets and items. The resultant identifying symbol or mark on a compo-
nent or item is referred to as the UII. The UII contains the identification data 
string that is globally unique and unambiguous, yet it is standardized for full in-
teroperability among automated information systems (AISs). This uniqueness of 
the data ensures integrity and quality throughout the life of the item, and supports 
multifaceted business applications and users. 

IUID will help differentiate marked items in the supply chain, bringing DoD one step 
closer to realizing a full serialized item management (SIM) program for all tangible 
items through all life-cycle phases. As such, the maintenance depots, where most leg-
acy parts currently in inventory will be marked, are in a position to contribute signifi-
cantly to this transformation of DoD’s information management capability. 

OUTCOMES 
The rationale for a depot to implement IUID extends beyond meeting any gov-
ernment requirement; it comes from an intimate awareness of the importance of 
near- and long-term outcomes from UID. Those outcomes include the following: 

1. Depot IUID processes and associated doctrine 

2. Capability to uniquely mark UID items identified by their respective man-
agement offices and commands using DoD-sanctioned serialization sche-
mas and parts marking techniques 

3. Capability to automatically capture, modify, and query UID data in a local 
database and to transmit that data to a central DoD registry. 

After the depots establish these outcomes and begin to advance their UID Pro-
grams, they can realize additional benefits. In the initial phases of UID, depot, 
item, and program managers will have better visibility of item location and value. 
But when UID is fully institutionalized across the services, the capabilities will 
provide these managers with a means to share other vital information, such as 
item reliability data and maintenance events, and further improve life-cycle man-
agement. Improvements in the availability and quality of data would give depots 
the information they need to realize greater efficiencies in depot operations, thus 
approaching the intent of SIM. 
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BENEFITS 
Although IUID is viewed as a strategic imperative and a key enabler for benefits 
across the spectrum of DoD materiel readiness processes, it will offer depots sev-
eral specific benefits. 

It will facilitate direct improvements in depot productivity (such as reducing re-
pair cycle times); process efficiency (automating tedious and labor-intensive 
tasks); inventory efficiency (reducing depot inventory and support equipment); 
and record and administration management (reducing the amount of time spent 
using slow, inaccurate paper-based systems). 

Even small gains in productivity and efficiency in an operation as large as a depot 
are significant. Such gains will result in lower support costs and ensure higher 
states of readiness and availability for the warfighters. This gives the depot a 
competitive advantage in performance-based weapon support options and other 
industry partnerships. 

APPROACH 
This template provides succinct guidance to DoD maintenance depots in planning 
and establishing a full parts-marking capability. The guidance is presented in 
three phases: 

1. Conducting preliminary research and planning efforts 

2. Determining the new business environment and developing a marking 
plan for initial items targeted for IUID 

3. Executing the marking plan and developing a full implementation plan for 
the remaining IUID items. 

Each phase presents a list of actionable tasks. Because of the differences in indi-
vidual depot environments and requirements, the lists may not capture all the 
tasks necessary for achieving the objectives at every facility. However, they do 
offer a good foundation for comprehensive IUID planning. 

Although many of the tasks could be addressed concurrently, the template still ad-
dresses them in the context of three phases. The tasks that could be performed con-
currently depend extensively upon a depot’s resources and capabilities. 

It is important to note that a depot is not the sole responsible agent for marking 
DoD items. In fact, the depot is merely the executing agent that provides a certain 
marking capability, which is defined by program managers and service commands 
for their applicable items. It is in this capacity as the key executing agent that the 
planning and subsequent achievement of an efficient marking capability becomes 
a depot-centric operation. 
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Obtaining a positive outcome for IUID implementation within DoD will occur 
only through the due-diligence and collaboration of joint efforts and organiza-
tions. But maintenance depots are uniquely situated to positively influence how 
quickly IUID is implemented and how quickly these other organizations can 
achieve the associated benefits. In taking an active and proactive approach, as de-
scribed in this template, depots should be able to reduce the physical and financial 
burden of marking and create efficiencies across the implementation process. 
Therefore, effective teaming is the catalyst for positive results, and it is continu-
ally emphasized throughout all implementation planning steps. 

IUID IMPLEMENTATION PHASES AND TASKS 
Phase I. Conduct Preliminary Research and Planning Efforts 

This phase includes developing the basic steps to define the scope of effort, estab-
lish a collaborative path, and designate the organizational elements needed for 
proper oversight and execution. Its minimum steps are described below: 

1. Establish a depot IUID team. An integrated process team (IPT) should be 
established to develop the depot IUID implementation plan. The steps out-
lined throughout this template should be addressed by depot personnel, 
such as technicians, engineers, shop managers, and process owners, and 
possibly augmented by outside personnel with IUID experience. 

The depot should inform industry partners and significant suppliers of its 
decisions to ensure consistency with new item marking solutions when-
ever possible. As part of this step, the depot should designate a point of 
contact to serve as the liaison to outside organizations. In addition to depot 
representation, the Depot IPT should include representatives from item 
and program management offices, service commands, and other organiza-
tions with a vested interest in the depot’s implementation approach. 

2. Initiate preliminary research and planning efforts. The Depot IPT should 
initiate preliminary research and planning efforts, including the following: 

a. Develop a Depot IPT Plan of Action and Milestones. 

b. Research program and item managers’ candidate items for IUID mark-
ing at the depot. 

c. Research parts marking sourcing options, whether organic or contract. 
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d. Coordinate with program and item managers to determine local seri-
alization schema alternatives, such as the data construct of the marking 
(serial number, cage code, and manufacturer identification).2 

e. Initiate engineering analyses to determine best marking alternatives rela-
tive to engineering requirements associated with parts marking (e.g., the 
type of mark, where and how to apply the mark, and what level of ap-
proval is needed before application). Those analyses should address the 
technical data requirements (e.g., changes to engineering drawings, mate-
rial specifications, and standards) needed for the depot marking processes 
and they should investigate parts-marking resource requirements for ma-
terials, equipment, automatic information technology (AIT), facilities, and 
training. This include exploring the following: 

i) Local database requirements3 

ii) Communication interface options associated with the DoD UID registry 

iii) Facility provisions 

iv) Training requirements. 

f. Explore material process flow options as well as associated data and 
information requirements. 

g. Determine quality control requirements. 

h. Initiate associated costs analyses and define funding responsibilities. 

3. Map current processes. The depot should map its existing maintenance, 
repair, overhaul, and manufacturing processes at a high level to determine 
how and where to insert parts marking capabilities.4 

Phase II. Determine the New Business Environment  
and Develop a Marking Plan for Initial IUID Items 

In Phase II, the Depot IPT should use the information garnered during the first 
phase to determine the new business environment. It should also select the first 

                                     
2 All data constructs should be consistent with DoD policy in Military Standard 130M. 
3 Initial UID data transactions should be able to report changes in inventory locations and item 

value. This communication should be automatic and not involve manual data entry. 
4 The existing process should serve as the baseline for IUID integration and employment 

within the depot. It defines the scope of implementation in the context of training, resources re-
quired, and business process reengineering required to upgrade any process models. Planning for 
those models should consider the impact on shop flow, training requirements, management and 
administrative requirements, and quality control measures. 
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candidate parts for marking and establish a marking plan for these particular 
items. The steps in Phase II are defined below: 

1. Develop an implementation schedule for initial items targeted for IUID. 
This schedule should include selecting best candidate items from those 
identified by program offices for initial depot IUID parts marking and set-
ting production goals and timelines. 

2. Implement a coordinated local serialization schema. 

3. Address parts marking technical requirements and coordinate implemen-
tation technical approach with the respective engineering office. This ac-
tion should include the following: 

a. Obtaining the correct and approved technical data. 

b. Ensuring the defined engineering instructions adequately address depot 
process requirements that determine where and how to mark each item. 

c. Developing and obtaining approval of necessary changes to depot 
processes, material specifications, standards, and engineering docu-
mentation. (Note: Design authority for engineering drawings may re-
side outside of depot purview, so all changes to internal IUID depot 
processes may need to be reviewed by other technical elements.) 

4. Establish sourcing option (organic or contract). If a depot has decided to 
procure or outsource any part of its IUID implementation process, it 
should initiate the required contracting actions in a timely manner to en-
sure the necessary resources are on hand when they are needed. 

5. Determine and map the layout of the new business environment. This layout 
should include material process flows, equipment locations, and data and 
information requirements. 

6. Ready parts marking capability. This capability should include the following: 

a. Establishing a local database for IUID data or to integrate IUID proc-
esses into an existing system 

b. Developing or obtaining a communications interface with the DoD 
UID registry for both depot manufactured and legacy parts 

c. Obtaining other necessary materials, supplies, and equipment 

d. Addressing facility requirements 

e. Training operators. 
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7. Establish the depot IUID implementation management structure. This 
structure should define the roles and responsibilities necessary to manage 
and execute the depot’s IUID implementation effort relative to a definitive 
capability (such as an expected degree of performance or outcome). 

8. Draft depot doctrine. This doctrine should consist of instructions, man-
agement plans, standard operating procedures, performance metrics, and 
other guidance, as required. 

9. Establish quality control processes. These processes should include meth-
ods for documenting parts-marking progress and monitoring performance 
metrics. 

10. Prepare depot budget estimates, define depot fiscal responsibility, and 
communicate and coordinate funding issues. 

11. Create a marking plan for initial parts targeted. This plan should include 
developing a process for documenting progress.5 

Phase III. Execute Marking Plan and Develop a Full 
Implementation Plan for Remaining IUID Items 

In this phase, the depot should execute the transition plan for the initial items tar-
geted to be marked and, from the lessons learned from this experience, develop an 
implementation plan for all other items requiring IUID marking. The knowledge 
gained from the first IUID parts marking experiences should enable the depot to 
finalize its processes and doctrine. When those processes and doctrine are devel-
oped, the depot will have the groundwork in place for executing parts marking on 
all other items, leading the way for ongoing IUID management. IUID processes 
should be continually reassessed and improved upon through the depot’s continu-
ous process improvement (CPI) initiatives. The steps in Phase III are described 
below: 

1. Implement the marking plan for initial items targeted. The plan should 
include: 

a. Executing parts marking on targeted items and registering associated 
data in the UID registry 

b. Documenting experiences 

c. Measuring any performance outcomes identified in Phase 2 Steps 7 
and 8. 

                                     
5 The marking plan should exercise as many parts-marking capabilities (labels, plates, direct 

parts marking) as feasible because it will serve as the foundation for the depot’s UID program.   
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2. Develop a full implementation plan for all other IUID items based on co-
ordinated input from item and program management offices. The full plan 
should incorporate lessons learned from the depot’s first parts-marking 
experiences. 

3. Finalize depot doctrine. 

4. Review and adjust funding requirements as necessary. 

5. Execute the implementation plan. This implementation plan should be the 
depot’s IUID program. 

6. Initiate a continuous process improvement program. This program should 
capitalize on experiences from other IUID implementation programs. 

SPECIAL CONSIDERATIONS 
Although this template draws extensively from preceding guidance to document 
high-level actions and events support IUID implementation, it also addresses sev-
eral areas that deserve special consideration. Those areas are addressed below: 

1. Alignment within the service. Implementation of IUID should be well coordi-
nated and implementation managers should think about the materiel and in-
formation requirements when they apply to an end-to-end life-cycle 
management approach. Since depots are just one part of DoD’s logistics and 
materiel readiness process, their IUID efforts should be well coordinated. Ef-
fective coordination requires participation in other IPTs and implementation 
workgroups. Similarly, the depots should assign organizational responsibility 
to research issues and propose paths to resolution. Depot managers should 
publicize their points of contacts for IUID implementation and continually 
seek to reinforce implementation with supportive organization and manage-
ment actions. 

2. Single solution. An IUID implementation solution conceived for a local or 
unique process may not “fit” with processes from other organizations. A 
collective or “holistic” solution also may not be possible, or it could be 
cost prohibitive. As a result, depots should implement isolated solutions 
only when absolutely necessary and carefully consider the long-tern ef-
fects of all solutions. However, intelligent decisions must be made when-
ever it is deemed necessary to isolate processes by use of a single solution 
and these decisions must be made with a full understanding of future rami-
fications. Depots should also strive to mark as many parts as quickly as 
possible and begin transformation to a fully integrated information enter-
prise with full visibility of unique items (i.e., SIM). 

3. Information flow. The use of IUID will facilitate accurate identification of 
unique items within an automated system, and parts identity data will 
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eventually coalesce with other data (technical and business) to become ac-
tionable information. These capabilities should form foundations for de-
pots to establish relevant, accurate, unique item-level data for shared 
enterprise-wide use. Depot IPTs should consider the interoperability of 
their systems architecture when designing IUID capabilities. 

4. IUID IPT. When implementing IUID within a depot, IPTs should address and 
coordinate (1) internal issues, such as training depot artisans, and (2) external 
issues that affect or are affected by the application of IUID (such as standards, 
funding, engineering specifications, compatibility with industry partners and 
suppliers, and AIS reengineering). To create a service or program approach to 
IUID, item and program managers and service representatives should be in-
cluded on the depot IPT. In addition, outside sources, such as industry experts 
and relevant academia, should assist in evaluating implementation plans and 
processes. Similarly, the depot IUID IPT lead should seek out opportunities 
to share knowledge and coordinate with other implementation efforts. Taking 
a proactive stance and clearly understanding and articulating the depot’s ca-
pabilities and limitations during the implementation effort should signifi-
cantly minimize the burden and intrusiveness to the depot and other involved 
offices and organizations. 

5. AIS interface. The item, system, and logistics process owners seldom have 
complete control or ownership of the AISs used in support of materiel man-
agement. As a result, depot IPTs should seek effective interfaces with the de-
pot’s AISs. Similarly, when IUID becomes the key enabler of increased 
efficiency and other benefits across the service and DoD enterprises, AIS in-
terface requirements should become fairly common. Depot IPTs should look 
to assess the availability of interface hardware and software used in like or-
ganizations and processes and minimize development or procurement costs 
whenever practical. 

6. Roles and responsibilities. When considering the role of its IPT, the depot 
should stress effective coordination and collaboration with stakeholders and 
other involved organizations and offices. However, since many of the pro-
grammatic and technical decisions required for a depot’s implementation of 
IUID lie outside its control and purview, the depot should recognize those in-
stances where implementation responsibilities go beyond its control. But these 
instances should not be viewed as points of impasse where all depot implemen-
tation action is stopped. 

One of the key points of organizing an IUID implementation plan with a  
depot-centric approach is that it quickly defines the issues, separates the noise 
from the important messages, and offers considerable promise for achieving 
positive results. DoD’s depots are uniquely positioned with their expertise 
and knowledge of pertinent materiel handling processes and technical proce-
dures. This position places them at the critical points of interface between re-
sponsible executing organizations and policy and decision authorities, which 
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means that even though a depot may not hold decision authority, it has the re-
sponsibility to define and articulate issues and to assist supported organiza-
tions in finding the right solution for their decision processes. 

MEASURING PROGRESS 
Figure 1 shows a common tool that depots should use to map and communicate 
their IUID progress, both internally and externally. Each leg in this figure repre-
sents one of the three phases described in this template. The blocks represent the 
associated steps. When IUID is being implemented, the depot’s IPT should indi-
cate its progress by color coding the blocks corresponding to the steps in the tem-
plate. For example, using the legend at the top left of the diagram, the lightest 
green color would indicate that one third of the effort associated with a particular 
step had been accomplished; the next darker shade would indicate that between a 
one and two thirds of the work had been accomplished, and so forth. 

As depicted in this figure, both Phase I and II serve as the foundation for a depot 
to realize a full parts-marking capability. 

Figure 1. IUID Implementation Tower 
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The appendix presents a replica of this figure for depot use. 
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SUMMARY 
The tasks identified in this document form a template for DoD’s maintenance de-
pots to implement IUID. These tasks are not all inclusive and additional actions 
may be necessary as deemed appropriate by internal implementation teams. How-
ever, they are considered minimum essential tasks. By following these basic steps, 
depot managers can simplify and organize their initial implementation efforts and 
to collectively articulate and discuss their implementation issues and solutions. By 
preparing and organizing their implementation efforts, depots should be able to 
fully implement parts marking processes and exploit the benefits of economies of 
scale in an effective IUID program. 

The tasks in this template are based on the lessons learned from successful im-
plementation efforts and experience. In order to provide utility to an audience 
with diverse backgrounds, they are presented in a generalized fashion. 

An implementation effort as comprehensive and large as the application of IUID 
has many aspects that have no precedence, so many unknowns exist. The best 
path to success is to share experiences and issues throughout the depot commu-
nity. By following the intent and concept of this template and by maintaining 
good communications across the services and offices, the depot IPTs should be 
able to take full advantage of the business and information transformation that 
IUID offers. 

Please visit http://www.acq.osd.mil/dpap/UID/ for more detailed information 
and guidance in implementing IUID. 
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APPENDIX. IUID IMPLEMENTATION ACHIEVEMENTS 
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Appendix B    
Abbreviations 

ADUSD-MR&MP Assistant Deputy Under Secretary of Defense for Materiel 
Readiness & Maintenance Policy 

AIS automated information system 

AIT automatic identification technology  

CAGE commercial and government entity 

CBM condition-based maintenance 

CLS contractor logistics support 

CM configuration management 

CPI Continuous Process Improvement 

DEX data exchange 

DFAR Defense Federal Acquisition Regulation 

DIS depot information system 

DLA Defense Logistics Agency  

DMWR depot maintenance work requirements  

DRMO Defense Reutilization and Marketing Office  

DUNS Data Universal Numbering System (Dun & Bradstreet) 

ERP enterprise resource planning  

ESN electronic serial number 

FMS foreign military sales 

ID identification 

IETM interactive electronic technical manual 

IM item manager 
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IUID item-unique identification  

MEMS micro-electromechanical systems 

MMP maintenance management program 

MTBF mean time between failure 

NSN national stock number 

ODUSD-AT&L Office of the Deputy Under Secretary of Defense  
for Acquisitions, Technology, and Logistics 

OEM original equipment manufacturer 

OSD Office of the Secretary of Defense 

PBA performance-based agreements  

PC production control 

PIN personal identification number 

QC quality control 

QDR quality deficiency report  

RCM reliability-centered maintenance 

RF radio frequency 

ROI return on investment 

SIM serialized item management 

SSN Social Security number 

SWA Southwest Asia 

TLCSM total life-cycle system management  

UID unique identification 

VIN vehicle identification number  

WAWF Wide Area Work Flow 
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Defense AT&L: May-June 2007 8

Finley is deputy under secretary of defense for acquisition and
technology.

Item Unique Identification, or IUID, is a ca-
pability that requires a globally unique iden-
tifier for items, along with the
ability to consistently and ac-
curately distinguish any item

from another by using high-ca-
pacity machine-readable 2-D
marking. The unique identifier
distinguishes not only dissimi-
lar items, but also identifies spe-
cific items that have the same
manufacturer, part number,
and National Stock Number.
The NSN is valuable and crit-
ical for consumable items;
however, for Department of
Defense serially managed
assets, IUID provides per-
manent, lifetime item
uniqueness. 

Item identification using
serial numbers unique to
a company has been a successful tool for asset manage-
ment in industry for years, improving accountability and
productivity. One example of a successful sector-wide
commercial item identification system is the Vehicle Iden-
tification Number, introduced in 1980 to uniquely iden-
tify vehicles. Today, every single car sold in the United
States has a VIN number that allows it to be accurately
tracked and identified.

For years, such companies as Dell and Hewlett-Packard
have incorporated item identification systems into their
products with great success, improving customer rela-
tions and reducing costs associated with life cycle asset
management. Wal-Mart recently extended the concept
of asset management, integrating Radio Frequency Iden-
tification into supplier packaging requirements to enhance
efficiency in stocking and inventory control. 

The Department of Defense is taking successful item iden-
tification tactics a step further with IUID by using 2-D

marking and automatic data capture to establish perma-
nent, globally unique identification to identify, track, and
manage individual DoD assets throughout their life cycle. 

IUID Implementation at the DoD
IUID was made mandatory for all new DoD acquisitions
beginning Jan. 1, 2004. On Dec. 23, 2004, the require-
ment was expanded to require all acquisition and sus-
tainment programs to develop an evolutionary approach
to IUID for all existing items in inventory, property in the
possession of contractors, or items already on contract. 

The implementation progress has been substantial; there
are currently more than 1 million items registered in the
DoD’s IUID Registry, and the rate of entries continues to
increase. I believe that IUID provides a positive return on
investment and will significantly improve the way we do
business in the Department. As we are better able to track
our equipment throughout its life cycle, we will not only
better manage existing equipment, but also better plan
for the future.

I T E M  U N I Q U E  I D E N T I F I C A T I O N

Making a Difference for 
Asset Visibility, Management, 

and Accountability
James I. Finley
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IUID is Essential to the Department
IUID is an essential effort for the DoD. The consistent and
accurate identification of items will facilitate item track-
ing throughout each item’s life in DoD business systems.
The result will be reliable and accurate data for program
management and accountability purposes that will also
be vital to engineering, acquisition, financial, property,
plant, and equipment accountability, maintenance, and
logistics processes. The goal is to accomplish this while
engaging actively with the international standards and
commercial item markings communities to ensure they

can support IUID marking and data capture requirements.
IUID will facilitate integration of item data across DoD,
federal, and industry asset management; improve item
management and accountability; improve asset visibility
and life cycle management; and enable clean audit opin-
ions on item portions of DoD financial statements. An
example of how IUID is becoming an integral part of DoD
business processes can be found in DoD Instruction
4151.19, “Serialized Item Management (SIM) for Materiel
Maintenance,” signed by Ken Krieg, USD(AT&L) on Dec.
26, 2006. This instruction states that all programs shall
facilitate the effective management of populations of se-
lect items (parts, components, and end items) through-
out their life cycle using data associated to an item by its
Unique Item Identifier (UII). Data about the maintenance,
logistics, and usage of each specific item will then be col-
lected and analyzed. 

Another ongoing effort under the unique identification
initiative is the Real Property Unique Identifier, or RPUID,
which will uniquely identify all parcels of land and all real
property facilities in which DoD has a legal interest. RPUID
serves as the “key” to link any real property asset with
related information from different sources throughout
DoD. For example, by using an RPUID, data from a fi-
nancial system can easily be linked to asset information
in the core asset management system, making it possi-
ble to improve financial accountability. The RPUID will
also enable the linkage of real property to personnel, per-
sonal property, and environmental systems. This will im-
prove the accuracy and reliability of information while re-
ducing costs because data will be entered once and shared
throughout the DoD. Because of commonality under the
UID initiative, data collected using RPUID, IUID, and other
UID implementations will be interoperable.

Complying with IUID Requirements
To the maximum extent practical, the Department em-
braces the current methods used among suppliers, in-
cluding commercial practices; doing so is in the Depart-
ment’s best interest and the best interest of coalition
partners and industry. The UID policy development ef-
fort has involved the international community, interna-
tional standards bodies, and industry. The Department
continues to collaborate with these stakeholders on im-
plementation issues. The Department is internally guided
by the need for the integration of efforts across the ac-
quisition, financial, and logistics domains. My staff has
directly participated in 20 integration projects executed
by the Services to develop IUID capabilities at multiple
levels within the Department and is actively pursuing
broader international acceptance through NATO, the In-
ternational Standards Organization, and other interna-
tional bodies. 

The Naval Air Headquarters at Patuxent River, Md., has
teamed with Army Aviation at Redstone Arsenal, Ala.,

9 Defense AT&L: May-June 2007

                                                200



and Sikorsky Aircraft Corporation to pilot the adoption of
the international standard ISO 10303, “Standard for the
Exchange of Product Model Data,” Application Protocol
239, commonly referred to as Product Life Cycle Support
(PLCS). 

Today’s digital systems at Sikorsky and NAVAIR are in-
compatible. Basic SH-60 aircraft delivery data are pro-

vided to the Navy on paper. Five full-time staff manually
transcribe and load the data into the Navy’s NALCOMIS
- OOMA maintenance management system over a two-
week period. The ISO 10303, AP 239 PLCS pilot effort
demonstrated digital data transfer in a matter of a few
minutes, requiring little or no human intervention. The
successful pilot compelled us to extend the tool to a more
robust production effort that can readily proliferate to
other DoD and contractor users.

A data exchange standard based on PLCS was developed
and used to transfer delivery, maintenance, and config-
uration data among maintenance management systems.
As the Department embraces industry-provided sustain-
ment support, effective sharing of maintenance actions
becomes critical. The PLCS effort provides a common
data standard by which various identification systems
can communicate. The marking and registration of 97
million items within DoD is a daunting task, but with the
thousands of business, financial, maintenance, and sup-
ply systems in the Department, there is a significant op-
portunity to eliminate repetitive, duplicative efforts. The
results of the PLCS data standardization pilot will be used
to demonstrate where the ISO 10303 standard is benefi-
cial and should be considered for broad, if not Depart-
ment-wide, adoption. Initial results from pilot work last
year are compelling, and a more production-orientated
effort is under way in FY07. 

All acquisitions executed through the Department now
require IUID, including all international and foreign mil-
itary sales. A pilot project under way with the Navy In-
ternational Programs Office is using IUID to track sensi-
tive munitions sold to international partners, from the
factory to destinations, and to improve end-use moni-
toring of those items during their service life. The De-
partment now expends a great deal of human resources
conducting inventories associated with overseas end-use
monitoring of these items. IUID offers the potential to
dramatically reduce the labor involved and will also in-
crease our confidence in the effectiveness and accuracy
of those inventories.

Dr. Delores Etter, assistant secretary of the Navy for re-
search, development and acquisition, sees great value in
the use of IUID. “We are in an environment that demands
cost-wise readiness. This isn’t about compliance; rather
it’s about finding better business methods for providing
that readiness. IUID can do that by improving the ability
to track our assets.”

Benefits of IUID within Depot Operations
The Marine Corps Maintenance Depot in Albany, Ga., has
improved operations within its product lines as it con-
verts its systems to use IUID and the 2-D data matrix. On-
going projects within the maintenance depots are estab-
lishing the ability to exploit IUID to mark, identify, record,
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O n Feb. 6, 2007, USD(AT&L) Ken Krieg
issued a memorandum addressing
updated IUID policy and guidance. 

“We have achieved tremendous progress; for
example, IUID requirements are now included in
the DoD financial improvement and audit
readiness plans, but we need to sustain momen-
tum toward achieving paperless management
of property in the possession of contractors in FY
2007 and furthering depot planning and imple-
mentation,” said Krieg in the memorandum.

“Secretaries of the Military Departments and
Directors of the Defense Agencies and Field
Activities should lead IUID implementation for
both newly acquired and legacy items currently
in inventory or operational use,” he directed.
“Component officials leading engineering,
logistics, finance, acquisition, operations, infor-
mation systems, and procurement must be
accountable for success. Commanders of
Systems and Materiel Commands and Centers
should aggressively require marking of equip-
ment and ensure contract compliance to enable
use of the unique item identifier.”

The Additional Item Unique Identification
Guidance states that: “For uniquely identifying
legacy items, a phased approach should be
considered in accordance with USD(AT&L)
memorandum dated December 23,2004, which
is accessible at
<www.acq.osd.mil/dpap/UID/policy.htm>.
The prioritized list of legacy assets for addition
into the IUID registry is also available on the UID
Web site at <www.acq.osd.mil/dpap/UID/>.
Phase I legacy assets must be entered into the
IUID registry no later than September 30, 2007;
Phase I1 no later than September 30, 2008; and
Phase 111 no later than September 30, 2009.” 

The link to the complete text of the under
secretary’s memorandum and guidance can be
found at <www.acq.osd.mil/dpap/UID/
attachments/2007-0527-ATLcomplete.pdf>.

IUID Policy Update, February 2007
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and track items inducted into the depots for maintenance.
The depot is implementing IUID using commercial off-
the-shelf IUID solutions to accelerate internal capabilities,
while benefiting from the insight of Department person-
nel. Initiatives began with a marking program for one of
the cranes used in the field. In addition to improved asset
visibility, adapting the data plates to include the data ma-
trix had unanticipated benefits: reduction of manpower
and elimination of hazardous waste. For years, a labor-
intensive photo chemical process containing benzene had
been used to mark the identification plates. Using a CO2
laser to add the IUID information and the data matrix to
the plate reduces the job from hours to minutes and elim-
inates the use of a hazardous material. 

Ultimately, the inherent efficiencies of IUID and Auto-
matic Identification and Data Capture (AIDC) will give the

Marine Corps the ability to refocus personnel to other crit-
ical duties. The impact to the warfighter is very positive—
changing processes to exploit automatic data-capture tech-
nology instead of manual data entry. The benefits to the
sustainment community are improved usage predictions,
accurate part history, and enhanced reliability analysis. Use
of IUID and AIDC will ultimately result in improved man-
power efficiency related to inventory control, greater data
integrity, and increased readiness of weapon systems. 

Maj. Gen. Willie J. Williams, commanding general, Ma-
rine Corps Logistics Command, said, in his opening re-
marks at the January 2007 IUID Depot Maintenance Cus-
tomer Day in Albany, “ IUID goes beyond part marking.
IUID is critical in managing the DoD enterprise end-to-
end logistics chain management in that it provides lo-
gistics data that become logistics intelligence.”

Service Progress in Registering Legacy Items
Over 240,000 legacy items had been registered through
the first quarter of FY07. Under Etter’s leadership, the De-
partment of the Navy—with over 130,000 UIIs regis-
tered—has taken the lead to identify opportunities to im-
plement IUID. “We have many unique situations and
challenges with implementing IUID. The pilot programs
under way at our depots and warfare centers are critical.
They will help us better understand the magnitude of the
effort required and find efficient ways of completing the
task,” she says.

During the last quarter of 2006, the number of accepted
Navy UID program implementation plans increased by
more than 150 percent. Etter committed the Navy to com-
pleting all its 251 UID program implementation plans by
the end of the second quarter FY07. The Air Force leads
in percentage of expected plans that have been accepted,
and the Army continues to have the largest number of
total IUID (legacy-plus-new) records. The overall DoD UID
program plan effort is 45 percent complete, with 363 UID
implementation plans as of November 2006.

Industry Response
Industry suppliers have responded favorably to DoD’s
IUID requests. There continue to be presentations at fo-
rums by National Defense Industry Association and Aero-
space Industries Association (AIA) member companies
like Lockheed Martin, Pratt & Whitney, Honeywell, Rolls-
Royce, Sikorsky, and Boeing, explaining how they have
gained value from IUID. These companies present infor-
mation describing how automatic identification technol-
ogy reduces costs through improved data quality and en-
hanced quality control during product planning,
development, life cycle, and inventory control. The AIA
has developed a common supplier flow-down require-
ment to further expand IUID use as the single identifica-
tion across industry and DoD for supply-chain manage-
ment.
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Many defense industry suppliers identify IUID as the sin-
gle best practice for item management across the cor-
porate spectrum for both commercial and government
business. This forward thinking is particularly true in the
aerospace industry where IUID-compliant marking is an
accepted equivalent to existing Air Transport Association
marking requirements. 

There are many examples of primarily commercial sup-
pliers who have successfully delivered IUID-compliant
items. Hewlett-Packard and Dell are excellent examples
in the information technology sector. Both organizations
are delivering hardware with permanent asset labels that
comply with IUID marking requirements. The labels are
easily produced at a low cost and can be read by portable
imaging devices supplied to members of IT staff. The im-
agers are tethered to computers and able to download
the contents of the mark. The IUID-compliant labels ben-
efit both the government and the manufacturer in asset
management. In creating the permanent asset label, HP
was able to embrace the DoD approach and comply with
international standards by using its own serialization to
create the unique item identifier. This approach is in stark
contrast to fragmented customer requirements to apply
company-unique tags that offer little or no direct value to
HP. The DoD approach allows HP to capitalize on exist-
ing internal processes and provides greater value from
post-sale customer data.

IUID capabilities in commercial organizations improve
operations and speed processes, while increasing accu-
racy. The global speed of competition has demanded tools,
like IUID, that accelerate commercial capabilities. IUID
can enhance competitive readiness, reduce costs, and in-
crease reliability. It is the goal of the Department to bring
these same benefits to the warfighter.

The impact of the IUID initiative has been positive among
the small-business community as well, in part, because
of the array of low-cost products and service providers.
Training materials have been readily available, and the
Procurement Technical Assistance Centers have added
IUID training to their outreach efforts to small businesses.
This support and the straightforward IUID requirements
have resulted in small business accounting for more than
half of the total businesses that have delivered compliant
items to the IUID Registry. 

IUID has also increased business opportunities for many
small businesses by generating a demand for equipment
and services to support the marking and reading of the
IUID mark along with the capture and exchange of data
among both internal and external business applications. 

Continuing Efforts
The need for unique identification does not stop with
IUID. A DoD directive that is in the review process at the

The July-August issue of Defense AT&L will feature IUID
success stories.

For more information on IUID, visit <www.acq.osd.
mil/dpap/uid>.

Defense AT&L: May-June 2007 12

time of writing would ensure interoperability among the
unique identification initiatives in the Department: per-
sonal property, real property, sites, organizations, and
people. Each of these initiatives would be further delin-
eated in a set of companion DoD instructions or other is-
suances. The Navy also established a cross-functional ex-
ecutive leadership group to ensure that the implementation
of the directive and instructions provides a cohesive ap-
plication of the basic principles of unique identification.
This implementation standardization is critical to the im-
provements in business processes sought by the Navy.

Though there is much work yet to be done, it is clear that
the IUID effort is the first step in improving accountabil-
ity throughout the life cycle of all DoD assets. By inte-
grating commercial best practices for asset management,
the Department can capitalize on years of industry asset
identification knowledge, technology, and experience to
maximize the potential for savings through efficiency and
accountability.
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The Situation 

As IUID (item unique identification) compliance gains traction it is more important 

than ever to understand the role that proper data management plays in the 

compliance process. MIL-STD-130 and serialized item tracking are the DoD’s 

response to the CFO Act of 1990. The standard calls for the creation of 

permanent Data Matrix marks on assets to ensure they can be tracked 

throughout their lifecycle.   

 

IUID compliance requires several best-practice steps to ensure cradle-to-grave 

traceability. These steps include the creation of IUID labels and marks utilizing 

Construct 1, Construct 2 or the commercial equivalent, verifying the mark for 

quality standards, validating standards for formatting and syntax, harvesting the 

data and submitting the data directly to the IUID Registry or via WAWF. While 

those steps may seem straightforward, they represent the proverbial tip of the 

data management iceberg.  

 

Understanding the management of the data behind the compliance process is 

paramount to avoiding costly and time consuming errors that can result in non-

compliance. In this White Paper we intend to point out the errors that result from 

improper data management, as reported by the IUID Program Office. In addition 

we will make the case for employing a software suite that has been developed 

specifically for proper IUID data management.   

 

Those who are charged with implementing IUID on military bases and other 

legacy sites as well as contractors and manufacturers of end item deliverables 

will want to weigh carefully the evidence presented herein, in order to avoid a 

minefield of potential errors. 

 

The Problems with Non-Conforming Systems 

When well intentioned personnel decide to build IUID solutions internally, or to 

piece together partial solutions, they run numerous risks. For example, non-
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conforming or incomplete systems can and often do produce duplicate IUIDs, 

non-conforming data and miss-marked, laser etched or dot peened data that is 

impossible to remove.  

 

A review of common Registry submission errors highlights problems with 

managing data ranging from erroneous inclusion of text element identifiers (TEIs) 

in UIIs, to incorrect use of part and serial numbers, to typos in pedigree fields, 

resulting in the inability to link the pedigree with the IUID.  

 

Going it alone can prove costly indeed! Items that are incorrectly marked are akin 

to having an incorrect Social Security Number. As we all know, an incorrect or 

stolen Social Security Number results in loss of identity with resulting inability to 

collect Social Security and other benefits.  It is essential that the data in the IUID 

are consistent and accurate per the call out of the ISO standard. An error in 

marking, which can occur for numerous reasons, means that the marked asset 

will never match the database. Moreover incorrectly marked assets cannot be 

associated with pedigree data. In other words, an incorrect UID equals an 

incorrect pedigree.  

 

                                                207



 

A2B Tracking Solutions, Inc.   4 

What Can Go Wrong  

1. Items must receive a unique mark. Uniqueness requires encoding the 

correct data with as many as 50 alpha-numeric characters. The data 

coding must contain the ISO 15434 start string, the format code data 

identifier (DI), record separators, the CAGE code DI, the CAGE code data, 

group separators, part number DI, part number data, serial number DI, 

serial number data and finally the end of transmission or EOT. Characters 

such as commas, dashes and ASCII code are not allowable. Creating this 

code is difficult; changing data within the code presents a high risk of 

error. 
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Source: DCMA WAWF/UID Presentation - 2004 

 

2. These unique marks must contain data that is consistent with the syntax 

and format of MIL-STD-130. A grocery item with a UPC code containing 

anything other than 13 numeric characters or without the UPC standard 

for quality, formatting and syntax will not scan at check-out. The same is 

true of an IUID. Lacking standard data verification and validation provided 

by a data management system, many IUIDs cannot be submitted to the 

IUID Registry.  
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3. Problems also arise if data is being driven to the IUID Registry from an 

ERP system or a spreadsheet. As we have seen previously, data must be 

unique and correct, but files must also be submitted in the proper format, 

in the correct Registry schema and they must also generate an audit trail. 

Once incorrect data is submitted or when data is submitted incorrectly, the 

mistake is difficult and time consuming to unravel. Furthermore, it may be 

quite some time before one learns that items have not been accepted. 

This creates particular headaches when contract payment and 

reconciliation is delayed.  

0.0% 5.0% 10.0% 15.0% 20.0% 25.0% 30.0%

Invalid Acceptance Date

Invalid Contractor Identifier

Error(s) in Manufacturing data

XML file fails schema validation

UII field does not conform to UID type

Embedding update fails

Error(s) in CLIN/SLIN/ELIN value

Invalid Prime Contractor Identifier

Error(s) in Marks data

Parent UID is not in the Registry

Acquisition cost value is zero

Duplicate UIDs

Top IUID Registry Submission Errors 
(as a % of total errors reported)

 

4. The Registry calls for the ability to manage an IUID parent/child 

relationship correctly and accurately. That means IUIDs might be scanned 

in a configuration management-like environment, starting with an end 

item, progressing to its components, followed by the assemblies, the sub 

assemblies, and finally the lowest replaceable units (LRUs). If anything 

goes wrong in the IUID process, such as creation of an incorrect or 

duplicate mark or label resulting in incorrect IUID data, the data 
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management process required to manage parent/child relationship 

information becomes impossible.  

 

5. For legacy equipment either in use by the government or PIPC (property 

in possession of contractor) a Virtual UII may be registered, without 

marking the item directly. The registration process requires submitting the 

UII with a medium code of “DEFINED.” Along with the UII, all the pedigree 

data for this item must be registered, including the serial number, part 

number, enterprise ID and all other elements that identify the item.  In 

addition, the existing mark data must be registered within the mark loop in 

the registry XML. Virtually marked items MUST be physically marked by 

the custodian and the Registry must be updated when one of the following 

trigger events occurs: change of location from one entity to another; 

change in status (i.e. item taken out of service); change in program; 

change in organization (i.e. being returned from a contractor back to the 

government) 

 

There are some serious pitfalls to avoid during a Virtual UII registration 

process.  The first is failure to keep track of which items have been 

registered virtually and which are 2D mark compliant.  Another is failure to 

track which item goes with which UII. This relationship must be maintained 

to ensure you are marking the appropriate item.  

 

6. Further review of common errors, particularly with UID Construct 1 or UID 

Construct 2, when submitting data to the IUID Registry includes the 

following: 

� Omission of issuing agency code from the UII. 

� A common UII is reported for all items in a single submission or 

across multiple submissions, though the pedigree data is different 

for each item. 
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� The original part number or the serial number is used as the UII 

instead of the full UII.  

� UIIs that contain a value that is not related to any of the pedigree 

fields. 

� UIIs or other pedigree fields contain typos such as omitting 

preceding zeros from the serial number pedigree value or from the 

UII, but not from both. 

� UIIs submitted when parts are not marked and there is no UII 

marking requirement on the procurement contract. 

� Unintentional change of the UID type of a given item to a value 

other than the one originally intended. 

. 

The Solution: Fail-safe UID Data Management 

What those charged with UID compliance should demand is fail-safe data 

management. With the military’s lean business practices, it is rare to find 

technology personnel with time on their hands and rarer still to encounter 

individuals who do not seek excellence  

 

UID is simple in concept: The item is marked, the data is harvested and that data 

is uploaded to a master database. That simple UID concept is a powerful tool for 

a lean military that operates alongside and in tandem with lean commercial 

enterprises. The ability to supply, replace, repair and replenish parts, just-in-time, 

without duplication and with total transparency is fundamental to the operation of 

the world’s most powerful military. The efficiency afforded by UID is not a choice 

but an imperative, and those who support the military recognize the urgency of 

the UID movement.  

 

While UID is simple in concept the back-end, if you will, of UID requires precise 

data management for success. There are several reasons why this is so. Start 

with the far flung arena where DoD assets are built and deployed – the whole 

world! Add to that the universe of DoD asset handlers, namely the manufactures, 
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custodians and users who must participate in the UID process. Another 

consideration is the multiple industry and international quality standards and 

organizations that impact those who supply the military and ultimately feed into 

the overall UID MIL-STD-130. And perhaps most important of all is a set of 

automatic identification technology (AIT) best practices, the foundation of 

conforming UID data management success.  

 

One of those AIT best practices is ensuring that good data is collected and that 

the data remains associated with its pedigree throughout an asset’s lifecycle. 

Given the deployment and complexity of many of the DoDs assets, the ability to 

employ sound data management, with filters at every step, is difficult in the 

extreme without a conforming data management system. 

 

Some view the IUID Registry as a “bit bucket” where data is dumped with no 

practical use. Given the granular visibility available within the Registry, that would 

be lamentable. Movement is underfoot to evolve the Registry so that the data 

therein would become available for practical use, those handling logistics, 

configuration management and engineering, for example. This movement makes 

data integrity all the more important, right from the start, because inaccurate data 

will always “poison the well.”  Inaccurate data will never be trustworthy. Good 

data, on the other hand, ensures that this huge repository of information enables 

a more efficient military.  

 

Leave UID Data Management to the experts 

A2B Tracking Solutions has been a staunch supporter of UID from the beginning. 

As AIT veterans, A2B developed a bar code asset tracking system (BCATS) for 

the FAA in the 1990s.  It was at that time that the A2B staff became convinced of 

the need for granular visibility within the government and across the military. 

During the development of the BCATS program A2B had opportunity to study the 

complexities of government installations. Much of the AIT best practice 

methodology developed for BCATS was incorporated into UID.  
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With the introduction of UID in 2003, A2B was therefore in a unique position. As 

UID requirements were rolled out, A2B developers began work on UID Comply!®  

with the express purpose of producing COTS software that performs all the UID 

compliance and data management functions in one conforming package.  

 

Because it follows AIT best practice, UID Comply! ensures that the errors 

inherent to non-conforming systems cannot occur. It is, quite simply, a fail-safe 

data management system with built-in checks for all UID requirements, from the 

creation, validation and verification of labels and marks to final upload to the IUID 

Registry or via WAWF. The UID Comply mobile computer not only enables data 

harvesting in remote locations, but it also acts as a filter to ensure that UID 

conforming data is imported and associated with the appropriate pedigree.  

 

As a total UID data management system, UID Comply! stores all transactional 

history for each UID. It imports data from existing legacy databases and systems, 

including ERP. It also enables printing of the IUID mark to virtually any printing 

device or method available such as CO2 lasers, YaG lasers, metal-photo, dot-

peen, ink-jet, tesa® tape or polyester labels. 

 

As mentioned earlier, a conforming data management system needs to address 

the parent-child relationship of embedded items, a feature that is supported by 

UID Comply!  And the creation of virtual UIIs for legacy assets that may be 

deployed to the field and unavailable for marking is also supported.  

 

When one considers the complexity of UID compliance, the potential for costly 

and time consuming errors, and the importance to the military of gaining visibility 

across its vast asset base, we feel the case for utilizing a conforming data 

management system, written by recognized AIT experts is compelling.  
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In short A2B believes that UID Comply!, which is installed at numerous military 

installations and scores of DoD suppliers throughout the nation is the gold 

standard for UID data management.   

 

 

A2B Tracking Solutions, Inc. 

207 Highpoint Avenue 

Portsmouth, RI 02871 

401.683.5215 

800.733.7592 

www.uidsolutions.com 

www.a2btracking.com 

info@a2btracking.com 
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TRACKING SOLUTIONS

UID QUARTERLY: SUMMER 2007

UID Solutions - A2B’s UID Product Manager, Jim Daniels, 
presents a tutorial on best practice for utilizing Virtual UIIs 
to register property in possession of contractors (PIPC) 
and legacy property that may be currently in use or 
currently unavailable for physical marking.

Opinion - Mr. Greg Kilchenstein, Action Officer with the 
Office of the Assistant Deputy Secretary of Defense for 
Material Readiness and Maintenance Policy, writes on the 
“art of the possible” - namely the benefits to the military, 
beyond IUID compliance, in sustaining materiel readiness 
at best cost.

Vendor’s Corner - Our guest vendor, Motorola, takes 
an in-depth look at the unique benefits and functionality 
offered by new DPM solutions, and when and where they 
make the best investment sense.

UID Education - View a full schedule of UID Web 
Seminars, hosted by Data Capture Institute President and 
bar code pioneer David Collins as well as an additional 
UID/RFID Web Seminar series co-sponsored by 
epcSolutions and A2B Tracking.

News and Updates from A2B Tracking - Find out what 
has been happening at A2B.

INTRODUCTION

Welcome to the Summer 2007 Edition 
of UID Quarterly, brought to you by A2B 
Tracking Solutions, Inc. as an educational 
service. In this issue we present links 
to our numerous case studies and 
we review the rules for utilizing Virtual 
UIIs. In addition you will read how the 
Service is preparing to utilize serialized 
item management (SIM) for materiel 
maintenance, beyond IUID compliance. 
You will also learn how direct part 
marking (DPM) has become mobile and 
a more affordable marking choice. Finally 
we present our Autumn UID Web Seminar 
schedule along with news from A2B.

WhAT yOU’ll fIND IN ThIS ISSUE: 
UID Success - Link in to our case studies to learn how 
others are successfully implementing UID.
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UID SUCCESS:

 

l3 Communications/ComCept Division 
L-3 Communications/ComCept Division, is a rapidly 
growing Systems Engineering contractor, specializing in 
architecture requirements and software development, 
modeling, simulation, communications, and systems 
integration.

VT Miltope 
VT Miltope is a leading U.S. manufacturer of computers 
and computer peripheral equipment for military, industrial, 
and commercial tactical and aviation applications that 
call for reliable performance in the most demanding 
environmental conditions.

ZEBRA Case Study - DoD supplier takes integrated 
approach to satisfy UID and RFID

Gyrocam Systems, llC is the industry leader in ground 
and airborne surveillance solutions for law enforcement 
and homeland security, and the only FAA-certified provider 
of fully integrated and installed systems.

Barrett firearms Manufacturing, Inc. 
Headquartered in Murfreesboro, Tennessee, Barrett 
Firearms Manufacturing, Inc. (BFMI) is the world’s leader in 
large-caliber rifle design and manufacturing.

l-3 Titan Group, AP&D Division 
When Don Griffin, AP&D’s ISO Q. A. Compliance Manager 
first heard about the new DoD unique identification 
(UID) marking requirement, he was unfamiliar with the 
specific policy requirements, as well as the impact on the 
organizations product lines.

Melton Sales & Service Inc. 
Melton Sales & Service has been doing business with the 
government, repairing military equipment, engines, and 
power train components, since 1949. That long history 
of contractor excellence won Melton the prestigious DoD 
Quality Excellence Award.

UID successes are popping up everywhere. A2B’s UID Case 
Studies are available for your review at the links below. You will find 
companies of every size, utilizing a broad range of UID technology.
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UID SOlUTIONS:
Virtual UIIs – the good, the bad,  
and the system to make it all OK 
If you have legacy equipment either in use by the 
government or PIPC (property in possession of contractor) 
you can create and register a UII (unique item identifier) 
without marking the item directly. There are specific rules to 
this process, but Virtual UIIs allow you to be in compliance 
while you sort out marking techniques or with items that 
may currently be in use and therefore unavailable for 
marking. 

Questions to Consider 
There are several decisions to be made when thinking 
about how to permanently mark items.  What type of 
medium will you use:  labels, plates or direct part marking?  
Once you determine a medium, what type of equipment do 
you need?  What training and ramp-up time do you need 
to use the equipment?  Virtual UIIs give you time to decide 
on those aspects while keeping you in compliance.  If you 
choose to go down the road of Virtual UIIs, be sure to have 
all the facts and your plans fully established. 

here are some key points to consider  
in the Virtual registration process: 
Existing Mark Details:  For an item to be eligible for Virtual 
UII registration, there must be some way to identify it as a 
unique item. This identification can be a human readable 
serial number or serial number equivalent such as a VIN 
number that appears on the item.  This data in the existing 
mark will be essential to identify the item when permanent 
marking later takes place.

Virtual UII Registration:  The registration process 
will require submitting the UII with a medium code of 
“DEFINED.” This will let the Registry know that the UII 
is a virtual mark.  Along with the UII, you will register all 
the pedigree data for this item.  That includes the serial 
number, part number, enterprise ID and all other elements 
that identify the item.  The final piece of information that 
must be registered is the existing mark data within the 
mark loop in the registry XML. 
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Triggers for Physical Marking of Items 
Once virtual UII registration has taken place, there are 
specific triggers that tell you when you MUST physically 
mark the item. These are as follows:

• Change of location from one entity to another 
• Change in status (i.e. item taken out of service) 
• Change in program 
• Change in organization (i.e. being returned from a 
contractor back to the government)

At any point above, the entity responsible for creating the 
Virtual UII must physically mark the item and update the 
Registry before it is transferred or re-allocated. 

A Virtual UII Management Option 
One solution for managing Virtual UIIs is to put a system 
in place like A2B Tracking’s UID Comply!®  This will allow 
you to create and manage the Virtual UIIs throughout the 
lifecycle of that item, from creation of the Virtual UII to 
uploading of a fully compliant UII to the IUID Registry.  In 
such a system the management of the Virtual UII process 
is broken down into the following steps: 

Creation of Virtual UIIs 
Ensure that the UIIs are created correctly and with the 
correct information.  Choose the construct you will use, 
Construct 1 or Construct 2?  Which data elements will you 
use within the two constructs?

Tracking of existing mark data and the association to the 
UII   As stated above, in order to register a Virtual UII you 
must have an existing mark on the item that will identify it 
as unique. When the time comes for physical marking, it is 
absolutely critical to know which mark goes with which UII.

Registration of the Virtual Ull 
To complete virtual registration you must have pedigree 
information for the item and the existing mark information.  
In addition you must have a system that guarantees that 
the proper XML file is generated with the appropriate 
information, in the correct format.  If not, you will need 
to hand key each piece of information directly into the 
Registry, a process that leads to numerous errors.

Marking Strategy 
You need to determine what your marking strategy will be 
and start the marking process.  This encompasses which 
marking technology you will use and where you will mark 
the items.

Data Management 
You must keep track of the status of the items as they move 
through the lifecycle.  You must know which items have 
been marked, which have been updated in the registry, and 
which are still in need of work.  This data management will 
allow you to know which items need work before they are 
transferred from your custody or re-allocated.

Update the registry 
This will change the Virtual “DEFINED” status to the 
compliant “2D COMPLIANT” status once the item is 
marked. 

Pitfalls to Avoid 
There are a couple of pitfalls to avoid during a Virtual UII 
registration process.  The first is failure to keep track which 
items have been registered virtually and which are 2D 
mark compliant.  Without this information, you will need to 
examine all items in order to determine which have been 
physically marked and which have not.  Data management 
of the UIIs and their status is probably the most important 
aspect to a successful Virtual UII process.

Another pitfall is failure to track which item goes with which 
UII. As stated earlier, this relationship must be maintained 
to ensure you are marking the appropriate item. 

The key to the entire Virtual UII process, the difference 
between failure and success, depends on the systems 
you use to keep track of the process.  Knowing which 
items have UIIs created, whether they have been virtually 
registered, if they are physically marked or not, and allowing 
the facilitation and completion of these actions is imperative 
to a successful Virtual UII project.  UID Comply!  allows you 
to track and fully manage that process,  from Virtual UIIs to 
fully compliant UIIs in the Registry.

UID SOlUTIONS: CONTINUED
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OpINION:  
Maintenance Item Unique Identification and the Next Steps 
By Gregory Kilchenstein

Implementation efforts for item unique identification (IUID) across the DoD are gaining 
momentum.  Through a significant advancement in the general understanding of how 
to mark items, we have achieved great gains in establishing IUID marking capabilities 
within our maintenance activities.  The more salient challenge still before us is how to 
effectively integrate IUID into the pertinent Service information systems for the life cycle 
management of tangible assets and ultimately attain the benefits that IUID affords.

The Art of Possibility –  
Beyond IUID Compliance

In January of 2007 the OSD-AT&L 
(MR&MP) office released The Concept 
of Operations for IUID-Enabled 
Maintenance in Support of DoD 
Materiel Readiness.  This document 
provided a maintenance perspective 
for the collective use of IUID within the 
DoD enterprise.  It also provided, as 
an appendix, a template for planning 
the implementation of IUID within 
maintenance depots and other repair 
activities.  The CONOPS explains the 
“art of the possible,” and articulates 
what the DoD expects to happen as 
IUID becomes fully implemented.  This 
expectation is based on the concepts 
enabled by the power of shared 
information, the capability of complete 
asset visibility, and a comprehensive 
automation of both maintenance 
management and materiel handling 
processes for the purpose of life cycle 
system management.  This description 
of the enabling properties of IUID has 
helped facilitate an understanding of 
IUID in the context of life cycle systems 
management as more and more people 
are becoming familiar and comfortable 
with maintenance’s concept for IUID 
and the enterprise changes it enables. 
It is now time to move up onto the next 
rung of the IUID implementation ladder 
and shift focus to the integration of IUID 
into service centric business processes 
and management information systems. 

Before we can take on the task 
of explaining how IUID should be 
integrated in a technical perspective, 
we must ensure it is decisively 

associated to its fundamental purpose. 
For maintenance and materiel 
readiness that purpose is codified 
as DoD Instruction 4151.19 Serialized 
Item Management (SIM) for Materiel 
Maintenance. The DoDI requires that 
maintenance, logistics, and usage data 
be generated, collected, and analyzed 
for select items.  The identification of 
those items happens via the use of 
machine readable code using a DoD 
approved unique item identifier (UII). 

With the issuance of the DoDI, all 
the essential implementation “dots” 
are present and await connection.  
Conceptually the connections are 
simple: Machine Readable Code 
(MRC) is used to establish the IUID; 
the IUID is used as the enabler for 
SIM; and SIM becomes the method for 
providing maintenance, logistics, and 
usage data processing.  The collection 
of this data provides the necessary 
information to allow individual PMs to 
become effective fleet managers.  Thus 
SIM is the keystone of the enterprise 
management information systems 
and as such it is an essential tool for 
programs that are prepared to develop 
and then act on information for correct 
lifecycle decisions. 

The DoDI states that reparable items 
being placed into SIM must go through 
selection analysis.  Selection is made 
based on the impact of management 
of the item to the overall life cycle of 
the weapon system.  This is where SIM 
must continue to be connected to other 
programs and initiatives such as Reli-
ability Centered Maintenance (RCM), 
Condition Based Maintenance (CBM), 

and responsive Supply Chain Manage-
ment in order to provide those “points of 
action” that derive the ultimate benefits. 

Clearly, there will be different levels of 
SIM for different items, which brings 
us back to the need for defining the 
information process pathways that 
effectively integrate IUID into decision 
enabling systems.  The amount of 
visibility that is appropriate for an item’s 
management will be reflected by its 
life cycle management requirements. 
Understanding those requirements 
and how to appropriately apply them is 
what we must now undertake.  This is 
now our focus and our challenge as we 
march toward providing warfighters with 
ready weapon systems at optimum life 
cycle cost.

_______

Mr. Kilchenstein is an Action Officer with the 
Office of the Assistant Deputy Secretary of 
Defense for Material Readiness and Maintenance 
Policy working technology enablers that focus 
on sustaining materiel readiness at best cost.   
Having completed his undergraduate work 
in aerospace engineering and graduate level 
studies in systems engineering at the University 
of Maryland, Greg began working for the Naval 
Sea Systems Command in 1987 as a mine 
warfare simulation modeler.  After joining the 
Naval Air Systems Command in 1989, Greg was 
assigned as a propulsion engineer for the V-22, 
P-3, C-130, E-2/C-2 and had the privilege of 
witnessing the first flight of the V-22 in his first 
week with NAVAIR.  Over the next 16 years with 
NAVAIR, Greg was the program manager for the 
T400 engine and Propellers Program, the Basic 
Design Engineer for T58 and T64 engines, the 
Propulsion and Power Systems Engineer for H-
53, H-46, H-3 and the Presidential VH-3D, and 
the Propulsion and Power competency lead for 
vertical lift propulsion systems.
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VENDORS CORNER:  
A New level of Direct Part Marking (DPM) Performance – and Return on Investment 

New business needs have emerged driving the growth of 
the use of DPM technology. The Department of Defense 
has mandated landmark policy that requires all assets and 
personal property owned by the DoD, including deliverables 
from contract manufacturers, assets in the possession of 
contractors, and legacy assets at military installations, to 
be marked with a unique serialized identification number 
in accordance with MIL STD 130M. This mandate is one 
of the key drivers for the technology.   Safety regulations 
require some industries to be able to read DPM marks in 
the field.  And the rapid pace of evolution of many products 
requires more flexible DPM solutions that can quickly adapt 
to changes in production lines.  In this article, we take an in-
depth look at the unique benefits and new functionality these 
new DPM solutions offer, and when and where they make 
the best investment sense.

Business drivers for the development of a new 
generation of DPM solutions 
Today’s assembly line needs to accommodate the assembly 
of many different types of vehicles with many different 
options. The presentation of different parts on the assembly 
line that will be varying distances from the DPM camera 
creates a need for a flexible focus range — something 
today’s high-end systems cannot accommodate.

A new need for mobility in DPM solutions has also surfaced. 
Once a rarity, modifications to assembly lines have now 
become more common as product lines evolve at a much 
more rapid pace and companies seek to increase the ‘lean’ 
factor of their manufacturing operations.  In addition, safety 
regulations have created a new need for DPM in the field. 
For example, enterprises in the aerospace industry must 
maintain an up-to-date genealogy for all parts utilized in 
aircraft engines to ensure timely and proper maintenance 
routines as well as the rapid location of that part in the 
event of a recall. However, maintenance often takes place 
in hangers in an airfield, requiring mobile DPM solutions 
that can allow on-the-spot scanning of parts at the point of 
service.

Choosing the right DPM solution to meet business needs of 
today — and tomorrow

Variable focus expands usability and flexibility 
The new mobile DPM readers offer multi-focus functionality, 
capable of switching between near and far focal distances 
on the fly. This dynamic capability eliminates the prior 
requirement for a predictable pre-set distance, enabling 
accurate reading of a wide range of mark sizes at different 
distances with a single reader. This opens up a world of new 
applications while delivering a new level of cost-efficiency 
for DPM solutions. The need to purchase multiple readers 
to capture marks of varying sizes at different distances is 

eliminated, reducing capital and operational costs — and 
improving the value and return on investment.

Multiple data capture options  
significantly reduce costs 
In addition to direct part marks, today’s manufacturers need 
the flexibility to capture a wide variety of data types that are 
utilized throughout the business – from 1D and 2D bar codes 
and RFID tags on boxes and pallets to RFID shelf tags on 
warehouse racks.

The latest DPM readers are no longer ‘silo’ solutions, 
capable of reading only DPM marks. These best-in-class 
DPM solutions offer the ability to capture virtually any type 
of bar code or RFID tag. The reduction in the number 
of devices to purchase and manage drives capital and 
operational costs down — and simplifies your overall 
technology architecture.

DPM goes mobile: true anywhere anytime  
DPM reading — and more 
Customer requirements and new government regulations 
translate into the need to read DPM marks at the receiving 
or shipping dock to capture the change in custody for parts 
that must be traced. Service personnel in the field might 
need to scan parts to access or add to a component’s 
history file, or to identify and track high value assets out in 
the field.

A new level of affordability — and value 
Today’s manufacturers seek smart technology investments 
that can reduce costs to respond to heavy competitive 
pressures — and new DPM solutions deliver.  For example, 
the new generation of mobile DPM readers can be less than 
one quarter of the cost of the average first generation fixed 
DPM readers — yet offers triple the functionality. This new 
generation of mobile DPM readers can also read 1D and 2D 
bar codes as well as RFID tags.

Reap the benefits of the latest in  
DPM technology innovation 

The ability to connect the DPM reader directly to your 
inventory systems provides real-time inventory visibility. And 
that visibility can translate into reduced stocking inventory 
requirements and less required associated warehouse 
space. The development of multi-function devices capable 
of scanning direct part marks as well as 1D and 2D bar 
codes and even RFID tags enables companies to purchase 
one cost-effective device to support data capture in many 
applications.
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UID and RfID Educational Web Seminars

In our quest to provide ongoing education to those who 
are implementing UID and RFID we offer the following two 
seminar series:

UID Web Seminars from Data Capture Institute 
David Collins, President of Data Capture Institute, has been 
engaged by A2B to present a series of UID Web Seminars 
as a non-commercial, educational service to those who are 
required to implement UID.

David is considered by many to be the “father of the bar 
code industry” having led the original bar code project, 
KarTrack, for Sylvannia in 1969 and later founding Computer 
Identics Corp, the first company to manufacturer bar 
code scanners. Over the years Collins and his team have 
overseen thousands of bar code installations around the 
world. He is author of the popular 1992 book, “Using Bar 
Code – Why It’s Taken Over” and is a frequent keynote 
speaker and automatic data collection seminar presenter. 
As a member of the UID integrated product team (IPT) he is 
uniquely qualified to respond to the questions and concerns 
of companies of all sizes, including large, multi-national 
enterprises as they grapple with UID implementation.

Upcoming UID Web Seminar Dates  
(Presented each day at 10:00 and 2:00 Eastern - Thursday)

• September 6 and 20 
• October 4 and 18 
• November 1 and 15 
• December 6 and 13

To register for any of these dates, email pchasse@
a2btracking.com or click on this link: http://www.
uidsolutions.com/webinar_signup.aspx

RfID, UID and WAWf Webinar  
by A2B Tracking and epcSolutions 
epcSolutions , the authors of ThingsNet, the platform for the 
Internet of Business and the most installed Wal-Mart RFID 
solutions, and A2BTracking Solutions are teaming up to offer 
a webinar for RFID/UID solutions.

The first webinar on this topic was given in June, and was 
attended by nearly 100 DoD suppliers and end users.  
Feedback from the webinar was extremely positive and 
requests were made by over 200 people who could not 
attend for a date when the webinar would be repeated.

During this webinar you will receive a complete briefing on 
where UID and RFID came from and why it is important 
to the DoD and to you. You will also receive a simple, 
straightforward explanation of UID and RFID labeling, 
verification, validation and uploading to the Wide Area 
Workflow (WAWF) and IUID Registry. Bar code and RFID 
experts from A2B and epcSolutions Inc. will also present 
a live demonstration of UID Comply!® software and 
RFIDTagManager.

Upcoming RfID, UID and WAWf Webinar Dates  
(Presented at 2:00 Eastern - Thursday)

• September 27 
• October 25 
• November 29 
• December 27 

Register now for the epc/A2B seminar by clicking this link: 
https://www.gotomeeting.com/register/820417335
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NEwS AND ANNOUNCEMENTS 
FROM A2b TRACKING:
Latest Press Releases:

8/9/2007 - A2B Tracking Responds to Washington 
Post Report 
PORTSMOUTH, RI (August 8, 2007) –The Washington Post 
report (August 5, 2007, Weapons given to Iraq are missing) 
highlights a problem that is currently being addressed by the 
DoD’s IUID Program Office and by a group of technology 
providers, including A2B (more...)

8/8/2007 - A2B Tracking Solutions Inc. Releases UID 
Comply! ® Version 1.6 for legacy Property 
PORTSMOUTH, RI (August 8, 2007) A2B Tracking Solutions, 
the leading provider of unique identification (UID) compliance 
products is announcing the release of UID Comply! v1.6 for 
Legacy Property. Military personnel and contractors with 
custody of legacy pr (more...)

8/7/2007 - A2B Tracking Solutions Names V-Viz ltd 
European Reseller Partner

PORTSMOUTH, RI (August 8, 2007) – A2B Tracking 
Solutions Inc, the leading provider of unique identification 
(UID) compliance products and services for US Department 
of Defense (DoD) contractors and military installations has 
added V-viz Ltd, of Warwickshi (more...)

6/14/2007 - A2B Tracking Solutions Inc. Offers 
Complimentary Virtual UID Registration Trial To 
Accommodate MIl-STD-130 September 30 Deadline 
PORTSMOUTH, RI (June 14, 2007) – With the September 
30 deadline for compliance with the MIL-STD 130 mandate 
looming, A2B Tracking Solutions Inc, the leading provider 
of unique identification (UID) compliance products and 
services, is announcing a (more...)

A2B TRACKING SOLUTIONS | summer newsletter 2007

6/7/2007 - A2BTracking Solutions and epcSolutions 
Offer RfID/UID Webinars

PORTSMOUTH, RI – ( June7, 2007) - A2B Tracking 
Solutions, Inc, the leading provider of unique identification 
(UID) compliance products and services, and epcSolutions, 
the leading provider of RFID compliance software to the 
WalMart and the DoD supplier community (more...)

A2B is credited in this article from Defense 
Acquisition Technology & logistics (AT&l) Magazine 
mplementing Item Unique Identification in DoD 
Making a Difference for Asset Visibility, Management, and 
Accountability” (Defense AT&L, May-June 2007) explained 
the Department of Defense program for Item Unique 
identification—IUID—a capability that marks items with a 
globally unique identifier using (more...)

UpCOMING EVENTS:

wE lOOK FORwARD TO SEEING  
MANy OF yOU IN ATlANTA. 

lOOK FOR US AT bOOTh # 26

UID QUARTERLY - A2B TRACKING SOLUTIONS - SUMMER 2007
207 HIGHPOINT AVENUE, PORTSMOUTH, RI 02871
TEL: 800-733-7592 | 401-683-5215 | FAX: 401-683-5219 | WWW.UIDSOLUTIONS.COM
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S U C C E S S  S T O R I E S

Implementing Item Unique
Identification in DoD

“Making a Difference for Asset Visibility,
Management, and Accountability” (De-
fense AT&L, May-June 2007) explained
the Department of Defense program for
Item Unique Identification—IUID—a ca-

pability that marks items with a globally unique identi-
fier using high-capacity machine-readable 2-D marking.

How are the Services and OSD progressing in imple-
mentation of the program?

Navy Leverages IUID for More Efficient 
and Effective Missile Tracking

Cdr. William R. Hayes, USN • Robert A. Mueller 
Thomas Steffen • Mark R. Sunday

Under various laws and regulations such as the Arms Ex-
port Control Act (AECA) and Foreign Assistance Act (FAA),
the U.S. government has a continual responsibility, from
time of title transfer until eventual disposal, to ensure de-
fense articles and services sold and/or transferred to for-
eign countries are being used for their intended purposes.
The Defense Security Cooperation Agency (DSCA) es-
tablished the “Golden Sentry” Program to ensure proper
end-use monitoring of government-to-government trans-
fers. Currently, enhanced end-use monitoring (which has
more stringent requirements than regular end-use mon-
itoring and applies to specific variants of missiles and
other items) requires annual inventories at storage sites
in the foreign countries—a totally manual and labor-in-
tensive process.

Under sponsorship from the DoD UID Policy Office, the
Navy International Programs Office (NIPO) executed an
IUID— Item Unique Identification—project (“IUID Mis-
sile Tracking”—IMT) to leverage IUID asset information
and generate shipping documentation, while allowing
asset verification for missiles and other assets being sold,
shipped and inventoried under the DSCA Golden Sentry
Program. 

The IMT project demonstrated the ability to capture mis-
sile IUID data, seal the missile in its container, create ap-
propriate shipping documents, and observe the IUID-
based transactions as the missile is shipped, received,
and inventoried. The missile Unique Item Identifier (UII)
would be related to its container UII and then related to

a serialized container seal. This data would also cross-ref-
erence with the Transportation Control Number. Data
would be integrated into existing DSCA programs, in-
cluding the Security Cooperation Information Portal and
Enhanced Freight Tracking System (EFTS). 

Through the execution of three demonstrations and the
application of Lean Six Sigma principles, the IMT team
showed significant process improvements. Automated in-
ventory processing allowed the removal of fork trucks,
safety observers, and laborers to open containers for in-
spection. Data movement was streamlined and replaced
manual database updates. Other operational benefits were
documented, such as minimized USG time in foreign
country magazines and improved visibility from origin
to destination. In addition, we expect financial benefits
(reduced USG in-country and service program office man-
power) and benefits outside direct IUID impact (stream-
lined Customs processes and host nation inventory
processes for example).

New processes reduced
inventory time by 95

percent, inventory cost by
97 percent, and labor

expense by 67 percent;
inventory visibility

increased to 100 percent
annually; data accuracy

improved to 100 percent.

The results were impressive: New processes reduced in-
ventory time by 95 percent, inventory cost by 97 per-
cent, and labor expense by 67 percent; inventory visi-
bility increased to 100 percent annually; data accuracy
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improved to 100 percent. In addition, the use of seals
greatly improves security during transportation; and pro-
vides visibility at title transfer, shipping, and freight for-
warding. It also allows direct integration into EFTS and
reduces risks of personnel injury and damage to missiles.
A conservative business case analysis showed annual (un-
burdened) labor savings of $335,000. The additional sav-
ings in travel expense, safety, and significantly increased
homeland defense security are compelling.

Recommendations going forward include adoption of the
new IUID-based processes by the DSCA; production in-
tegration with EFTS; contract modifications to accom-
plish IUID/seals at original equipment manufacturer plants
for new production; and field retrofits of bar-coded con-
tainer seals to be accomplished during follow-on end use
monitoring inventories.

Hayes is director of logistics policy at Navy International Programs
Office. Mueller is founder and CEO of BNet Corporation, which provides
wireless solutions for real-time asset visibility. Steffen is a retired Navy
Supply Corps captain and president of Paladin Logistics Inc. Sunday,
engineering director at Raytheon Missile Systems, is responsible for
special projects for Mission Support.

Falcon Flex: Turning Maintenance
Information into Air Power

Kevin J. Berk

“Can we improve the reliability and availability of F-16
avionics while reducing costs?” This is the question that
drove the creation of the Falcon Flex program. In com-
bination with the Defense Repair Information Logistics
System (DRILS) maintenance data collection tool, Falcon
Flex was established to develop business practices, using
IUID/serial number tracking-based techniques, to enable
disciplined tracking and analysis of serialized parts. This
improved serialized maintenance data collection, at the
point of maintenance, enables meaningful analysis to
generate “actionable intelligence,” which is used to iden-
tify failure trends and perform root cause analysis to in-
crease the effectiveness of F-16 avionics sustainment.
DRILS and Falcon Flex have made great strides in cap-
turing and utilizing maintenance data respectively to lower
costs and increase aircraft availability to the warfighter—
effectively turning maintenance information into air power. 
DRILS facilitates the documentation and analysis of main-
tenance data with an easy-to-use interface and serial num-
ber tracking capability. The tool, which began humbly as
a Microsoft Excel® spreadsheet in the depot shops, has
evolved into a sophisticated Web-based application avail-
able worldwide that allows technicians in the field and at
depots and contractor repair facilities to easily record and
retrieve maintenance data by serial number. The focus
of this powerful application is at the most vital point—
the point of maintenance. This serialized maintenance
data collection enables the integrated product team en-

gineers to determine root causes of failures for both the
part-number family and specific units, isolating the low
performers. 

Falcon Flex is a business practice that was developed in
response to the Air Force’s continual Leaning of its sup-
ply chain. The performance-based logistics (PBL) practice
seeks to reduce weapon system sustainment costs and
increase availability. Falcon Flex uses performance-based
acquisition to effectively manage and reduce the impact
of obsolescence by concentrating on the acquisition of
improved parts rather than repeatedly buying parts that
continue to fail or are obsolete. 

With under $8 million
invested in Falcon Flex,

the program has resulted
in $123 million (Dec 2006)

in F-16 avionics
sustainment cost savings
over the past 10 years.

The Falcon Flex program was created to meet several key
goals: reduce sustainment costs, increase system relia-
bility, increase aircraft availability, reduce obsolescence
concerns, and enhance system performance. Seven busi-
ness practices comprise the Falcon Flex program: 
• Obsolescence Research Support. The program supports

obsolescence research by providing F-16 Diminishing
Manufacturing Sources and Material Shortages (DSMS)
research and resolution focusing on high-failure DMSMS
items. 

• F-16 Avionics Root Cause Analysis. The program em-
ploys analysis of failures at the line-replaceable unit
(LRU), shop-replaceable unit (SRU), and discrete part
level. 

• Bad Actor F-16 aircraft identification. Falcon Flex pro-
vides a quarterly analysis of aircraft producing the great-
est number of LRU failures. The analysis of data behind
this report helps maintainers identify underlying prob-
lems either with the aircraft or LRU. 

• F-16 Avionics Can Not Duplicate (CND) / No Faults Found
(NFF) identification and resolution. When symptoms
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of a problem cannot be reproduced during testing, valu-
able maintenance resources are tied up; many times,
these problems are dismissed only to recur later. Fal-
con Flex analysis significantly contributes to identify-
ing and resolving CND/NFF problems using DRILS se-
rialized repair history from the field and depot (Air Force
and contractor). 

• Test Station anomaly investigation. Falcon Flex devel-
ops techniques to collect and analyze serialized test sta-
tion LRU and SRU results to resolve anomalies between
testers at each level of testing. 

• Business Case Analysis generation, support, and track-
ing. Falcon Flex generates LRU repair cost analysis on
a semi-annual basis providing important information
on savings as well as a baseline for future repair cost
projections. Falcon Flex initiatives account for approx-
imately 80 percent of the total F-16 reduction in total
ownership cost savings being reported to Air Force Ma-
teriel Command.

• Performance-based Acquisition Support. PBA leads to
procurement of improved parts rather than parts that
continually fail. Falcon Flex support is provided to de-
fine and prepare the specifications needed for product
performance based procurement. 

With under $8 million invested in Falcon Flex, the pro-
gram has resulted in $123 million (Dec 2006) in F-16
avionics sustainment cost savings over the past 10 years.
Savings are projected to grow to more than $1 billion
through 2024, resulting primarily from the avoidance of
costs that field units are charged for exchanging unser-
viceable units for serviceable units.

Although savings is a primary motivator for the program,
Falcon Flex also directly supports weapon system avail-
ability goals of the Air Force Smart Operations for the 21st
Century (AFSO21). From the start, the Falcon Flex pro-
gram realized the value of uniquely identifying parts by
serial number to solve supply chain problems. The Fal-
con Flex program and its utilization of the DRILS main-
tenance data collection tool is a solid model for the Air
Force as it pushes ahead with the implementation of se-
rialized item management. The goal is to stop buying
high-failure parts and to reduce the time to procure im-
proved parts which in turn increases the reliability and
availability of weapon systems while reducing sustain-
ment costs.

Berk is DRILS program manager and has over 20 years of program/pro-
ject management in both public and private sectors.

Army Successes in IUID
Dianna Woody

2006 was a very busy year for the Army in the imple-
mentation of IUID. Candidate lists of items to be marked
with IUID were refined, and the marking process began

on major programs. The DFARS rule has been included
in new solicitations for which there are candidate
items/equipment. Marking has been integrated into re-
setting the force (RESET) and has begun for initial pro-
grams; a plan for expansion is in place for others. Gov-
ernment-furnished materiel marking is in progress at
contractor facilities.

The Abrams tank is a successful pilot program. Over 1,300
parts were identified for meeting the criteria for IUID
marking. This marking is currently being accomplished
through a phased implementation. General Dynamics
Lima plant is marking the end item, and the Tallahassee
plant is working with line-replaceable units using the dot
peen as the direct part mark using Construct 2. 

In August 2006, 14 M9ACE vehicles were inducted into
the Army’s recapitalization program and 13 vehicles in
RESET. There were 19 components identified for mark-
ing plus the end item. In October 2006, 119 M113 fam-
ily of vehicles began going through depot maintenance
at Anniston Army Depot, Ala. New data plates with di-
rect part marking are being applied during this process.

Initiatives at Red River Army Depot, Texas, include the
purchase of A2B Tracking Solutions software, mobile laser
etch cart, verifier, and computer with screen; and the
marking of 1,829 Humvees during its Recapitalization
(RECAP) Program.

The Tank Automotive
Research Development and

Engineering Center is
developing the product
data infrastructure to

support the IUID marking,
tracking, and exchange

between depots, suppliers,
and OEMs.

The Tank Automotive Research Development and Engi-
neering Center (TARDEC), Mich., is developing the prod-
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uct data infrastructure to support the IUIDmarking, track-
ing, and exchange between depots, suppliers, and origi-
nal equipment manufacturers (OEMs). TARDEC is im-
plementing a standards-based solution for the exchange
of as-built and as-maintained configurations of tactical
and combat vehicles using the ISO 10303-239 Product
Life Cycle Support standard. Using an international stan-
dard like PLCS will allow the Army to integrate the UID
information exchange not just between the Army’s Life
Cycle
Management Commands (LCMCs) and the OEMs, but
also to and from the DoD IUID registry. TARDEC is also
implementing amethodology called Federated Army Life-
cycle Collaborative Enterprise (FALCON) to integrate en-
gineering data from as-designed configurations with lo-
gistics maintenance and support data using IUID. A pilot
implementation on the humvee is currently in process.
Leveraging the successes of the T700 engine pilot, where
equipment was purchased to mark the T700 engines at
Corpus Christi Army Depot, Texas, CCAD has demon-
strated their ability to create and apply data plates and
labels. All criteria for initial operating capability (IOC) have
beenmet with the exception of manual intervention with
the IUID registry. Software has been developed with for-
mal release scheduled for second quarter fiscal year 2007
after which IOC will be declared.

Tobyhanna Army Depot, Pa. (the Army Center of Indus-
trial and Technical Excellence for Command, Control,
Communications, Computers, Intelligence, Surveillance,
and Reconnaissance (C4ISR) and Electronics, Avionics,
andMissile Guidance and Control; and the Air Force Tech-
nology Repair Center for Command, Control, Commu-
nications and Intelligence) employs ametal photo process
for creating data plates and labels with the UII for the
Combat-Service-Support Automated Information System
Interface System (CAISI System), and 20 data plates for
the AN/PPS-14 Mine Detector Set. In 2007, Tobyhanna is
expecting to create an additional 300-plus data plates for
the CAISI System and at least 38,000 data plates for ad-
ditional communications systems in the near term.

Letterkenny Army Depot, Pa., has developed and applied
human-readable and two-dimensional data matrix data
plates to 715 Mats over a six-month period. Efforts are
ongoing with the marking of “Water Buffalo” environ-
mental control units and humvees. Timely, high-quality,
economical marking support is being provided to project
management offices. Initial operational capability has
been attained with full expectation that a full operational
capability will be achieved in fiscal year 2007.

The Product Manager, Joint-Automatic Identification Tech-
nology (PM J-AIT) is supporting the OSD IUID Policy Of-
fice with a project involving the structured demonstra-
tion of imagers attempting to read a spectrum of data
matrix mark use cases submitted by commercial indus-

try and the Services. The result will be an objective doc-
ument identifying the commercially available imagers
that are capable/incapable of reading data matrix marks
with specific characteristics. Concurrently, PM J-AIT has
worked with the depot community, providing Anniston
Army Depot with its initial RESETmarking capability and
Red River Army Depot, Texas, with marking apparatus
to support multiple depot lines.

Woody served as an Army logistician in the Office of the Deputy Assis-
tant Secretary of the Army for Integrated Logistics Support, until her
death in July 2007.

IUID and Dell: Supporting the Office of the
Secretary of Defense

Leah Aspell

When Bob Smolinski accepted his position as the Office
of the Secretary of Defense (OSD) IT Asset Management
Branch Chief in December of 2005, he took on a difficult
challenge: how to consolidate 14 different inventory track-
ing systems into one system thatmet all the department’s
needs. Until recently, each of the 14 different components
maintained its own IT inventory, and each had a differ-
ent method for tracking assets. Some components used
barcode systems, some had developed a unique num-
bering system, and a few of the smaller teams effectively
“remembered” the distribution of equipment. Despite
semi-annual audits byWashington Headquarters Services
(WHS), the process lacked a uniform system to track the
38,000 reportable IT assets within and across compo-
nents.

In 2006, OSD ordered
approximately 3,200 new
PCs, 1,000 printers, 1,300
laptops, 1,200 monitors,
and 300 scanners that

were all delivered to the
IT warehouse with the

correct IUID mark.

As soon as Smolinski understood the system require-
ments and challenges ahead, he immediately thought of
IUID, a system for distinguishing a single item from its
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Comments and questions may be addressed to
robert.leibrandt@osd.mil.

identical counterparts through the use of an identifying
mark or label, and contacted the UID Policy Office. 

Once IUID was determined to be the appropriate solu-
tion, the team immediately began to develop an IUID
implementation plan. Because they were designing a
new system, the OSD team had unusual flexibility to
choose the methods and technology that would best
suit the application without having to consider multi-
ple restraints. “We had to establish everything, from
getting a warehouse, trucks, and equipment, to the pro-
cedures for getting IT assets into and out of the Penta-
gon,” says Smolinski. 

Next, the Defense Information Technology Contracting
Organization (DITCO) began inserting the existing IUID
clause into contracts, and Smolinski contacted several
manufacturers to alert them to the new requirement, in-
cluding Dell. 

Dell already had experience with the 2D Data Matrix (a
high-density 2-dimensional matrix style mark) from pre-
vious customer requirements to apply company-unique
asset tags. However, unlike previous requirements that
provide little to no direct value to a commercial entity
such as Dell, the DoD strategy embraces manufacturer
serialization approaches to create the unique item iden-
tifier and complies with international standards. This dis-
tinction has potential to provide tangible benefits to Dell
with greater linkage and value from post-sale customer
data. 

As Dell began processing the IUID requirement and ship-
ping finished orders to the DoD maintenance facilities,
John Medici, a member of Smolinski’s team, determined
very quickly that the 2D Data Matrix was not IUID-com-
pliant. To correct the situation, Solms immediately as-
signed a Dell six-person team to solve the problem and
re-label the erroneous markings. Within 72 hours of re-
alizing the 2D Data Matrix was incorrect, Dell changed
the process to better meet the OSD 2D Data Matrix re-
quirements. 

Because of the dedication of Dell and other suppliers,
OSD received many properly marked items in 2006. OSD
ordered approximately 3,200 new PCs, 1,000 printers,
1,300 laptops, 1,200 monitors, and 300 scanners that
were all delivered to the IT warehouse with the correct
IUID mark. 

OSD expects to keep receiving IUID-compliant IT items
in 2007 and beyond. Smolinski does not plan to mark
most legacy items because IT inventory rotates relatively
quickly. He estimates the majority of legacy inventory will
circulate out of the current system in 3-4 years. As this
happens, new orders filled by suppliers such as Dell will
include the IUID 2D Data Matrix. 

Smolinski, with the assistance of Medici, is also begin-
ning to alter OSD processes to incorporate 2D imaging
devices to capture the Data Matrix, decode the data
symbol, and pass the data to Remedy, where the data
are then managed. Remedy is a software package that
includes capabilities in change management, asset man-
agement, life-cycle inventory, and workflow manage-
ment. The software will assist the OSD in its efforts to
track and properly manage all IT assets. Using this sys-
tem will not only make these efforts easier to achieve,
but will also reduce paperwork for technicians and ex-
pedite the repair process.

In 2007, OSD also plans to provide imaging devices to
the OSD IT support staff so they can use them to man-
age the assets in the offices they support. The imaging
devices, which are in effect PCs, will also be able to down-
load subsets of data or the entire database, which will be
particularly useful for the auditor, a new position Smolin-
ski established. With the increased data management en-
abled by IUID, the new auditor position will allow for con-
tinued and more rigorous auditing of DoD assets.

The team is also currently working with the Defense Lo-
gistics Information Services (DLIS) UID office in Battle
Creek, Mich., to develop the capability to produce IUID-
compliant marks in house and register those marks within
the DLIS-hosted IUID Registry. Currently, reportable IT as-
sets purchased with a credit card to fill urgent orders will
not have an IUID mark. When the in-house system is
complete, the team will be able to mark these assets and
track them appropriately. In-house marking/labeling will
also be used to mark those few legacy assets that remain
after the phasing out of obsolete equipment. It is this ef-
fort that will eventually allow for all assets to be marked
and managed. 

Once fully implemented, this IUID-enabled Remedy
system will enhance asset visibility management of IT
assets within and across the DoD. IUID will provide the
capability to maintain critical data about each item.
Remedy will allow OSD IT asset management staff to
provide the infrastructure to manage both the infor-
mation and the assets. The approach increases the level
of item visibility to a level that the DoD has never be-
fore attained.

Aspell, a consultant with XIO Strategies, provides outreach and
communication support to the UID Policy Office, OSD AT&L. 
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To improve the identification, tracking, and management of Department 
of Defense (DoD) assets, the Office of the Secretary of Defense has 
funded multiple projects, including the Marine Corps Maintenance Cen-
ter Item Unique Identification (IUID) Integration Project.  The initial phase 
of this project was completed at the Marine Corps Maintenance Center in Albany, GA, 
on March 15, 2006 through the successful marking of items on the 7.5-ton crane, an air 
mobile crane support system capable of lifting 7.5 tons and swinging 360 degrees 
while on stabilizing outriggers. 
 
IUID and Marine Corps Maintenance Center 
The IUID Integration Project enables better management of tangible items used in 
warfighter support through improved identification and tracking.  By assigning each 
mission critical item a unique identifier, the Department has the capability to track 
identical items throughout their individual lifecycles and across the global supply 
chain.  As part of this change management initiative, the Department funded qualify-
ing Depot activities to jump start the marking process, realize lessons learned, and 
share experience as the program is instituted throughout the supply chain.  

 
Beyond improving its own operations, the Marine Corps Maintenance Center Item IUID Integration Project also focuses on improvements 
that can be applied throughout the DoD.  In order to share best practices and lessons learned throughout the DoD, the project team is docu-
menting all implementation procedures, while demonstrating the successful application of Unique Item Identifier (UII) marking technology 
on Depot commodities, gaining experience, and evaluating implementation costs and schedules.  Knowledge will be shared with other DoD 
organizations and suppliers via an After Action Report, the IUID Toolkit, and at IUID Program Forums. 
 
Implementation Process 
This IUID Pilot followed the roadmap and process outlined in the IUID Toolkit.  
 
Development of an Item/Parts List 
To implement IUID on the crane, Depot employees first developed an item list of parts for marking.  The project team applied the criteria of 
item selection contained in IUID policy to identify which parts of the crane required marking.  The policy requires that an item be marked if it 
meets one of the following criteria: 

• Acquisition cost of $5,000 or greater 
• Serially managed, mission essential, or controlled inventory equipment or repairable item, or a consumable item or material for 

which permanent identification is required 
• A component of a delivered item deemed by the program manager to require unique identification 
• A DoD-recognized IUID equivalent is available for that item 

 
IUID Marking Technology 
Following compilation of the item list, the project team evaluated the use of Commercial-Off-The-Shelf (COTS) products for marking tech-
nologies (dot peening, laser etching, chemical etching, and inkjet marking).  The Depot will contribute its lessons learned to the IUID Toolkit, 
providing key information relevant to cost of technology, ease of use, and applicability in the DoD environment. 
 
Marking Parts 
Each item identified for labeling is being marked with a laser-etched anodized aluminum data plate.  Each plate includes human-readable and 
machine-readable information.  Templates for etching metal data plates were developed, and sample data were used to proof the plates.   
 
Legacy parts are also marked as part of the Marine Corps IUID Project to determine what issues emerge when constructing the IUID and 
marking the parts (e.g., dirty, worn, original manufacturer unknown, etc.).   
 
Reading IUID Marks 
The project includes reading multiple parts — different sizes, materials, colors, finishes, shapes, 
etc.  The four legacy parts being marked in this current phase are the crane main vehicle, the 
transmission, the engine, and the main boom cylinder.  This phase also includes testing the abil-
ity to read parts under a wide variety of conditions — poor lighting, bright lighting, outdoors, in 
tight spaces, etc.  This has helped the Depot to determine the time and cost of IUID reading, as 
well as gauge the reliability and ruggedness of the readers. 
 
As part of the marking process, a Quality Assurance (QA)/Quality Control (QC) step has been 
included after parts are marked to measure the quality of the marks made in the Depot environ-
ment. The ability to read the data plate information is confirmed using a verifier and then firmly 
attached to the part using epoxy resin. 
 

 

The 7.5 Ton Crane (pictured above) is the first piece of 
equipment to be marked using IUID at the Marine Corps 
Maintenance Center in  Albany, GA 

The IUID data plate for the 7.5 Ton Crane 
(pictured above) contains both human and 
machine-readable data 
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Data Entry 
All data-entry tasks are tested using databases that mimic the IUID Automated Information System (AIS) 
that is being developed as part of the IUID Program. 
 
Development of an AIS 
The Marine Corps Maintenance Center is evaluating AIS software for loading data into the marking equip-
ment that generates the data labels. The AIS (turnkey) is being developed so that it will accept the data ele-
ments as delineated in the Department of Defense Unique Identification (UID) Implementation Plan for 
DoD Maintenance Depots. The system in development will accept input data from keyboard and scanner 
devices.  The system design includes generation of two-dimensional barcodes (2D) and the ability to trans-
mit the barcodes to a variety of output devices that engrave, print, etch, and peen the 2D barcode onto the 
item. The system will send the IUID data elements to the UID Registry. The operation of the system will be 
transparent to the operator and approved by Navy Marine Corps Intranet (NMCI) for installation on NMCI 
computers and use on the NMCI network. This system will interface with existing DoD systems and future 
DoD Enterprise Resource Planning (ERP) systems when developed.  
 
The IUID Integration Project is ongoing and consists of marking items used during the Service Life Extension Process (SLEP) being per-
formed on the 7.5-Ton Crane.  Additionally the integration of IUID procedures into existing Depot processes is being realized. 

 
Depot Personnel Enablers 
During the IUID Integration Project, special attention was paid to the shop floor personnel in order 
to determine the effect of this new process on day-to-day tasks.  New tasks for these shop floor 
personnel included removing, marking, reading, and recording IUID data on the 7.5-Ton Crane.  
Overall, these new tasks were successfully incorporated into Depot procedures. 
 
Training of Personnel 
Four graphic artists and one engineering employee have been trained on the operation of the laser 
etching equipment, the printers, and the IUID AIS software. 
 
Procedures Established 
The Marine Corps is in the process of creating IUID procedures that specify for Depot personnel 
what items to mark and how to mark the items.   A set of procedures to document workflow for 
marking of items was defined at the Maintenance Center and will be added to the IUID Toolkit.  
 
Lessons Learned 
This pilot includes testing and documenting procedures using various IUID part marking equip-
ment within the Depot process in order to define procedures for future part marking and data-entry 
requirements. Some early lessons learned from testing the part marking methods on multiple mate-
rials include conclusions that ball peening is not viable for a painted surface, while laser etching 
can successfully be applied to anodized aluminum.  Additionally, the use of epoxy adhesive for 
attaching plates has been successfully demonstrated.   
 
Both phases of this pilot contain real-time, in-process procedures at the Depot for instituting IUID 
requirements, including marking equipment within the Depot process, validating the mark, using 

an AIS to transport the data to the IUID registry, and managing the IUID markings.  These procedures will be shared with other Depot or-
ganizations through an After Action Report, the IUID Toolkit, and at UID Program Forums. 
 
Hurdles that Have Been Overcome 
The greatest hurdle to overcome was convincing people to advance from manual stamped data plates to machine-generated data plates.  Soft-
ware permissions have been established to extract data from multiple programs used in maintenance functions. 
 
Benefits  
The IUID program enables the DoD to reach established goals and objectives for enhanced total asset visibility, improved lifecycle item man-
agement and accountability, and improved financial audit requirements.  The IUID program will eliminate the photo process for making la-
bels, which requires multiple graphic art steps along with photo storage, and handling and disposal of hazardous materials.   
 
Legacy data plates of the 7.5-ton crane are being replaced with new data plates that contain human readable and 2D Data Matrix instituted by 
the IUID program to identify items.  
 
The IUID pilot project has transformed a World War II era Depot into a 21st Century Depot.  The adoption of advanced technology at the 
Depot, including lasers, is a necessary evolution to support the modern warfighter.  The pilot project is also demonstrating capabilities of how 
lasers may be used for marking serial numbers on other warfighter technology. 

Shop floor personnel have been trained to 
perform IUID tasks.  Above, a Maintenance 
Center worker affixes an IUID data plate 
using epoxy resin 

The AIS will load data into mark-
ing equipment to generate IUID 
data labels 
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MIL-STD-130N 

FOREWORD 
 
1.  This standard is approved for use by all Departments and Agencies of the Department of 
Defense (DoD). 
 
2.  This issue of MIL-STD-130 continues to provide evolving clarification, increased insight and 
guidance regarding implementation of Machine-Readable Information (MRI) for item 
identification marking and automatic data capture.  MRI provides a valuable tool for life-cycle 
asset management from acquisition through manufacture to logistics and final disposition.  
However, the use of MRI may not be suitable or adequate for every item identification need.  
The application of Human Readable Information (HRI) in combination with MRI and free text 
information item identification marking in lieu of MRI is still necessary for many end users of 
the identified item.  Finding the most effective use of both marking protocols, either singly or in 
combination, is the prime responsibility of the acquiring activity. 
 
3.  This standard provides the criteria by which product designers develop specific item 
identification marking requirements.  Product designers must include in product definition data 
the specific requirements as to marking content, size, location, application process, and any 
required marking materials that will be part of the deliverable item.  Simply stating in the 
product definition data that the marking be in accordance with this standard is not sufficient for 
initial design, development and manufacture or subsequent production and procurement of 
replenishment spare items. 
 
4.  Acquiring activities must also properly apply this standard in their contractual instruments.  
As with product designers, simply stating that items produced under a contract shall be marked 
per MIL-STD-130 is not sufficient.  They must clearly state that item identification marking is 
required and that development of specific item marking requirements be based on the criteria 
provided in this standard. 
 
5.  Definitions provided in Section 3 and abbreviations provided in Appendix A and used 
throughout this standard are oriented primarily towards the product designer’s use of prevailing 
engineering documentation terminology.  Some conflict with terminology applied throughout the 
Automatic Identification Technology disciplines may occur.  Every effort has been made to 
ascertain potential conflicts and provide clear definitions for application in this standard and to 
cite the published source of existing definitions used. 
 
6.  Comments, suggestions, questions on this document should be addressed to 754 ELSG/ILMT, 
4170 Hebble Creek Rd., Bldg 280, Door 15, Wright-Patterson AFB OH 45433-5653, or e-mail to 
AFCode16@wpafb.af.mil.  Since contact information can change, you may want to verify 
address information currency using the ASSIST Online database at http://assist.daps.dla.mil. 
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1.   SCOPE 
1.1   Scope.  This standard provides the item marking criteria for development of specific 

marking requirements and methods for identification of items of military property produced, 
stocked, stored, and issued by or for the Department of Defense.  This standard addresses criteria 
and data content for both free text and machine-readable information (MRI) applications of item 
identification marking. 

1.2   Figures.  The figures in this standard are intended only as illustrations to aid the user in 
understanding the practices described in the text.  Unless stipulated otherwise in the referring 
text, figures shall not be construed as requirements or as preferred practices.  In some cases, 
figures show a level of detail as needed for emphasis; in other cases figures were deliberately left 
incomplete to illustrate only a concept or facet thereof.  The presence or absence of figures has 
no bearing on the applicability of the stated requirement or practice. 

1.3   Application exclusions.  Military items covered by the following documents are 
excluded from the provisions of this standard for items not subject to IUID item marking criteria 
unless otherwise specified in detail specifications, standards, contracts or purchase orders. 

DEPARTMENT OF DEFENSE SPECIFICATIONS 
MIL-PRF-1 Electron Tubes, General Specification for 
MIL-B-18 Batteries, Non-Rechargeable, Dry (Inactive for new design) 
MIL-PRF-19500 Semiconductor Devices, General Specifications for 
MIL-DTL-32075 Label: For Clothing, Equipage, and Tentage, (General Use) 
MIL-PRF-38534 Hybrid Microcircuits, General Specification for 
MIL-PRF-38535 Integrated Circuits (Microcircuits) Manufacturing, General 

Specification for 
MIL-R-81128 Rocket Motors, Identification of Parts and Assemblies, 

Requirements for 
DEPARTMENT OF DEFENSE STANDARDS 

MIL-STD-290 Packaging and Marking of Petroleum and Related Products 
MIL-STD-709 Ammunition Color Coding 
MIL-STD-792 Identification Marking Requirements for Special Purpose 

Components 
MIL-STD-1168 Ammunition Lot Numbering and Ammunition Data Card 
MIL-STD-1285 Marking of Electrical and Electronic Parts 
MIL-STD-13231 Marking of Electronic Items 

NON-GOVERNMENT PUBLICATIONS 
SAE-ARP6002 Hose, Standard, Marking, Aircraft 
ASTM B666/B666M Standard Practice for Identification Marking of Aluminum and 

Magnesium Products.  (DoD adopted) 
1.4   Application and tailoring.  Evaluation by the acquiring activity of the requirements 

(sections, paragraphs, or sentences) in this standard is essential to determine the extent to which 
each requirement can be tailored and placed on contract in order to impose only the minimum 
essential needs of the Government. 
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2.   APPLICABLE DOCUMENTS 
2.1   General.  The documents listed in this section are specified in sections 3, 4, and 5 of 

this standard.  This section does not include documents cited in other sections of this standard or 
recommended for additional information or as examples.  While every effort has been made to 
ensure the completeness of this list, document users are cautioned that they must meet all 
specified requirements cited in sections 3, 4, and 5 of this standard, whether or not they are 
listed. 

2.2   Government documents. 
2.2.1   Specifications, standards, and handbooks.  The following specifications, standards, 

and handbooks form a part of this document to the extent specified herein.  Unless otherwise 
specified, the issues of these documents are those cited in the solicitation or contract. 

FEDERAL SPECIFICATIONS 
A-A-208 Ink, Marking, Stencil, Opaque (Porous and Nonporous Surfaces) 
A-A-56032 Ink, Marking, Epoxy Base  

  GG-P-455 Plates and Foils, Photographic (Photosensitive Anodized 
Aluminum) 

DEPARTMENT OF DEFENSE SPECIFICATIONS 
MIL-DTL-15024 Plates, Tags and Bands for Identification of Equipment, General 

Specification For 
  MIL-DTL-19834 Plates, Identification or Instruction, Metal Foil, Adhesive Backed, 

General Specification For 
DEPARTMENT OF DEFENSE STANDARDS 

MIL-STD-129 Military Marking For Shipment and Storage 
  MIL-STD-196 Joint Electronics Type Designation System 

MIL-STD-1686 Electrostatic Discharge Control Program for Protection of 
Electrical and Electronic Parts, Assemblies and Equipment 
(Excluding Electrically Initiated Explosive Devices) 

DEPARTMENT OF DEFENSE HANDBOOKS 
MIL-HDBK-263 Electrostatic Discharge Control Handbook for Protection of 

Electrical and Electronic Parts, Assemblies and Equipment 
(Excluding Electrically Initiated Explosive Devices) (Metric) 

(Copies of these documents are available online at http://assist.daps.dla.mil or from the 
Standardization Document Order Desk, 700 Robbins Avenue, Building 4D, Philadelphia, PA 
19111-5094.) 

2.2.2   Other Government documents, drawings, and publications.  The following other 
Government documents, drawings, and publications form a part of this document to the extent 
specified herein.  Unless otherwise specified, the issues are those cited in the solicitation or 
contract. 

DEFENSE FEDERAL ACQUISITION REGULATION SUPPLEMENT 
252.211-7003 Item Identification and Valuation 
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(Copies of this document are available on line at http://farsite.hill.af.mil/ or from the 
Superintendent of Documents, P.O. Box 371954, Pittsburgh, PA 15250-7954) 

DEPARTMENT OF DEFENSE ACTIVITY ADDRESS DIRECTORY 
DoD 4000.25-6-M DEPARTMENT OF DEFENSE ACTIVITY ADDRESS 

DIRECTORY (DODAAD) 
(Copies of this document are available from:  ATTN: DASC-VC Pubs Suite 0119, DLA 
Administrative Support Center, 8725 John J. Kingman Road, Fort Belvoir, VA 22060-6220) 
 NATIONAL AERONAUTICS AND SPACE ADMINISTRATION 
  NASA-STD-6002 Applying Data Matrix Identification Symbols on Aerospace Parts 
  NASA-HDBK-6003 Application of Data Matrix Identification Symbols to Aerospace 

Parts Using Direct Marking Methods/Techniques 
(Copies of these documents are available on line at http://standards.nasa.gov or from USAInfo, 
1092 Laskin Road, Virginia Beach, Virginia, 23451). 

DEFENSE LOGISTICS INFORMATION SERVICE 
DoD 4100.39-M Federal Logistics Information System (FLIS) Procedures Manual 

(Copies of this document are available from the Defense Logistics Information Service (DLIS), 
74 Washington Ave. N, Ste 7, Battle Creek, MI 49017-3084, or www.dlis.dla.mil.) 

NATIONAL INDUSTRIAL SECURITY PROGRAM 
DOD 5220.22-M National Industrial Security Program Operating Manual 

(Copies of this document are available online at http://www.dtic.mil/whs/directives/ or from the 
Superintendent of Documents, U. S. Government Printing Office, Washington, DC 20402-0001.)  

UNDER SECRETARY OF DEFENSE FOR ACQUISITION POLICY AND 
TECHNOLOGY 

Department of Defense Guide to Uniquely Identifying Items 
(Copies of this document are available on line at http://www.acq.osd.mil/dpap/pdi/uid/index.html 
or from Defense Procurement & Acquisition Policy, 3060 Defense Pentagon, Room 3E1044, 
Washington, DC 20301-3060) 

2.3   Non-Government publications.  The following document(s) form a part of this 
document to the extent specified herein.  Unless otherwise specified, the issues of documents are 
those cited in the solicitation or contract. 

AIR TRANSPORT ASSOCIATION OF AMERICA 
ATA SPEC2000 Chapter 9 – Automated Identification and Data Capture  
CSDD Common Support Data Dictionary 

(Copies of these documents are available from Air Transport Association of America, Inc., 
Distribution Center, PO Box 511, Annapolis Junction, MD 20701, or http://www.airlines.org ) 
 ALLIANCE FOR TELECOMMUNICATIONS INDUSTRY SOLUTIONS (ATIS) 
  ATIS-0322000 Representation of the Communications Industry Manufacturers, 

Suppliers, and Related Service Companies for Information 
Exchange
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(Copies of this document are available from Alliance for Telecommunications Industry Solutions 
(ATIS) 1200 G Street, N.W., Suite 500, Washington, DC 20005, or 
http://www.atis.org/docstore/default.aspx) 

AMERICAN SOCIETY OF MECHANICAL ENGINEERS 
ASME Y14.24  Types and Applications of Engineering Drawings 
ASME Y14.100  Engineering Drawing Practices 

(Copies of these documents are available from ASME Information Central Orders/Inquiries, P.O. 
Box 2300, Fairfield, NJ 07007-2300 or www.asme.org.) 

ASSOCIATION FOR AUTOMATIC IDENTIFICATION AND MOBILITY 
AIM DPM-1-2006 Direct Part Mark (DPM) Quality Guideline 

(Copies of this document are available from Association for Automatic Identification and 
Mobility, 125 Warrendale-Bayne Road, Warrendale, PA 15096, or http://www.aimglobal.org) 

AUTOMOTIVE INDUSTRY ACTION GROUP 
AIAG B-4 Parts Identification and Tracking Application Standard 
AIAG B-17 2D Direct Parts Marking Guideline 

(Copies of these documents are available from Automotive Industry Action Group, 26200 
Lahser, Suite 200, Southfield, Michigan 48033-7100, or http://www.aiag.org/.) 

CONSUMER ELECTRONICS ASSOCIATION 
CEA-706 Component Marking Standard 

(Copies of this document are available from Consumer Electronics Association (CEA), 1919 S. 
Eads Street, Arlington, VA 22202, or http://www.ce.org/) 

ELECTROSTATIC DISCHARGE ASSOCIATION 
ANSI/ESD S20.20 Protection of Electrical and Electronic Parts, Assemblies and 

Equipment (Excluding Electrically Initiated Explosive Devices) 
(Copies of this document are available from Electrostatic Discharge Association, 7900 Turin 
Road, Bldg 3, Ste 2, Rome, NY 13440-2069, http://esda.org/standards.html) 

GS1 SYSTEM 
GS1 General Specifications 
Guidelines for Department of Defense Unique Identification (UID) Marking Using the 
GS1 System 

(Copies of these documents are available from GS1 US (formerly the Uniform Code Council), 
7887 Washington Village Dr., Dayton, OH 45459-8605, or http://www.gs1us.org/.) 

INTERNATIONAL ORGANIZATION FOR STANDARDIZATION / 
INTERNATIONAL ELECTROTECHNICAL COMMISSION 

 ISO 2859-1 Sampling procedures for inspection by attributes – Part 1:  
Sampling schemes indexed by acceptance quality limit (AQL) for 
lot-by-lot inspection 

ISO/IEC 15415 Information technology -- Automatic identification and data 
capture techniques -- Bar code print quality test specification -- 
Two-dimensional symbols 
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ISO/IEC 15416 Information technology -- Automatic identification and data 
capture techniques -- Bar code print quality test specification -- 
Linear symbols 

ISO/IEC 15417 Information technology -- Automatic identification and data 
capture techniques -- Bar code symbology specification --  
Code 128 

ISO/IEC 15418 Information technology -- EAN/UCC Application Identifiers and 
Fact Data Identifiers and Maintenance 

ISO/IEC 15420 Information technology -- Automatic identification and data 
capture techniques -- Bar code symbology specification -- 
EAN/UPC 

ISO/IEC 15434 Information technology -- Automatic identification and data 
capture techniques – Syntax for high-capacity ADC media 

ISO/IEC 15459-2 Information technology – Unique identifiers – Part 2: Registration 
Procedures 

  ISO/IEC 15459-4 Information technology – Unique identifiers for supply chain 
management 

ISO/IEC 16022 Information technology -- Automatic identification and data 
capture techniques -- Data Matrix bar code symbology 
specification 

ISO/IEC 16388 Information technology -- Automatic identification and data 
capture techniques -- Bar code symbology specifications --  
Code 39 

ISO/IEC 19762-1 Information technology -- Automatic identification and data 
capture (AIDC) techniques – Harmonized vocabulary – Part 1: 
General terms relating to AIDC 

(Copies of these documents are available from American National Standards Institute (ANSI), 25 
West 43rd Street, 4th floor, New York, NY 10036, or http://webstore.ansi.org/ansidocstore/.) 

MATERIAL HANDLING INDUSTRY OF AMERICA
ANSI MH10.8.2 Data Identifier and Application Identifier Standard 
ANSI MH10.8.7 Labeling and Direct Product Marking with Linear Bar Code and 

Two-Dimensional Symbols 
(Copies of these documents are available from Material Handling Industry of America, 8720 Red 
Oak Blvd., Suite 201, Charlotte, NC 28217-3992 or http://www.mhia.org ) 

 
 
SAE INTERNATIONAL 

AS9132 Data Matrix Quality Requirements for Parts Marking 
(Copies of this document are available from SAE International, 400 Commonwealth Drive, 
Warrendale, PA 15096-0001 or http://www.sae.org/servlets/index ) 

TELECOMMUNICATIONS INDUSTRY ASSOCIATION 
ESN Assignment Guidelines and Procedures. 
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(Copies of this document are available from Telecommunications Industry Association (TIA), 
2500 Wilson Blvd., Suite 300, Arlington, VA 22201, 
http://www.tiaonline.org/standards/resources/esn/) 

2.4   Order of precedence.  In the event of a conflict between the text of this document and 
the references cited herein, the text of this document takes precedence.  Nothing in this 
document, however, supersedes applicable laws and regulations unless a specific exemption has 
been obtained. 

3. DEFINITIONS 
3.1   Acronyms used in this standard.  See Appendix A. 
3.2   Acquiring activity.  The element of the agency/command that identifies and initiates a 

contract requirement or may have been tasked by another agency/command to be responsible for 
developing the contract requirement and monitoring the acquisitions.  This can either be a 
Government or contractor flow-down to their suppliers. 

3.3   Acquisition instrument identification number.  The Government acquiring activity's 
contract or purchase order number.  When an order shows both a contract number and a purchase 
order number, the number used is determined by the acquiring activity. 

3.4   Altered, selected, source control, or vendor item controlled items.  Items depicted on 
altered item, selected item, source control, or vendor item control drawings in accordance with 
the definitions and requirements contained in ASME Y14.24. 

3.5   Application Identifier (AI).  The field of two or more characters at the beginning of an 
Element String that uniquely defines its format and meaning.  (see GS1 General Specification) 

NOTE:  For UII development, allowable AIs are listed in Table VI. 
3.6   Article.  A nonspecific term used to denote any unit or product including materials, 

parts, assemblies, equipment, accessories, and computer software. 
3.7   Assembly.  A number of parts or subassemblies or any combination thereof joined 

together to perform a specific function and subject to disassembly without degradation of any of 
the parts (e.g., power shovel-front, fan assembly, audio-frequency amplifier.) 

NOTE:  The distinction between an assembly and a subassembly is determined by individual 
application.  An assembly in one instance may be a subassembly in another where it forms a 
portion of a higher assembly.  (see ASME Y14.100) 

3.8   Commercial and government entity (CAGE) code.  A five-position alphanumeric 
code with a numeric in the first and last positions (e.g., 27340, 2A345, 2AA45, or 2AAA5), 
excluding the letters I and O assigned to U. S. organizations which manufacture and/or control 
the design of items supplied to a Government Military or Civil Agency or assigned to U.S. 
organizations, primarily for identifying contractors in the mechanical interchange of data 
required by MILSCAP and the Service/Agency automatic data processing (ADP) systems. 
(see DoD 4100.39-M Volume 7). 

3.9   Commercial off the shelf (COTS) item.  A product, material, component, sub-system, 
or system sold or traded to the general public in the course of normal business operations at 
prices based on established catalog or market prices. 
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3.10   Current design activity (CDA).  The design activity currently responsible for the 
design of an item.  This may be the original design activity or a design activity to which the 
design responsibility has been transferred.  (see ASME Y14.100) 

3.11   Data area titles.  Data areas comprised of information in machine-readable or human-
readable form. 

NOTE:  Data areas are identified with the corresponding data area title in human-readable 
text that may be prefixed, if relevant, by the appropriate identifier.  (see ISO/IEC 19762-1)  (see 
Table VIII and Figure 18) 

3.12   Data carrier.  A physical pattern or structure that contains encoded machine-readable 
characters.  The carrier can be a structured pattern of markings, such as a 1D or 2D symbol. 

3.13   Data Identifier (DI).  A specified character (or string of characters) that defines the 
general category or intended use of the data that follows.  (Note: ASC MH10 Data Identifiers 
have a format of one alphabetic character alone, or one alphabetic character prefixed by one, two 
or three numeric characters.)  (see MH10.8.2) 

NOTE:  For UII development, allowable DIs are listed in Table VI. 
3.14   Data qualifier.  A specified character (or string of characters) that immediately 

precedes a data field that defines the general category or intended use of the data that follows.  
(see DFARS 252.211-7003) 

3.15   Data universal numbering system (D-U-N-S).  A nine-digit number, assigned by Dun 
& Bradstreet to each business location in their global database, widely used as a tool for 
identifying, organizing, and consolidating information about businesses. 

3.16   Design activity.  An organization that has, or has had, responsibility for the design of 
an item.  (see ASME Y14.100) 

3.17   Design activity identification (DAI).  A unique identifier that distinguishes one 
design activity or organization from another design activity or organization.  Examples of 
activity identification include activity name, activity name and address, or CAGE Code. 

3.18   Document.  A term applicable to the specifications, drawings, lists, standards, 
pamphlets, reports, and printed, typewritten or other information, relating to the design, 
procurement, manufacture, testing, or acceptance inspection of items or services.  (see ASME 
Y14.100)  These may be printed, imprinted, or electronic format. 

3.19   DoD activity address code (DoDAAC).  A distinct six-position alphanumeric code 
assigned to identify specific units, activities, or organizations.  (see DoD 4000.25-6-M)   

3.20   Electrostatic discharge sensitive (ESDS) items.  Electronic parts having sensitive 
characteristics (e.g., thin-layered internal composition) and delicate, miniaturized construction 
that are susceptible to damage or degradation, in various degrees, from environmental field 
forces (electrostatic, electromagnetic, magnetic, or radioactive).  This susceptibility also extends 
to the standard electronic modules, printed circuit boards, printed wiring boards, and circuit card 
assemblies containing one or more of these sensitive electronic parts. 

3.21   Electronic serial number (ESN).  The unique identification number embedded or 
inscribed on the microchip in a wireless phone by the manufacturer.  The ESN is composed of 
two basic components, the manufacturer’s code and the serial number, in accordance with TIA 
ESN Assignment Guidelines and Procedures. 
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3.22   Enterprise identifier (EID).  A unique identifier used to distinguish one activity or 
organization from another activity or organization.  Examples of enterprise identifiers are:  
Commercial and Government Entity (CAGE) code (see 3.8); Department of Defense Activity 
Address Code (DODAAC) (see 3.19); Dun & Bradstreet’s Data Universal Numbering System 
(D-U-N-S) (see 3.15); North Atlantic Treaty Organization (NATO) CAGE (NCAGE) code (see 
3.40); and GS1 Company Prefix (see 3.25).  An enterprise identifier code is uniquely assigned to 
an activity by an issuing agency registered in accordance with procedures outlined in ISO/IEC 
15459-2.  An enterprise may be an entity such as a design activity, manufacturer, supplier, depot, 
program management office or a third party. 

3.23   Free text.   Human readable information other than what is encoded in, the machine-
readable medium.  (see ISO/IEC 19762-1)  For the purposes of this standard, Free Text includes 
applied data and information not associated with machine-readable information if present. 

NOTE:  This information may be needed by one or more users of the label.  An example of 
free text is a product description.  (see Figure 18) 

3.24   Group.  A collection of units, assemblies, or subassemblies that is a subdivision of a 
set which is not capable of performing a complete operational function.  (Example: antenna 
group, indicator group) 

3.25   GS1   Formerly known as EAN.UCC, the Uniform Code Council and EAN 
International have been restructured resulting in a name change to GS1 for the combined 
organization for the establishment of product coding standardization and issuance of unique 
company prefix codes. 

3.26   Human-readable information (HRI).  Information intended to be conveyed to a 
person.  HRI in lieu of machine-readable information is commonly referred to as text.  HRI 
applications in association with a linear bar code or two-dimensional (2D) symbol (see Figure 
18) are identified as: 

a. Human-readable interpretation.  (see 3.27) 
b. Human translation.  (see 3.28) 
c. Data area titles.  (see 3.11) 
d. Free Text.  (see 3.23) 
3.27   Human-readable interpretation.  Human readable information provided adjacent to a 

machine-readable medium representing the encoded data within the medium.  (see ISO/IEC 
19762-1)  (see Figure 18) 

3.28   Human translation.  Human-readable information provided within proximity of the 
machine readable medium, representing portions of the information encoded and data field 
descriptions not encoded in the symbols.  (see ISO/IEC 19762-1)  (see Figure 18) 

3.29   Issuing agency code (IAC).  The IAC represents the registration authority that issued 
the enterprise identifier (e.g., Dun and Bradstreet, GS1). (see ISO/IEC 15459-2)  

3.30   Item.  A single hardware article or a single unit formed by a grouping of 
subassemblies, components, or constituent parts.  (see DFARS 252.211-7003) 

3.31   Item identification.  The part number, identifying number, or descriptive identifier for 
a specific item along with the enterprise identifier of the activity that assigned the part number, 
identifying number, or descriptive identifier. 
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3.32   Item unique identification (IUID).  A system of establishing unique item identifiers 
within the Department of Defense by assigning a machine-readable character string or number to 
a discrete item, which serves to distinguish it from other like and unlike items.  

3.33   IUID equivalent.  Unique identification methods in commercial use that have been 
recognized by DoD as IUID equivalents which are the Global Individual Asset Identifier (GIAI), 
Global Returnable Asset Identifier (GRAI-when serialized), Vehicle Identification Number 
(VIN), and Electronic Serial Number (ESN – for cell phones only). 

3.34   Label.   An item marked with the identification information of another item and 
affixed to that other item.  A label may be of any similar or different material than that of the 
item to which it is affixed.  A label may be made of a metallic or non-metallic material.  Labels 
may be affixed to the identified item by any appropriate means.  Labels are often referred to as 
plates (i.e. data plate, name plate, ID plate, etc.) however, label material and methods of marking 
and affixing have no bearing on this distinction. 

3.35   Lot or batch number.  An identifying number assigned by the enterprise to a 
designated group of items referred to as a lot.  A lot may be further subdivided as batch. 

a.   TEI LOT is a lot number that is not unique within the Enterprise Identifier but is unique 
within the Original Part Number TEI (PNO). 

b.   TEI LTN is a lot number that is unique within the Enterprise Identifier.  Referred to as 
Enterprise Lot Number 

3.36   Machine-readable information (MRI) marking.  A pattern of bars, squares, dots, or 
other specific shapes containing information interpretable through the use of equipment 
specifically designed for that purpose.  The patterns may be applied for interpretation by digital 
imaging, infrared, ultra-violet, or other interpretable reading capabilities 

3.37   Manufacturer (MFR).  An individual, company, corporation, firm, or Government 
activity who controls the production of an item, or produces an item from crude or fabricated 
materials, or assembles materials or components, with or without modification, into more 
complex items.  MFR may be used in this document as an abbreviation of the term manufacturer 
(see 5.3.2 for usage information) or as a Text Element Identifier in accordance with ATA 
SPEC2000 and the ATA CSDD. 

3.38   Manufacturer's identification.  The actual manufacturer's name and enterprise 
identifier (see 3.22) that identifies the place of manufacture. 

3.39   National/NATO stock number (NSN).  A number assigned to each item of supply 
that is purchased, stocked, or distributed within the Federal Government or NATO. 

3.40   NATO commercial and government entity (NCAGE) Code.  A five position 
alphanumeric code requiring an alpha in either the first or last position (e.g., AA123, 3AAAA, 
AAAA3, K2345 or 2345K), assigned to organizations located in North Atlantic Treaty 
Organization (NATO) member nations (excluding U.S.) and other foreign countries which 
manufacture and/or control the design of items supplied to a Government Military Activity or 
Civil Agency.  (see DoD 4100.39-M Volume 7) 

3.41   Nomenclature.  The combination of an item name and a type designator.  (see MIL- 
STD-196) or as designated in the contract or contract documents. 
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3.42   Original design activity (ODA).  The design activity originally responsible for the 
design and identification of an item whose drawing number and activity identification is shown 
in the title block of the drawings and associated documents.  (see ASME Y14.100) 

3.43   Part.  One item, or two or more items joined together, that is not normally subject to 
disassembly without destruction or impairment of designed use (e.g., transistor, composition 
resistor, screw, transformer, and gear).  (see ASME Y14.100) 

3.44   Part or identifying number (PIN).  The identifier assigned by the original design 
activity, or by the controlling nationally recognized standard, that uniquely identifies (relative to 
that design activity) a specific item.  (see ASME Y14.100). 

3.45   Selected items.  (see 3.45) 
3.46   Serial number.  An assigned designation that provides a means of identifying a 

specific individual item. 
NOTE:  Characters are normally numeric or alphanumeric, with special characters as 

allowed by established standards. 
3.47   Set.  A unit or units and necessary assemblies, subassemblies and parts connected 

together or used in association to perform an operational function.  (e.g., radio receiving set; 
sound measuring set, which include parts, assemblies and units such as cables, microphone and 
measuring instruments, radar homing set.)  (“Set” is also used to denote a collection of like parts 
such as a tool set, or a set of tires.) 

3.48   Source control items.  (see 3.48) 
3.49   Special characteristics.  The pertinent rating, operating characteristics, and other 

information necessary for identification of the item. 
3.50   Subassembly.  Two or more parts that form a portion of an assembly or a unit 

replaceable as a whole but having a part or parts that are individually replaceable (e.g., gun 
mount stand, window sash, recoil mechanism, floating piston, telephone dial, Intermediate 
Frequency (IF) strip, terminal board with mounted parts.)  (see ASME Y14.100) 

3.51   Supplier.  The party that produces, provides, or furnishes an item and warrants item 
compliance with the part numbered design drawing specifications and warrants the uniqueness of 
the part number within the enterprise. 

3.52   Text Element Identifier (TEI).  A four character mnemonic symbol identifying a data 
element.  The TEI consists of three alphabetical characters followed by a space.  Following the 
TEI will be the relevant data in the assigned data field.  (see ATA CSDD)   

NOTE:  For UII development, allowable TEIs are listed in Table VI of this document. 
3.53   Unique identification (UID).  A system of establishing globally unique and 

unambiguous identifiers within the Department of Defense, which serves to distinguish a discrete 
entity or relationship from other like and unlike entities or relationships. 

3.54 Unique Item Identifier (UII).  A globally unique and unambiguous identifier that 
distinguishes an item from all other like and unlike items.  The UII is a concatenated value that is 
derived from a UII data set of one or more data elements.    

3.55 Unique Item Identifier (UII) Data Set.  A set of one or more data elements marked on 
an item from which the concatenated UII can be derived. The UII types, limited to 50 characters, 
are as follows: 
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a. Construct #1:  UII type where serial number is unique within the enterprise. 
b. Construct #2:  UII type where serial number is unique within the original part, lot or 

batch number which is unique within the enterprise. 
c. IUID equivalent  (see 3.33) 
3.56   Unit.  An assembly or any combination of parts, subassemblies, and assemblies 

mounted together normally capable of independent operation in a variety of situations.  (e.g., 
hydraulic jack, electric motor, electronic power supply, internal combustion engine, electric 
generator, radio receiver.) 

NOTE:  The size of an item is a consideration in some cases.  An electric motor for a clock 
may be considered a part because it is not normally subject to disassembly.  (see ASME 
Y14.100) 

3.57   Unit pack.  The first tie, wrap, or container applied to a single item, or a quantity 
thereof, or to a group of items of a single stock number, preserved or unpreserved, which 
constitutes a complete or identifiable package.  (see MIL-STD-129). 

3.58   U.S.  The abbreviation used on items (e.g., vehicles and industrial production 
equipment) to denote Government ownership and to comply with public law or other 
Government regulations.  Alternate version is US without periods. 

3.59   U.S. military property.  Government owned property within DOD jurisdiction. 
3.60   Validation.  Confirmation by examination and provisions of objective evidence that 

the particular requirements for a specific intended use have been fulfilled; that all requirements 
have been implemented correctly and completely and are traceable to system requirements 

3.61   Vendor item controlled items.  (see 3.61) 
3.62   Verification.  Confirmation by examination, and provisions of objective evidence, that 

the item identification marking requirements specified in this standard and the associated 
contract have been fulfilled. 

3.63   Warranty.  The contractual agreement between the Government and the contractor 
relative to the nature, usefulness, or condition of the item(s) furnished under the contract.  
Warranty duration is expressed in terms of hours, days, months, number of operations, etc.  
Warranty markings give notice to a user whether the item(s) is subject to the warrant provisions. 

4.   GENERAL REQUIREMENTS 
4.1   Methods of applying.  The required marking shall be applied to an identification plate 

(see Figure 1), identification band, identification tag, or identification label securely fastened to 
the item, or shall be applied directly to the surface of the item and be compliant with 4.2, 4.3, 
4.5, and 4.7.  The design activity shall implement the guidance of 4.2 in specifying the actual 
method(s) to be used in applying markings.  Recommended marking methods are shown in Table 
II with recommended selection criteria shown in Table III. 

a. Marking materials creating hazardous conditions shall not be used. 
b. When items cannot be physically marked or tagged due to a lack of marking space or 

because marking or tagging would have a deleterious effect, the detailed marking requirements 
specified in section 5 shall be: 

11                                                 251



MIL-STD-130N 

(1) applied to a supplemental container that may or may not provide item protection, 
becomes a part of the individual item, and is provisioned and managed as a component of that 
item, or 

(2) applied to the unit pack in addition to, or in combination with, the identification marking 
information specified in MIL-STD-129.  When combining marking requirements with MIL-
STD-129, the manner, method, form, and format of MIL-STD-129 shall be followed and the 
informational requirements of this standard shall be fulfilled. 

4.2   Location, size, and content.  Whenever practicable, the location of the marking on the 
item shall ensure its readability during normal operational use.  Marking size shall satisfy the 
legibility requirements of 4.3.  All aspects of item identification marking shall be specified 
directly or by reference on the document delineating the item to be marked. 

4.3   Permanency and legibility.  Direct identification marking and identification plates, 
identification bands, identification tags, or identification labels used shall be as permanent as the 
normal life expectancy of the item and be capable of withstanding the environmental tests and 
cleaning procedures specified for the item to which it is affixed.  The direct identification 
marking method should be selected to ensure the mark will withstand the specified rebuild 
processes.  It is not intended that existing items be subjected to retest solely because of the 
addition of an MRI requirement except when required to insure compliance with 4.5.  When 
IUID is required for new items that are being tested, the marking on the part shall be subjected to 
the same test conditions.  Direct identification marking methods shall account for final finished 
condition of the item including paints, coatings, and sealants to assure readability. 

a. If it is not feasible to mark an item with MRI that will survive its intended life cycle, 
including the rebuild process when applicable, the item shall be marked in a way that will 
survive its anticipated life cycle up to the point of rebuild.  The rebuild process must then ensure 
that the UII is linked with the item until the part can be remarked with the original UII data prior 
to leaving the rebuild facility. 

b. Legibility shall be as required for human readability.  For human-readable information, 
which is not prescribed by one of the applicable MRI protocols in 5.2.2, the recommended 
minimum character height for human readable text is shown in Table I. 

TABLE I.   Recommended minimum character height 

Character Height 
(Centimeters)

Character Height 
(Inches)

Character Height 
(Points)

0.2 cm 0.08 in 5.76 pts

 
4.4   Identification plates, identification tags, and identification bands.  Metal and stiff 

plastic identification plates, tags and bands, along with their attaching provisions, shall conform 
with the requirements of MIL-DTL-15024, MIL-DTL-19834 or GG-P-455 as applicable, to the 
extent specified in the contract or order. 

4.5   Deleterious effect.  Marking of items shall be accomplished in a manner that will not 
adversely affect the item’s ability to meet its required performance. 

4.6   Abbreviated information.  When size limitations, adverse impacts, or other 
considerations preclude marking all applicable information on an item (i.e., some marking space 
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does exist and the conditions of 4.1.b are not met), mark only the most essential information as 
shown in Figure 10. 

4.7   Type of lettering.  Letters shall be capitals without serifs (sans-serif) such as Arial, 
Futura, Gothic, Trebuchet MS, or other sans-serif font.  Numerals shall be Arabic except 
when Roman numerals are used for type designation per applicable Government or industry 
specifications and standards.  Generating characters by automated processes (e.g., dot peen, 
laser, interactive graphics systems, or stencils) shall be the preferred method. 

4.8   Variable marking information.  When applicable (i.e., required by detail specification 
or in the acquisition document), supplementary information shall be marked on the item in 
addition to the detail requirements in Section 5. 

4.9   U.S. marking to indicate Government ownership.  The designation “U.S.” or “US” 
shall be marked only when specified in the detail (commodity) specification, or in the acquisition 
document (see 5.3.7.i). 

4.10   Vendor item control items.  Items depicted on Vendor Item Control Drawings 
(VICD) (see 3.61) shall be marked with the source’s PIN preceded by the source’s EID (see 
3.22).  The VICD number shall not be used to physically re-identify the item from the source’s 
identification.  In the event that a VICD item is a commercial off-the-shelf (COTS) item (see 
3.9), refer to 5.1.2.a. 

4.11   IUID designated items.  Items designated for application of IUID (see 3.32) shall be 
clearly identified via UII (see 3.54). 

5.   DETAILED REQUIREMENTS 
5.1   General.   MRI marking per 5.2 is preferred for all marked items.  MRI marking per 5.2 

shall be applied to all items subject to DFARS mandated IUID (see 3.32) criteria.  Free text (see 
3.23) information marking and labeling, when specified in the contract or order in lieu of MRI, 
shall be in accordance with 5.3. 

5.1.1   Minimum information content.  Identification of the item(s) marked shall be 
contained in the marking applied, whether machine-readable or free text.  Information in the item 
mark should clearly identify the source (manufacturer or supplier) EID and PIN, lot or batch 
number of the marked item. 

5.1.2   Exceptions.  Unless otherwise specified by contract or order, the following exceptions 
apply: 

a. COTS (see 3.9) items marked with commercial identification (firm name, logo, 
trademark, part number, etc.), not subject to IUID marking criteria and which present no 
identification difficulty may be exempt from additional marking requirements at the discretion of 
the acquiring activity.  This conditional exemption extends to COTS items identified on a VICD. 

b. Parts within an assembly or a subassembly not normally subject to removal, replacement, 
or repair, need not be marked unless identified for IUID by contract or order. 

5.2   Machine-readable information (MRI) marking.  For DFARS mandated IUID 
marking, the minimum mark is a Data Matrix ECC 200 symbol using ISO/IEC 15434 syntax and 
the semantics of ISO/IEC 15418 or ATA CSDD and UII limitation of 50 characters in compliance 
with ISO/IEC 15459-4.  For items not subject to DFARS mandated IUID marking, the Data 
Matrix ECC 200 symbol using ISO/IEC 15434 syntax and the semantics of ISO/IEC 15418 or 
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ATA CSDD is preferred.  If a Data Matrix symbol is used, the linear symbols with human-
readable information may be omitted unless specifically required by the contract or order.  The 
Data Matrix ECC 200 symbol shall meet the requirements stated in 5.2.7.2.  Items shall be 
individually marked as follows: 

a. Preferred marking includes Data Matrix and linear symbols with human-readable 
information (interpretation or translation).  When supplemental information is required by the 
acquiring activity, additional information may be included as free text (see 3.23) in accordance 
with 5.3. 

b. Where space is limited, the linear symbol marking may be omitted and human-readable 
information abbreviated (see Figure 10). 

c. To accommodate severe space limitations, human-readable information may be omitted 
from the item (see Figure 10) and applied to the packaging per paragraph 4.1.b. 

5.2.1   Minimum information content.  Content requirements not included in the MRI 
marking protocols of 5.2.2 shall be specified in the contract or order.  The minimum MRI 
content requirement is conditional as follows: 

5.2.1.1    Applicable enterprise identifier (EID) (see 3.22). 
a. For non-IUID items, the enterprise identifier (see 3.22) of the manufacturer (see 3.37) or 

supplier (see 3.51) of the item shall be encoded using applicable MRI protocol data qualifiers, to 
include those listed in Table VI. 

b. For IUID items, the EID for the activity assigning the serial number for UII Constructs #1 
or #2 shall be encoded using the applicable MRI protocol data qualifiers in Table VI.  The EID 
of the enterprise that assigned the serial number to the item is the only EID in the MRI symbol 
that can use a Table VI UII data qualifier for the EID. 

5.2.1.2   Serial number (see 3.46) 
a. For non-IUID items, the applicable serial number or traceability number shall be encoded 

in accordance with the applicable MRI protocol requirements using any of the applicable MRI 
protocol data qualifiers, to include those in Table VI. 

b. For IUID items, the serial number for UII Constructs #1 or #2 shall be encoded using the 
applicable MRI protocol data qualifiers in Table VI. 

5.2.1.3   PIN, lot or batch identifying number. 
a. For a non-IUID item, the PIN shall be encoded using one of the applicable MRI protocol 

data qualifiers, to include those in Table VI. 
b. For an IUID item serialized within the enterprise (UII Construct #1), the current PIN, lot 

or batch number, as applicable, shall be encoded in accordance with the applicable MRI protocol 
requirements (see 5.2.2) using one of the applicable MRI protocol data qualifiers in Table VI.  
The current PIN, lot or batch number shall be encoded as an additional data element in the same 
symbol with the UII or in a separate symbol. 

Note:  When using UII Construct #1, data qualifiers for Original Part Number in Table VI 
may be used if the current PIN is the same as the original PIN." 

c. For an IUID item serialized within the PIN, lot or batch number (UII Construct #2), the 
original PIN, lot or batch number, as applicable, shall be encoded in accordance with the 
applicable MRI protocol requirements (see 5.2.2) using the applicable MRI protocol data 
qualifiers in Table VI. 
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d. When the PIN, lot or batch number changes, the new current PIN, lot or batch number 
shall be included on the item in accordance with the applicable MRI protocol requirements (see 
5.2.2) using the applicable MRI protocol data qualifiers in Table VI.  The new current PIN, lot or 
batch number may be encoded in a single Data Matrix symbol along with the UII data elements 
at the discretion of the MRI protocol used.  For UII Construct #2 applications, the original PIN, 
original lot number, or original batch number must continue to be clearly identified and encoded 
in the MRI.  When the PIN, lot or batch number is changed by an enterprise other than the source 
enterprise (manufacturer or supplier) identified in the original mark, the EID of the enterprise 
establishing the changed PIN shall be clearly identified on the changed item as MRI or HRI per 
5.2.1.1 (see Figure 7). 

NOTE:  Where instances of duplicate part number assignments arise within the enterprise, 
enterprises may choose to utilize item identification (see 3.31) by prefixing the part number with 
the original design activity identification, such that each part is distinctly identified within the 
enterprise. 

5.2.1.4   DoD recognized IUID equivalent.  Applicable DoD recognized IUID equivalents 
(see 3.33) shall be constructed in accordance with the specifications governing that equivalent.  
The IUID equivalent shall be encoded using the syntax of ISO/IEC 15434 and the applicable 
data qualifiers for the DOD recognized item IUID equivalent in Table VI. 

NOTE:   GS1 IUID equivalents may be encoded using Function Code 1 (FNC1) in lieu of the 
syntax of ISO/IEC 15434. 

5.2.1.5   Assignment of IUID to legacy items.  The IUID mark is supplemental to prior 
marks on the item and it only needs to replicate UII related information.  When it is determined 
that a legacy item should be marked in accordance with the IUID marking requirements, the 
Enterprise Identifier (EID) of the organization ensuring the uniqueness must be the EID used to 
generate the UII versus any other EID represented in the prior marks.  Although existing marks 
on an item may contain the necessary elements for a concatenated UII, they do not guarantee the 
resulting UII will be unique.  Only the EID owner establishing the UII can provide such 
guarantee.  Legacy marking guidance is provided in the DOD Guide to Uniquely Identifying 
Items. 

5.2.2   Machine-readable information (MRI) marking protocol.  Unless manufacturers 
follow one of the established standards stated herein, items shall be marked in accordance with 
MH10.8.7.  Labeling activities shall follow one of the established standards stated herein or as 
noted in 5.2.2.6 

5.2.2.1   Air Transport Association (ATA).  Manufacturers that implement ATA product 
marking standards shall mark items in accordance with: 

a. For linear bar code symbols: SPEC2000. 
b. For Data Matrix symbols: ATA CSDD using data qualifiers (TEIs) shown in Table VI 

and ISO/IEC 15434 syntax with format indicator “12”. 
5.2.2.2   Automotive Industry Action Group (AIAG).  Manufacturers that implement the 

AIAG standards shall mark items in accordance with the AIAG B-4 and AIAG B-17 standards 
as applicable (see Figure 12). 

5.2.2.3   Consumer Electronics Association (CEA).  Manufacturers that implement the 
CEA standards shall mark items in accordance with the MH10.8.7 and CEA-706 standards as 
applicable.  (see Figure 13)  Although other manufacturer codes are allowable under this 
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standard, a CAGE code identified with the appropriate Data Identifier is the recommended 
manufacturer ID. 

5.2.2.4   GS1.  Manufacturers that implement the GS1 specifications shall mark items in 
accordance with the GS1 specifications as applicable (see Figures 8, 9, and 14). 

a. For linear bar codes symbols, use the GS1 General Specifications. 
b. For Data Matrix symbols, several references should be used.  For non-IUID item marks, 

use the GS1 General Specifications.  For IUID item marks use the GS1 General Specifications 
with the Data Matrix symbol syntax in accordance with ISO/IEC 15434. 

5.2.2.5   National Aeronautics and Space Administration (NASA).  NASA aerospace 
marking standards shall be implemented only for those DoD actions directly supporting NASA 
programs.  When specified in the contract or order, manufacturers that implement the NASA 
aerospace marking standards shall mark items in accordance with NASA-STD-6002 as 
applicable.  However, syntax and semantics for the Data Matrix symbols shall comply with 5.2.4 
and 5.2.5.  Detailed how-to guidance for implementing NASA-STD-6002 requirements is 
provided in NASA-HDBK-6003. 

5.2.2.6   Other.   MRI protocols other than those stated herein shall be approved by 
USTRANSCOM TCJ5/4-I Asset Visibility Division.  The acquiring activity shall ensure that the 
MRI protocol submitted is compatible with established DoD MRI system(s) identified for 
materiel management. 
NOTE:  Submit requests for MRI protocol inclusion to DOD Logistics AIT Office (TCJ5/4-I), 
Suite 100, 5971 Kingstowne Village Parkway, Alexandria, VA 22315 

5.2.3   Data Carriers. 
5.2.3.1   Linear bar code symbol.  Linear bar code symbols shall be Code 39 symbols in 

accordance with ISO/IEC 16388, Code 128 symbols or GS1-128 (formerly UCC/EAN-128) 
symbols in accordance with ISO/IEC 15417, or EAN/UPC symbols in accordance with ISO/IEC 
15420.  The ratio of the wide element to the narrow element shall be within the range of 2.1:1 to 
3.1:1 for Code 39 symbols.  The narrow element dimension (X dimension) range should be from 
0.0075 inch (0.19 mm) to 0.015 inch (0.38 mm) for Code 39, Code 128 and GS1-128.  The narrow 
element dimension for EAN/UPC symbols should range from .0104 inch (0.26mm) to 0.026 inch 
(0.66 mm). 

5.2.3.2   Two-dimensional Symbol.  The two-dimensional symbol shall be the Data Matrix 
ECC 200 in accordance with ISO/IEC 16022.  Unless otherwise specified, the module size shall 
be no smaller than 0.0075 inch (0.19 mm) and no larger than 0.025 inch (0.635 mm).  Square 
symbol sizes shall not exceed one inch (25.4 mm).  The larger dimension of rectangular Data 
Matrix symbols, as permitted by ISO/IEC 16022, shall not exceed one inch.  Deviations to the 
stated module sizes and maximum overall symbol size shall be specified by contract if required. 

5.2.4   Syntax. The data elements shall be encoded in the Data Matrix symbol using the 
syntax of ISO/IEC 15434 with format indicator 05 for Application Identifiers (AI), format 
indicator 06 for Data Identifiers (DI), or format indicator 12 for Text Element Identifiers (TEI).  
The use of DIs is illustrated in Figures 2 - 4.b, 12, and 13.  TEIs are illustrated in Figures 5 and 6.  
AIs are illustrated in Figures 8 and 9. 

5.2.5   Semantics.  The data elements shall be described by the semantics of ISO/IEC 15418 
for AIs and DIs and the semantics of the Air Transport Association Common Support Data 
Dictionary (CSDD) for TEIs.  The semantics for IUID are shown in Table VI. 
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5.2.6   Data area titles.  The preferred human-readable form for data area titles, with 
alternative language, is shown in Table VIII. 

5.2.7   MRI marking quality.  The following describes MRI marking quality criteria for 
both linear bar codes and Data Matrix symbols.  Any deviations from these criteria require 
acquiring activity approval.  Marking quality conformance may be based on a sampling plan 
(e.g. ISO/IEC 2859-1).  Marking quality conformance shall include validation and verification of 
mark content and quality. 

5.2.7.1   Linear bar code quality.  For acceptance, the symbol shall have a minimum print 
quality of 3.0/05/660, where the minimum grade is 3.0, measured with an aperture size of 0.005 
inch (0.127 mm) (for EAN/UPC symbol the aperture size used is 0.006 inch (0.152 mm) 
(3.0/06/660)) with a light source wavelength of 660 nm in accordance with ISO/IEC 15416.  For 
imager based verifier devices, synthetic aperture shall be used.  The methodology for measuring 
the print quality shall be as specified in ISO/IEC 15416.  If the print quality measuring 
methodology as specified in ISO/IEC 15416 is non-responsive for other marking methods, 
quality acceptance levels shall be identified within the individual contract or order 

5.2.7.2.   Data Matrix symbol quality.  The following provide acceptance criteria for all 
marking procedures that can be used at the Supplier’s choice: 

a.   ISO/IEC 15415:  The symbol shall have a minimum quality grade of 3.0/05/650 
measured with an aperture size of 0.005 inch (0.127 mm) with a light source wavelength of 650 
nm ± 20 nm.  As an exception, the ISO/IEC 15415 parameters Modulation (MOD), Symbol 
Contrast (SC), or both, may measure as low as 2.0, providing the overall ISO/IEC 15415 grade 
would be 3.0 if the MOD and SC grades are 3.0 or higher.  (This allows for lower contrast 
substrates, high density images, printing, over-laminates and other such limiting factors to the 
parameters MOD, SC, or both on otherwise well produced images.)  Quality (symbol validation 
and verification) reports shall clearly show that the MOD, SC, or both, are the only parameters 
measured as low as 2.0, and clearly show that the overall grade would be at least 3.0 if MOD and 
SC were at least 3.0.  Quality reports shall also document the synthetic aperture size used.  The 
methodology for measuring the print quality shall be as specified in ISO/IEC 15415, where the 
overall grade is based on a single scan (not five scans). 

b.   AIM DPM-1-2006:  The symbol shall have a minimum quality grade of DPM2.0/7.5-
25/650/(45Q|30Q|90|30T|30S|D) where: 

i.   Minimum quality grade = 2.0 
ii.   X dimension range of the application = 7.5-25 mils  
iii.   Inspection wavelength = 650 nanometers ± 20 nanometers. 
iv.   Lighting conditions = Medium Angle Four Direction (45Q) or Low Angle Four 

Direction (30Q) or Diffuse Perpendicular (90) or Low Angle Two Direction (30T) or Low Angle 
One Direction (30S) or Diffuse Off-axis (D). 

c.   SAE AS9132:  The symbol shall fulfill the visual inspection criteria of “Pass” as defined 
in AS9132. 

d.   Due to the absence of a nationally traceable standard to calibrate verification equipment, 
calibration processes and materials for reflectance criteria provided by the verifier manufacturer 
are acceptable. 
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e.   For Data Matrix symbols applied to a curved surface, the overall symbol size shall not 
exceed more than 32% of the radius (16% of the diameter or 5% of the circumference) associated 
with the curvature of the surface. 

f.   If the preceding quality measuring methodologies specified are non-responsive, quality 
acceptance levels shall be identified within the individual contract or order. 

5.2.8   Obliteration of direct marked Data Matrix symbol.  When a Data Matrix symbol 
mark is unacceptable (unreadable, in error, etc.) and cannot be removed or otherwise repaired, 
replaced or re-worked without deleterious effect to the marked item, it shall be crossed out as 
shown in Figure 15 using two diagonal lines crossing each other through the center of the Data 
Matrix symbol and two other lines (one vertical the other horizontal) through the two interrupted 
frame lines (finder pattern) of the Data Matrix symbol.  The marking method used shall be 
determined by the current design authority. 

5.3   Free text marking information.  When MRI marking is not required, or when human-
readable information is required in addition to that provided along with the applicable MRI, 
items shall be individually marked with free text (see 3.23).  Abbreviations are provided in Table 
VIII.  Additional free text information may be included when specified by the acquiring activity. 

a. Parts that are normally capable of independent operation in a variety of situations shall be 
marked as specified in 5.3.7 

b. An item of military property consisting of one part, or two or more parts joined together 
which is not normally capable of independent operation in a variety of situations and which is 
not normally subject to disassembly without destruction of the designed use or which is not 
normally disassembled (e.g., electric clock motor), shall be marked as a part (see 5.1.2.b for an 
exception). 

c. When parts are deemed too small for application of complete marking, a logo or other 
abbreviated marking shall be substituted for the design activity identifier.  A complete item mark 
shall then be applied to the packaging (see 4.1.b). 

5.3.1   Part mark when the manufacturer is the design activity.  When the manufacturer 
is also the design activity for the part, the marking shall be arranged as follows: 

a. When the manufacturer is the original design activity. 
69806 - 1234567-101  --  ODA (see 3.42) Item Identification (see 3.31) 
 |________ ODA - CAGE or NCAGE (see 3.8 or 3.40) 
b. When the manufacturer is the current design activity but is not the original design 

activity. 
69806 - 1234567-101  --  ODA Item Identification 
CDA - 07873  --  CDA (see 3.10) - CAGE or NCAGE 
5.3.2   Part mark for items acquired from manufacturers other than the design activity.  

The notation (MFR), followed by the manufacturer's identification (see 3.38) shall be marked 
below the design activity's item identification (or near it if space does not permit).  The markings 
shall be arranged as follows: 

a. When the design activity is the original design activity. 
69806 - 1234567-101  --  ODA Item Identification 
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MFR - 20001  --  MFR (see 3.37) - CAGE or NCAGE 
b. When the design activity is not the original design activity. 

69806 - 1234567-101  --  ODA Item Identification 
CDA - 07873  --  CDA - CAGE or NCAGE 
MFR - 20001  --  MFR - CAGE or NCAGE 

ALTERNATE METHOD 
69806 - 1234567-101  --  ODA Item Identification 
CDA - 07873   MFR - 20001  --  MFR - CAGE or NCAGE 
 |____CDA - CAGE or NCAGE 

5.3.3   Part marking in licensee-licensor agreement.  In licensee-licensor agreement, the 
requirements of 5.3.2 shall apply to the licensee when manufacturing parts in accordance with 
the licensor's design. 

5.3.4   Marking items acquired from, but not manufactured by, the design activity.  
When the design activity uses subcontractors for the manufacture of an item, but retains full 
design control, quality assurance control, and full responsibility to the acquiring activity for the 
delivered product, the requirements of 5.3.1 apply.  When any portion of design control, quality 
control, or delivered product warranty responsibility is delegated to such subcontractor, the 
requirements of 5.3.2 apply. 

5.3.5   Subassemblies and assemblies that do not require identification plates.  
Subassemblies and assemblies shall be individually marked with the information specified in 
5.3.1 or 5.3.2 except that the notation "ASSY," shall be used in place of a dash (or slant) as 
follows. 

69807ASSY7654321-101  --  DAI (CAGE or NCAGE), ASSY, and identifying PIN 
5.3.6   Source control items.  Source control items shall be individually marked with the 

information specified in 5.3.1 or 5.3.2 except that the notation "SOCN," shall be used in place of 
a dash (or slant) as follows: 

69807SOCN7654321-101  --  DAI (CAGE or NCAGE), SOCN, and identifying PIN 
When specified by the acquiring activity, the item manufacturer shall be identified as 

described in 5.3.2.  The vendor's identification and PIN need not be removed. 
5.3.7    Marking requirements for units, groups, and sets.  Units, groups, or sets shall be 

marked with the following free text marking. 
a. Nomenclature (see 3.41) 
b. Enterprise identifier (see 3.22) of the manufacturer (see 3.37) or supplier (see 3.51) 
c. Enterprise identifier (see 3.22) for IUID, as applicable 
d. Serial number (see 3.46) or other traceability number, when applicable 
e. Current PIN (see 3.44) 
f. Original PIN (see 3.44), LOT or batch number (see 3.35) for IUID, as applicable 
g. Acquisition instrument identification number (see 3.3) 
h. * LOT or batch number (see 3.35) 
i. * U.S. (see 3.58 and 4.9) 
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j. * Special characteristics (see 3.49) 
k. * NSN (see 3.39) 
NOTE:  Asterisk denotes optional information that may be included only when specifically 

cited in the contract or purchase order. 
5.4   Altered, selected, or source controlled items (see 3.4).  When an item is delineated on 

an altered, selected, or source controlled item drawing, the item identification (see 3.31) assigned 
by the design activity specifying the alteration or selection shall be used to identify the item. 

5.4.1   IUID applicable items (see 6.3).  Alteration, selection, or source control of IUID 
applicable items does not affect the original UII. 

a. Construct #1 – The current item identification (if used) shall be removed or obliterated if 
this can be done without damage to the item.  The altered, selected, or source controlled item 
identification assigned shall replace the current item identification.  Figures 5 and 7 show 
examples of Construct #1 marks that can be altered by replacing the current item identification 
portion of the mark. 

b. Construct #2 – The original item identification shall not be removed from the label or 
obliterated.  The altered, selected, or source controlled item identification assigned shall be 
placed near the mark; or if the item bears a current item identification in addition to the original 
item identification as shown in Figures 4a and 6, the current item identification shall be replaced, 
as described in Figures 4.b and 7. 

5.4.2   Non-IUID applicable items.  The item identification shall be removed or obliterated, 
if this can be done without damage to the item, and replaced with the altered, selected, or source 
controlled item identification. 

5.5   Maintenance actions.  When specified in the contract, purchase, or repair order, 
original identification marking shall be supplemented with information identifying repair or 
overhaul actions.  This information shall be applied in close proximity to and readable in the 
same manner as the original identification marking.  Method of marking shall provide 
permanency and legibility (see 4.3) required of original identification marking.  Supplemental 
information to be applied shall include as a minimum: 

a. Enterprise identifier (see 3.22) of the repair or overhaul facility. 
b. Date of repair or overhaul action. 
c. Applicable warranty (see 3.63) extensions 
d. Contract, purchase, or repair order number as specified by the issuing activity. 
5.6   Items identified by military or industry association specifications and standards 

Items identified by numbers derived from military specifications, military standards, or industry 
association standards (e.g., MS, NAS) shall be marked with the military or industry association 
identifying number (without the DAI), and the actual manufacturer's identification prefixed by 
"MFR" separate from the PIN (e.g., separate line).  Otherwise, these items shall be marked as 
specified in 5.2 or 5.3. 

5.7   Warranted items.  When specifically required by a contract statement of work or other 
contract clause, warranted items shall be marked in a conspicuous location to give notice that the 
item(s) are subject to warranty.  The marking shall contain, as a minimum, the statement 
"WARRANTED ITEM" and the period or conditions of warranty (i.e., hours of operation, cycles 
of operation, time since manufactured, etc.).  (see Figure 16). 
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5.8   Security classification.  When required by acquisition document, classified items shall 
be marked in a conspicuous manner to provide notice that the item(s) are subject to security 
restrictions.  Classified marking shall be in accordance with DOD 5220.22-M. 

5.9   Electrostatic Discharge Sensitive (ESDS) items. 
a. Electrical and electronic parts classified as sensitive to damage from electrostatic 

discharge in accordance with MIL-STD-1686 and MIL-HDBK-263, or ANSI/ESD S20.20, shall 
be marked with the ESDS (see 3.20) symbol (see Figure 17). 

b. Assemblies containing ESDS parts shall be marked with the ESDS symbol (see Figure 
17).  This symbol shall be so located as to be readily visible when the assembly is installed in its 
next higher assembly, if applicable.  When the physical size of the assembly precludes direct 
marking of the ESDS symbol, the symbol shall be marked on an identification tag that shall be 
securely attached to the assembly.  The ESDS unit packs (see 3.57), intermediate and exterior 
containers shall be marked with ESD attention labels as specified in MIL-STD-129. 

c. Equipment enclosures containing ESDS parts or assemblies shall be marked with the 
ESDS symbol and an ESDS label (see Figure 17).  The symbol and caution note shall be located 
in such a position as to be readily visible to personnel prior to gaining access to the ESDS parts 
or assemblies.  Where space permits, these markings shall be on the access door or cover of the 
equipment enclosure. 

6.   NOTES 
(This section contains information of a general or explanatory nature that may be helpful, but is 
not mandatory.) 

6.1   Intended use.  This standard provides the criteria for development of item identification 
marking requirements and methods for identification of items of military property produced, 
stocked, stored, and issued by or for the Department of Defense.  This document is to be tailored 
by the acquiring activity. 

6.2   Subject term (key word) listing. 
Bar code 
CAGE code 
Control item 
Data Matrix symbol 
Design activity 
Design activity identification (DAI) 
D-U-N-S 
Electrostatic Discharge Sensitive (ESDS) 
Enterprise Identifier 
Human-readable information 
Human translation 
Identification plate 
Item Unique Identification (IUID) 
Legibility 
Machine-readable information 
National Stock Number (NSN) 
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NCAGE code 
Part or Identifying Number (PIN) 
Permanency 
Security  
Serial Number 
Unique Item Identifier (UII) 
Warranted Item 

6.3   Item unique identification (IUID).  The policy for unique identification of items 
implements a Department of Defense initiative on improving asset management through 
uniquely identifying tangible items.  The UII enables traceability of the item throughout its life 
within the DoD inventory system, and facilitates item tracking in DoD business systems to 
provide reliable and accurate data for program management and accountability purposes.  The 
IUID policy, with associated guidance, is available at 
http://www.acq.osd.mil/dpap/pdi/uid/index.html. 

6.4   Unique item identifier (UII) constructs.  The methods of UII construction are 
determined by the enterprise’s serialization protocol (see Table IV). 

a. Construct #1 – enterprise identifier and a serial number unique within the assigning 
activity (see Figures 2, 3, and 5), or 

b. Construct #2 – enterprise identifier; original PIN, lot or batch number; and a serial number 
unique within the product identified (see Figures 4.a, 4.b, 6, 9, and 13) 

NOTE:  The enterprise that serializes the item shall normally assign the UII.  Enterprises are 
responsible for assuring that their serialization protocols provide globally unique identifiers.  
When using Construct #2, enterprises must assure unique combinations of serial number with 
original part, lot, or batch number assignments. 

6.5   Data qualifiers.  Table VII illustrates the data qualifiers used by constructs #1 and #2, 
DoD recognized IUID equivalents and current PINs. 

6.6   IUID consultation.  As noted at http://www.acq.osd.mil/dpap/pdi/uid/index.html, the 
OUSD (AT&L) website, aid regarding implementation of IUID is available through Help Desk 
support at (703) 848-7314 or by e-mail at info@uniqueid.org

6.7   Data format indicator for TEIs.  The Department of Defense (DoD) established the 
collaborative solution format indicator “DD” to enable the use of Text Element Identifiers using 
the syntax of ISO/IEC 15434 until the time a new format indicator was incorporated as approved 
syntax in ISO/IEC 15434 to support Text Element Identifiers.  The publication of ISO/IEC 
15434 dated October 2006 established “12” as the approved format indicator for Text Element 
Identifiers.  Organizations that have been using format indicator “DD” are to transition to the use 
of format indicator “12” and cease using format indicator “DD” for any newly marked parts.  
There is no direction to re-mark any items that have used the “DD” format indicator. 

6.8   Changes from previous issue.  The margins of this standard are marked with vertical 
lines to indicate where content changes from the previous issue were made.  Changes in 
paragraph numbering are not marked.  This was done as a convenience only and the Government 
assumes no liability whatsoever for any inaccuracies in these notations.  Bidders and contractors 
are cautioned to evaluate the requirements of this document based on the entire content 
irrespective of the marginal notations and relationship to the last previous issue. 
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TABLE II.   Marking methods 
(This table is given only as a guide.  These suggested methods 

may not meet the needs of your application.) 
 

Marking 
Methods 

Mark 
Characteristics HRI* 1D* 2D* Recommended Use 

Blast (grit) ( with pre-
encoded stencils) Y N N 

Abrasive method which can be used on most 
surfaces 

Acid Etch ( with pre-
encoded stencils) Y N Y 

Characters produced by use of acid.  Use on 
metal and glass 

Vibro Peen Y N N 
Metal or nonmetallic parts that may deform if 
metal stamped.  Hand held operation. 

Metal Stamp Y N N 

Metal or nonmetal parts that will not deform 
under the stamping pressure required.  Also, 
the alteration of the surface roughness finish 
will not be detrimental to proper functioning. 

Dot peening Y N Y 
Metal or nonmetal parts that may deform if 
metal stamped. 

Engraving Y N N 
Sheet metal fabrication that will deform if 
metal stamped.  Functional marking with color 
filler 

Embossing Y N N 
Thin sheet metal, plastics on nonfunctional 
surfaces 

Cast or forged (with pre-
encoded stencils) Y N Y 

Castings or forgings – characters raised or 
depressed depending on method of 
manufacture, unless otherwise specified on 
the drawing.  Marking should be used on non-
machined surfaces only 

Molded (with pre-
encoded stencils) Y N Y 

Usually plastic or rubber parts, may be either 
raised or depressed, unless otherwise 
specified. 

Electro-chemical etch 
(electrolytic process) 

Variable depth or 
height 

Y Y Y 

Characters normally depressed, but may be 
raised.  Used on fine surface finishes without 
protective coating, also high hardness parts 
(HRC 50 or higher) 

Laser Discoloration Y Y Y 
Heat from the laser discolors the material 
surface without associated metal removal 

Laser (Paint 
pigmentation) 

Surface mark 
Y Y Y 

Chemicals added to some plastics that will 
react by changing color when contacted with 
a laser. 

Laser (Bonding) Raised mark Y Y Y 
Mark produces by bonding a medium to the 
surface of an item, marking with a laser and 
producing a raised mark. 

Laser (Engraving) 

Very good resolution of alpha numeric and 
machine-readable marking symbology.  
Character height and width range from .007 to 
4.0 inches. 

Laser (Etching) 

Variable depth Y Y Y 

Generally limited to 0.001 inch max. depth, 
done at lower power settings 

Laser markable 
Inks/Paints Surface Mark Y Y Y 

Inks and paints containing pigments that 
discolor when struck with a laser beam 
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TABLE II.   Marking methods - Continued 
(This table is given only as a guide.  These suggested methods 

may not meet the needs of your application.) 
Marking 
Methods 

Mark 
Characteristics HRI* 1D* 2D* Recommended Use 

Rubber stamp, Ink Jet 
(with pre-encoded 
stencils) 

Y Y Y 

Non-metallic labels, fabrics, wood, plastics.  
On metal parts with protective finish (i.e., 
phosphate) cover with clear lacquer.  Apply 
before oiling.  Also temporary marking; work 
in progress. 

Decalcomania Y Y Y 
Instructional plates, part identification, when 
other methods are not available, temporary 
marking, protect with clear lacquer.  Apply 
before oiling. 

Metal or plastic tags Y Y Y When other methods are not available. 

Photo Anodizing Y Y Y Name plates, foil plates, placards, etc.  
ref. GG-P-455 for severe applications 

Thermal Spray 
(Combustion, Electric 
Arc, HVOF, Plasma) Y Y Y 

All metals and composites.  Raised cells.  All 
surface finishes.  Requires abrasive blast.  
Can tailor the applied materials.  Works well 
when painted over.  

Metal paste through a 
pre-encoded stencil Y Y Y 

Apply specified metal paste through pre-
encoded stencils.  The stencil is removed and 
the metal paste is fused to the substrate via 
heat treat cycle, induction, laser or torch.  
Pre-blast req. 

Epoxy applied through a 
pre-encoded stencil Y N N 

Epoxy is applied through a stencil and the 
stencil may or may not be removed for 
contrast.  Requires a pre-blast.  Good for all 
materials.   Performs well under paint if the 
stencil is removed. 

Pre-Encoded Inserts 
(materials are in contrast 
to the part) 

Surface Mark 

Y Y Y 

Composites new build or retrofit.  For new 
build, the pre encoded inserts are placed tool 
or bag side preferably under fiber glass and 
cured in.  Use epoxy and vacuum bag for 
retrofit. 

Digitally Printed Subsurface mark Y Y Y Labels, tags & plates 

NOTES: 
1. Potential effects on the item to be marked should be weighed in selecting the marking 

method. 
2. The Joint Marking Qualification Working Group (JMQWG)**, under the sponsorship of 

the Government Electronics and Information Association, provides a common set of 
IUID 2D Data Matrix mark qualification test and report data available for unrestricted 
use at https://acc.dau.mil/CommunityBrowser.aspx?id=30743.  The goal of this venture is 
to coordinate a consortium approach towards performing, publishing, and sharing non-
proprietary information for the following areas: 
a.   IUID Marking Methods (dot peen, laser/chem etch, direct ink, label, etc) 
b.   Material Types & Finishes (80% common to most of Industry) 
c.   Environmental Criteria (80% common to most of Industry or use worst case) 

 
*   Y (recommended) and N (not recommended) denotes protocol implementation consideration. 
** Refer to (http://rsesc.uah.edu/DPM) for JMQWG Matrix details. 
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TABLE III.   Consideration criteria in selection of marking methods 

(This table is given only as a guide.  These suggested methods 
may not meet the needs of your application.) 

 
Protective 

finish 
Surface roughness in 

inches (metric) Marking method Remarks 

Cast, forged, molded, thermal spray, 
Metal fusion, epoxy 

Specify “raised” or “depressed” only 
when necessary; used on non-machined 
surfaces. 

125 microinches (3.2 
microns) or coarser 

Metal stamp On machined surfaces 
125 to 63 microinches 
(3.2 to 1.6 microns) 

Molded, engraved metal stamp, dot 
peen, vibro peen 

Specify “depressed”, when marking a 
functional surface. 

Laser markable inks or paints and 
epoxies, thermal spray & metal 
fusion Photo Anodizing 

Additive marking.  Cover with matte 
finish clear coat for additional protection 

No protective 
finish or a 
coating of light 
oil applied 
after marking. 

All surfaces 
Electro-chemical etch (electrolytic 
process) 

Specify depth of depression or, if raised, 
the amount of build-up. 

Cast, forged, molded, metal 
stamped, thermal spray, Metal 
fusion, epoxy 

Specify “depressed” when marking a 
functional surface, plus mark prior to 
application of finish. 125 microinches (3.2 

microns) or coarser 
Laser engraved As above, may be marked after 

anodizing or plating. 
Molded, engraved metal, stamp, dot 
peen, vibro peen, acid etch, blast 
(grit) , thermal spray, Metal fusion, 
epoxy. 

As above, plus mark prior to application 
of finish 125 to 63 microinches 

(3.2 to 1.6 microns) 

Laser engrave On ground or sanded surfaces after 
anodize or plating. 

Decalcomania, laser discoloration, 
laser (paint pigmentation), laser 
(bonding), epoxy, thermal spray, 
Metal fusion, Photo Anodizing 

Apply over protective coating before 
oiling, cover with clear lacquer or 
equivalent 63 microinches (1.6 

microns) or finer 

Laser engrave Specify depth of penetration, especially 
on plated surfaces. 

Rubber stamp,  
pre-encoded stencil, 
ink jet 

Apply over protective finish before oiling.  
Use ink in accordance with A-A-208, type 
I, or an equivalent type, cover with clear 
lacquer on nonporous surfaces. 

Phosphate, 
dry film, 
anodize, or 
plating 

All surfaces 
Laser markable inks or paints and 
epoxies, Thermal spray, Metal 
fusion. 

Additive marking.  Cover with matte 
finish clear coat for additional protection 

All surfaces As above. 
125 microinches (3.2 
microns) or coarser Painted, machined surfaces. 

125 to 63 microinches 
(3.2 to 1.6 microns) Painted, ground, or sanded surfaces 

Paint 

63 microinches (1.6 
microns) or finer 

Rubber stamp, epoxy & pre-
encoded stencil, decalcomania, ink 
jet, Thermal spray, pre-encoded 
inserts, Metal fusion, Photo 
Anodizing 

Do not penetrate dry film thickness. 

Epoxy or 
urethane 
coating 

All surfaces 

Rubber stamp, pre-encoded stencil, 
Ink Jet, marking machine, 
decalcomania, hand brush or laser 
markable inks or paints & epoxies 
with clear coat, Thermal spray, 
Metal fusion, Photo Anodizing. 

For marking of printed wiring boards and 
assemblies, epoxy base fungus resistant, 
non-conducting ink in accordance with A-
A-56032 may be used 

Polycarbonate
/Polyester with 
hardcoating 

Matte texture /  
Velvet matte Digitally printed subsurface  
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TABLE IV.   UII construct business rules and supplemental data. 

 UII Construct #1 UII Construct #2 
Based on current 
enterprise configurations 

If items are serialized within 
the Enterprise 

If items are serialized within 
Part, Lot or Batch Number 

Issuing Agency Code* 
Enterprise ID UII is derived by 

concatenating the data 
elements IN ORDER: 

Issuing Agency Code* 
Enterprise ID 
Serial Number Original Part# 

Serial Number 
Lot or Batch # 
Serial Number 

Current Part Number** Current Part Number** Data Identified on Assets 
Not Part of the UII 
(Separate Identifier) Other Traceability 

Number*** 
Other Traceability 

Number*** 
* The Issuing Agency Code (IAC) represents the registration authority that issued the enterprise 
identifier (e.g., Dun and Bradstreet, GS1).  The IAC can be derived from the data qualifier for the 
enterprise identifier and is not separately marked on the item.  The IAC for the GS1 Company 
Prefix need not be derived because it is contained in each GS1 company Prefix and should not be 
repeated when forming the concatenated UII. 
** In instances where the part number changes with new configurations (also known as part number 
roll), the current part number shall be included on the item for traceability purposes and may be 
included as a separate data element.  The original part number is never changed. 
*** The data identifier 30T has been designated for use as a traceability number that is not part of 
the UII.  For example, applications may specify 30T for encoding lot or batch number when the lot 
or batch number is not required or desired in the UII. 

 
TABLE V.   Issuing Agency Codes for use in unique identification concatenation 

Issuing Agency Code Issuing Agency Enterprise Identifier 

0 – 9  GS1 Global Office GS1 Company Prefix 

LB Telcordia Technologies, 
Inc ATIS-0322000 

UN Dun and Bradstreet DUNS 

D Allied Committee 135 NCAGE/CAGE 

LH 
European Health Industry 
Business Communications 

Council 
EHIBCC 

LD Department of Defense DoDAAC 

Note:  The Issuing Agency Code (IAC) represents the registration authority that issued 
the enterprise identifier (e.g., Dun and Bradstreet, GS1).  The IAC can be derived from 
the data qualifier for the enterprise identifier and does not need to be marked on the item. 
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TABLE VI.   Data qualifiers for IUID usage 

Data Element DI (ISO/IEC 15418) 
Format Indicator 06

AI (ISO/IEC 15418) 
Format Indicator 05

TEI (ATA CSDD) 
Format Indicator 12

Enterprise Identifier 
• CAGE/NCAGE 
• D-U-N-S 
• GS1 Company Prefix 
• DODAAC 
• Other Agencies  

 
17V 
12V 
3V 
7L 

18V1

 
- 
- 
- 
- 
- 

 
MFR2, SPL3 or CAG, 

DUN 
EUC 

- 
- 

Serial Number within 
Enterprise Identifier - - SER4 or UCN5  

Serial Number within Original 
PIN (or Serial Number within 
Lot/Batch Number) 

S - SEQ  

Original Part Number 1P - PNO  

Lot/Batch Number 1T - LOT, LTN, or BII6

Single Element UIIs 
Complete UII 
UII not including the IAC 
(CAGE + Serial Number 
within CAGE) 

IUID Equivalents 
VIN 
ESN 
GRAI 
GIAI 

 
25S7 

18S8 
 
 
 

I9 
22S10

 

 
- 
- 
 
 
 
- 

800211 

800312 

800413

 
UID 

USN or UST 
 
 
 
- 
- 
- 
- 

Current Part Number 
(additional data element-not 
used in UII)14

30P 240 PNR 

Lot/Batch Number 
(additional data element-not 
used in UII)15

30T - - 

NOTES 
1. Data identifier 18V – the concatenation of the Issuing Agency Code (IAC) + Enterprise Identifier (EID).  

This data identifier would be used for all other EIDs, which were assigned by an issuing agency that has an 
assigned IAC but does not have their own specific EID data identifier. 

2. MFR – Manufacturer CAGE Code.  Identifies the manufacturer, government agency or other organization 
controlling the design and the part number assignment of the subject part. 

3. SPL – Supplier CAGE Code.  Identifies the organization creating the UII, where the organization is not the 
manufacturer, government agency, or other organization controlling the design of the serialized component. 

4. SER – Part Serial Number (Serial Number within Enterprise).  The SER is the manufacturer’s serialized 
identity for an individual part, component or component end item. 

5. UCN – Unique Component Identification Number.  The UCN is the permanent tracking identity assigned 
to an in-service part by an organization other than the manufacturer, government agency or other organization 
controlling the design of the subject part and used in lieu of the manufacturer’s serial number. 
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TABLE VI.   Data qualifiers for IUID Usage (cont’d) 
 
NOTES (cont’d) 
6. LOT   Lot number that is not unique within the Enterprise Identifier but is unique within the Original Part 

Number (PNO). 
LTN   Lot number that is unique within the Enterprise Identifier.  Referred to as Enterprise Lot Number 
BII   Batch Item Identifier is a subdivision of an LTN. 

7. 25S is a data identifier defined as the identification of a party to a transaction (as identified by data identifier 
18V), followed by a supplier assigned serial number (For UII purposes, this has to be unique serialization 
within the EID that assigns the UII data elements).  Thus, for UII purposes, 25S must represent the following 
string of concatenated elements – IAC + EID + Unique serial number within the EID, which directly 
corresponds to a concatenated UII using serialization within the enterprise. 

8. 18S.  In the case where the EID is the CAGE Code, data identifier 18S may be used.  18S is defined as the 
concatenation of the CAGE Code (EID) + Unique serial number within the CAGE Code.  This data element 
does not contain the IAC, which must be added in decoding to form a concatenated UII using serialization 
within the enterprise.  

9. DI I identifies a U. S. Vehicle Identification Number – VIN. 
10. DI 22S identifies a cellular mobile telephone Electronic Serial Number (ESN). 
11. AI 8002 identifies a cellular mobile telephone Electronic Serial Number (ESN). 
12. AI 8003 identifies a Global Returnable Asset Identifier (GRAI). 
13. AI 8004 is the application identifier for the Global Individual Asset Identifier (GIAI).  The GIAI is up to 30 

characters and is a combination of the GS1 Company Prefix and an Individual Asset Reference, which is 
assigned by the holder of the GS1 Company Prefix.  A serialized Global Trade Identification Number 
(GTIN™) may also be converted to a GIAI using GS1 procedures. 

14. DI 30P current part number is not part of the UII.  It is an additional data element that may be encoded in the 
ISO 15434 syntax and placed on the item in a separate data matrix symbol, or, in the case of severe space 
limitations, it may be encoded in the same data matrix along with the UII data elements.  Use 1P when original 
part number is part of the UII. 

15. DI 30T lot/batch number is not part of the UII.  It is an additional data element that may be encoded in the ISO 
15434 syntax and placed on the item in a separate data matrix symbol, or, in the case of severe space 
limitations, it may be encoded in the same data matrix along with the UII data elements.  Use 1T when 
lot/batch number is part of the UII. 
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TABLE VII.   Data qualifiers and their usage by constructs/equivalents 

 
Data Qualifiers Construct #1 Construct #2 DoD Recognized 

IUID Equivalents 
Current Part 

Number 

Data Identifiers 

(ANSI MH 10.8.2) 

18S 

25S 

17V, 12V, 3V, 18V, 7L 

1P or 1T 

S 

I 

22S 

30P 

Application 
Identifiers 

(GS1) 

  8002 

8003 

8004 

240 

Text Element 
Identifiers 

(ATA) 

CAG, MFR, SPL, 

DUN, EUC  

SER or UCN 

UID, USN, or UST 

 

CAG, MFR, or SPL 

DUN, EUC 

PNO, LOT, LTN, or BII 

SEQ 

UID 

 PNR 
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TABLE VIII.   Preferred data area titles 
 

Data Element Preferred Language 

MRI and Free Text 
NOTE:  The preferred data area titles included in this section of the table do not override or replace the titles specified by 
the MRI protocols identified for use in 5.2.2.  The titles listed here may be used when an MRI protocol does not specify a 
title as related to a specific data qualifier. 

EIDsee NOTE, MFR, SPL 
MFR ID CAGE/NCAGE 
SPLR ID CAGE/NCAGE 

CAGE/NCAGE, CAG 
MFR ID DUNS, SPLR  ID DUNS, DUNS, DUN  
MFR ID GS1, SPLR ID GS1, GS1, EAN, EUC  

Enterprise Identifiers 
 
NOTE:  Enterprise identifiers must either identify the 
context of use (i.e., CAGE, DUNS, GS1, etc) or be 
used in conjunction with one of the MRI data 
qualifiers shown in Table VI. 

NOTE: EID can be used to clarify a UII enterprise identifier if 
multiple enterprise identifiers are in a mark (e.g., use EID CAGE, or 
EID D-U-N-S, etc. – see Figures 2 and 3).   

Unique Item Identifier UII, UID, USN, UST 

Original Part Number ORIGINAL PART NO, ORIG PART NO, ORIG P/N 
ORIG PN, ORIG PIN, PNO, O/PN, SPLR PART 

Serial Number  SERIAL NO, SERIAL, SER NO 
S/N, SN, SERNO, SER, UCN, SEQ 

Current Part Number 
CURRENT PART NO, CURR PART 

CURR PART NO, CURR P/N, CURR PN, CURR PIN 
PART NO, P/N, PN, PIN, PNR 

Lot Number LOT #, LOT, LOTNO, LTN 

Free Text Only 

Nomenclature No title – self evident 

Contract or Acquisition Document CONTRACT NO, PO NO, CNCT#, PO#, or no title 

Manufacturer Name (no codes) MANUFACTURER, MFR ID, MANF 

Supplier Name (no codes) SUPPLIER, SPL ID 

Design Activity (use CAGE code) DESIGN ACTIVITY, DSN ACTY,  DES ACT,  DAI 

Original Design Activity (use CAGE code) ORG DSN ACTY, ODA 

Current Design Activity (use CAGE code) CUR DSN ACTY, CDA 

Manufacturer (use CAGE Code) MFR 

Assembly ASSEMBLY, ASSY 

National Stock Number NSN 

Military Specification MIL-SPEC, MS, or no title 
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FIGURE 1.   Example of identification plate. 
 

NOTES: 
1.   This example is given only as a guide and should not be considered a mandatory format.  For this example, both 
the linear and Data Matrix bar code symbols are used as the machine-readable information (MRI) marking.  To satisfy 
legacy requirements to mark multiple enterprise identifiers with MRI and for the linear bar codes to be generated 
without data identifiers, the certified MRI protocols identified in paragraph 5.2.2 have not been used – all such non-
standard marks must be specified in the contract or order as to type and content.   
2.   See paragraph 5.2 for bar code generation and quality requirements. 
3.   Items 1, 3, 6, 8, 10, and 12 are used for human-readable information (HRI) purposes for the associated bar code or 
MRI marking. 
4.   Additional information as applicable may be integrated into the identification plate or may be applied. 
5.   Permanent information including bar coding or other MRI marking may be included on a plate separate from the 
variable information plate. 
6.   Enterprise identifier and design activity identification (DAI) examples are CAGE code (CAGE has a unique 
number of characters).  Other identifier information such as D-U-N-S, GS1, DODAAC, etc., will require a longer 
number and must be titled as to the source. 
7.   This Data Matrix symbol contains the encoded UII information (EID and Serial Number).    

RADAR SEARCH LAND MOBILE  AN/XYZ-1
115V/60-200 KHZ

NOTE 3 12 

3.b 

4 

NOTE 2

NOTE 3
NOTE 610 5 

NOTE 211 

US 15 NOTE 2 13 

NOTE 2 7 

NOTE 3 8 

NOTE 2 9 

 1 

CURR PART NO   55B123456789-10

NOTE 3 6 
NOTE 6 

14 

CONTRACT   F33657-80-C-0310

NSN   5800-00-480-1234

DES ACT   12345 EID MFR   54321 

SER NO   8 

See NOTE 1 for this figure 

NOTE 7

 2 

3.a 

NOTE 2 
NOTE 3 

Serial Number 

Bar coded serial number 

Acquisition Instrument identification (AII) no. 

Bar Coded AII 

Nomenclature (ite

 

Bar coded PIN, must be shown when NSN n

available 

Manufacturer Enterprise identifier 

Bar coded manuf

NSN 

Data Matrix symbol compilation of identification 

data (UII when applicable) 

Government ownership designation 15 

m name and type designation) 

Special characteristics 

Design activity identification (DAI)

Bar Coded DAI 

Part or Identifying Number (PIN) 

ot 

acturer activity identifier 

Bar coded NSN 
14 

13 

12 

11 

10 

9 1 

2 

3.a 

3.b 

4 

5 

6 

7 

8 
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 2D symbol contains the 

ISO/IEC 15418 DIs 18S and 
30P, encoded in ISO/IEC 15434 
syntax using the “06” format 

 
 
 
 
 

 

NOTE:  CEA protocol (per MH10.8.7) and UII Construct #1 using Data Identifiers (DI) encoded in Code 39 and 
Data Matrix ECC 200 symbols.  The UII was established by an activity, other than the manufacturer, with a serial 
number unique to that entity.  Note that the manufacturer enterprise identifier (52B26) is different from the EID 
(1U2R7).  DI 18S can be used to encode a CAGE code and serial number concatenation for the UII element. 

FIGURE 2. Example CEA label (UII Construct #1 in Code 39 and 
Data Matrix). 

 
 
 
 
 
 
 

2D symbol contains the ISO/IEC 
15418 DIs 25S and 30P, 
encoded in ISO/IEC 15434 
syntax using the “06” format 

 
 

NOTE:  CEA protocol (per MH10.8.7) and UII Construct #1 using Data Identifiers encoded in Code 128 and Data 
Matrix ECC 200 symbols.  The D-U-N-S number and the serial number are encoded with DI 25S, which requires the 
encoding of the issuing agency code (IAC) in order to differentiate between enterprise identifiers (see Table VI). 

FIGURE 3. Example CEA label (UII Construct #1 in Code 128 and 
Data Matrix). 
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2D symbol contains the 
ISO/IEC 15418 DIs S, 1P, and 
17V, encoded in ISO/IEC 
15434 syntax using the “06” 
format 

2D symbol contains the 
ISO/IEC 15418 DI 30P, 
encoded in ISO/IEC 15434 
syntax using the “06” format 

NOTE:  CEA protocol (per MH10.8.7) and UII Construct #2 using Data Identifiers encoded in Code 128 and Data 
Matrix ECC 200 symbols.  The UII is established by the enterprise’s identification, original part number, and a serial 
number unique within that original part number, and all are included on the upper label.  The added bottom label 
(optional on new item label) includes the current part number, which is the same as the original part number for a 
new item and is replaced when modification of the item establishes a new current part number (see Figure 4.b for the 
modified label, also 5.2.1.3.d and Figure 7). 

FIGURE 4.a. Example CEA new item label (UII Construct #2 in 
Code 128 and Data Matrix). 

 
 
 
 

2D symbol contains the ISO/IEC 
15418 DIs S, 1P, and 17V, 
encoded in ISO/IEC 15434 
syntax using the “06” format 

2D symbol contains the 
ISO/IEC 15418 DI 30P, 
encoded in ISO/IEC 15434 
syntax using the “06” format 

NOTE:  CEA protocol (per MH10.8.7) and UII Construct #2 using Data Identifiers encoded in Code 128 and Data 
Matrix ECC 200 symbols.  It is an example of how the mark may be changed after the item is altered.  The current 
PIN, with the EID of the enterprise altering the item if different than the serializing EID, could be added to the mark 
or replace the current PIN if it was part of the original mark (compare Figure 4.a with 4.b, also 5.2.1.3.d and Figure 
7).  The original PIN is retained and the current PIN is added or changed as shown in the bottom section of the label. 

FIGURE 4.b. Example CEA modified item label (UII Construct #2 
in Code 128 and Data Matrix) 
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2D symbol contains the ATA CSDD 
TEIs of MFR and SER encoded in 
ISO/IEC 15434 syntax using the 
“12” format.

2D symbol contains the ATA 
CSDD TEI PNR encoded in 
ISO/IEC 15434 syntax using the 
“12” format.

 

 

 

 

 

 

 

NOTE:  SPEC2000 protocol and UII Construct #1 using Text Element Identifiers (TEI) encoded in Code 128 and 
Data Matrix ECC 200 symbols.  The available TEIs listed in ATA SPEC2000 CSDD permit the use of UII 
Construct #1 for an IUID.  The UII is established by the enterprise’s identification and a serial number unique within 
that enterprise identifier.  The current part number is shown on an optional separate label as per the ATA protocol 
and will be updated when item alteration requires new identification (see 5.2.1.3.d and Figure 7). 

FIGURE 5. Example ATA label (UII Construct #1 in Code 128 and 
Data Matrix before part number change). 

 

 
 

 

 

 

2D symbol contains the ATA 
CSDD TEIs of MFR, PNO, and 
SEQ, encoded in ISO/IEC 15434 
syntax using the “12” format. 

2D symbol contains the ATA 
CSDD TEI PNR encoded in 
ISO/IEC 15434 syntax using the 
“12” format. 

 

 

 

 

 

 

 

 
NOTE:  ATA SPEC2000 protocol and UII Construct #2 using Text Element Identifiers (TEI) encoded in Code 128 
and Data Matrix ECC 200 symbols.  The available alternate TEIs approved for use in ATA SPEC2000 CSDD 
permit the use of UII Construct #2 for IUID.  The UII is established by the enterprise’s identification, an original 
part number, and a serial number unique within the original part number.  The current part number and EID of the 
enterprise altering the item, if different from the serializing EID, is shown on a separate label as per the ATA 
protocol (see 5.2.1.3.d and Figure 7).  In this instance, TEI MFR is used because the manufacturer and the enterprise 
that assigned the UII serial number are the same. 
 

FIGURE 6. Example ATA label (UII Construct #2 in Code 128 and 
Data Matrix). 
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Construct #1 (CEA (per MH10.8.7) protocol)       Construct #2 (CEA (per MH10.8.7) protocol) 
 
 
 
 
 
 
 
 
 
 
 

Original label shown above – as changed shown below 
 
 
 
 
 
 
 
 
 
 
 
 
 
NOTE:  The source (manufacturer or supplier) EID of the enterprise establishing the PIN, Lot, or Batch Number 
change is required for full disclosure of the new source identification (see 5.1.1) if it is not the same enterprise that 
established the serial number used in the UII.  For Construct #1 or Construct #2, the content requirement to identify 
a changed PIN is the same.  An item mark may consist of one or more labels (see Construct #1 and Construct #2 
examples).  The business rules of this standard apply to the item mark and thus to all of the item mark labels as if 
they were a single label.  The CEA protocol (per MH10.8.7) does not require the current part number to be labeled 
separately; thus, it is an optional choice for the acquiring activity or the marking activity.  For an IUID item, the EID 
for the activity assigning the serial number is the only EID that can be encoded in the mark's MRI using the Table 
VI data qualifiers for EID (see 5.2.1.1.b).  The CEA protocol (per MH10.8.7) requires the use of the ANS MH10.8.2 
(see ISO/IEC 15418) for data area titles when applicable; however, the data area titles for some data qualifiers (25S, 
30P, 17V) are not identified in MH10.8.2.  For the Construct #1 mark, the data area title for data qualifier 12V could 
not be changed; therefore the entire label had to be updated to ensure clarity of the source identification.  For the 
Construct #2 mark, note that the data area title for data qualifier (17V) changed from SPLR ID CAGE to EID CAGE 
(see Table VIII) to preclude identification of more than one source in the mark (i.e., EID CAGE identifies the 
serializing enterprise whereas SPLR ID DUNS identifies the source of the item.  Also for the Construct #2 mark, the 
data area title for data qualifier (1P) must remain as SPLR PART. 
 

FIGURE 7.   Identification of Changed PIN, Lot, or Batch Number established by 
other than original source enterprise. 
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2D symbol contains the ISO/IEC 
15418 AIs 8004, 95, 240, and 21 
encoded in ISO/IEC 15434 syntax 
using the “05” format. 

 
NOTE:  GS1 protocol and DOD recognized IUID equivalent UII using Application Identifiers (AI) encoded in GS1-
128 and Data Matrix ECC 200 symbols.  The UII is established by the enterprise identification and a serial number 
unique for that enterprise manufacturer.  The UII (AI 8004) is the single element used for the UII within the mark.  
This label follows the GS1 General Specifications and ISO/IEC 15434/15418.  AI 8004 is the Global Individual 
Asset Identifier (GIAI) with the embedded GS1 Company Prefix (0614141).  The Company Prefix is a variable 
length field and cannot be parsed from the GIAI bar code; thus, a separate linear bar code must be used for the 
enterprise identifier (see 3.22) 
 
 FIGURE 8. Example GS1 label (equivalent UII in serialized within 

the EID) in GS1-128 and Data Matrix. 

 

2D symbol contains the ISO/IEC 
15418 AIs 8004, 95, 240, and 21 
encoded in ISO/IEC 15434 syntax 
using the “05” format. 

 
NOTE: A GS1 protocol method using a DOD recognized IUID equivalent UII (GIAI -- AI 8004) is also 

available to encode a UII when the serial number is unique within the product identifier (similar to 
Construct #2 except the UII cannot be parsed).  The UII Data Matrix symbol and a corresponding, 
optional linear bar code are marked to show the Global Individual Asset Identifier (GIAI) in a 
construct of:  AI 8004 + Company Prefix + GTIN Part Reference Number + GTIN Modulo 10 
Check Digit + GTIN Indicator Digit + Serial Number; (i.e., 800406141419999960MH80312) (see 
Guidelines for Application of GS1 IUID Markings to Items in the Supply Chain).  Additional free 
text with optional linear bar codes must also be marked to show the minimum requirements of 
5.1.1.  The Data Matrix symbol must be ISO/IEC 15418 and 15434 compliant. 

 
FIGURE 9. Example GS1 label (equivalent UII serialized within a unique 

part number within the EID) in GS1-128 and Data Matrix) 
 
 

 

36                                                 276



MIL-STD-130N 

Alternate 
Layout 

 Preferred Layout Alternate Layout 
Data Matrix,  

linear bar codes, and human readable 
(Limited space) Data Matrix 

and human readable (Severely 
limited space) 

    
   

Construct 
# 1 

  
  

(Note 2)  
 

   

Construct 
# 2 

(Note 2) 

 
 
 
 
 
 
 

   
 
Serialized 
Non-IUID 

  

  Non-serialized 
Non-IUID 
with Data 
Matrix 

 
OR: Linear bar code with 

abbreviated human-readable 
interpretation/translation 

 
OR: Linear bar 

code only 

Non-UID 

Non-serialized 
Non-IUID 
w/o Data 
Matrix 

Linear bar code with 
abbreviated human-readable 

interpretation/translation 

Linear bar code 
only 

NOTES: 
1. The examples shown are illustrative only.  The different layouts show the context of the data marked and do not 

indicate a preferred protocol for use.  Machine readable symbols are produced with appropriate syntax and 
semantics requirements.  Human readable examples shown may contain additional information when specified 
by acquiring activity.  For some MRI protocols, machine readable symbol associated human readable 
information is limited to human readable interpretation. 

2. Split mark/label examples UII Construct #1 and #2 are exceptions to most MRI protocols.  ATA protocol 
recommends the current part number as a separate bar code.  Construct #1 and #2 current PIN examples shown 
are separate mark/labels to facilitate replacement of current PIN with the new altered item PIN.  This marking 
exception may be used for all marks.  In cases of space limitation, split mark/labels may be reduced to one 
symbol. 

FIGURE 10 Minimum MRI marking symbology with human-readable 
information scenarios (see Note 1). 
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NOTE: Free text protocol.  This label shows a format based on 5.3  
and the data area title notations from Table VIII. 

FIGURE 11. Example of free text label. 

 
 
 

 
FIGURE 12. Example of AIAG B-4 label (non-IUID item). 

 
 
 
 
 
 
 
 
 
 

FIGURE 13. Example of CEA label using Construct #2. 
 
 

 

 
 

0     98756    10001     3
U.P.C Version

 
NOTE: The U.P.C. mark does not require human-readable information 

if it meets the COTS exemption criteria of 5.1.2.a 
 

FIGURE 14. Example of GS1 label. 
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Diagonal lines 
crossing each other 
through the center of 
the matrix. 

Vertical and horizontal 
lines through the 
interrupted frame lines of 
the matrix finder pattern. 

 
FIGURE 15.   Obliteration of a Data Matrix symbol. 

 
 
 

 
WARRANTED ITEM 

 
THIS ITEM IS UNDER WARRANTY 

 
UNTIL   (NOTE 1)   

 
NOTE 3 

 
 

 
WARRANTED ITEM 

 
THIS ITEM IS UNDER WARRANTY 

 
UNTIL  (NOTE 2)   

 
HAS BEEN COMPLETED 

 
NOTE 3

 
NOTES: 
1.  Indicate expiration date or other expiration criteria. 
2.  Indicate condition of use (i.e., hours of operation, time since manufacture) 
3.  These examples are provided as a guide only and should not be considered mandatory. 
 

FIGURE 16.   Examples of warranty markings. 
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(Symbol) 

(LABEL) 
CAUTION 

CONTAINS PARTS AND ASSEMBLIES 
SUSCEPTIBLE TO DAMAGE BY 

ELECTROSTATIC DISCHARGE (ESD) 

          FIGURE  17.  Electrostatic discharge (ESD) sensitive identification. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 18.  Human Readable Information Examples 
 
 
 
 
 
 
 

Human Readable Interpretation Data Area Title 

Free Text Human Translation 
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APPENDIX A 

ACRONYMS 
 

A10.   GENERAL 
A10.1   Scope.  This Appendix is intended to provide a listing of acronyms used in this standard.  
This Appendix is a mandatory part of this standard. 

A20   APPLICABLE DOCUMENTS.  This section is not applicable to this Appendix. 

A30   DEFINITIONS. 

A30.1   Acronyms used in this standard. 
a. 1D - One-dimensional 
b. 2D - Two-dimensional 
c. AI - Application Identifier 
d. AIAG - Automotive Industry Action Group 
e. AIM - Association for Automatic Identification and Mobility 
f. AIT - Automatic Identification Technology 
g. ANSI - American National Standards Institute 
h. ASME - American Society of Mechanical Engineers 
i. ASSIST - Acquisition Streamlining & Standardization Information System 
j. ASSY - Assembly 
k. ASTM - American Society for Testing and Materials 
l. ATA - Air Transport Association 
m. ATIS - Alliance for Telecommunications Industry Solutions 
n. BII - Batch Item Identifier 
o. CAG - See CAGE/NCAGE 
p. CAGE - Commercial and Government Entity 
q. CDA - Current Design Activity 
r. CEA  - Consumer Electronics Association 
s. CLEI™  COMMON LANGUAGE® Equipment Identifier 
t. CMTI - Cellular Mobile Telephone Identifier 
u. CNCT# - Contract Number 
v. COTS - Commercial Off-The-Shelf 
w. CSDD - Common Support Data Dictionary 
x. CUR - Current (alt. CURR) 
y. DAI - Design Activity Identification 
z. DES - Design (alt. DSN) 
aa. DFARS - Defense Federal Acquisition Regulation Supplement 
bb. DI - Data Identifier 
cc. DLA - Defense Logistics Agency 
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dd. DOD - Department of Defense 
ee. DoDAAC - Department of Defense Activity Address Code 
ff. DoDCP - Department of Defense Control Point 
gg. DPM - Direct Part Mark 
hh. DTL - Detail 
ii. D-U-N-S - Data Universal Numbering System (Dun & Bradstreet) (alt. D-U-N-S) 
jj. EAN - European Article Number 
kk. ECC - Error Checking and Corrections (for Data Matrix Symbology) 
ll. EHIBCC - European Health Industry Business Communications Council 
mm. EID - Enterprise Identifier 
nn. ESD - Electrostatic Discharge 
oo. ESDS - Electrostatic Discharge Sensitive 
pp. ESN - Electronic Serial Number 
qq. EUC - EAN.UCC Company Identifier 
rr. FNC1 - Function Code 1 
ss. GIAI - Global Individual Asset Identifier 
tt. GRAI - Global Returnable Asset Identifier 
uu. GS1 - GS1 US (formerly EAN.UCC) 
vv. GTN - Global Trade Item Number 
ww. HDBK - Handbook 
xx. HRC - Rockwell C Scale (metal hardness) 
yy. HRI - Human-readable information 
zz. IAC - Issuing Agency Code 
aaa. ID - Identification 
bbb. IF - Intermediate Frequency 
ccc. ISO/IEC - International Organization for Standardization / International 

Electrotechnical Commission 
ddd. IUID - Item Unique Identification 
eee. JMQWG - Joint Marking Qualification Working Group 
fff. LOT - Lot Number (alt. LOTNO, LOT #, LTN) 
ggg. MIL - Military 
hhh. MRI - Machine-Readable Information 
iii. MFR - Manufacturer (alt. MANF) 
jjj. MILSCAP - Military Standard Contract Administration Procedures 
kkk. MOD - Modulation 
lll. MS - Military Standard 
mmm. NAS - National Aerospace Standard 
nnn. NASA - National Aeronautics and Space Administration 
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ooo. NATO - North Atlantic Treaty Organization 
ppp. NCAGE - NATO Commercial and Government Entity 
qqq. NO - Number 
rrr. NSN - National Stock Number 
sss. ODA - Original Design Activity 
ttt. ORG - Original 
uuu. O/PN - Original Part Number (alt. OPN) 
vvv. OUSD - Office of the Under Secretary of Defense 
www. PIN - Part or Identifying Number (alt. PNO, PNR, PN, P/N) 
xxx. PO# - Purchase Order Number (alt. PO, PO NO) 
yyy. SAE - Society of Automotive Engineers 
zzz. SC - Symbol Contrast 
aaaa. SER - Serial Number (alt. SN, S/N, SERNO, SER) 
bbbb. SEQ - Sequential Serial Number (within Part Number) 
cccc. SOCN - Source Control Notation 
dddd. SPL - Supplier (alt. SPLR) 
eeee. STD - Standard 
ffff. TEI - Text Element Identifier 
gggg. UCC - Uniform Code Council 
hhhh. UID - Unique Identification 
iiii. UII - Unique Item Identifier 
jjjj. UPC - Universal Product Code 
kkkk. U.S. - United States (alt. US) 
llll. USN - Universal Serial Number 
mmmm. UST - Universal Serial Tracking Number 
nnnn. VIN - Vehicle Identification Number 
oooo. VICD - Vendor Item Control Drawing 
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CONCLUDING MATERIAL 
 
Custodians: Preparing Activity: 
Army - AR Air Force - 16 
Navy - AS (Project SESS-2007-003) 
Air Force – 16 
DLA - DH 
 
Review Activities: 
Army - AT, AV, CR, CR4, EA, MI, SM 
Navy - MC, OS, SA, SH, TD, YD 
Air Force – 11, 13, 19, 70, 71, 84, 99 
DLA - CC, DP, GS, IS 
 
NOTE:  The activities listed above were interested in this document as of the date of this 

document.  Since organizations and responsibilities can change, you should verify the 
currency of the information above using the ASSIST Online database at 
http://assist.daps.dla.mil. 
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